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Foreword

ISO (the International Organization for Standardization) and IEC (the International
Electrotechnical Commission) form the specialized system for worldwide standardization.
National bodies that are members of ISO or IEC participate in the development of
International Standards through technical committees established by the respective
organization to deal with particular fields of technical activity. ISO and IEC technical
committees collaborate in fields of mutual interest. Other international organizations,
governmental and non-governmental, in liaison with ISO and IEC, also take part in the
work.

In the field of information technology, ISO and IEC have established a joint technical
committee, ISO/IEC JTC 1. Draft International Standards adopted by the joint technical

committee are irculated to national bodies Tor voling. Publication as an Internafional
Standard requires approval by at least 75 % of the national bodies casting a vote.

International Standard ISO/IEC 10165-2 was prepared by Joint Technical Committee
ISO/TEC JTC 1, Information technology, in collaboration with CCITT. The identical text is
published as CC[TT Recommendation X.721.

ISO/IEC 10165 fonsists of the following parts under the gencral title Information tech-
nology — Open Systems Interconnection — Structure of management information:

— Part 1: Management information model

— Part 2: Defipition of management information

— Part 4: Guidlelines for the definition of managed objects
— Part 5: Genpric management information

—Part 6: Refyuirements and guidelines for implementation conformant¢é “statement
proformas aspociated with management information

Annex A forms 4n integral part of this part of ISO/IEC 10165. Annexes B, C, D, E, F and
G are for informgition only.
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Introduction

ISO/IEC 10165 is a multipart standard developed according to ISO 7498 and ISO/IEC 7498-4. ISO/IEC 10165 is related to the
following International Standards:

— ISO/MEC 9595:1990, Information technology — Open Systems Interconnection — Common management information service
definition;

— ISO/MEC 9596:1990, Information technology — Open Systems Interconnection — Common management information protocol;

— ISO/IEC 10040:1992, Information technology — Open Systems Interconnection — Systems managenent overview;

— ISO/MEC 10064:1992 lﬂ[ﬂmlﬂtiﬂll ZECZHIQZQ@:_ ( 2!22“ S]Iﬂﬂms lﬂ[ﬂﬂcﬂﬂﬂﬁcaﬂﬂ _ S,Jlslﬁms Aiallagﬂﬂlﬁﬂl
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INTERNATIONAL STANDARD

CCITT RECOMMENDATION

1

This Recommendation | International Standard

This
speci
also 4

2

INFORMATION TECHNOLOGY - OPEN SYSTEMS INTERCONNECTION -
STRUCTURE OF MANAGEMENT INFORMATION: DEFINITION OF MANAGEMENT

INFORMATION

Scope

Normative references

defines the managed object classes, attribute types, name bindings, packages, specific affributes, action
types, parameter types and notification types documented in‘accordance with CCITT Rec. X.722 |
ISO/IEC 10165-4;

specifies compliance requirements placed on other CCITF’Recommendations | International Standards
that make use of these definitions.

Recommendation | International Standard is applicable \to the development of OSI managed object class
ications and provides generic definitions that support OSI systems management functions. These definitions may
¢ used in other Recommendations | International Standards specifying object classes, attributes, netifications and
action types.

The fpllowing CCITT Recommendations DInternational Standards contain provisions which, through r¢ference in this

text,
indic3
this R
editio
valid

2.1

Identical:CCITT Recommendations| International Standards

Constitute provisions of this Reeommendation | International Standard. At the time of publicatign, the editions
ited were valid. All Recommeéndations and Standards are subject to revision, and parties to agree(ln
ecommendation | International Standard are encouraged to investigate the possibility of applying fthe most recent
ns of the RecommendationsiStandards listed below. Members of IEC and ISO maintain registdrs of currently
International Standards. The CCITT Secretariat maintains a list of the currently valid CCITT Recdgmmendations.

ents based on

CCITT Recommendation X.720 (1992) | ISO/IEC 10165-1 : 1992, Information tech
Systems Interconnection - Structure of management information: Management informati

logy - Open
model.

CCITT Recommendation X.722 (1992) | ISO/IEC 10165-4 : 1992, Information techpology - Open

Systerms Interconnection - SITUCIATE Of management injormarion: Guidelines for definition of managed
objects.

CCITT Recommendation X.730 (1992) | ISO/IEC 10164-1 : 1992, Information technology - Open
Systems Interconnection - Systems Management: Object management function.

CCITT Recommendation X.731 (1992) | ISO/IEC 10164-2 : 1992, Information technology - Open
System Interconnection - Systems Management: State management function.

CCITT Recommendation X.732 (1992) | ISO/IEC 10164-3 : 1992, Information technology - Open
Systems Interconnection - Systems Management: Attributes for representing relationships.

CCITT Recommendation X.733 (1992) | ISO/IEC 10164-4 : 1992, Information technology - Open

Systems Interconnection - Systems Management: Alarm reporting function.

CCITT Rec. X.721 (1992 E) 1
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2.2

3

For the purposes|of this Recommendation | International Standard the following definitions apply.

3.1

This Recommenfdation | InternationalSStandard makes use of the following terms defined in CCITT Rec. X.7B4 |
ISO/IEC 10164-3%:

3.2

This Recommendation | International Standard makes use of the following terms defined in CCITT Rec. X.720 |

—  CCITT Recommendation X.7341) | ISO/IEC 10164-5 : 1992, Information technology - Open Systems

Interconnection - Systems Management Event report management function.

—  CCITT Recommendation X.7351 | ISO/IEC 10164-6 : 1992, Information technology - Open Systems

Interconnection - Systems Management: Log control function.

— CCITT Recommendation X.736 (1992) | ISO/IEC 10164-7 : 1992, Information technology - Open

Systems Interconnection - Systems Management: Security alarm reporting function.

Paired CCITT Recommendations| International Standards equi\"alent in technical content

—  CCITT Recommendation X.200 (1988), Reference model of Open Systems Interconnection for CCITT

applications.

ISO 7498 : 1984, Information processing systems - Open Systems Interconnection - Basic Reference

Medet:
—  CCITT Recommendation X.208 (1988), Specification of abstract syntax notation one (ASN.1).

ISP/IEC 8824: 1990, Information technology - Open Systems Interconnection - Specificat

Syptax Notation One (ASN.I ).
—  CCITT Recommendation X.501 (1988), The Directory - Models.

ISD/IEC 9594-2 : 1990 Information technology - Open Systems Interconnection~-The Directory - |
2:|The Models.

- CCITT Recommendation X.710 (1991), Common management information.sérvice definition for CQ
applications.
information service definition.

— CCITT Recommendation X.711 (1991), Common managément information protocol specification

CCITT applications.

information protocol specification - Part 1: Specifitation.

Definjtions

Event|report management function definitions

a) digcriminator;
b) event forwardifig discriminator;

¢) pdtentialevent report.

Management-information-model-definitions

ISO/IEC 10165-1:

a) Attribute type;
b) Distinguished name;
¢) Relative distinguished name.

1 Presently at state of draft Recommendation.

2

CCITT Rec. X.721 (1992 E)

S
&Y

ISP/IEC 9595 : 1991, Information technology - Open Systems Interconnection - Common management

ISOAEC 9596-1: 1991, Information technology - Open-Systems Interconnection - Common management
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Atlgr'lbute types and specific attributes are defined in this Recommendation | International Standardusi
defi

The

ISO/IEC 10165-2 : 1992 (E)

Abbreviations

ASN.1  Abstract Syntax Notation One

CMIS Common Management Information Service
CMIP Common Management Information Protocol
EFD Event Forwarding Discriminator

Id Identifier

PDU Protocol Data Unit

RDN Relative Distinguished Name

Notation

ed in CCITT Rec. X.722 | ISO/IEC 10165-4.

Definition of managed object classes

g the templates,

behavioural aspects of the specific attributes described here shall be incorporated, into the dlefinition of the
marjaged object class importing these specific attributes.

Thi$ Recommendation | International Standard defines Managed Object classes which are referenced by the System

6.1 Alarm record

Thd alarmRecord managed object class is used to.define the information stored in the log as a re
alargm notifications or alarm reports. The semantiCs of the managed object class, namely its attribut

are

ala

DERIVED FROM eventLogRecord;

CHARACTERIZED BY

-- The appropriate object identifier values for the eventType attribute, inherited from eventLogRecord
-- managed object class are communicationAlarm, qualityofServiceAlarm, processingErrorAlarm,

-- euipmentAlarm and environmentalAlarm --

as superclasses for the purpose of inheritance in the definition ef Managed Object classes in oth

Herived from the Alarm notification describéd in CCITT Rec. X.733 | ISO/IEC 10164-4.

rmRecord MANAGED OBJECT €LASS

alarmRecordPackage PACKAGE

BEHAVIQUR

alarmRecordBehaviour BEHAVIOUR

DEFINED AS "This managed object is used to represent logged information that resulted from
notifieations or event reports”;;

ATTRIBUTES

probableCause GET,

Maxagemem Functions of CCITT Recs. in X.730 - X.736 | ISO/IEC 10164 parts 1 to 7, or which afe intended to be
use
synfax of the attributes referenced in the templates are defined ify clause 13.

er standards. The

sult of receiving
es and behaviour

alarm

Ir_\arrni\/ndQn\lnrify GF—'T;;;

CONDITIONAL PACKAGES

specificProblemsPackage PACKAGE

ATTRIBUTES

specificProblems GET;

REGISTERED AS {smi2Package 1}; PRESENT IF "the Specific problems parameter is presen
notification or event report corresponding to the instance of alarm record",

backedUpStatusPackage PACKAGE
ATTRIBUTES
backedUpStatus GET;

t in the alarm

REGISTERED AS {smi2Package 2}; PRESENT IF "the backedUpStatus attribute has a value TRUE and the

Backed up status parameter is present in the alarm notification or event report corresponding
of alarm record",

to the instance

CCITT Rec. X.721 (1992 E) 3
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REGISTERED A

6.2

backUpObjectPackage = PACKAGE

ATTRIBUTES

backUpObject  GET;

REGISTERED AS{smi2Package 3}; PRESENT IF "Backup object parameter is present in the alarm notification
or event report corresponding to the instance of alarm record”,

trendindicationPackage PACKAGE

ATTRIBUTES

trendindication  GET;

REGISTERED AS {smi2Package 4}; PRESENT IF "the Trend indication parameter is present in the alarm
notification or event report corresponding to the instance of alarm record”,

thresholdinfoPackage PACKAGE

ATTRIBUTES

thresholdinfo GET;

REGISTIERED AS {smi2Package 5}; PRESENT IF "the value for probableCause attribute is thresholdCrossed",

stateChangeDefinitionPackage = PACKAGE

ATTRIBUTES

stateChangeDefinition  GET,;

REGISTERED AS {smi2Package 6}; PRESENT IF "there is a state transition for the states défined in State
ent Function, corresponding to the alarm type specified in the alarm record”,

monitor¢dAttributesPackage PACKAGE

REGISTERED AS{smi2Package 8}; PRESENT IF "the propesedRepairActions parameter is present in the
alarm netification or event report corresponding to the instance of alarm record”,

{smi2MObijectClass 1};

Attribute value change record

The attributeVajueChangeRecord managed object class is used to define the information stored in the log as a repult

of receiving attri

ute value change notificationg-or attribute value change event reports. The semantics of the managed

object class, namkly its attributes and behaviour are derived from the Attribute Value Change notification describel in

CCITT Rec. X.730 | ISO/IEC 10164-1:

attributeValueChgngeRecord MANAGED OBJECT CLASS

DERIVED FROM eventLogRecord;

CHARACTERIZED BY

-- The appropriate objectidentifier values for the eventType attribute, inherited from eventLogRecord
-- managed obje{t class; is attributeValueChange

attributeValueChangeRecordPackage PACKAGE

BEHAVIOUR

attributeValueChangeRecordBehaviour BEHAVIOUR

DEFINED AS "This managed object is used to represent logged information that resulted from attribute value
change notifications or event reports”;;

ATTRIBUTES

attributeValueChangeDefinition ~ GET;;;

CONDITIONAL PACKAGES

4

sourcelndicatorPackage PRESENT IF "the sourcelndicator parameter is present in the
attributeValueChange notification or event report corresponding to the instance of attribute value change
record”,

attributeldentifierListPackage PRESENT IF "the attributeldentifierList parameter is present in the

attributeValueChange notification or event report corresponding to the instance of attribute value change
record";

CCITT Rec. X.721 (1992 E)
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REGISTERED AS {smi2MObjectClass 2},

6.3 Discriminator

The discriminator managed object class is used to define the criteria for controlling management services. The

semantics of the managed object class, namely its attributes and behaviour are described in CCITT Rec. X.734 |
ISO/IEC 10164-5.

discriminator MANAGED OBJECT CLASS
DERIVED FROM top;

CHARACTERIZED BY

discriminatorPackage PACKAGE
BEHAVIOUR

discriminatorBehaviour BEHAVIOUR
DEFINED AS "This managed object is used to represent the criteria for controlling managemerit services.";;
ATTRIBUTES
discriminatorld  GET,
discriminatorConstruct
REPLACE-WITH-DEFAULT
DEFAULT VALUE Attribute-ASN1Module.defaultDiscriminatorConstruct GET-REPLACH
administrativeState GET-REPLACE,
operationalState GET,;

NOTIFICATIONS

stateChange,

attributeValueChange,

objectCreation,

objectDeletion;;;

-- the above events are defined in CCITT Rec. X.731 | ISO/IEC10164- 2, CCITT Rec. X.730 | ISO/IEC10164-1
CONDITIONAL PACKAGES
availabilityStatusPackage PRESENT IF "any of the scheduling packages, ( duration, weekly scheduling,
external) are present”,

duration PRESENT IF "the discriminator function is scheduled to start at a specified time and stop at
either a specified time or function continuously ",

dailyScheduling PRESENT IF "both the weekly scheduling package and external scheduler packages
are not present in an instance and daily scheduling is supported by that instance”,

weeklyScheduling PRESENT IF "both the daily scheduling package and external scheduler pagkages are not
present in an instance and weekly scheduling is supported by that instance”,

externalSchedller PRESENT IF "both the daily scheduling package and weekly scheduling packages are not
present in an instance and external scheduling is supported by that instance";
-- sep CCITT Rec..X.734 | ISO/IEC 10164-5 for the description of this managed object class.

REGISTERED.AS {smi2MObjectClass 3};

6.4 Event forwarding discriminator

The eventForwardingDiscriminator managed object class is used to define the conditions that shall be satisfied by
potential event reports before the event report is forwarded to a particular destination.This managed object class is a
subclass of discriminator managed object class. The semantics of the managed object class, namely its attributes,
management operations and behaviour, are described in CCITT Rec. X. 734 | ISO/IEC 10164-5.

eventForwardingDiscriminator MANAGED OBJECT CLASS
DERIVED FROM discriminator;
CHARACTERIZED BY
-- The value for the administrative state if not specified at initiation defaults to the value unlocked.
efdPackage PACKAGE
BEHAVIOUR
eventForwardingDiscriminatorBehaviour ~ BEHAVIOUR

CCITT Rec. X.721 (1992 E) 5
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DEFINED AS "This managed object is used to represent the criteria that shall be satisfied by potential event
reports before the event report is forwarded to a particular destination.";;
ATTRIBUTES
destination GET-REPLACE;;;
-- discriminatorConstruct attribute is defined using the attributes of a potential event report object
-- described in CCITT Rec. X.734 | ISO/IEC 10164-5.

CONDITIONAL PACKAGES
backUpDestinationListPackage =~ PACKAGE
ATTRIBUTES
activeDestination GET,
backUpDestinationList ~GET-REPLACE;
REGISTERED AS{smi2Package 9} ; PRESENT IF "the event forwarding discriminator is required to provide a
backup for the destination”,

modelPackage = PACKAGE
ATTR|BUTES
confirimedMode  GET,;

REGI$TERED AS{smi2Package 10}; PRESENT IF "the event forwarding discriminator permits/mode for
report|ng events to be specified by the managing system”;

REGISTERED AS {smi2MObijectClass 4};

6.5 Event log record

The eventLogRecord managed object class is used to define the information stored in the log as a result of recejving
notifications orjevent reports. This is a superclass from which records for specific event types are derived.

eventLogRecor MANAGED OBJECT CLASS
DERIVED FRAOM logRecord;
CHARACTERIYED BY
eventLogRecoriPackage PACKAGE
BEHAVIOUR '
eventlogRecordBehaviour BEHAVIOUR
DEFINED AS "This managed object represents th&'information stored in the log as a result of receiving
tions or incoming event reports.";;
BUTES
managedObijectClass GET,
managedObjectinstance GET,

event[ype GET;;
CONDITIONAL|PACKAGES

eventfimePackage PACKAGE

ATTRIBUTES

eventfime GET

REGISTERED AS{smi2Package 11}; PRESENT IF "the event time parameter was present in the received
event|report”,

notificationldentifierPackage PRESENT IF "the notification Identifier parameter is present in the
notification or event report corresponding to the instance of an event record or an instance of its subclassgs",

correlatedNotificationsPackage = PRESENT IF "the correlatedNotifications parameter is present in the
notification or event report corresponding to the instance of an event record or an instance of its subclasses”,

additionalTextPackage PRESENT IF "the Additional text parameter is present in the notification or
report corresponding to the instance of event record or an instance of its subclasses",

additionallnformationPackage PRESENT IF "the Additional information parameter is present in the
notification or report corresponding to the instance of event record or an instance of its subclasses";

REGISTERED AS {smi2MObjectClass 5};
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6.6 Log

The log managed object class is used to define the criteria for controlling the logging of the information in an open
system. The semantics of the managed object class, namely its attributes and behaviour are described in
CCITT Rec. X.735 [ ISO/IEC 10164-6.

log MANAGED OBJECT CLASS
DERIVED FROM top;
CHARACTERIZED BY
-- see CCITT Rec. X.735 | ISO/IEC 10164-6 for the description of this managed object class.
logPackage PACKAGE
BEHAVIOUR
logBehaviour BEHAVIOUR
DEFINED AS "This managed object is used to store incoming event reports and local system notifications.

ATTRIBUTES

logld GET,

discriminatorConstruct GET-REPLACE ,
administrativeState GET-REPLACE,

operationalState GET,

availabilityStatus PERMITTED VALUES Attribute-ASN1Module.LogAvailability
REQUIRED VALUES Attribute-ASN1Module.Unschedulédl ogAvailability GET,

logFullAction GET-REPLACE;

NOTIFICATIONS

objectCreation,

objectDeletion,

attributeValueChange,

stateChange,

processingErrorAlarm;;;

CONDITIONAL PACKAGES
finiteLogSizePackage PACKAGE
ATTRIBUTES

maxLogSize GET-REPLACE,
currentLogSize GET,

numberOfRecords GET;

REGISTERED AS {smi2Package 12}; PRESENT IF "an instance supports it",

logAlarmPackage PACKAGE

ATTRIBUTES

capacityAlarmThreshold "\GET-REPLACE ADD-REMOVE;

REGISTERED AS {smi2Package 13} ; PRESENT IF "a log is of finite size and halts logging when the

availability status‘has the log full value.",

availabilityStatusPackage PRESENT IF "any of the scheduling packages, (duration, weekly
scheduling, external) are present. The presence of this package makes available the off-duty palue of the
available\status attribute to the object.",

duration PRESENT IF "the logging function is scheduled to start at & specified time
and stop at either a specified time or function continuously.",

daityScheduling PRESENT IF Doth the weekly scheduling package and external
scheduler packages are not present in an instance and daily scheduling is supported by that instance.",

weeklyScheduling PRESENT IF "both the daily scheduling package and external scheduler
packages are not present in an instance and weekly scheduling is supported by that instance.",

externalScheduler PRESENT IF "both the daily scheduling package and weekly scheduling
packages are not present in an instance and external scheduling is supported by that instance.";

REGISTERED AS {smi2MObjectClass 6};
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6.7 Log record

The logRecord managed object class is used to define the records contained in a log managed object. The semantics of
the managed object class, namely its attributes and behaviour are described in CCITT Rec. X.735 | ISO/IEC 10164-6.

logRecord MANAGED OBJECT CLASS
DERIVED FROM top;
CHARACTERIZED BY
logRecordPackage PACKAGE
BEHAVIOUR
logRecordBehaviour BEHAVIOUR
DEFINED AS "This managed object represents the information stored in the logs";;
ATTRIBUTES
logRecordld GET,
loggingTime GET;;

REGISTERED AY {smi2MObjectClass 7};

6.8 Object|creation record

The objectCreatjonRecord managed object class is used to define the information stored in the log as a resulf of
receiving object ¢reation notifications or Object Creation event reports. The semantics of the managed object clgss,

namely its attribufes and behaviour are derived from the Object Creation notification described in CCITT Rec. X.7

ISO/IEC 10164-1

objectCreationRe¢ord MANAGED OBJECT CLASS
DERIVED FROM eventLogRecord;
CHARACTERIZHD BY
-- The appropriatd object identifier value for the eventType attribute, inherited from eventLogRecord
-- managed objecj class, is objectCreation
objectCreationRgcordPackage PACKAGE
BEHAVIOUR
objectCreationRecordBehaviour BEHAVIOUR

DEFINHD AS "This managed object is used to represént logged information that resulted from object creatign

notificatjons or event reports”;;;;

CONDITIONAL PACKAGES

sourcelndicatorPackage PRESENT IF "the-sourcelndicator parameter is present in the object creation

notificatjon or event report corresponding,to the instance of object creation record”,

attributgListPackage PRESENTIF "the attributeList parameter is present in the object creation notifica

or evenl report corresponding.to'the instance of object creation record";

REGISTERED A$ {smi2MObjectClass 8};

6.9 Object deletionrecord

The objectDeletjonReécord managed object class is used to define the information stored in the log as a resul
receiving object |deletion notifications or Object deletion event reports. The semantics of the managed object cl

namely its attribd
ISO/IEC 10164-1.

objectDeletionRecord MANAGED OBJECT CLASS
DERIVED FROM eventLogRecord;
CHARACTERIZED BY
-- The appropriate object identifier value for the eventType attribute, inherited from eventLogRecord
-- managed object class, is objectDeletion
objectDeletionRecordPackage PACKAGE
BEHAVIOUR
objectDeletionRecordBehaviour BEHAVIOUR

80 |

on

DEFINED AS "This managed object is used to represent logged information that resulted from object deletion

notifications or event reports";;;;

CONDITIONAL PACKAGES
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sourcelndicatorPackage PRESENT IF "the sourcelndicator parameter is present in the object
notification or event report corresponding to the instance of object deletion record",

deletion

attributeListPackage PRESENT IF "the attributeList parameter is present in the object deletion notification

or event report corresponding to the instance of object deletion record";

ISTERED AS {smi2MObjectClass 9};

Relationship change record

The relationshipChangeRecord managed object class is used to define the information stored in the log as a result of
receiving relationship change notifications or relationship change event reports. The semantics of the managed object
class, namely its attributes and behaviour are derived from the Relationship Change notification described in CCITT
Rec.X.732 1 ISO/IEC 10164-3.

relati

DERIVED FROM eventlL.ogRecord;

-- The appropriate object identifier value for the eventType attribute, inherited from eventLogRecord
-- managed object class, is relationshipChange
CHARACTERIZED BY
relatipnshipChangeRecordPackage PACKAGE
BEHAVIOUR
relationshipChangeRecordBehaviour BEHAVIOUR
DEFINED AS "This managed object is used to represent logged information that resulted from
relationship change notifications or event reports";;
ATTRIBUTES
relationshipChangeDefinition GET;;;
CONDITIONAL PACKAGES
sourcelndicatorPackage PRESENT IF "the/Source indicator parameter is present in th
relationshipChange notification or event report carresponding to the instance of relationship chd
attributeldentifierListPackage PRESENTAF "the Attribute identifier list parameter is presen
relationshipChange notification or event report corresponding to the instance of relationship chg
REG|STERED AS {smi2MObjectClass 10};
6.11 Security alarm report record
The $ecurityAlarmReportRecord managed object class is used to define the information stored in thg

of re
name
ISO/]

secu
DER
CHA
- Th

pbnshipChangeRecord  MANAGED OBJECT CLASS

Ceiving security alarm notifications or security alarm event reports. The semantics of the manag
ly its attributes and behaviour are derived from the Security Alarm notification described in CCITl
EC 10164-7.

ityAlarmReportRecord MANAGED OBJECT CLASS

IVED FROM eventLogRecord;

RAGTERIZED BY

b dppropriate object identifier values for the eventType attribute, inherited from eventLogRecord

-m

e
nge record",

in the
nge record";

log as a result
ed object class,
'T Rec. X.736 |

naged-obiect class arg intearitv\iolation—operational\liolation nhvsical\liaglation
g ;) —a 8 HHEe gL —Op HERaHHGHEHORPAYSIGaHOEHER;

-- securityServiceOrMechanismViolation and timeDomainViolation --
securityAlarmRecordPackage PACKAGE

REG

BEHAVIOUR
securityAlarmReportRecordBehaviour BEHAVIOUR

DEFINED AS "This managed object is used to represent logged information that resulted from security alarm

notifications or event reports";;
ATTRIBUTES
securityAlarmCause GET,
securityAlarmSeverity GET,
securityAlarmDetector  GET,
serviceUser GET,
serviceProvider GET;;

ISTERED AS {smi2MObijectClass 11};
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6.12 State change record

The stateChangeRecord managed object class is used to define the information stored in the log as a result of
receiving state change notifications or state change event reports. The semantics of the managed object class, namely
its attributes and behaviour are derived from the State Change notification described in CCITT Rec. X.731 |
ISO/IEC 10164-2.

stateChangeRecord MANAGED OBJECT CLASS

DERIVED FROM eventlLogRecord;

-- The appropriate object identifier value for the eventType attribute, inherited from eventLogRecord

-- managed object class, is stateChange

CHARACTERIZED BY

stateChangeRecordPackage PACKAGE
BEHAVIOUR
stateGhangeRecordBehaviour BEHAVIOUR
DEFINED AS "This managed object is used to represent logged information that resulted from state chang
notifications or event reports”;;
ATTRIBUTES
stateghangeDefinition GET;;

)

CONDITIONAL PACKAGES
sourcglindicatorPackage PRESENT IF "the Source indicator parameter is preséent in the stateChange
notification or event report corresponding to the instance of state change record”,

attributeldentifierListPackage PRESENT IF "the Attribute identifierList parameter is present in the
statedhange notification or event report corresponding to the instance of state’ change record”;

REGISTERED AS {smi2MObjectClass 12};

The system mahaged object class is used to represent a set of hardware and software that forms an autonomous whole
rming information processing and/or informationtransfer.

The specificatipn of the sequence of name bindings to be-used in constructing the distinguished name for a system
managed object is outside the scope of this Recommendation | International Standard . Examples of names for sygtems
are specified in|CCITT Rec. X.720 | ISO/IEC 10165-1.

NOTBE- This definition does not correspond.to real open system but corresponds to real systems in CCITT Rec. X{200 |
ISO 7498.

An instance of this managed object class may be used as the superior in naming managed objects representing g¢ither
information prdcessing and or information transfer resources contained within this instance.

system MANAGED'©BJECT CLASS
DERIVED FRQM top;
CHARACTERIYED BY
systemPackage PACKAGE
ATTRIBUTES
systemld \GET,
systemTitle GET,
operationalState GET  usageState GET;;

CONDITIONAL PACKAGES

administrativeStatePackage PACKAGE

ATTRIBUTES

administrativeState GET-REPLACE ;

REGISTERED AS {smi2Package 14}; PRESENT IF "an instance supports it.",
supportedFeaturesPackage PACKAGE

ATTRIBUTES

supportedFeatures GET-REPLACE ADD-REMOVE;

REGISTERED AS {smi2Package 15}; PRESENT IF "an instance supports it.";

REGISTERED AS {smi2MObijectClass 13};
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Top

The top managed object class, is that class of which every other managed object class is a subclass.

The semantics of the attributes objectClass,packages,nameBindings, and allomorphs are defined in CCITT Rec. X.720
I ISO/IEC 10165-1.

top

MANAGED OBJECT CLASS

CHARACTERIZED BY
topPackage PACKAGE

BEHAVIOUR
topBehaviour;
ATTRIBUTES
objectClass GET,

VY win nlETTY

CONIDITIONAL PACKAGES

REGISTERED AS {smi2MObjectClass 14};

topH

7
Thi

7.1

disgriminator-system NAME BINDING

ehaviour BEHAVIOUR

clause specifies name bindings for the managed object classes. Additional name bindings ma
thege managed object classes and their subclasses.

Rindli
frameomamy A= | s

packagesPackage PACKAGE

ATTRIBUTES packages GET;

REGISTERED AS {smi2Package 16};

PRESENT IF "any registered package, other than this package has been instantiated",

allomorphicPackage PACKAGE
ATTRIBUTES

allomorphs GET;

REGISTERED AS {smi2Package 17};

PRESENT IF " if an object supports allomorphism" ;

DEFINED AS "This is the top level of managed-object class hierarchy and every other managy
a specialization of either this generic class (top)or a specialization of subclass of top. The par
miscellaneousError is to be used when a processing failure has occurred and the error conditi
does not match any of object's defined,specific error types.";

Name binding for managed object classes

Discriminator

SUBORDINATE OBJECT CLASSdiscriminator AND SUBCLASSES;
NAMED BY
SUPERIOR OBJECT CLASS system AND SUBCLASSES ;

bd object class is
ameter
bn encountered

y be defined for

WITH ATTRIBUTE discriminatorld:

CREATE

WITH-REFERENCE-OBJECT ,
WITH-AUTOMATIC-INSTANCE-NAMING;
DELETE
ONLY-IF-NO-CONTAINED-OBJECTS;

REGISTERED AS {smi2NameBinding 1};

7.2

Log

log-system NAME BINDING

SUBORDINATE OBJECT CLASSIog AND SUBCLASSES ;
NAMED BY
SUPERIOR OBJECT CLASS system AND SUBCLASSES ;
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WITH ATTRIBUTE
CREATE
WITH-REFERENCE-OBJECT ,
WITH-AUTOMATIC-INSTANCE-NAMING;
DELETE
ONLY-IF-NO-CONTAINED-OBJECTS;

logld;

REGISTERED AS {smi2NameBinding 2};

7.3

logRecord-log

REGISTERED A

8 Defin

This Recommen|

Management Functions of CCITT Recs.X.730 - 736 | ISO/IEC 10164 parts 1 to(7»

8.1 Addit

The additiona
CCITT Rec. X.7

additionalinform3

REGISTERED A

8.2 Addit

The additional
ISO/IEC 10164-

additionalTextP4q

IInformationPackage package

jonal text

Log record

NAME BINDING
SUBORDINATE OBJECT CLASSIlogRecord AND SUBCLASSES;
NAMED BY

[T aS W1 a Vel B Walal i el

WITH ATTRIBUTE
logRecordld;
DELETE

only-if-no-contained-obijects;

UJ

{smi2NameBinding 3};

tion of packages

dation | International Standard defines a number of packages,whicCh are referenced by the Sys

onal information

contains the*>additionalInformation attribute described

B3 | ISO/IEC 10164-4.
tionPackage PACKAGE
ATTRIBUTES

additionallnformation  GET;

5 {smi2Package 18};

[extPackage package contains the additionalText attribute described in CCITT Rec. X.7
1.

ckage PACKAGE
ATIRIBUTES
additionalText GET;

REGISTERED AS—{smi2PRackage

83

1

Q-
1y

Attribute identifier list

tem

in

B3 |

The attributeldentifierListPackage package contains the attributeldentifierList attribute described in CCITT Rec.

X.730 I ISO/IEC

attributeldentifierListPackage

10164-1, CCITT Rec. X.731 | ISO/IEC 10164-2, and CCITT Rec. X.732 | ISO/IEC 10164-3.

PACKAGE
ATTRIBUTES

attributeldentifierList GET;

REGISTERED AS {smi2Package 20};

12
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8.4 Attribute list

The attributeListPackage package contains the attributeList attribute described in CCITT Rec. X.730 |
ISO/IEC 10164-1.

attributeListPackage PACKAGE
ATTRIBUTES
attributeL ist GET;

REGISTERED AS {smi2Package 21};

8.5 Availability status

The availabilityStatusPackage package contains the availabilityStatus attribute described in CCITT Rec. X.731 |
ISO/IEC 10164-2

availpbilityStatusPackage PACKAGE

BEHAVIOUR

availabilityStatusBehaviour BEHAVIOUR
DEFINED AS " This package is described in CCITT Rec. X.734,X.735 | ISO/IEC. 40]164-5, 10164-6. It is used
to indicate the availability of the resource according to a predetermined time schedule." ;;
ATTRIBUTES

availabilityStatus REQUIRED VALUES Attribute-ASN1Module.SchedulingAvailability GET;

REQISTERED AS {smi2Package 22};

8.6 Correlated notifications

The| correlatedNotificationsPackage package contains the correlatedNotifications attribute| described in
CCITT Rec. X.733 | ISO/IEC 10164-4.

corr¢latedNotificationsPackage PACKAGE
ATTRIBUTES
correlatedNotifications GET;

REQISTERED AS {smi2Package 23},

8.7 Notification identifier

The| notificationIdentifierPackage package contains the notificationldentifier attribute | described in
CCI[T Rec. X.733 | ISO/IEC.10164-4.

notificationldentifierPackage PACKAGE
ATTRIBUTES
notificationldentifier GET,;

REQISTERED'AS {smi2Package 24};

8.8 Daily scheduling

The semantics of dailyScheduling package are described in CCITT Rec. X.734 | ISO/IEC 10164-5 and
CCITT Rec. X.735 | ISO/IEC 10164-6.

dailyScheduling  PACKAGE
ATTRIBUTES
intervalsOfDay REPLACE-WITH-DEFAULT
DEFAULT VALUE Attribute-ASN1Module.defaultintervalsOfDay
GET-REPLACE ADD-REMOVE;

REGISTERED AS {smi2Package 25};
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8.9 Duration

The semantics of duration package are described in CCITT Rec.X.734 | ISO/IEC 10164-5 and CCITT Rec.X.735 |
ISO/IEC 10164-6.

duration PACKAGE
ATTRIBUTES
startTime GET-REPLACE,
stopTime REPLACE-WITH-DEFAULT

DEFAULT VALUE Attribute-ASN1Module.defaultStopTime
GET-REPLACE;

REGISTERED AS {smi2Package 26},

8.10 External-scheduler

The semantics|of externalScheduler package are described in CCITT Rec. X.734 | ISO/IEC 10164:5| and
CCITT Rec. X.135 | ISO/IEC 10164-6.

externalScheduler PACKAGE
ATTRIBUTES
schedulerName GET;
REGISTERED AS {smi2Package 27};

8.11 Sour¢e indicator

The sourcelndjcatorPackage package contains the sourcelndicator attribute“described in CCITT Rec. X.730 |
ISO/IEC 1016411, CCITT Rec. X.731 | ISO/IEC 10164-2, and CCITT Rec. X.732 | ISO/IEC 10164-3.

sourcelndicatorfPackage = PACKAGE
ATTRIBUTES
sourcelndicator GET;

REGISTERED AS {smi2Package 28};

8.12 WeeKly scheduling

The semantics| of weeklyScheduling packagexare described in CCITT Rec.X.734 | ISO/IEC 10164-5| and
CCITT Rec.X.735 1 ISO/IEC 10164-6.

weeklyScheduling PACKAGE

ATTRIBUTES

weekMask REPLACE-WITH-DEFAULT
DEFAULT VALUE Attribute-ASN1Module.defaultWeekMask
GET-REPLACE ADD-REMOVE;

REGISTERED AS {smi2Package 29};

9 Definition of generic attribute types

This Recommendation | International Standard defines a number of generic attribute types. These are intended to be
used in the definition of specific attributes appearing in the definitions of Managed Object Classes.

Each attribute type definition comprises

—  the structure of the attribute value;

the inherent properties of the attribute in terms of its behaviour;
—  the permitted matching operations that may be performed on an attribute having this type;

— the ways in which specific attributes having this type relate to other attributes.

An attribute type definition does not include an object identifier. This shall form part of the definition of each of the

specific attributes of that type. Definitions of specific attributes may also refine the definition given in the type, for
example
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—  to extend the behaviour definition to relate the behaviour to the operation of the resource represented by
the managed object;

—  parameters be associated with the attribute.

The template definitions are specified below for each attribute's type. The ASN.1 supporting productions are defined in
14.2.

9.1 Counter
The semantics of the counter attribute type are defined below.

Counters are a management abstraction of an underlying counting process. Two types of counters are modelled to meet
different needs. The non-settable (or simple) counter is defined to operate autonomously, i.c. not subject to change by
Management operation, in order to enable different managing stations to access its information without interference.
The[settable counter, in contrast, 1s delined to allow seffing or resetting by Management operation,|and therefore is
mork suited to use by a single managing station. Both types are defined as attributes.

A cpunter is regarded as associated with some internal event, which may be, but is not in. general| a defined event
represented in management information. The current value is incremented by 1 when this event occurs. It can take any
valyes in its range. When a counter reaches its maximum value, it wraps around and cQunts upwards from 0; overflow
infgrmation is not in general retained. An attribute value change notification maybe defined for copnters with wrap
behaviour.

NOTE - The rule that the counter value can increase only in steps of 1ds a-descriptive convention [that simplifies the
desdription of counter-threshold in 9.3.1. It does not imply that it will always be\possible to observe each valpe in the counter's
range, since the events counted may occur in rapid succession.

Not-settable counter-definition

attr|bute value

—  single value.

inh¢rent properties

—  current value is a non-negative integer;

— it has a maximum value (see specification properties);

—  the counting direction is up,\With increment 1;

—  the current value wraps'around when it reaches its maximum;
—  the initial value is0(

permitted operations

- Getonly.

implicit relations

—  directly related to a single counter-threshold where applied;
—._as an implementation option, may trigger a defined event when it wraps.

spegificatibn properties

— the internal event that is counted:

—  maximum value;

—  “estimated" wrap around period, to indicate necessary reading rate.
Settable counter definition
attribute value

—  single value.

inherent properties
—  current value iS a non-negative integer;
— it has a maximum value (see specification properties);

—  the counting direction is up, with increment 1;
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the current value wraps around when it reaches its maximum;

the initial value is 0.

ons

Get;

t to arbitrary value (within range);

Set to the default specified in the managed object definition, or to zero otherwise.

implicit relations

ch

specification pro

- thy
— md
- Ile
counter
9.2 Gauge

The semantics of

The gauge is thg
currently operate
dynamic variablg

The value of th
unconstrained, e}

In order to suppo

attribute value

inherent properti

it

- it

i

=

permitted action;

single value.

current value is a nonénegative integer or real (see specification properties);

directly related to a single counter-threshold, where applied;

anged except by the normal counting process.

as an implementation option, may trigger a defined event when it wraps or its value is otherwise

herties

t internal event that is counted,;

pximum value;

stimated” wrap around period, to indicate necessary reading rate.
ATTRIBUTE

WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.Count;
MATCHES FOR EQUALITY,ORDERING ;;

the gauge attribute type is defined below.

management abstraction of the value of a dynamic variable, such as the number of connect
d by a protocol machine or the rate of change of a traffic Counter. There is no restriction on what
may be, within the constraints set out below.

¢ gauge is subject to change in either direction. The value of the increment or decreme

rt use by multiple managing stations, gauges are defined to be read-only.

CS

has a maximum,and a minimum value (see specification properties);
may increasc’or decrease by arbitrary amounts;

Hoes not\wrap around.

t is
cept that changes that would take the gauge*value beyond its maximum or minimum leave the gjuge
value at its maxignum or minimum respectively.

ons
the

G

+ 1
toniy:

implicit relations

directly related to a tide-mark and or gauge-threshold, where applied;
only one minimum and one maximum tide-mark may be applied;
only one (possibly multi-level) threshold may be applied;

can be used to measure other management information.

specification properties

16

the dynamic variable measured, with its type: integer or real;

maximum and minimum value.
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gauge ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.ObservedValue;
MATCHES FOR EQUALITY, ORDERING ;;

9.3 Threshold

A threshold is the general mechanism for generating a defined notification from changes in numeric attributes values.
Two types of thresholds are defined, for counters and for gauges, because the required behaviour is significantly
different in the two cases. Both allow attribute values that are of integer data types. Other types of threshold may be
defined in the future.

9.3.1 Counter-threshold

The counter-Threshold is the general mechanism for generating a defined notification from changes in any value of
attribute type counter

The {Counter-Threshold is related to a defined notification. It has the basic property that the defined notification is
triggered when the value of the count becomes equal to the comparison level of the threshold~The| definition also
allows for more complex styles of operation when needed: the comparison attribute is in general a s¢t of levels, for
exanple to represent different degrees of severity of a fault condition, and the notification/'is triggered whenever the
counf value reaches any of the levels.

ition, an offset mechanism is also available to allow particular counting intervals to be detected, as follows. If
fset value is not zero, whenever the threshold is triggered by the counter valie reaching a compafison level, that
compjarison level is incremented by the offset value. This is regarded as taking place instantaneously| i.e. before the
counf is incremented. Thus, for each level, the threshold triggers a notification every time the count fncreases by an
interyal equal to the offset value. When the comparison value exceeds the/modulus of the counter, it wraps around.

For 4 counter-threshold, the time at which the threshold offset was last applied, or the time at which th¢ count was last
initiglized is the arm-time.

The Counter-Threshold is modelled as a set-valued attribute.
valug type

—  comparison level, integer;

— offset value, integer;

— notifications on/off switch, boolean.

inhetent properties

— the comparison levels are non-negative integers;
— the offset (values are non-negative integers;

— the netifications switch is on or off.

permyitted operations

—«Get, Set, Add, Remove.

impljcit relations

—  directly related to a single count;

—  directly related to a defined notification.
specification properties

—  count to which it applies;

— the defined notification that may be triggered.

Any relationship between a threshold attribute and any underlying mechanism is specified as part of the behaviour of
the managed object class containing the threshold.

counter-Threshold ATTRIBUTE
WITH ATTRIBUTE SYNTAX
Attribute-ASN1Module.CounterThreshold;
MATCHES FOR EQUALITY ;;
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9.3.2 Gauge-threshold

The gauge-Threshold is the general mechanism for generating one or more defined notifications from changes in any
value of attribute type gauge. A hysteresis mechanism is provided to avoid the repeated triggering of event
notifications when the gauge makes small oscillations around a threshold value. This capability is provided by
specifying threshold values in pairs; one being a high threshold value and the other being a low threshold value. The
difference between threshold values is the hysteresis interval.

The Gauge-Threshold is a set-valued attribute used to define threshold levels associated with notifications. As a set
valued attribute, it may have zero or more members. Each member consists of a sequence of two submembers,
notifyLow and notifyHigh. Each of these submembers in turn has a structure and consists of a sequence of a gauge
value and its associated on/off switch.

notifyHigh: This structured submember defines the value that the gauge must reach or exceed in order to optionally
generate notification, together with a switch value that controls the generation of the notification.

notifyLow: Thls structured submember defines the value that the gauge must fall to or below in order to optiopally
generate notificption, together with a switch value that controls the generation of the notification.

Gauge-Thresholds have the constraint that notifyHigh has a gauge value that is greater than or equdl to that of
notifyLow.

Gauge-Thresholds have the following constraints

=

otify-high's gauge value and notify-low's threshold value are of the same type,as the gauge;
—  notify-high's threshold value is greater or equal to notify-low's threshold\value;

—  npotify-high's on/off switch and notify-low's on/off switch are of type beolean.

Gauge-Thresho]ds have the following behaviour

ipitially, if notify-high's on/off switch is true and the gaug¢ value becomes equal to or greater|than
rlotify-high's gauge value, in a positive going direction,then the defined event notification is triggered;
subsequent crossings of notify-high's gauge value shall not cause further generation of event rejports
ynless the gauge value becomes equal to or less than'notify-low's threshold value.

ipitially, if notify-low's on/off switch is true and.the gauge value becomes equal to or less than notify-
Ipbw's gauge value, in a negative going direction, then the defined event notification is triggered;
qubsequent crossings of notify-low's gauge“value shall not cause further generation of event reports
ynless the gauge value becomes equal te'or greater than notify-high's gauge value.

For either case,|the time at which the notification is*again enabled is defined as the arm-time.

Any relationship between a threshold attributeé*and any underlying mechanism is specified as part of the behaviour of
the managed olject class containing the threshold.

gauge-Threshold ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.GaugeThreshold;
MATCHES FOR EQUALITY ;;

9.4 Tide-mark

The semantics ¢f th¢ TideMark attribute type is defined below.

The tide-mark s a.mechanism that records the maximum or minimum value reached by a gauge during a measurement
period. A tide-mark is essentially read-only, except that it may be reset to a desired value which is the current value of
the associated gauge. Each individual tide-mark is specified to be either a maximum tide-mark or a minimum tide-
mark, and therefore moves (other than when it is reset) only up or down respectively. Thus, a maximum tide-mark
changes (increases) only when its gauge increases beyond the current tide-mark value, and a minimum tide-mark
changes (decreases) only when its gauge moves below the current tide-mark value.

A tide-mark is defined as a set-valued attribute with three components. Two value components are defined, the current

value and the value immediately prior to the last reset, so as to support different measurement requirements. The third
component is the last reset time.

attribute value
—  current value of tide-mark;

—  former value of tide-mark, i.c. value immediately before the last reset;

18 CCITT Rec. X.721 (1992 E)


https://iecnorm.com/api/?name=773ba76c6c79c21d804af2810fc8ee7a

ISO/IEC 10165-2 : 1992 (E)

— last reset time.
inherent properties
— itis associated with a gauge;
— it has a direction (maximum or minimum);
— the current and former values are integer or real depending upon the associated gauge.
permitted operations
—  Get returns the entire attribute value, viz. the current value, the former value and the last reset time;

—  Set to default sets the former value to the current value,the current value to the value of the associated
gauge,and the last reset time to the current time.

implicit relations

—  directly related to a gauge;

— may be directly related to a defined event that is triggered when the current valu¢-changes.

spefification properties
—  gauge to which it applies;

—  direction (maximum or minimum).

tidgMark ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module. TideMarkinfo;
MATCHES FOR EQUALITY ;;

10 Definition of specific attribute types

This Recommendation | International Standard.defines a number of attributes which are referencdd by the System
Mahagement Functions of CCITT Recs. X.730 - 736 | ISO/IEC 10164 Parts 1 to 7, or which aye of widespread
appllicability in Managed Object definition$>Unlike the attribute types defined in clause 9, the definitions here are
dir¢ctly useable in the definitions of Managed Objects without further elaboration. In particular they [include an object
ideptifier by which the attribute is identified. It follows that any of these attributes can only appear ofice in a Managed
Object. Uses of these attributes in Managed Objects may also refine the definition, for example

—  to extend the behaviour definition to relate the behaviour to the operation of the resourgce represented by
the Managed Object;

—  to restri¢t the values which the attribute may take to a subset of those defined by the atfribute type;
—  torequire support for some values of the type;

— _{o-define relations (such as mutual constraints on permitted values) with other attributes.

Th¢ template definition along with the allocated object identifier are specified below for each attfibutes type. The
ASN.} supporting productions are defined in 13.2.

10.1 Attributes types used for naming

'

The following attributes can be used as naming attributes in a relative distinguished name.

10.1.1 Discriminator Id

The discriminatorld attribute type is used in naming instances of Discriminator managed object class.

discriminatorid ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.SimpleNameType;
MATCHES FOR Equality, Substrings, ORDERING;
BEHAVIOUR
rDNIdBehaviour;

REGISTERED AS {smi2AttributelD 1};
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rDNIdBehaviour  BEHAVIOUR
DEFINED AS " If the string choice for the syntax is used matching on the substrings is permitted . If the
number choice for the syntax is used then matching on ordering is permitted.”;

10.1.2 Logld

The logld attribute type is used in naming instances of Log managed object class.

logld ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.SimpleNameType;
MATCHES FOR EQUALITY, SUBSTRINGS;
BEHAVIOUR
rDNIdBehaviour;

REGISTERED A$ {smi2AttributelD 2};
10.1.3 Log regord Id

The logRecordId attribute type is used in naming instances of Log Records managed object class.

logRecordld ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.LogRecordld;
MATCHES FOR EQUALITY, ORDERING ;

REGISTERED A$ {smi2AttributelD 3};

10.1.4 Systenl:d
The systemId attribute type may be used in naming instances of System managed object class.

systemld ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.Systemid;
MATCHES FOR EQUALITY;

REGISTERED A$ {smi2AttributelD 4};

10.1.5  Systen title
The systemTitle pttribute type may be used in naming instances of System managed object class.
systemTitle ATTRIBUTE

WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.SystemTitle;
MATCHES FOR EQUALITY;

REGISTERED AP {smi2Attribute|D-5};

10.2 Counter

This Recommenfation ) International Standard defines a number of counter types which are referenced by the Sygtem
Management Fupctions in CCITT Recs. X.730-736 | ISO/IEC 10164 Parts 1 to 7.

NOTE — There are no counter types currently defined in the system management functions and this subclause is a place
holder for future additions. Annex A defines a number of specific counter attributes generally useful to layer management.

10.3 Counter-threshold

This Recommendation | International Standard defines a number of counter-threshold types which are referenced by
the System Management Functions in CCITT Recs. X.730-736 | ISO/IEC 10164 Parts 1 to 7.

NOTE - There are no counter-threshold types currently defined in the system management functions and this subclause
is a place holder for future additions. Annex A defines a number of specific counter-threshold attributes generally useful to layer
management.
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10.4 Gauge

This Recommendation | International Standard defines a number of Gauge types which are referenced by the System
Management Functions in CCITT Recs. X.730-736 | ISO/IEC 10164 Parts 1 to 7.

NOTE - There are no Gauge types currently defined in the system management functions and this subclause is a place
holder for future additions.

10.5  Gauge-threshold

This Recommendation | International Standard defines a number of Gauge-Threshold types which are referenced by
the System Management Functions in CCITT Recs. X.730-736 | ISO/IEC 10164 Parts 1 to 7.

NOTE - There are no gauge threshold types currently defined in the system management functions and this subclause is
a place holder for future addition.

10.6 Tide-mark

This [Recommendation | International Standard defines a number of Tide-Mark types which are referenced by the
Systdm Management Functions of CCITT Recs. X.730-736 | ISO/IEC 10164 Parts 1 to 7.

NOTE - There are no tide-mark types currently defined in the system management_ functions and thiis subclause is a
placefholder for future addition.

10.7 Miscellaneous attribute types
10.7.E Events related
10.7J1.1 Additional information

The pemantics of the additionalInformation attribute type are)specified in the Additional Informatign parameter in
CCITT Rec. X.733 | ISO/IEC 10164-4.

additjonallnformation ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN4Module.Additionalinformation;
BEHAVIOUR

additionallnformationBehaviour =~ BEHAVIOUR
DEFINED AS "This attribute isused to supply additional information in notifications.";;

REGISTERED AS {smi2AttributelD 6};

10.7J1.2 Additional text

The | semantics of the additionalText attribute type are specified in the Additional Text| parameter in
CCITT Rec. X.733 | ISQ/IEC 10164-4.

additionalText ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.AdditionalText;
MATCHES FOR EQUALITY, SUBSTRINGS;

BEHAVIOUR
additionalTextBehaviour BEHAVIOUR
DEFINED AS "This attribute is used to specify additional textual information in notifications|";;

REGISTERED AS {smi2AttributelD 7};
10.7.1.3 Attribute identifier list

The semantics of the attributeldentifierList attribute type are specified in the Attribute Identifier List parameter in
CCITT Rec. X.730  ISO/IEC 10164-1.

attributeldentifierList ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module. AttributeldentifierList;
MATCHES FOR EQUALITY, SET-COMPARISON, SET-INTERSECTION ;
BEHAVIOUR
attributeldentifierListBehaviour BEHAVIOUR
DEFINED AS "This attribute contains a list of attribute identifiers.";;
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ERED AS {smi2AttributeiD 8};
10.7.1.4 Attribute list

ISO/IEC 10164-1.

The semantics of the attributeList attribute type are specifi

attributeL.ist ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.AttributeList;
MATCHES FOR EQUALITY, SET-COMPARISON, SET-INTERSECTION ;
BEHAVIOUR
attributeListBehaviour BEHAVIOUR
DEFINED AS "This attribute contains a list of attribute identifiers and their values.";;

REGISTERED AS  {smi2AttributelD 9};

10.7.1.5 Attribl:te value change definition

The semantics of the attributeValueChangeDefinition attribute type are defined in the Attribute Value’ Change
definition paramgeter in CCITT Rec. X.730 | ISO/IEC 10164-1.

attributeValueCHangeDefinition ATTRIBUTE

WITH ATTRIBUTE SYNTAX Attribute-ASN1Moduie.Attribute VaiueChangeDefinition;

BEHAYIOUR
attributeValueChangeDefinitionBehaviour BEHAVIOUR
DEFINED AS "This attribute contains a set of attribute identifiers and their old*and new values.";;

REGISTERED AS {smi2AttributelD 10};
10.7.1.6 Backefl-up status

The semantics |of the backedUpStatus attribute type are specified/in the Backed-up Status parametef in
CCITT Rec. X. 133  ISO/IEC 10164-4.

backedUpStatug ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.BackedUpStatus;
MATCHES FOR EQUALITY ;

REGISTERED AS {smi2AttributelD 11};
10.7.1.7 Correjated notifications

The semantics df the correlatedNotifications attribute type are specified in the Correlated Notifications paramet¢r in
CCITT Rec. X133 I ISO/IEC 10164-4.

correlatedNotifichtions ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.CorrelatedNotifications;

BEHAYIOUR
correlatedNotificatiensBehaviour BEHAVIOUR
DEFINED AS "This attribute contains a set of notification identifiers and, if necessary, their associated

managed objeet instance names, for the notifications that are considered to be correlated to this notificatiop.";;

REGISTERED AS ™ {smi2AttributelD 12}

10.7.1.8 Event time

The semantics of the eventTime attribute type are specified in the Event Time parameter in CCITT Rec. X.710 |
ISO/IEC 9595.

eventTime ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.EventTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR timeOrdering;

REGISTERED AS {smi2AttributelD 13};

timeOrdering BEHAVIOUR
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DEFINED AS

"The year, month, day, hour, minute and seconds field are compared in order to determine whether the
specified value is greater or less than the value of the attribute. The values for the year, month,day,
hour,minute and seconds are determined from the character string representation and the year value is first
compared. If equal the month value is compared and this process is continued if the compared fields are
equal”;

10.7.1.9 Event type

The semantics of the eventType attribute type are specified in the Event type parameter in CCITT Rec. X.710 |
ISO/TIEC 9595.

eventType ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.EventTypeld;
MATCHES FOR EQUALITY ;

REGISTERED AS {smi2AttributelD 14};

10.7.1.10 Monitored attributes

Thd semantics of the monitoredAttributes attribute type are specified in the Monitored Attribufes parameter in
CCITT Rec. X.733 | ISO/IEC 10164-4.

monitoredAttributes ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.MonitoredAttribGtes;

REGISTERED AS {smi2AttributelD 15};

10.7.1.11 Notification identifier

Thg semantics of the notificationIdentifier attribute type.are: specified in the Notification identifier parameter in
CC|TT Rec. X.733 | ISO/IEC 10164-4.

notfficationldentifier ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN4ZModule.Notificationldentifier;
MATCHES FOR EQUALITY;

BEHAVIOUR
notificationldentifierBehaviour BEHAVIOUR
DEFINED AS "This attribute contains a unique identifier for the notification, which may bq present in the

correlated notifications attributé of other notifications.";;

REGISTERED AS {smi2AttributelD 16};
10.7.1.12 Perceived severity

Th¢ semantics of the-perceivedSeverity attribute type are specified in the Perceived Severjty parameter in
COITT Rec. X.733\ ISO/IEC 10164-4.

perceivedSeyerity ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.PerceivedSeverity;
MATCHES FOR EQUALITY;

REGISTERED AS {smiZAttribulelD 177,

10.7.1.13 Probable cause

The semantics of the probableCause attribute type are specified in the Probable Cause parameter in
CCITT Rec. X.733 | ISO/IEC 10164-4.

probableCause ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.ProbableCause;
MATCHES FOR EQUALITY ;

REGISTERED AS {smi2AttributelD 18};
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10.7.1.14 Proposed repair actions

The semantics of the proposedRepairActions attribute type are specified in the Proposed Repair Action parameter in
CCITT Rec. X.733 1 ISO/IEC 10164-4.

proposedRepairActions ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.ProposedRepairActions;
MATCHES FOR EQUALITY, SET-COMPARISON, SET-INTERSECTION,;

REGISTERED AS {smi2AttributelD 19};

10.7.1.15 Relationship change definition

The semantics of the relationshipChangeDefinition attribute type are defined in the Relationship change definition
parameter in CCITT Rec. X.732 | ISO/IEC 10164-3.

relationshipChanl;eDefinition ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.AttributeValueChangeDefinition;
BEHAV|OUR
relationshipChangeDefinitionBehaviour BEHAVIOUR
DEFINED AS "This attribute contains a set of relationship attribute identifiers and their old‘and new
values.;;

REGISTERED A$ {smi2AttributelD 20};
10.7.1.16 Security alarm cause

The semantics of the securityAlarmCause attribute type are specified in the Security alarm cause parametef in
CCITT Rec. X.736 | ISO/IEC 10164-7.

securityAlarmCayse ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.SecurityAlatmCause;
MATCHES FOR EQUALITY ;
BEHAVIOUR
securityfAlarmCauseBehaviour BEHAVIOUR
DEFINED AS "This attribute specifies the cause ofthe security alarm”;;

REGISTERED A$ {smi2AttributelD 21};

10.7.1.17 Security alarm detector

The semantics of the securityAlarmDetector: attribute type are specified in the Security alarm Detector parametdr in
CCITT Rec. X.786 | ISO/IEC 10164-7.

securityAlarmDetector ATTRIBUTE
WITH ATTRIBUTE SYNTAX-Attribute-ASN1Module.SecurityAlarmDetector;
MATCHES FOR EQUALIFY;
BEHAVIOUR
securityAlarmDetectorBehaviour BEHAVIOUR
DEFINED AS *This attribute identifies the entity that detected the security alarm";;

REGISTERED A$ . {smi2AttributelD 22};

10.7.1.18 Security alarm severity

The semantics of the securityAlarmSeverity attribute type are specified in the Security alarm severity parameter in
CCITT Rec. X.736 | ISO/IEC 10164-7.

securityAlarmSeverity ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.SecurityAlarmSeverity;
MATCHES FOR EQUALITY;
BEHAVIOUR
securityAlarmSeverityBehaviour BEHAVIOUR
DEFINED AS "This attribute indicates the severity of the security alarm";;

REGISTERED AS {smi2AttributelD 23};
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1.19 Service provider

The semantics of the serviceProvider attribute type are specified in the Service provider parameter in
CCITT Rec. X.736 | ISO/IEC 10164-7.

serviceProvider ATTRIBUTE

WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.ServiceProvider;
MATCHES FOR EQUALITY;

BEHAVIOUR

serviceProviderBehaviour BEHAVIOUR

DEFINED AS "This attribute contains information about the service provider associated with the service

request that caused the security alarm"”;;

REGISTERED AS {smi2AttributelD 24};
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reUser ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.ServiceUser;
MATCHES FOR EQUALITY ;
BEHAVIOUR
serviceUserBehaviour BEHAVIOUR

request that caused the security alarm”;;
STERED AS {smi2AttributelD 25};

1.21 Source indicator

semantics of the sourcelndicator attribute type. are defined in the Source Indicator
[T Rec. X.730 | ISO/IEC 10164-1.

elndicator ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.Sourcelindicator;
MATCHES FOR EQUALITY;

BEHAVIOUR
sourcelndicatorBehaviour BEHAVIOUR
DEFINED AS "This attridute is used in notifications to indicate the source of the operation t

generating the notification\";;
STERED AS {smi2AttributelD 26};

.22 Specific problems

semantics ,of \the specificProblems attribute type are specified in the Specific Problems
['T Rec. X733 | ISO/IEC 10164-4.

ficRProblems ATTRIBUTE

emantics of the serviceUser attribute type are specified in the Service user parameter inC€CIT|T Rec. X.736 |

DEFINED AS "This attribute contains information about the service user associated with the service

parameter in

hat resulted in

parameter in

WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.SpecificProblems;

MATCHES FOR EQUALITY, SET-COMPARISON, SET-INTERSECTION ;

REGISTERED AS {smi2AttributelD 27};

10.7.

1.23 State change definition

The semantics of the stateChangeDefinition attribute type are defined in the State change definition parameter in
CCITT Rec. X.731 | ISO/IEC 10164-2.
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stateChangeDefinition ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.AttributeValueChangeDefinition;

BEHAVIOUR
stateChangeDefinitionBehaviour BEHAVIOUR
DEFINED AS "This attribute contains a set of state attribute identifiers and their old and new values.";;

REGISTERED AS {smi2AttributelD 28};

10.7.1.24 Threshold info

The semantics of the thresholdInfo attribute type are specified in the Threshold Info parameter in CCITT Rec. X.733 |
ISO/IEC 10164-4.

thresholdinfo ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module. Thresholdinfo;

REGISTERED AS {smi2AttributelD 29};
10.7.1.25 Tren{l indication

The semantic§ of the trendIndication attribute type are specified in the Trend Indication paramet¢r in
CCITT Rec. X733 1 ISO/IEC 10164-4.

trendindication ATTRIBUTE
WITH|ATTRIBUTE SYNTAX Attribute-ASN1Module.TrendIndication;
MAT(GHES FOR EQUALITY;

REGISTERED AS {smi2AttributelD 30};
10.7.2  State} related

10.7.2.1 Admijnistrative state

The semantics| of the administrativeState attributc type arcspecified in the Administrative State attribyte in
CCITT Rec. XJ731 | ISO/IEC 10164-2.

administrativeState ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Madule. AdministrativeState;
MATCHES FOR EQUALITY ;

REGISTERED AS {smi2AttributelD 31};

10.7.2.2 Alarm status

The semantics|of the alarmStatus-attribute type are specified in the Alarm Status attribute in CCITT Rec. X|731 |
ISO/IEC 10164-2.

alarmStatus ATTRIBYUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module. AlarmStatus;
MATCHES FOREQUALITY, SET-COMPARISON, SET-INTERSECTION ;

REGISTERED AS<{{smi2AttributelD 32};

10.7.2.3 Availability status

The semantics of the availabilityStatus attribute type are specified in the Availability Status attribute in
CCITT Rec. X.731 | ISO/IEC 10164-2.

availabilityStatus ~ ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.AvailabilityStatus;
MATCHES FOR EQUALITY, SET-COMPARISON, SET-INTERSECTION ;

REGISTERED AS {smi2AttributelD 33};
10.7.2.4 Control status

The semantics of the controlStatus attribute type are specified in the Control Status attribute in CCITT Rec. X.731 |
ISO/IEC 10164-2.
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controlStatus ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.ControlStatus;
MATCHES FOR EQUALITY, SET-COMPARISON, SET-INTERSECTION ;

REGISTERED AS {smi2AttributelD 34};

10.7.2.5 Operational state

The semantics of the operationalState attribute type are specified in the Operational State attribute in CCITT Rec.
X.731 | ISO/IEC 10164-2.

operationalState  ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.OperationalState;
MATCHES FOR EQUALITY ;

REGISTERED AS {smi2AttributelD 35};

10.7.2.6 Procedural status

The[semantics of the proceduralStatus attribute type are specified in the Procedural) Status attfibute in CCITT
Rec] X.731 | ISO/IEC 10164-2.

progeduralStatus ATTRIBUTE

WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.ProceduralStatus;
MATCHES FOR EQUALITY, SET-COMPARISON, SET-INTERSECTFION;
REGISTERED AS {smi2AttributelD 36};

10.7,2.7 Standby status

The|semantics of the standbyStatus attribute type are specified in the Standby Status attribute in CCITT Rec. X.731 |
ISOJIEC 10164-2.

standbyStatus ATTRIBUTE

WITH ATTRIBUTE SYNTAX Attribute-ASN1Module. StandbyStatus:
MATCHES FOR EQUALITY;

REGISTERED AS {smi2AttributelD 37};

10.7.2.8 Unknown status

The| semantics of the unknownStatus attribute type are specified in the Unknown Status attribute in
CCII'T Rec. X.731 | ISO/IEC 10164-2.

unkjownStatus ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.UnknownStatus;
MATCHES'FOR EQUALITY;

REGISTEREDAS {smi2AttributelD 38};

10.712.9. Usage state

The semantics of the usageState attribute type are specified in the Usage State attribute in CCITT Rec. X.731 |
ISO/IEC 10164-2.

usageState ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.UsageState;
MATCHES FOR EQUALITY;

REGISTERED AS {smi2AttributelD 39};
10.7.2.10 State

The semantics of the State group attribute type are specified in the State attribute group in CCITT Rec. X.731 |
ISO/IEC 10164-2.
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state ATTRIBUTE GROUP
DESCRIPTION " This is defined as an empty attribute group. The elements of this group are composed of
state attributes in the managed object. The state attributes may include those specified in CCITT Rec.
X.731|ISO/IEC 10164-2 and others that are specific to the managed object class.”;

REGISTERED AS {smi2AttributeGroup 1};

ey
[

7.3 Relationships related

10.7.3.1 Back-up object

The semaniics of the backUpObject atiribuie type are specified in Back-Up Object relationship attribute in
CCITT Rec. X.732 | ISO/IEC 10164-3. This attribute is also used in CCITT Rec. X.733 | ISO/IEC 10164-4

REGISTERED A$

10.7.3.2 Backed-up object

T

The semantics df the backedUpObject aiiribuie type are specified in Backed-Up Object rofationship attribut

CCITT Rec. X.7B2 | ISO/IEC 10164- 3.

\ey
e
=3

backedUpObiject| ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.BackUpRelationshipObject,
MATCHES FOR EQUALITY;

REGISTERED AB {smi2AttributelD 41};

15}

10.7.3.3 Membgr

The semantics ¢f member attribute type are specified in Member relationship attribute in CCITT Rec. X.732 |
ISO/IEC 10164-3.

member ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Medule.GroupObjects;
MATCHES FOR EQUALITY,SET-COMPARISON, SET-INTERSECTION;

REGISTERED AS {smi2AttributelD 42};

10.7.3.4 Owner

The semantics |of owner attributé_iype are specified in Owner relationship attribute in CCITT Rec. X.132 |
ISO/IEC 10164 13.

owner ATTRIBUTE

WITH ATTRIBYUTE SYNTAX Attribute-ASN1Module.GroupObjects;
MATCHESFOR EQUALITY, SET-COMPARISON, SET-INTERSECTION,;

REGISTERED AS—{smi2AttributelD 43},
10.7.3.5 Peer

The semantics of peer attribute type are specified in Peer relationship attribute in CCITT Rec. X.732 | ISO/IEC
10164-3.

peer ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.BackUpRelationshipObject;
MATCHES FOR EQUALITY;

REGISTERED AS {smi2AttributelD 44};
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10.7.3.6 Primary

The semantics of primary attribute type are specified in Primary relationship attribute in CCITT Rec. X.732 |
ISO/IEC 10164-3.

primary ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.PrioritisedObject;

REGISTERED AS {smi2AttributelD 45};

10.7.3.7 Provider object

The semantics of providerObject attribute type are specified in Provider Object relationship attribute in
CCITT Rec. X.732 | ISO/IEC 10164-3.

pro
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.PrioritisedObiject;

REGISTERED AS {smi2AttributelD 46};
10.7.3.8 Relationships

The| semantics of the relationships group attribute type are specified in the\ Relationships grpup attribute in
CCITT Rec. X.732 | ISO/IEC 10164-3.

relaionships ATTRIBUTE GROUP
DESCRIPTION " This is defined as an empty attribute group. The elements of this group are djomposed of
relationship attributes in the managed object. The relatioshjp attributes may include those spegified in CCITT
Rec. X.732 | ISO/IEC 10164-3 and others that are specificte the managed object class.";
REGISTERED AS {smi2AttributeGroup 2};

10.7.3.9 Secondary

Thel semantics of secondary attribute type are used in, defining Secondary relationship attribute in CC[TT Rec. X.732 |
ISQ/IEC 10164-3.

secpndary ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.PrioritisedObject;

REGISTERED AS {smi2AttributelD-47};

10.7.3.10 User object

Thq semantics of wuserObject attribute type are used in defining User Object Relationship attribute in
CCITT Rec. X.732 | ISO/IEC 10164-3.

usefObject ATTRIBUTE
WITHATTRIBUTE SYNTAX Attribute-ASN1Module.PrioritisedObject;

REGISTERED AS {smi2AttributelD 48},

10."+—Other-attribute t_y pes

10.7.4.1 Active destination

The semantics of the activeDestination attribute type are specified in the Active destination attribute in
CCITT Rec. X.734 | ISO/IEC 10164-5.

activeDestination ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.ActiveDestination;
MATCHES FOR EQUALITY;

REGISTERED AS {smi2AttributelD 49};

10.7.4.2 Allomorphs

The allomorphs attribute appears in a managed object if and only if that managed object supports allomorphism.
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allomorphs ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.Allomorphs;
MATCHES FOR EQUALITY, SET-COMPARISON, SET-INTERSECTION;

REGISTERED AS {smi2AttributelD 50};

10.7.4.3 Back-up destination list

The semantics of the backUpDestinationList attribute type are specified in the Backup destination list attribute in
CCITT Rec. X.734 | ISO/IEC 10164-5.

backUpDestinationList ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.BackUpDestinationList;
MATCHES FOR EQUALITY ,SET-COMPARISON, SET-INTERSECTION;

REGISTERED {smi2AttributelD 51};

10.7.4.4 Capacjty alarm threshold

The semantics of the capacityAlarmThreshold attribute type are specified in the Capacity Alarm Fhréshold attribute
in CCITT Rec. X.735 | ISO/IEC10164-6.

capacityAlarmTHreshold ~ ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.CapacityAlarmThreshold;
MATCHES FOR EQUALITY, SET-COMPARISON, SET-INTERSECTION;

REGISTERED AS {smi2AttributelD 52};
10.7.4.5 Confitmed mode

The semantics ¢f the confirmedMode attribute type are specified in the.Confirmed mode attribute in CCITT Rec.
X.734 1 ISO/IEQ10164-5.

confirmedMode | ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.€onfirmedMode;
MATCHES FOR EQUALITY;

REGISTERED AS {smi2AttributelD 53};

10.7.4.6 Currept log size

The semantics [of the currentLogSize (attribute type are specified in the Current Log Size attribut¢ in
CCITT Rec. X. 7135 | ISO/IEC 10164-6.

currentLogSize ATTRIBUTE
WITH ATTRIBUTE SY.NTAX Attribute-ASN1Module.CurrentLogSize;
MATCHES FOR EQUALITY, ORDERING;

REGISTERED AS {smi2AttributelD 54};

10.7.4.7 Destination

The semantics of the destination attribute type are specified in the Destination Address attribute in CCITT Rec. X.734
I ISO/IEC 10164-5.

destination ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.Destination;
MATCHES FOR EQUALITY ;

REGISTERED AS {smi2AttributelD 55};

10.7.4.8 Discriminator construct

The semantics of the discriminatorConstruct attribute type are specified in the Discriminator Construct attribute in
CCITT Rec. X.734 | ISO/IEC 10164-5.
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discriminatorConstruct ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.DiscriminatorConstruct;

REGISTERED AS {smi2AttributelD 56};

10.7.4.9 Intervals of day

The semantics of the intervalsOfDay attribute type are specified in the Daily Scheduling package in
CCITT Rec. X.734 | ISO/IEC 10164-5 and CCITT Rec. X.735 | ISO/IEC 10164-6.

intervalsOfDay ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.IntervalsOfDay;

REGISTERED AS {smi2AttributelD 57};

10.7.1!71'0 Log Tull action
The demantics of the logFullAction attribute type are specified in the Log Full Action attribute iCCITT Rec. X.735 |
ISO/IEC 10164-6.

logFyliAction ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.LogFullAction;
MATCHES FOR EQUALITY ;

REG|STERED AS {smi2AttributelD 58};

10.74.11 Logging time

The $emantics of the loggingTime attribute type are specified in the.Logging Time attribute in CCITT Rec. X.735 |
ISO/IEC 10164-6.

loggipgTime ATTRIBUTE

WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.LoggingTime;
MATCHES FOR EQUALITY, ORDERING;

REGISTERED AS {smi2AttributelD 59};

10.74.12 Managed object class

The managedObjectClass attribute type-is specified to allow filtering of the Managed Object Class parameter when
evenfs reports are logged as records;

managedObjectClass ATTRIBUTE

WITH ATTRIBUTE\SYNTAX Attribute-ASN1Module.ObjectClass;
MATCHES FOR'EQUALITY;

REGISTERED AS_{smi2AttributelD 60};

10.74.13 Managed object instance

The managedObjectInstance attribute type is specified to allow filtering of the Managed Object Insfance parameter
whelrzavcms reports are logged as records.

managedObjectinstance  ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.Objectinstance;
MATCHES FOR EQUALITY;

REGISTERED AS {smi2AttributelD 61};

10.7.4.14 Max log size

The semantics of the maxLogSize attribute type are specified in the Max Log Size attribute in CCITT Rec. X.735 |
ISO/IEC 10164-6.

maxLogSize ATTRIBUTE

WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.MaxLogSize;
MATCHES FOR EQUALITY, ORDERING ;
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BEHAVIOUR

maxSizeOrderingBehaviour BEHAVIOUR

DEFINED AS " The ordering is the same as for sequentially increasing postive integers except that a value of
zero is largest and denotes infinite size.";;

REGISTERED AS {smi2AttributelD 62};

10.7.4.15 Name binding

The nameBinding attribute appears in every managed object and identifies the name binding with which the managed
object was instantiated. The semantics of this attribute are described in CCITT Rec. X.720 | ISO/IEC 10165-1.

nameBinding ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.NameBinding;
MATCHES FOR EQUALITY;

REGISTERED AS {smi2AttributelD 63},

10.7.4.16 Number of records

The semantics|of the numberOfRecords attribute type are specified in the Number of Recerds attribufe in
CCITT Rec. X.J35 I ISO/IEC 10164-6.

numberOfRecords ATTRIBUTE
WITHIATTRIBUTE SYNTAX Attribute-ASN1Module.NumberOfRecords;
MATQHES FOR EQUALITY, ORDERING ;

REGISTERED AS {smi2AttributelD 64};

10.7.4.17 Objegt class

The objectClags attribute appears in every managed object and indicatés the managed object class to which the
managed objec{ belongs. The semantics of ordering on object classes are described in CCITT Rec. X.720 | ISGQ/IEC
10165-1.

objectClass ATTRIBUTE
WITH|ATTRIBUTE SYNTAX Attribute-ASN1Module.ObjectClass;
MATQGHES FOR EQUALITY;

REGISTERED AS {smi2AttributelD 65};

10.7.4.18 Packpges

The packages| attribute appears in every managed object in which any registered package, other than the
packagePackage has been instantiated:

packages ATTRIBUTE
WITH ATTRIBUTE 'SYNTAX Attribute-ASN1Module.Packages;
MATQHES FOR-EQUALITY, SET-COMPARISON, SET-INTERSECTION;

REGISTERED AS  {smi2AttributelD 66};

10.7.4.19 Scheduler name

The semantics of schedulerName attribute type are specified in the External Scheduler scheduling package in
CCITT Rec. X.734 | ISO/IEC 10164-5 and CCITT Rec. X.735 | ISO/IEC 10164-6.

schedulerName  ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.Objectinstance;
MATCHES FOR EQUALITY;

REGISTERED AS {smi2AttributelD 67};

10.7.4.20 Start time

The semantics of startTime attribute type are specified in the Weekly Scheduling package in CCITT Rec. X.734 |
ISO/IEC 10164-5 and CCITT Rec. X.735 | ISO/IEC 10164-6.
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startTime ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.StartTime;
MATCHES FOR EQUALITY, ORDERING;
BEHAVIOUR timeOrdering;

REGISTERED AS {smi2AttributelD 68};

10.7.4.21 Stop time

The semantics of stopTime attribute type are specified in the Weekly Scheduling package in CCITT Rec. X.734 |
ISO/IEC 10164-5 and CCITT Rec. X.735 | ISO/IEC 10164-6. The matching criterion "Ordering" is applicable only
when the ASN.1 type GeneralizedTime choice is selected for StopTime.

stopTime ATTRIBUTE

WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.StopTime;
MATCHES FOR EQUALITY, ORDERING;

BEHAVIOUR timeOrdering;

REG|ISTERED AS {smi2AttributelD 69};

10.7}4.22 Supported Features

The pemantics of the supportedFeatures attribute type are given below.

supportedFeatures ATTRIBUTE

WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.SupportedFeatures;
MATCHES FOR SET-COMPARISON, SET-INTERSECTION, EQUALITY;
BEHAVIOUR

supportedFeaturesBehaviour BEHAVIOUR

DEFINED AS "This attribute is used to identify feéatures within the system that are capable [of being
managed. The registration of each feature is performed by the development authority for the feature and will
typically identify a specification in which the details'of what can be managed are provided";;

REQISTERED AS {smi2AttributelD 70};
10.7]4.23 Week mask

The [semantics of weekMask attribute type are specified in the Weekly Scheduling package in CCITT Rec. X.734 |
ISOJIEC 10164-5 and CCITT Rec. X.73571ISO/IEC 10164-6.

weekMask ATTRIBUTE
WITH ATTRIBUTE SYNTAX Attribute-ASN1Module.WeekMask;
MATCHES FOREQUALITY;

REQISTERED AS {sfi2AttributelD 71};

11 Definition of action types

Thig R€eommendation | International Standard defines a number of action types which are referencef by the System
Managgmpnt Functions in CCITT Recs. X 730-736 | ISOAEC 10164 Parts 1 to 7

NOTE - There are no action types currently defined in the system management functions and this section is a place
holder for future addition.

12 Definition of parameters

This Recommendation | International Standard defines a number of parameters which are referenced by the System
Management Functions in CCITT Recs. X.730-736 | ISO/IEC 10164 Parts 1 to 7. The definition of parameter template
is specified in CCITT Rec. X.722 | ISO/IEC 10165-4.

The miscellaneousError parameter is included in this Recommendation | International Standard as a possible specific
error when processing failure is reported using CMIP linked reply mechanism. This may be imported in any managed
object class definition .
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miscellaneousError PARAMETER

CONT
WITH

EXT SPECIFIC-ERROR;
SYNTAX Parameter-ASN1Module.MiscellaneousError;

BEHAVIOUR

miscellaneousErrorBehaviour

BEHAVIOUR

DEFINED AS " When a processing error failure has occurred and the error condition encountered does not

match

any of the object's defined specific error types, this value is used.";

REGISTERED AS {smi2Parameter 1};

13

Definition of notification types

This Recommendation | International Standard defines a number of notification types which are applicable to a wide

variety of mana

Each notificatid
- t
t

t

4

The template d

ASN.1 supporting productions are defined in 14.3.

ged-object-classes-

n type definition comprises

he structure of the notification data carried in the management protocol;

e behaviour of the notification;

he structure of the notification result data carried in the management protocol;

ssignment of an object identifier value.

efinition along with the allocated object identifier are specified below for €ach notification type

13.1 Attr

The semantics
attributeValueC

BEHA
WITH

REGISTERED

attributeValueC|
BEHAVIOUR

DEFINED AS "This notification type is used to report changes to the attribute such as addition or deletion

memy
attriby

i
‘[)f the attributeValueChange notification type are specifiedin CCITT Rec. X.730 | ISO/IEC 1016

ute value change

hange NOTIFICATION
VIOUR attributeValueChangeBehaviour;
INFORMATION SYNTAX Notification-ASN1Module.AttributeValueChangelInfo

AND ATTRIBUTE IDS

sourcelndicator sourcelndicator;

attributeldentifierList attributeldentifierList,
attributeValueChangeDefinition _attributeValueChangeDefinition,
notificationldentifier notificationldentifier,
correlatedNotifications  correlatedNotifications,

additionalText additional Text,

additionalinformation additionallnformation;

\S { smi2Notification1y;

hangeBehaviout

ers toone or more set valued attributes, replacement of the value of one or more attributes and set
te values to their defaults."”;

The

ng

13.2

Communications alarm

The semantics of the communicationsAlarm notification type are specified in CCITT Rec. X.733 IISO/IEC 10164-4.

communicationsAlarm

NOTIFICATION

BEHAVIOUR communicationsAlarmBehaviour;

WITH INFORMATION SYNTAX Notification-ASN1Module.Alarminfo
AND ATTRIBUTE IDS
probableCause probableCause,
specificProblems specificProblems,
perceivedSeverity perceivedSeverity,
backedUpStatus backedUpStatus,
backUpObject backUpObject,

34

trendIndication
thresholdinfo
notificationldentifier

trendIndication,
thresholdinfo,
notificationldentifier,
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correlatedNotifications  correlatedNotifications,
stateChangeDefinition  stateChangeDefinition,

monitoredAttributes monitoredAttributes,
proposedRepairActions proposedRepairActions,
additionalText additionalText,

additionallnformation  additionalinformation;

REGISTERED AS {smi2Notification 2};

communicationsAlarmBehaviour
BEHAVIOUR
DEFINED AS "This notification type is used to report when the object detects a communications error.";

13.3 Environmental alarm

The gemantics of the environmentalAlarm notification type are specified in CCITT Rec. X.733(ISO/IEC 10164-4.

envirpnmentalAlarm NOTIFICATION
BEHAVIOUR environmentalAlarmBehaviour;
WITH INFORMATION SYNTAX Noatification-ASN1Module.Alarminfo

AND ATTRIBUTE IDS

trendindication
thresholdInfo
notificationldentifier
correlatedNotifications
stateChangeDefinition
monitoredAttributes
proposedRepairActions
additionalText
additionallnformation

REG|STERED AS {smi2Notification 3};

envinonmentalAlarmBehaviour
BEHAVIOUR

13.4 Equipment alarm

probableCause probableCause,
specificProblems specificProblems,
perceivedSeverity perceivedSeverity,
backedUpStatus backedUpStatus,
backUpObiject backUpObiject,

trendIndication,
thresholdinfo,
notificationldentifier,
correlatedNotifications,
stateChangeDefinition,
monitoredAttributes,
proposedRepairActions,
additionalText,
addijtionallinformation;

DEFINED AS "This_notification type is used to report a problem in the environment."”;

The pemantics of the'equipmentAlarm notification types are specified in CCITT Rec. X.733 | ISO/IE(Q 10164-4.

equipmentAlarm  NOTIFICATION
BEHAVIOUR

equipmentAlarmBehaviour;
WITH INFORMATION SYNTAX Notification-ASN1Module.Alarminfo

ANDATTRIBUTEIDS

probableCause probableCause,
specificProblems specificProblems,
perceivedSeverity perceivedSeverity,
backedUpStatus backedUpStatus,
backUpObiject backUpObiject,

trendIndication
thresholdinfo
notificationldentifier
correlatedNatifications
stateChangeDefinition

trendlindication,
thresholdinfo,
notificationldentifier,
correlatedNotifications,
stateChangeDefinition,

monitoredAttributes monitoredAttributes,
proposedRepairActions proposedRepairActions,
additionalText additionalText,

additionallnformation

additionallnformation;
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REGISTERED AS {smi2Notification 4};

equipmentAlarmBehaviour
BEHAVIOUR

DEFINED AS "This notification type is used to report a failure in the equipment.”;

13.5  Integrity violation

The semantics of the integrity Violation notification type are specified in CCITT Rec. X.736 | ISO/IEC 10164-7.

integrityViolation ~ NOTIFICATION
BEHAVIOUR

integrityViolationBehaviour;

WITH INFORMATION SYNTAX Notification-ASN1Module.SecurityAlarminfo

— AND-ATFRIBUFEDS

securityAlarmCause
securityAlarmSeverity
securityAlarmDetector
serviceUser
serviceProvider
notificationldentifier
correlatedNatifications
additionalText
additionallnformation
REGISTERED AS {smi2Notification 5};
integrityViolatiogBehaviour BEHAVIOUR
DEFINED AS

securityAlarmCause,
securityAlarmSeverity,
securityAlarmDetector,
serviceUser,
serviceProvider,
notificationldentifier,
correlatedNotifications,
additionalText,
additionalinformation;

"This notification is used to report that a potential interruption in information flow has

occurred such that information may have been illegally modified{ inserted or deleted.";

13.6 Object creation

The semantics

objectCreation
BEHA
WITH

REGISTERED

objectCreationB
BEHAVIOUR

f the objectCreation notification type are specified in CCITT Rec. X.730 | ISO/IEC 10164-1.

NOTIFICATION

VIOUR objectCreationBehaviour;

INFORMATION SYNTAX Notification-ASN1Module.Objectinfo
AND ATTRIBUTE IDS
sourcelndicator
attributeList
notificationldentifier.
correlatedNotifications
additionalText
additionallnformation

sourcelndicator,
aftributeList,
notificationldentifier,
correlatedNotifications,
additionalText,
additionallnformation;

\S {smi2Nqtification 6};

ehaviour

DEF!

system.”;

13.7

Object deletion

The semantics of the objectDeletion notification type are specified in CCITT Rec. X.730 | ISO/IEC 10164-1.

objectDeletion NOTIFICATION
BEHAVIOUR objectDeletionBehaviour;
WITH INFORMATION SYNTAX Notification-ASN1Module.ObjectInfo
AND ATTRIBUTE IDS
sourcelndicator sourcelndicator,
attributeList attributelList,
notificationldentifier notificationldentifier,
correlatedNotifications correlatedNotifications,
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additionalText additionalText,
additionalinformation  additionalinformation;

REGISTERED AS {smi2Notification 7};

objectDeletionBehaviour
BEHAVIOUR

DEFINED AS "This notification type is used to report the deletion of a managed object to another open
system.";

13.8 Operational violation

The semantics of the operationalViolation notification type are specified in CCITT Rec. X.736 | ISO/IEC 10164-7.

operafformatviotatior— NOTIFICATION

BEHAVIOUR operationalViolationBehaviour,

WITH INFORMATION SYNTAX Notification-ASN1Module.SecurityAlarminfo
AND ATTRIBUTE IDS
securityAlarmCause securityAlarmCause,
securityAlarmSeverity  securityAlarmSeverity,
securityAlarmDetector  securityAlarmDetector ,
serviceUser serviceUser,
serviceProvider serviceProvider,
notificationldentifier notificationldentifier,
correlatedNotifications  correlatedNotifications,
additionalText additionalText,
additionalinformation  additionallnformation;

REGISTERED AS {smi2Notification 8};

operdtionalViolationBehaviour BEHAVIOUR
DEFINED AS "This notification is used to repart'that the provision of the requested service was not
possible due to the unavailability, malfunction ot incorrect invocation of the service.”;

13.9 Physical violation
The femantics of the physical Violation notification type are specified in CCITT Rec. X.736 | ISO/IEC [10164-7.

physicalViolation NOTIFICATION

BEHAVIOUR physicalViofationBehaviour,

WITH INFORMATION SYNTAX Notification-ASN1Module.SecurityAlarminfo
AND ATTRIBUTE IDS
securityAlarmCause  securityAlarmCause,
securityAlarmSeverity  securityAlarmSeverity,
secUrityAlarmDetector securityAlarmDetector ,
serviceUser serviceUser,
serviceProvider serviceProvider,
notificationldentifier notificationldentifier,
correlatedNotifications correlatedNotifications,
additionalText additionalText,
additionallnformation  additionalinformation;

REGISTERED AS { smi2Notification 9};

physicalViolationBehaviour BEHAVIOUR

DEFINED AS "This notification is used to report that a physical resource has been violated in a way that
indicates a potential security attack.";

13.10  Processing error alarm
The semantics of the processingErrorAlarm notification type are specified in CCITT Rec. X.733 | ISO/IEC 10164-4.

processingErrorAlarm NOTIFICATION
BEHAVIOUR processingErrorAlarmBehaviour;
WITH INFORMATION SYNTAX Notification-ASN1Module.Alarminfo
AND ATTRIBUTE IDS
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REGISTERED

processingErrofAlarmBehaviour  BEHAVIOUR

DEFI

13.11  Quality of service alarm

The semantics

qualityofServicgAlarm NOTIFICATION
BEHAVIOUR qualityofServiceAlarmBehaviour;
WITH INFORMATION SYNTAX Notification-ASN1Module.Alarminfo

REGISTERED

qualityofServicgAlarmBehaviour ~ BEHAVIOUR

DEFI

objeq.

probableCause probableCause,
specificProblems specificProblems,
perceivedSeverity perceivedSeverity,
backedUpStatus backedUpStatus,
backUpObject backUpObiject,
trendindication trendindication,
thresholdinfo thresholdInfo,
notificationldentifier notificationldentifier,

correlatedNotifications correlatedNotifications,
stateChangeDefinition stateChangeDefinition,
monitoredAttributes monitoredAttributes,
proposedRepairActions proposedRepairActions,
additionalText additionalText,
additionallnformation  additionalinformation;

AS {smi2Notification 10};

INED AS "This notification type is used to report processing failure in a managed object.";

bf the qualityofServiceAlarm notification type are specified in CCITT Ree-X.733 | SO/IEC 1016

AND ATTRIBUTE IDS

probableCause probableCause,
specificProblems specificProblems,
perceivedSeverity perceivedSeverity,
backedUpStatus backedUpStatus,
backUpObject backUpObject,
trendindication trendIndication,
thresholdinfo thresholdinfo,

notificationldentifier notificationldéntifier,
correlatedNotifications correlatedNotifications,
stateChangeDefinition stateChangeDefinition,
monitoredAttributes monitoredAttributes,
proposedRepairActions—proposedRepairActions,
additionalText additionalText,
additionallnformation, =~ additionalinformation;

AS {smi2Notification 11};

ED AS. "This notification type is used to report a failure in the quality of service of the managed

ngoe
TIgT

The semantics of the relationshipChange notification type are specified in CCITT Rec. X.732 | ISO/IEC 10164-3.

relationshipChange NOTIFICATION
BEHAVIOUR relationshipChangeBehaviour;
WITH INFORMATION SYNTAX Notification-ASN1Module.RelationshipChangelnfo

AND ATTRIBUTE IDS

sourcelndicator sourcelndicator,

attributeldentifierList attributeldentifierList,
relationshipChangeDefinition relationshipChangeDefinition,

notificationldentifier notificationldentifier,
correlatedNotifications  correlatedNotifications,
additionalText additionalText,

additionallnformation additionallnformation;
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relationshipChangeBehaviour
DEFINED AS

BEHAVIOUR
"This notification type is used to report the change in the value of one or more relationship

ISO/IEC 10165-2 : 1992 (E)

attributes of a managed object, that result through either internal operation of the managed object or via

management operation.”;

13.13  Security service or mechanism violation

The semantics of the securityServiceOrMechanism Violation notification type are specified in CCITT Rec. X.736 |

ISO/IEC 10164-7.

securj
BEHAVIOUR

AND ATTRIBUTE IDS
securityAlarmCause
securityAlarmSeverity
securityAlarmDetector
serviceUser
serviceProvider
notificationldentifier
correlatedNotifications
additionalText
additionallnformation

REG|STERED AS { smi2Notification 13};

seculfityServiceOrMechanismViolationBehaviour

DEFINED AS
service or mechanism."”;

13.14  State change

TIFICATION

securityServiceOrMechanismViolationBehaviour;
WITH INFORMATION SYNTAX Notification-ASN1Module.SecurityAlarminfo

securityAlarmCause,
securityAlarmSeverity,
securityAlarmDetector,
serviceUser,
serviceProvider,
notificationldentifier,
correlatedNotifications,
additionalText,
additionallnformation;

BEHAVIOUR

"This notification is used to report that a security attack has been detected by a security

The §emantics of the stateChange notification type are specified in CCITT Rec. X.731 | ISO/IEC 1016¢-2.

stateChange NOTIFICATION
BEHAVIOUR

AND ATTRIBUTE IDS
sourcelndicator
attributeldentifierList
stateChangeDefinition
notificationldentifier
correlatedNotifications
additionalText
additionallnformation

statgChangeBehaviour;
WITH INFORMATION SYNTAX Notification-ASN1Module.StateChangelnfo

sourcelndicator,
attributeldentifierList,
stateChangeDefinition,
notificationldentifier,
correlatedNotifications,
additionalText,
additionallnformation;

REGISTERED AS { smi2Notification 14};

stateChangeBehaviour BEHAVIOUR

DEFINED AS

"This notification type is used to report the change in the the value of one or more state

attributes of a managed object, that result through either internal operation of the managed object or via

management operation.”;

13.15 Time domain violation

The semantics of the timeDomainViolation notification type are specified in CCITT Rec. X.736 | ISO/IEC 10164-7.

timeDomainViolation
BEHAVIOUR

NOTIFICATION
timeDomainViolationBehaviour;

WITH INFORMATION SYNTAX Notification-ASN1Module.SecurityAlarminfo
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AND ATTRIBUTE IDS
securityAlarmCause securityAlarmCause,
securityAlarmSeverity ~ securityAlarmSeverity,
securityAlarmDetector securityAlarmDetector ,
serviceUser serviceUser,
serviceProvider serviceProvider,
notificationldentifier notificationldentifier,
correlatedNotifications correlatedNotifications,
additionalText additionalText,
additionallnformation  additionallnformation;

REGISTERED AS { smi2Notification 15};
timeDomainViolationBehaviour BEHAVIOUR

DEFINED AS "This notification is used to report that an event has occurred at an unexpected or prohibited
time.”

14 Supporting productions

14.1 Mangged object class

This clause spgcifies the required ASN.1 value notation for the value reference used it the MANAGED OBJECT
CLASS template.

ManagedObje¢tClassesDefinitions {joint-iso-ccitt ms(9) smi(3) part2(2) asn1Module(2) 0}

DEFINITIONS j:=
BEGIN

--EXPORTS everything

smi2MObjectGlass OBJECT IDENTIFIER ::= {joint-iso-ccitt ms(9) smi(3) part2(2) managedObjectClass(3)}
smi2NameBingling OBJECT IDENTIFIER ::= {joint-iso-ccittms(9) smi(3) part2(2) nameBinding(6)}
smi2Package PBJECT IDENTIFIER ::= {joint-iso-ccitt ms(9) smi(3) part2(2) package(4)}

END

14.2 Attribute types

This clause spdcifies the ASN.1 syntax:for the supporting productions identified in clauses 9 and 10.

Attribute-ASNIModule {joint-iso-ccitt ms(9) smi(3) part2(2) asn1Module(2) 1}
DEFINITIONS |JMPLICIT TAGS::=
BEGIN
--EXPORTS eVerything
IMPORTS
CMiISFilter Attribute,BaseManagedObijectld,Attributeld,Objectinstance,ObjectClass, EventTypeld FROM
CMIP-1 {joint-Jso-ccitt ms(9) cmip(1) modules(0) protocol(3)}
DistinguishedName FROM InformationFramework {joint-iso-ccitt ds(5) modules(1)
informationFramework(1) }
AE-title FROM ACSE-1 {joint-iso-ccitt association-control(2) abstract-syntax(1) apdus(0) version(1)};
-- Note that the syntax of AE-title to be used is from CCITT Rec. X.227 | ISO 8650 corrigendum and
-- not "ANY".
smi2AttributelD OBJECT IDENTIFIER ::= { joint-iso-ccitt ms (9) smi(3) part2(2) attribute(7)}
smi2AttributeGroup OBJECT IDENTIFIER ::= { joint-iso-ccitt ms (9) smi(3) part2(2) attributeGroup(8)}

-- The value assignments for the probable cause used in CCITT Rec. X.733 | ISO/IEC 10164-4 are specified
-- below.

-- These are specified in accordance with the corrigendum to ASN.1 ISO/IEC JTC1/SC21 N5901
arfProbableCause OBJECT IDENTIFIER ::= { joint-iso-ccitt ms(9) smi(3) part2(2) standardSpecificExtension(0)
arf(0)}

adapterError ProbableCause ::= globalValue : { arfProbableCause 1 }
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applicationSubsystemFailure ProbableCause ::= globalValue : { arfProbableCause 2 }
bandwidthReduced ProbableCause ::= globalValue : { arfProbableCause 3 }
callEstablishmentError ProbableCause ::= globalValue : { arfProbableCause 4 }
communicationsProtocolError ProbableCause ::= globalValue : { arfProbableCause 5 }
communicationsSubsystemFailure ProbableCause ::= globalValue : { arfProbableCause 6 }
configurationOrCustomizationError ProbableCause ::= globalValue : { arfProbableCause 7 }
congestion ProbableCause ::= globalValue : { arfProbableCause 8 }
corruptData ProbableCause ::= globalValue : { arfProbableCause 9 }
cpuCyclesLimitExceeded ProbableCause ::= globalValue: { arfProbableCause 10 }
dataSetOrModemError ProbableCause ::= globalValue : { arfProbableCause 11 }
degradedSignal ProbableCause ::= globalValue : { arfProbableCause 12 }
dTE-DCElInterfaceError ProbableCause ::= globalValue : { arfProbableCause 13 }
enclosureDoorOpen ProbableCause ::= globalValue : { arfProbableCause 14 }
eqmpmentMaIfunctlon ProbableCause ::= gIobaIVaIue { arfProbableCause 15 }

: p p i : p 16}

fileEfror ProbableCause = globaIVaIue { arfProbabIeCause 17}
fireDetected ProbableCause ::= globalValue : { arfProbableCause 18 }
floodDetected ProbableCause ::= globalValue : { arfProbableCause 19 }
framiingError ProbableCause ::= globalValue : { arfProbableCause 20 }

heatjngOrVentilationOrCoolingSystemProblem ProbableCause ::= globalValue : { arfProbableCause 21 }

humjidityUnacceptable ProbableCause ::= globalValue : { arfProbableCause 22}
inputOutputDeviceError ProbableCause ::= globalValue : { arfProbableCause 23}
inputDeviceError ProbableCause ::= globalValue : { arfProbableCause 24}

IANError ProbableCause ::= globalValue : { arfProbableCause 25 }

leakPetected ProbableCause ::= globalValue : { arfProbableCause 26 }
loca]NodeTransmissionError ProbableCause ::= globalValue : { arfPrébableCause 27 }
lossPfFrame ProbableCause ::= globalValue : { arfProbableCause 28}

lossPfSignal ProbableCause ::= globalValue : { arfProbableCause 29 }
matérialSupplyExhausted ProbableCause ::= globalValue : { arfProbableCause 30 }
muliiplexerProblem ProbableCause ::= globalValue : { arfProbableCause 31 }
out@fMemory ProbableCause ::= globalValue : { arfProbableCause 32 }
ouplitDeviceError ProbableCause ::= globalValue : { arfProbableCause 33 }
perfprmanceDegraded ProbableCause ::= globalValue’: { arfProbableCause 34 }
powgrProblem ProbableCause ::= globalValue : { arfProbableCause 35 }
pregsureUnacceptable ProbableCause ::= globalValue : { arfProbableCause 36 }
prodessorProblem ProbableCause ::= globalValue : { arfProbableCause 37 }
pumpFailure ProbableCause::= globalValue-: { arfProbableCause 38 }
quelieSizeExceeded ProbableCause ::= globalValue : { arfProbableCause 39 }
recdiveFailure ProbableCause ::= globalValue : { arfProbableCause 40 }

receliverFailure ProbableCause ::=globalValue : { arfProbableCause 41 }
rempteNodeTransmissionError ProbableCause ::= globalValue : { arfProbableCause 42 }
resqurceAtOrNearingCapacity ProbableCause ::= globalValue : { arfProbableCause 43 }
resgonseTimeExcessive ProbableCause ::= globalValue : { arfProbableCause 44 }
retragnsmissionRateExcessive ProbableCause ::= globalValue : { arfProbableCause 45 }
softwareError ProbableCause ::= globalValue : { arfProbableCause 46 }
softwareProgramAbnormallyTerminated ProbableCause ::= globalValue : { arfProbableCause 47
softivareProgramError ProbableCause ::= globalValue : { arfProbableCause 48 }
storpgeCapacityProblem ProbableCause ::= globalValue : { arfProbableCause 49 }
temperatureUnacceptable ProbableCause ::= globalValue : { arfProbableCause 50 }
thresholdCrossed ProbableCause ::= globalValue : { arfProbableCause 51 }
timihgProblem ProbableCause ::= globalValue : { arfProbableCause 52 }
toxicLeakDetected ProbableCause ::= globalValue : { arfProbableCause 53 }
transmitFailure ProbableCause ::= globalValue : { arfProbableCause 54 }
transmitterFailure ProbableCause ::= globalValue : { arfProbableCause 55 }
underlyingResourceUnavailable ProbableCause ::= globalValue : { arfProbableCause 56 }
versionMismatch ProbableCause ::= globalValue : { arfProbableCause 57 }

-- The following applies to CCITT applications only.
-- The use of the following values is subject to 8.1.2.12 of The Alarm Management Function
-- (CCITT Recommendation X.733 | 10164-4).

arfProposedRepairAction OBJECT IDENTIFIER ::= { joint-iso-ccitt ms(9) smi(3) part2(2)
standardSpecificExtension(0) arfpra(2)}

noActionRequired OBJECT IDENTIFIER ::= {arfProposedRepairAction 1}
repairActionRequired OBJECT IDENTIFIER ::= {arfProposedRepairAction 2}
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-- The value assignments for the security alarm cause used in CCITT Rec. X.736 | ISO/IEC 10164-7 are --
specified below.

securityAlarmCause OBJECT IDENTIFIER ::= { joint-iso-ccitt ms(9) smi(3) part2(2) standardSpecificExtension(0)
sarf(1) }

authenticationFailure SecurityAlarmCause ::= {securityAlarmCause 1}
breachOfConfidentiality SecurityAlarmCause ::= {securityAlarmCause 2}
cableTamper SecurityAlarmCause ::= {securityAlarmCause 3}
delayedinformation SecurityAlarmCause ::= {securityAlarmCause 4}
denialOfService SecurityAlarmCause ::= {securityAlarmCause 5}
duplicatelnformation SecurityAlarmCause ::= {securityAlarmCause 6}
informationMissing SecurityAlarmCause ::= {securityAlarmCause 7}
informationModificationDetected SecurityAlarmCause ::= {securityAlarmCause 8}
informationOutOfSequence SecurityAlarmCause ::= {securityAlarmCause 9}
intrusionDetecti j iz i 10}

keyExpired SecurityAlarmCause ::= {securityAlarmCause 11}
nonRepudiatignFailure SecurityAlarmCause ::= {securityAlarmCause 12}
outOfHoursAgtivity SecurityAlarmCause ::= {securityAlarmCause 13}
outOfService $ecurityAlarmCause ::= {securityAlarmCause 14}

proceduralError SecurityAlarmCause ::= {securityAlarmCause 15}
unauthorizedAccessAttempt SecurityAlarmCause ::= {securityAlarmCause 16}
unexpectedinformation SecurityAlarmCause ::= {securityAlarmCause 17}
unspecifiedReason SecurityAlarmCause ::= {securityAlarmCause 18}

-- default valu¢ definitions

defaultintervalsOfDay IntervalsOfDay ::= {{ intervalStart {hour 0, minute 0},
intervalEnd {hour 23; minute 59}}}
defaultStopTime StopTime ::= continual : NULL

defaultWeekMask WeekMask ::= {{ daysOfWeek '1111111'B;

intervalsOfDay defauitintervalsOfDay}}
defaultDiscrimjinatorConstruct DiscriminatorConstruct ::= and\>{}

-- supporting productions

ActiveDestination ::= Destination (WITH COMPONENTS {single PRESENT, mulitiple ABSENT})
AdditionalText ::= GraphicString

Additionallnformation ::= SET OF ManagementExtension

Allomorphs ::x SET OF ObjectClass

AdministrativeState ::= ENUMERATED {locked(0),unlocked(1),shuttingDown(2) }
Attributeldent|fierList ::= SET OF Attributeld

AttributeList :}= SET OF Attribute

AttributeValugChangeDefinition::= SET OF SEQUENCE {

attributelD Attributeld,
oldAttributeValue [1] ANY DEFINED BY attributelD OPTIONAL,
newAttributeValue [2] ANY DEFINED BY attributelD}

AlarmStatus :{= SET OF INTEGER { underRepair(0), critical(1), major(2), minor(3), alarmOutstanding(4)}

AvailabilityStgtus ::= SET OF INTEGER { inTest(0), failed(1), powerOff(2), offLine(3), offDuty(4),
dependency(5); degraded(6), notinstalled (7) , logFuli(8)}

-- logFull is ddfined.in CCITT Rec X.735 | ISO/IEC 10164-6.

BackedUpStatus,::= BOOLEAN

-- True implies backed up

-- False implies not backed up

BackUpDestinationList ::= SEQUENCE OF AE-title

BackUpRelationshipObject ::= CHOICE { objectName Objectinstance, noObject NULL}

CapacityAlarmThreshold ::= SET OF INTEGER (0..100)

ConfirmedMode ::= BOOLEAN

-- True implies the mode for event report is confirmed

ControlStatus ::= SET OF INTEGER { subjectToTest(0), partOfServicesLocked(1), reservedForTest(2),

suspended(3)}

Count ::= INTEGER

CounterThreshold ::= SET OF SEQUENCE {

comparisonlLevel INTEGER,
offsetValue INTEGER,
notificationOnOff BOOLEAN}

CorrelatedNotifications ::= SET OF SEQUENCE {
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correlatedNotifications SET OF Notificationldentifier,

sourceObjectinst Objectinstance OPTIONAL }
CurrentLogSize ::= INTEGER
Destination ::= CHOICE {
single AE-title,
multipleSET OF AE-title}

-- Note that the syntax of AE-title to be used is from CCITT X.227 | ISO 8650 Technical
-- corrigendum 1 and not "ANY".
DiscriminatorConstruct ::= CMISFilter
EventTime ::= GeneralizedTime
GaugeThreshold ::= SET OF SEQUENCE {
notifyLow NotifyThreshold,
notifyHigh NotifyThreshold}

-- same choice must be chosen within a sequence
-- fort both GenericOldState and GenericNewState.
GroypObijects ::= SET OF Objectinstance

InteryvalsOfDay ::= SET OF SEQUENCE(
intervalStart Time24,
intervalEnd Time24}

LogAvailability ::= AvailabilityStatus (WITH COMPONENT ( logFull | offDuty))
LogfrullAction ::= ENUMERATED { wrap(0), halt (1)}

LoggingTime ::= GeneralizedTime

LogRecordld ::= SimpleNameType(WITH COMPONENTS {number, PRESENT, string ABSENT})
MaxLogSize ::= INTEGER {unlimited(0)} -- size in octets

ManagementExtension ::= SEQUENCE {

identifier OBJECT'IDENTIFIER,
significance [1] BOOLEAN DEFAULT FALSE,
information [2] ANY DEFINED BY identifier }
MonjtoredAttributes ::= SET OF Attribute

NameBinding ::= OBJECT IDENTIFIER

Notificationldentifier ::= INTEGER -- reuse only when no requirement exists

-- for correlating prior notification.

NotifyThreshold ::= SEQUENCE {

threshold ObservedValue,

notifyOnOff BOOLEAN }

NumberOfRecords ::= INTEGER
ObservedValue ::= CHOICE {

integer INTEGER,

real REAL }
OperationalState::= ENUMERATED { disabled(0), enabled(1) }
Packages ::= SET OF OBJECT IDENTIFIER
PerdeivedSeverity.::= ENUMERATED{ indeterminate(0),
-- used wheniit.\is not possible to assign the following values

critical(1), major(2), minor(3), warning(4), cleared(5) }

PriofitisedObject ::= SET OF SEQUENCE {

object Objectinstance,

g 27y
ProbableCause ::= CHOICE {
globalValue OBJECT IDENTIFIER,
localValue INTEGER}
-- The values for the probable cause defined in CCITT Rec X.733 | ISO/IEC 10164-4 are specified
-- above.
ProceduralStatus ::= SET OF INTEGER { initializationRequired(0), notlnitialized(1), initializing(2), reporting (3),
terminating (4) }
ProposedRepairActions ::= SET OF Specificldentifier
SchedulingAvailability ::= AvailabilityStatus (WITH COMPONENT (offDuty))
SecurityAlarmCause ::= OBJECT IDENTIFIER
SecurityAlarmSeverity ::= PerceivedSeverity (indeterminate | critical | major | minor | warning)
SecurityAlarmDetector::= CHOICE { mechanism [0] OBJECT IDENTIFIER,
object [1] Objectinstance,
application [2] AE-title}
ServiceProvider ::= ServiceUser
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ServiceUser ::= SEQUENCE {
identifier OBJECT IDENTIFIER,
details ANY DEFINED BY identifier }
SimpleNameType ::= CHOICE { number INTEGER,
string GraphicString}
Specificldentifier ::= CHOICE { OBJECT IDENTIFIER,
INTEGER}
Sourcelndicator ::= ENUMERATED { resourceOperation(0), managementOperation(1), unknown(2)}
SpecificProblems ::= SET OF Specificldentifier
StandbyStatus ::= INTEGER { hotStandby(0), coldStandby(1), providingService(2)}
StartTime ::= GeneralizedTime
StopTime ::= CHOICE { specific GeneralizedTime,
continual NULL}
SupportedFeatures ::= SET OF SEQUENCE {
— featureldentifier  OBJECT IDENTIFIER

featurelnfo ANY DEFINED BY featureldentifier}
Systemid ::= GHOICE { name GraphicString,

number INTEGER,

nothing NULL}

SystemTitle ::3 CHOICE { distinguishedName DistinguishedName,
oid OBJECT IDENTIFIER,
nothing NULL}

TideMarkinfo :}= SEQUENCE { currentTideMark TideMark,
previousTideMark TideMark,
resetTime GeneralizedTime}

TideMark ::= CHOICE { maxTideMar [0] ObservedValue,
minTideMark [1] ObservedValue}

Time24 ::= SEQUENCE { hour INTEGER (0..23),

minute INTEGER (0..59) }

Thresholdinfo [:= SEQUENCE {

triggeredThreshold Attributeld,
observedValue ObservedValue,

thresholdLevel [1] ThresholdLevellndOPTIONAL,
-- Indication needed for multilevel thresholds
armTime [2] GeneralizedTime OPTIONAL }

ThresholdLevelind ::= CHOICE {
up [1] SEQUENCE {high  ObservedValue,
low ObservedValue OPTIONAL
-- up is the only permitted choice for counter --},
down [2] SEQUENCE {high  ObservedValue,
low ObservedValue}}
Trendindication ::= ENUMERATED { lessSevere(0), noChange(1), moreSevere(2) }
UnknownStatys ::= BOOLEAN -- TRUE implies unknown status
UnscheduledLiogAvailability ::£ AvailabilityStatus (WITH COMPONENT (logFull))
UsageState::=|ENUMERATED{ idle(0), active(1), busy(2) }
WeekMask ::=|SET OF SEQUENCE {
daysOfWeek  BIT STRING {sunday(0),monday(1),tuesday(2),wednesday(3),
thursday(4), friday(5), saturday(6)} (SIZE(7) ),
intervalsOfDay IntervalsOfDay }

143  Notification types

This clause specifies the ASN.1 syntax for the supporting productions identified in clause 13.

Notification-ASN1Module {joint-iso-ccitt ms(9) smi(3) part2(2) asn1Module(2) 2}

DEFINITIONS IMPLICIT TAGS::=

BEGIN

IMPORTS

ProbableCause, SpecificProblems, PerceivedSeverity, BackedUpStatus, Trendindication, Thresholdinfo,
Notificationldentifier, CorrelatedNotifications, MonitoredAttributes, ProposedRepairActions,
AdditionalText, Additionallnformation, SecurityAlarmCause, SecurityAlarmSeverity,
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SecurityAlarmDetector, AttributeValueChangeDefinition, Sourcelndicator, AttributeldentifierList,

AttributeList, ServiceUser, ServiceProvider

FROM Attribute-ASN1Module

ObjectClass,Attributeld,Objectinstance FROM CMIP-1 {joint-iso-ccitt ms(9) cmip(1) version1 (1)

protocol(3)} ;

--EXPORTS everything

smi2Notification OBJECT IDENTIFIER ::= { joint-iso-ccitt ms (9) smi(3) part2(2) notification(10)}

Alarminfo ::= SEQUENCE {
probableCause
specificProblems
perceivedSeverity

backedUpStatus
ject

ProbableCause,
[1]SpecificProblems OPTIONAL,
PerceivedSeverity,
BackedUpStatus OPTIONAL,

trendindication
thresholdinfo
notificationldentifier
correlatedNotifications
stateChangeDefinition
monitoredAttributes
proposedRepairActions
additionalText
additionallnformation

[2]0Objectinstance OPTIONAL

[3]TrendIndication OPTIONAL,
[4]Thresholdinfo OPTIONAL,
[5]Notificationldentifier OPTIONAL,
[6]CorrelatedNotifications OPTIONAL,

[7]AttributeValueChangeDefinition OPTIONAL,

[8]MonitoredAttributes OPTIONAL,
[9]ProposedRepairActions OPTIONAL|,
AdditionalText OPTIONAL,
[10]Additionalinformation OPTIONAL}

AttriputeValueChangelinfo ::= SEQUENCE {

sourcelndicator
attributeldentifierList
attributeValueChangeDefinition
notificationldentifier
correlatedNotifications
additionalText
additionallnformation
Objectinfo ::= SEQUENCE {
sourcelndicator
attributeList
notificationldentifier
correlatedNotifications
additionalText
additionalinformation

Re

sourcelndicator
attributeldentifierList
relationshipChangeDefinition
notificationldentifier
correlatedNotifications
additionalText
additionallnformation

StatpChangelnfo ::= SEQUENCE {

gtionshipChangelnfo ::= SEQUENCE {

Sourcelndicator OPTIONAL,
[1]AttributeldentifierList OPTIONAL,
AttributeValueChangeDefinition,
Notificationldentifier OPTIONAL,
[2]CorrelatedNotifications OPTIONAL,
AdditionalText OPTIONAL,
[3]Additionalinformation OPTIONAL}

Sourcelndicator OPTIONAL,
AttributeList OPTIONAL,
Notificationldentifier OPTIONAL,
[1]CorrelatedNotifications OPTIONAL,
AdditionalText OPTIONAL,
[2]Additionalinformation OPTIONAL}

Sourcelndicator OPTIONAL,
[1]AttributeldentifierList OPTIONAL,
AttributeValueChangeDefinition,
Notificationldentifier OPTIONAL,
[2]CorrelatedNotifications OPTIONAL,
AdditionalText OPTIONAL,
[3]Additionallnformation OPTIONAL}

sourcelndicator
attributeldentifierList
stateChangeDefinition
notificationldentifier
correlatedNotifications
additionalText
additionalinformation

SecurityAlarminfo ::= SEQUENCE {
securityAlarmCause
securityAlarmSeverity
securityAlarmDetector
serviceUser
serviceProvider
notificationldentifier

Sourcelndicator OPTIONAL,
[1]AttributeldentifierList OPTIONAL,
AttributeValueChangeDefinition,
Notificationldentifier OPTIONAL,
[2]CorrelatedNotifications OPTIONAL,
AdditionalText OPTIONAL,
[3]Additionalinformation OPTIONAL}

SecurityAlarmCause,
SecurityAlarmSeverity,
SecurityAlarmDetector,
ServiceUser,

ServiceProvider,
Notificationldentifier OPTIONAL,
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correlatedNotifications
additionalText
additionalinformation

END

14.4

This clause spe

[1]CorrelatedNotifications OPTIONAL,
AdditionalText OPTIONAL,
[2]Additionallnformation OPTIONAL}

Parameter types

cifies the ASN.1 syntax for the supporting productions identified in clause 12.

Parameter-ASN1Module {joint-iso-ccitt ms(9) smi(3) part2(2) asn1Module(2) 3}

DEFINITIONS |
BEGIN

smi2Paramete
Miscellaneous

END

MPLICIT TAGS::=

OBJECT IDENTIFIER ::= {joint-iso-ccitt ms(9) smi(3) part2(2) parameter(5)}
Error ::= NULL

15 Conformance and compliance

15.1 Confprmance

This Recommgndation | International Standard does not specify any confofmance requirements placed on [open
systems.

15.2 Compliance

Where other CCITT Recommendations | International Standards refine any of the managed object class definftions
contained in th|s Recommendation | International Standard via‘the refinement and referencing mechanisms defingd in

CCITT Rec. X

Recommendati

via the referend

class or notific
aspects of thosg

CITT Recommendations | International Standards import any of the definitions contained ir
bn | International Standard intosattribute type or managed object class or notification type defin
ing mechanism defined in CCITT Rec. X.722 | ISO/IEC 10165-4, the attribute type or managed d
htion type definitions that reference these definitions shall comply with the behavioural and syn
types as specified in this Recommendation | International Standard.

722 1 ISO/IEC 10165-4, the managed object classes that refine these definitions shall comply with the
behavioural and syntactic aspects of the superclass as defined in this Recommendation | International Standard.

Where other (

this
tions
bject
actic
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Annex A
Counters and counter threshold attribute

(This Annex forms an integral part of this Recommendation | International Standard )

Counter

This Annex defines a number of counter types which are useful for importing in other standards.

Al

The

Corrupted PDUs received counter

corryptedPDUsReceivedCounter  ATTRIBUTE

DERIVED FROM counter;

REGISTERED AS { smi2AttributelD 72};

A.1.2  Incoming connection reject error counter

The

attribute type IncomingConnectionRejectErrorCounter specifics’the total number of incomin

ques}s which were received by the managed object but rejected due t0.protocol errors.

inco

mingConnectionRejectErrorCounter ~ ATTRIBUTE
DERIVED FROM counter;

REQISTERED AS { smi2AttributelD 73};

A.1.B  Incoming connection requests counter

The

inco

mingConnectionRequestsCounter ATTRIBUTE
DERIVED FROM counter;

REGISTERED AS { smi2AttributelD 74};

A.lff  Incoming disconnect counter

The

by the managed)object.

inco

mingPisconnectCounter ATTRIBUTE

ttribute type corruptedPDUsReceivedCounter specifies the total number of corrupted PDUS recgived.

g connection re-

attribute type incomingConnectionRequestsCounter specifies the total number of incoming conrfection requests.

attribute type incomingDisconnectCounter specifies the total number of incoming disconnect r¢quests received

DERIVEDFROM—counter;

REGISTERED AS { smi2AttributelD 75};

Al

5 Incoming disconnect error counter

The attribute type incomingDisconnectErrorCounter specifies the total number of incoming disconnect requests
received by the managed object due to protocol errors.

inco

mingDisconnectErrorCounter ATTRIBUTE
DERIVED FROM counter;

REGISTERED AS { smi2AttributelD 76};
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A.1.6

Incoming protocol error counter

The attribute type incomingProtocolErrorCounter specifies the total number of error report or reset PDUs which
were received by the managed object due to protocol errors.

incomingProtocolErrorCounter

ATTRIBUTE

DERIVED FROM counter;

REGISTERED AS { smi2AttributelD 77};

Al17

Octets received counter

The attribute type octetsReceivedCounter specifies the total number of user data octets received by the managed

object.

octetsReceived
DERI
REGISTERED

A.l8

The attribute

managed object.

octetsRetransm
DERI

REGISTERED

A.l19

The attribute ty

octetsSentCounter ATTRIBUTE

DERI
REGISTERED
A.1.10  Outg

The attribute
requests which

outgoingConne
DERI

REGISTERED

Octets retransmitted error counter

Octets sent counter

ping connection reject error’ counter

ctionRejectEfrorCounter
VED FROM counter;

AS A smi2AttributelD 81};

Counter ATTRIBUTE
ED FROM counter;

\S { smi2AttributelD 78};

ype octetsRetransmittedErrorCounter specifies the total number of (octets retransmitted b

ittedErrorCounter ATTRIBUTE
ED FROM counter;

A\S { smi2AttributelD 79};

pe octetsSentCounter specifies the total numbercéf user data octets sent by the managed object.

VED FROM counter;

AS { smi2AttributelD 80},

ype outgoingConnectionRejectErrorCounter specifies the total number of outgoing conng
were sent by the managed object but rejected due to protocol errors.

ATTRIBUTE

y the

ction

Al11

Outgoing connection requests counter

The attribute type outgoingConnectionRequestsCounter specifies the total number of outgoing connection requests.

outgoingConnectionRequestsCounter

ATTRIBUTE

DERIVED FROM counter;

REGISTERED AS { smi2AttributelD 82};

A.1.12  Outgoing disconnect counter

The attribute type outgoingDisconnectCounter specifies the total number of outgoing disconnect requests processed
by the managed object.
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oingDisconnectCounter ATTRIBUTE
DERIVED FROM counter;

REGISTERED AS { smi2AttributelD 83};

Al

13  Outgoing disconnect error counter

The attribute type outgoingDisconnectErrorCounter specifies the total number of outgoing disconnect requests sent
by the managed object due to protocol errors.

outg

oingDisconnectErrorCounter ATTRIBUTE
DERIVED FROM counter;

REGISTERED AS { smi2AttributelD 84};

Al
The

outg

REGISTERED AS { smi2AttributelD 85};

A.l.
The

pdugReceivedCounter ATTRIBUTE

REGISTERED AS { smi2AttributelD 86};

A.l

The
man

pdugRetransmittedErrorCounter~" ATTRIBUTE

REQISTERED AS { smi2AttributelD 87};

Al
The

pdusSentCounter ATTRIBUTE

17 PDUssent counter

|4  QOutgoing protocol error counter

bingProtocolErrorCounter ATTRIBUTE
DERIVED FROM counter;

|5  PDUs received counter

httribute type pdusReceived Counter specifies the total number.of PDUs received by the managed

DERIVED FROM counter;

16 PDUs retransmitted error counter

attribute type pdusRetransmittedErrorCounter specifies the total number of PDUs retran
hged object.

DERIVED FROM._‘¢counter;

attributetype specifies pdusSentCounter the total number of PDUs sent by the managed object.

attribute type outgoingProtocolErrorCounter specifies the total number of error report or redet PDUs which
were| sent by the managed object due to protocol errors.

object.

smitted by the

DERIVED FROM counter;

REGISTERED AS { smi2AttributelD 88};

A2

A2,

Counter-threshold

1  Corrupted PDUs received threshold

The attribute type corruptedPDUsReceivedThreshold specifies a counter-threshold which is associated with the
PDUs Corrupted PDUs Received counter attribute type.

corruptedPDUsReceivedThreshold ATTRIBUTE

DERIVED FROM counter-Threshold;
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REGISTERED AS { smi2AttributelD 89};

A.2.2  Incoming connection reject error threshold

The attribute type incomingConnectionRejectErrorThreshoid specifies a counter-threshold which is associated with
the Incoming ConnectionRejectError counter attribute type.

incomingConnectionRejectErrorThreshold  ATTRIBUTE
DERIVED FROM counter-Threshold;

REGISTERED AS { smi2AttributelD 90};

A.2.3  Incoming connection requests threshold

The attribute type-incomingConnectionRequestsThres
Incoming Conngction Requests counter attribute type.

incomingConnegtionRequestsThreshold
ATTR|BUTE
DERIYED FROM counter-Threshold;

REGISTERED AS { smi2AttributelD 91};

A.2.4  Incoming disconnect error threshold

The attribute type incomingDisconnectErrorThreshold specifies a counter-threshold which is associated with the
Incoming Discqnnect Error counter attribute type.

incomingDisconnectErrorThreshold
ATTR|BUTE
DERIYED FROM counter-Threshold;

REGISTERED AS { smi2AttributelD 92};

A.2.5  Incomping protocol error threshold
The attribute type incomingProtocolErrorThreshold specifies a counter-threshold which is associated with the
Incoming Protocol Error counter attribute type.

incomingProtocplErrorThreshold ~ ATTRIBUTE
DERIYED FROM counter-Threshold;

REGISTERED AS { smi2AttributetD-93};

A.2.6  Octeth received threshold

The attribute {ype octetsReceivedThreshold specifies a counter-threshold which is associated with the Qctets
Received counter attribute type.

octetsReceivedThreshold ATTRIBUTE
DERIVED FROM counter-Threshold;

REGISTERED AS { smi2AttributelD 94};

A.2.7  Octets retransmitted threshold

The attribute type octetsRetransmittedThreshold specifies a counter threshold which can be associated with the
octects retransmitted counter attribute type.

octetsRetransmittedThreshold
ATTRIBUTE
DERIVED FROM counter-Threshold:;

REGISTERED AS { smi2AttributelD 95};
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A28 Octets sent threshold

The attribute type octetsSentThreshold specifies a counter-threshold which is associated with the Octets Sent counter
attribute type.

octetsSentThreshold ATTRIBUTE
DERIVED FROM counter-Threshold;

REGISTERED AS { smi2AttributelD 96};

A.2.9  Outgoing connection reject error threshold

The attribute type outgoingConnectionRejectErrorThreshold specifies a counter-threshold which is associated with
the Outgoing Connection Reject Error counter attribute type.

outgpingConnectionRejectErrorThreshold
ATTRIBUTE
DERIVED FROM counter-Threshold;

REGISTERED AS { smi2AttributelD 97};

A.2{10 Outgoing connection requests threshold

The|attribute type outgoingConnectionRequestsThreshold specifies a counter-threshold which is asgociated with the
Outgoing Connection Requests counter attribute type.

outgoingConnectionRequests Threshold
ATTRIBUTE
DERIVED FROM counter-Threshold;

REGISTERED AS { smi2AttributelD 98};

A.2{11 Outgoing disconnect error threshold

The| attribute type outgoingDisconnectErrerThreshold specifies a counter-threshold which is asspciated with the
Outgoing Disconnect Error counter attribute type.

outgoingDisconnectErrorThreshold
ATTRIBUTE
DERIVED FROM .counter-Threshold;

REGISTERED AS { smi2AttributelD 99};

A.2]12  Outgoing\protocol error threshold

The| attributg_type outgoingProtocolErrorThreshold specifies a counter-threshold which is assciated with the
Outgoing-Protocol Error counter attribute type.

outgoingPTotocolError Threshoid
ATTRIBUTE
DERIVED FROM counter-Threshold;

REGISTERED AS { smi2AttributelD 100};

A.2.13 PDUs received threshold

The attribute type pdusReceivedThreshold specifies a counter-threshold which is associated with the PDUs Received
counter attribute type.

pdusReceivedThreshold  ATTRIBUTE
DERIVED FROM counter-Threshold;

REGISTERED AS { smi2AttributelD 101};
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