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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that are members of
ISO or IEC participate in the development of International Standards through technical committees
established by the respective organization to deal with particular fields of technical activity. ISO and IEC
technical committees collaborate in fields of mutual interest. Other international organizations, governmental
and ngn= —in—tiat f ; f - i of information
technology, ISO and IEC have established a joint technical committee, ISO/IEC JTC 1.

ional Standards are drafted in accordance with the rules given in the ISO/IEC Directives| Part 2.

The mgin task of the joint technical committee is to prepare International Standards. Draft International
Standgrds adopted by the joint technical committee are circulated to national bodies for voting.| Publication as
ion is drawn to the possibility that some of the elements of this document may be the subject of patent

rights. ]SO and IEC shall not be held responsible for identifying any .gr-all such patent rights.

ISO/IEC 24753 was prepared by Joint Technical Committee’ ISO/IEC JTC 1, Informatidn technology,
Subcommittee SC 31, Automatic identification and data captare techniques.
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Introducti

on

The technology of radio frequency identification (RFID) is based on non-contact electronic communication
across an air interface. The structure of the bits stored in the memory of the RFID tag is invisible and
accessible between the RFID tag and the interrogator only by the use of the appropriate air interface protocol,
as specified in the corresponding part of ISO/IEC 18000. Since the initial publication of ISO/IEC 18000, it has
become possible to add sensors to the RFID tag using various physical methods, but always using the air

interface proto

For sensor inf
processed in 4
attached to or

implementatiof with the resultant sensory information to be read at a later time in a completely differ

unknown systd
such a way as
this is achievi
commands sp

Manufacturers
sensors, and

protocol. This
independent o

sensor encoding and processing rules are consistent components.in the RFID system that can, indeper

evolve to supp

This Internatio

sensory infornpation in a standardized manner and;provide an interface with the appropriate air in

protocol.
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standard way. This allows equipment to be interoperable and, in the special case lof the
ntegrated within an RFID tag, enables configuration parameters to be encodéd-in one s)

m's implementation. The data bits stored on each RFID tag and sensén must be form
to be reliably read at the point of use if the sensor is to fulfil its basic objective. The intg
d through the use of an application protocol, for example as.Sdpported by the fur
cified in ISO/IEC 15961 and as specified in ISO/IEC 24791.

of radio frequency identification equipment (interrogatorsi<RFID tags, etc.), manufacty
users of RFID technology supporting sensors each require a publicly available app
International Standard specifies the sensor encoding and processing rules, whi
[ any of the air interface standards defined in the various parts of ISO/IEC 18000. As sU
prt additional air interface protocols and differenttypes of sensors.

hal Standard specifies the overall process and methodologies developed to format and

sensory information and othey related data to and from the application is supported by
entifiers standard, as defined.in this International Standard.

brmation, functional commands from the application and responses from the intérsoggtor are
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Information technology — Radio frequency identification (RFID)
for item management — Application protocol: encoding and
processing rules for sensors and batteries

1

S¢ope

This Infernational Standard defines a minimum application protocol to support sensors, and thé monitoring of
batteri

This a
applicgtion protocol is agnostic to how the sensor(s) are connected tocor-integrated within
howev
will allg
informa
the uni

This In
deliver

2

S€|

tag;

N(

S€|

s in conjunction with RFID tags utilizing the air interface as defined in the ISO/IEC 1800(

br, the communication between the interrogator and the sensor(s)\is- ‘always through the
w the interrogator and application to understand a compliant-sensor's characteristics &
tion without prior knowledge of that sensor. This will allow sensors to announce their ser
s of measurement to the interrogator.

fernational Standard provides common encoding rulés for identifying sensors, their func
bd measurements. It also defines the process rules to support the following functions:

ecting and de-selecting a particular sensory>function when more than one is supporte

TE The measurement of time or battéery life can be considered as separate sensory functions.

iting sensor parameters both initially and ongoing;

starting and stopping the mohitoring function of a sensor;

ag

ca
ap

N

Cessing sensor datas.and

Frying out basic ‘processing of sensor data and interpreting this into a format that is me
plication.

prmative references

series.

pplication protocol for sensors applies to RFID tags irrespective of-their operating fiequency. This

the RFID tag;
RFID tag. This
nd process its
se activity and

ions, and their

d by the RFID

aningful for an

The following referenced documents are indispensable for the application of this document. For dated
references, only the edition cited applies. For undated references, the latest edition of the referenced
document (including any amendments) applies.

ISO/IEC 18000-6, Information technology — Radio frequency identification for item management — Part 6:
Parameters for air interface communications at 860 MHz to 960 MHz

ISO/IEC 19762-1, Information technology — Automatic identification and data capture (AIDC) techniques —
Harmonized vocabulary — Part 1: General terms relating to AIDC

ISO/IEC 19762-3, Information technology — Automatic identification and data capture (AIDC) techniques —
Harmonized vocabulary — Part 3: Radio frequency identification (RFID)
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https://iecnorm.com/api/?name=7d9c4e60088ff068729d978cfb5ce324

ISO/IEC 24753:2011(E)

IEEE 1451.7, Standard for Smart Transducer Interface for Sensors and Actuators — Transducers to Radio
Frequency Identification (RFID) Systems Communication Protocols and Transducer Electronic Data Sheet
Formats

3 Terms, definitions and abbreviations

3.1 Terms and definitions

For the purposes of this document, the terms and definitions given in ISO/IEC 19762-1, ISO/IEC 19762-3 and
the following apply.

3141
calibration
process used fo determine the information that resides in the Calibration TEDS to support correction

31.2
data-set
collection of sgmples acquired by a sensor (or applied by an actuator) in response ta ajtrigger command

313
event sensor
sensor that defects a state change in the physical world

NOTE The|fact that a change of state has occurred and/or the instant\in time of the change of state, not the state
value, is the “mdasurement”.

3.1.4
Network Capable Application Processor
NCAP
device betweep the transducer modules and the netwerk for an IEEE 1451 sensor

NOTE The| NCAP performs network communications, communications, and data conversion or other prdcessing
functions.

3.1.5
Sensor Address Map
SAM
defined memofry area of an RFID.tag that specifies the logical location of the sensor memory

3.1.6
sensor driver
mechanism to fransfersensor-related data between the implementation of ISO/IEC 24753 and the RFID tag

3.1.7
smart transducet
transducer that provides functions beyond those necessary for generating a correct representation of a
sensed or controlled quantity

NOTE This functionality typically simplifies the integration of the transducer into applications in a networked
environment.

3.1.8
timestamp
unambiguous representation of some instant in time

3.1.9

transducer
sensor or actuator device that converts energy from one domain into another

2 © ISO/IEC 2011 — All rights reserved


https://iecnorm.com/api/?name=7d9c4e60088ff068729d978cfb5ce324

3.1.10

ISO/IEC 24753:2011(E)

Transducer Electronic Data Sheet

TEDS

electronic data sheet describing a transducer

3.1.11
trigger

signal or command that is used to start an action

3.2 Abbreviations

A

IC Application-specific Integrated circuit

LS

MEB Most Significant Bit

N(
R
S/
SI
TH

utl

4 C

To clai
followir

a) Al

b) Al

interpretation of sensor data.

5 B;s

5.1 logical interface model

5.1.1

The pr
interfad
does fq

B Least Significant Bit

CAP  Network Capable Application Processor
[C Real Time Clock
M Sensor Address Map
international system of units, reference The International System of \Units (Sl)

DS Transducer Electronic Data Sheet
C Co-ordinated Universal Time
bnformance

Im conformance with this International Standard, an-implementation shall support one
g:

the processes that are required to;support all aspects of simple sensors for cor

hasic Model

General

pcessesdefined in this International Standard are implemented between the applicati
e protecol. This International Standard performs similar functions for sensory data as
r itemsrelated data. The relationship and basic functions of the standards are illustrated

Basic 4

or both of the

the processes that are required to support all~aspects of full function sensors for compfiguration and
interpretation of sensor data.

figuration and

pn and the air
SO/IEC 15962
in Figure 1 —

pplication interface model.
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BUSINESIS INTELLIGENCE

v *

Application Commands & Responses

v 4 1 r %

15962 Processes 24753 Processes

T S T

15962 Tag Driver '24753 Sensor Driver

v T v T

18000-n Air Interface Protocol

v 1

-

Figure 1 — Basic application interface model

Each of the component parts of the model relevant to sensors and batteries is described below.

5.1.2 Functipnal application commands
A set of funcfional application commands are required to enable the application to identify what [sensor
functions are qupported, to access data from sensors, to access the status of the battery power, and fo reset

values such a$ alarm values for the sensor activity. The structure of these commands may be derivgd from
the set of obje¢t identifiers used, or from future-standards as these are developed.

5.1.3 ISOI/IEC 24753 processes
This Internatiopal Standard specifies a set of encoding and processing rules that address the following:
— Read|ng sensor identifiers

— Read|ng sensor’ characteristics and converting this from the bit based encoding on the sendor to a
formdt mareyappropriate for business processing

— Read ng (and encoaing wnen permited DY the Sensor) conriguration parameters

— Reading event data captured by the sensor and converting this from the bit based encoding on the
sensor to a format more appropriate for business processing

— Reading alarm data provided by the sensor

These processes are applied in different manners depending on the whether the sensor is a full function
sensor (as specified in IEEE 1451.7) or a simple sensor (as specified in ISO/IEC 18000-6).

4 © ISO/IEC 2011 — All rights reserved
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Sensor driver

The sensor driver provides two main functions:

It provides the rules for identifying how a particular air interface protocol supports sensors. Typically,
this would be one of the following: the sensor is integrated within the RFID ASIC or attached through

a serial or parallel port, or internal analogue to digital conversion incorporated into the

RFID ASIC. A

sensor driver may define that an air interface supports one of these types, or if more than one option
is possible, it will need to clearly differentiate the type of interface between the sensor and the RFID

tag.

It provides facilities that accept the application commands and converts them to a format that results

The de
unique
This is
drivers

Generglly speaking, the sensor driver will be logically independent from the tag driver,

ISO/IE
driver.

5.1.5

This In
driver
standa

in calls to command codes supported by the particular RFID tag. In some instances, t
protocol might have a specific command such as "read port n" whereas in_othe
interface command might simply act as a transport mechanism to embed command
the sensor.

scription of the sensor drivers for particular RFID tags is provided in Ahmex A. The s
to the particular air interface type of RFID tag as specified in the appropriate part of |
a logical representation, and a physical implementation could combine’ features of diffe
The interrogator may support one or many sensor drivers.

4

C 15962, but physical implementations could combine thefunctionality of the tag driV

ISO/IEC 18000 air interface functions

ternational Standard can only be prescriptiver,on how the air interface functions insofar

needs to represent the capabilities ofxthe air interface protocols. However, som

rdisation can prove useful. Such standardisation can include having reasonably consiste
command structures

response structures

rules for defining parts.or memory mapped locations

The pr
Intern

me requirementfor_consistency is with respect to the sensor and also between the appl

ne air interface
cases an air
understood by

ensor driver is
5O/IEC 18000.
ent logical tag

s specified in

er and sensor

as the sensor
e attempts at
Int:

cation and this

ional Standard.~So, any variation on the common approach for a particular air interface should be
addresgable through:the rules of the sensor driver. As air interface protocols are developed to s
and batteries, censideration should be given to the manner that previous implementatio
incorpqrated.into1SO/IEC 18000 standards.

Lipport sensors
ns have been

5.1.6 |The sensor

Full function sensors supported by this International Standard shall be compliant with IEEE 1451.7.

Simple sensors supported by this International Standard shall be as specified in ISO/IEC 18000-6.

In either case, the focus for this International Standard is on the data encoded about the sensor or generated
by the sensor during its monitoring process. The functional processes of the sensor or the interface or
integration method with the RFID tag component are beyond the scope of this International Standard.

No constraints are placed on what environmental features are monitored because this is a matter for sensor
design to meet market requirements, with the exception that the unit of measure shall be basic Sl units,
derived Sl units, or integer values (for example for counts). This open-ended approach enables this
International Standard to maintain similar processes for sensor types that have yet to be developed, or to

require

minimal changes to support an increased variety of sensor capabilities.

© ISO/IEC 2011 — All rights reserved
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5.2 The sensor information model for full function sensors

5.21 General

The sensor information model (Figure 2 — Sensor information model for full function sensors) shows the
relationship between component processes and structures described later in this International Standard for full
function sensors specified in IEEE 1451.7. A physical sensor is defined as one that monitors a particular
environmental feature capable of being expressed in terms of an Sl unit or derived Sl unit. A given physical
sensor may support a number of logical sensors, each of which specifies a method of event data output, e.g.
maximum value, observed value below a threshold qualified by a timestamp, count of events observed that
are above a threshold.

USER APPLICATION

A Application Commands
& Responses

ISO/IEC 24753 Sensor Processing
ISO/IEC 24753 Tag Driver
ISO/IEC 18000 T

Commands & Responses

ISO/IEC 18000 Sensor Processing

Y Y 3 3 3
I I v

Sensor Sample & Event

. Event

I$ent§;_) ' |l characteristic Configure | | Admin Re\::or d
qentinier s Record Record Record

Physical Sensor 1

XS
N\
Physical Sensor 2 C)\

Physical @r n

RFID TAG & SENSOR

Figure 2 — Sensor information model for full function sensors

5.2.2 Sensor identifier

The sensor identifier enables the sensor manufacturer to uniquely identify a sensor to provide information
about the sensor that is additional to that encoded in the sensor characteristic record (e.g. batch number, date
of manufacturer, and any other feature that is potentially relevant to the unique sensor. The sensor identifier
also provides a mechanism for RFID communications that may be used if more than one sensor can be
incorporated on the RFID tag, or if sensor functions can be changed (e.g. through a port connection).

5.2.3 Sensor characteristics

There is a fundamental requirement to be able to identify the sensor characteristics in a consistent manner on
the RFID tag, through the processes of this International Standard, and in turn from IEEE 1451.7 for full

6 © ISO/IEC 2011 — All rights reserved
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function sensors so that the application receives meaningful information. This requirement has to apply
irrespective of air interface protocol and RFID tag architecture, how the sensory function is incorporated with
the RFID tag, and even irrespective of the capabilities of the sensors. This does not mean that all encoding
and processes have to be achieved in exactly the same manner, just that there shall be no ambiguity with the
processing of sensor characteristics.

This International Standard converts the code structures specified in IEEE 1451.7 for the type of sensor,
additional attribute features such as whether the sensor is recording a minimum value, a maximum value or
an average value. In addition, all of the characteristics of the sensor are defined in a manner that enables their
information to be processed unambiguously, so that the outputs from a temperature sensor cannot be
confused with the outputs of a strain sensor.

5.2.4 |Sampling and configuration
item of data,
event data, or
abilities to be
neters are not

The cgpability of sensors will differ considerably from the simplest that only outputs @ ‘singl
through to more complicated devices where threshold values can be set to trigger monitering 01
the delivery of an alarm. To enable sensors with different data capture and processing ca
supported, similar configuration rules are applied in IEEE 1451.7, but wherg, |specific paran
relevant, they can be encoded in a manner that the sensor can ignore.

bmeters to be
t configuration

In its {urn, this International Standard has process rules that enable\the configuration par
converted to an application level interpretation, or for the inverse procedure to be used to sg
paramgters on the sensor.

To engure that the sampling and configuration values remdin set by an authorised user, the air interface
protocgls may impose additional security features so _that only those with permission to change the
configyration in the sampling may do so.

5.2.5 |Event administration record

The event records can vary from a simple single‘record to multiple records. In addition for the multiple records,
the sensor can provide the option of rollover where the earliest records get overwritten whgn the memory

becomgs full. To manage all this, the sensor holds an event administration record that contajns information
about the size of memory and the number of sensor words that can be stored on the memory. |t also contains
information that enables the reconstryction of the observation history.

5.2.6 |Eventrecord
The event records encode-the digital output from the sensor in a binary format specified in IEEE 1451.7. Each
physical sensor (e.gatemperature °C, relative humidity %) supports one or more logical sensgrs that provide

the a

lication withva particular form of event record (e.g. current value, maximum valu

b, data log of

observptions alyove a threshold, count of observations below a threshold). The flexibility of the
structufe enables more rapid access to some data with a more detailed subsequent RFID
detailef data.

ogical memory
transaction for

5.3 The sensor information model for simple sensors

5.3.1 General

A simple sensor provides limited functional support to determine whether the temperature or other
environmental conditions have gone outside some allowable limits. These sensors are defined as factory
programmed, which restricts parameter setting from a fully open systems application, but allows data to be
captured using open system air interface commands and processes.

© ISO/IEC 2011 — All rights reserved
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5.3.2 Simple

sensor data block

The prime operating mode of a simple sensor is to provide the simple sensor data block using some delivery
mechanism defined by the air protocol interface. The simple sensor data block is a short bit-based code that
provides sensor characteristics, configuration and alarm data.

5.3.3 Other simple sensor memory

Implementation of the simple sensor may use additional memory as defined in 8.3, which specifies the
structure of different record blocks. Access to this additional memory is through commands as defined in
ISO/IEC 18000-6.

6 Real tim

6.1
The RFID tag

data. Timestari
of a sensor, th

6.2 Presen

All time stamp

More precisely

6.3 Encodi
All time stamp

NOTE
stamp.

This

The number of

using the ordin

6.4 Conver

During the ded
human unders

General requirements

nps shall be based on the UTC time epoch beginning at 1970-01-041'00:00:00. At config

e clock (RTC)

shall have an RTC and it shall be used as the source of UTC timestamps for sensor

b RTC shall be set to the current 32-bit UTC time precise to 1 secand-

fation of time to the application
5 shall be presented to the application in the UTC format(of:
year-month-day hour:minute:second

the format defined by RFC 3339 is presented’as yyyy-mm-ddThh:mm:ssZ.

hg of the time stamp
b shall be stored on the RFID tag @s a 32-bit value precise to 1 second.

time stamp can be achieved\by-taking the most significant 32-bit from the IEEE 1588 synchronis

al number of the-sample to reduce the use of memory and air interface transmission.

ting between the two time presentations

related
uration

ed time

32 bit time stamps_that are required to be stored on the RFID tag are kept to a mininhum by

tanding for mterpretrng an observat|on at particular pomts in tlme As a number of co

program langua

ode process, the 32-bit timestamp needs to be converted into the UTC format to providg

beyond the scope of thls Internatlonal Standard However there are two points of gurdance that are provrded
to assist with implementing this conversion:

Different program languages use different epochs, and it essential that the epoch for this

International Standard begins on 1% January 1970. If the program language uses a different epoch,
then an offset value will need to be used to correct the output UTC date and time.

Although not critical to overall precision, different conversion processes either take into account the

leap second or ignore the leap second. Annex B.1 provides information about leap seconds, and
sources of information for these.

Annex B.2 also includes references to internet-based conversion calculators that can be used to benchmark
any program output, but obviously cannot be incorporated within the process of this International Standard.
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For encoding, there are two options available. The first is to apply an inverse algorithm to take the UTC date
and time and convert it to a 32-bit value. The second is to access this 32-bit value directly from a network
service. Some services compliant with IEEE 1588 can deliver a 64-bit time stamp, where the MSB 32 bits
identify time to a second. Services compliant with the Internet Simple Network Time Protocol, as defined in
IETF RFC 1769, might also be able to provide the time as a 32-bit value that can be directly used. If encoders
are part of a network that has access to the Internet, then time stamps (for example for configuration) can be
delivered via the network rather than through the command structure. The choice of providing a program
conversion so that UTC is addressed through the application commands, or using a network time based on
the correct epoch, is a matter of implementation.

6.5 Setting the RTC

6.5.1 |General

The current 32-bit UTC timestamp shall be transmitted across the air interface between the irjterrogator and
the RF]D tag to set the RTC during sensor configuration and at other times to maintain‘time synghronisation.

The 32-bit UTC timestamp may be taken from the interrogator if it supportscUTC time as specified in this
clause] Timestamps that are not in seconds and of a 32-bit format are not,suitable. Timestamps that are
based pn local time are not acceptable and shall not be used.

If the interrogator is not capable of providing a timestamp in the specified format, then this shoyld be provided
using ome accurate network-based UTC time.

The RHKID tag shall implement a method to determine the meméry address of the RTC.

6.5.2 |Write-RTC command

This cgmmand is intended to be used to set the RTE by writing the current UTC time into the RTC within the
RFID %ag memory. If the air interface protocol supports it, this command may be encapsulated in an air

interfage broadcast command, which simply>sends out a UTC timestamp to all RFID tags Having an RTC
within fhe reading zone. As the RTC has to\be integrated with the tag compliant with a particular air interface,
it should be possible to implement the RTC such that a response is not necessary to a broadcagt command.

Write ¢perations to the RTC may:-be restricted by the use of memory locking, permalocking, password
authorisation, or other means implemented by the RFID tag. It shall not be permitted to write|a UTC time of
zero into the RTC nor set the.RTC when an alarm condition is present other than the low battery alarm.

6.5.3 |Read-RTC command

This cgmmand istintended to be used to read the current time of the RTC within the RFID tag memory. The
currenf time may_be obtained by directly reading from the RTC address. Read operations to the current time
may be restricted by the use of memory locking, permalocking, password authorisation, of other means
implemented by the RFID tag.

6.6 Time synchronisation

6.6.1 General

The RTC mechanism on an RFID tag might not be able to maintain an accurate record of time. This is partly
a factor of the cost of providing additional accuracy and the impact on temperature variation to which the RTC
is exposed. If the RFID tag implements sensor event records, then it shall also implement a time
synchronisation record block to enable the application to reconstruct a more accurate time line.
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The time synchronisation record block enables a UTC timestamp to be recorded against the most
sample count value. Each recorded time synchronisation record shall comprise, in sequence:

recent

— The prevailing time as recorded by the RFID tag. This may be a 32-bit RTC value maintained since
the time of configuration, or the 16-bit sample count value. The 32-bit structure is recommended

where time accuracy is important or where there is a large sample interval.

— The 32-bit UTC timestamp.

The number of time synchronisation records contained within the time synchronisation record block shall be
vendor defined and consistent with the vendor defined timestamp accuracy at the application level. The
timestamp accuracy at the application level shall be achieved provided that a sufficient time synchronisation

update rate ig maintained. The time synchronisation update rate should define a maximum time
between updales necessary to maintain timestamp accuracy as well as a minimum time interval b
updates necegsary to generate a time synchronisation record. When the allocated memory,for th
synchronisatioh block becomes full no further records are possible, but no error shall be indicated.

6.6.2 Recongiling UTC with the 32-bit RTC time

As both the RTC and UTC timestamps have the same common datum, the UTC timestamp at configur.
is possible to determine the extent of the difference in time at each point when time ‘synchronisation too
The extent of jany difference might vary over the sample period and because-of different causes, th

could be 'fast' jor 'slow' without any pattern. Any time correction can only be.applied more accurately g
the time of synichronisation, and be less certain at a point midway between two time synchronisation ev

6.6.3 Recongiling UTC with the 16-bit sample count
In this simpler fapproach, the best level of synchronisation that'ean be achieved is to write the UTC tim
against the mqgst recent sample count value. This means that time synchronisation is also a factor of
of the sample interval. The larger the sample interval, the:more likely that the UTC timestamp will repr
time that is bgtween the most recently recorded sample count value and the projected next (future)
count value. This provides a simple indication:
— that the RTC and UTC are within the same time period as determined by the sample interval, g
— if the UTC indicates an earlier time than the sample count, then the RTC is 'fast’, or

— ifthe UTC indicates a lateritime than sample count + 1, then the RTC is 'slow'.

It is only when|the synchronisation is at these outer limits that any inaccuracy can be corrected.

7 Full function'sensors

nterval
btween
e time

ation, it
K place.
e RTC
lose to
bnts.

bstamp
he size
bsent a
sample

=

7.1 Gener
Full function sensors shall be compliant with IEEE 1451.7 Type 1. They contain five records:

Sensor identifier

Sensor characteristics record (Type 1)
Sampling and configuration record
Event administration record

Event records

A A

The numbers in the list are used as record references for full function sensors in this International Standard.

Each record is described in the following sub-clauses.
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7.2 Sensor identifier

Each IEEE 1451.7 sensor is identified with a unique 64-bit identifier. This value is encoded and locked by the
sensor manufacturer. It has two potential functions with respect to this International Standard:

— The unique sensor identifier may be used by an air interface protocol sensor driver as a means of
precisely identifying a particular physical sensor.

— With supportive middleware access to the Internet, it can provide additional information about the
sensor that is not possible to convey with the sensor characteristics record. For example, a unique
sensor identifier may convey information about batch number, manufacturing data and further details
for interpreting the data uncertainty and remaining battery life. A procedure to resolve these details is
currently beyond the scope of this International Standard.

7.3 $ensor characteristics record (Type 1)

The sgnsor characteristics record, or more properly called the Transducer Electfonic Data Sheet (TEDS) in
IEEE 1451, defines all the capabilities of the sensor and this record is permanently encoded or} the sensor by
the sensor manufacturer. This International Standard only supports IEEE(1451.7 Type 1 sepsors; it might
need t¢ be amended if a new Type is introduced.

This rg¢cord is 128 bits long, and provides all the basic charactéristics necessary to defihne the sensor
functiopality. The first 111 bits of the Type 1 sensor characteristics record are defined in the|first edition of
IEEE 1451.7. As any of the reserved 17 bits are assigned a function, this International Standard might need to
be ampended. The sensor characteristics record comprises~22 fields, which are identified Hy their ordinal
number in this International Standard:

TEDS type

Sensor Type

Units extension

Sensor map

Data resolution

Scale Factor Significand

Scale Factor Exponent

Scale Offset Significand

Scale Offset Exponent

100 Data uncertainty

11| Sensor Reconfiguration Capability

12 Memory Rollover Capability

13 Air Interface Security Capability Code

14 Sensor Séecurity Capability Code

15 Sensor-Authentication Encryption Capability Map
16 Sensor-Data Encryption Capability Map
17 Sénsor Authentication Password/Key Size
18 “Sensor Data Encryption Key Size

1 RGIIdUIII I’“{IUIIIbUI SILUO SUPPUFtUd

20 Continuing Authentication Capability Field
21 Data Encryption Capability Field

22 Clock Accuracy

23 RFU

O©COoONOOOTPEWN =

Procedures to encode and decode the sample and configuration record are specified in 10.3.

7.4 Sampling and configuration record
The IEEE 1451.7 sampling and configuration record is a re-writable record encoded on the sensor.

Permission to make changes may be restricted by invoking passwords and other features supported by the air
interface protocol standards and the application commands.
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The sampling and configuration record comprises of the following 13 fields, which are identified by their

ordinal number:

UTC timestamp at configuration, or upon successfully beginning a mission.
Sample interval

Monitor delay

Alarm values set

Memory rollover enabled

Air Interface Security Function Code

Sensor Security Function Code

Sensor Authentication Encryption Function Code

Sensor Data Encryption Function Code

OCoO~NOOODWN -

10 Secyrity Timer Duration

11 Begin-End-Mission Authority
12 Uppgr alarm threshold

13 Lowgr alarm threshold

This record is |of various pre-determined lengths depending on whether none, one, or both alarm ley

set.

Procedures to lencode and decode the sample and configuration record are specified in 10.4.

7.5 Event gdministration record

The event administration record is a read-only record that identifies,-for those multiple sample measu

types, the capacity of those event records and other associated parameters.

The event adininistration record comprises of the following. 12 fields, which are identified by their

number:

e 10 Sample capacity

e 11 Sample capacity

e 12 Sample capacity

e 13 Sample capacity

ple count

m triggered

ple count at predetermined time

ple count at criticalevent

ple count of events)outside either threshold
ple count at the first threshold event
sword/key(s)-Read-Lock and Write-Lock status flags
ion in Progress

©CONOORWN-=
(7]
Q

els are

rement

ordinal

The event records supported by a particular physical sensor are declared by bit values on the logical sensor
map field of the sensor characteristics record. If a bit position is 15, then that measurement code is supported
and used as the basis for the event record. Any measurement type is addressable by using a 4-bit code as

defined in 7.3.

Procedures to encode and decode the event record are specified in 10.6.
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8 Simple sensors

8.1 General

This clause specifies the basic functionality, record structures, sensor commands, and processes for simple
sensors. Because of their intended functionality, their integrated design with the RFID ASIC and their
sensitivity to power consumption, form-factor and cost, only a limited number of simple sensor types are
specified. The basic output is a simple sensor data block, where a 32-bit string (or possibly longer) declares
information about a simple sensor and reports basic sensor observations using a minimum number of data
bits. Simple sensors include:

Although called "simple sensors", the devices are required to support features common to any

device
samplg
Sensor|
require

8.2 Implementations

Simple
simple

8.3 Record structures

Each §
types {
structu
sensor,

The pg
of ISO
sensor

The se

-------------

Relative Humidity sensor having a high and/or a low out-of-range relative humidity\alar]
Impact sensor with an instance of out-of-range impact alarm.

Tilt sensor with an instance of out-of-range tilt

The simple sensor has to monitor the environmental characteristic for which it is
s at defined intervals, compare and process against criteria,“and report output in term
data and additionally in a more detailed diagnostic structure. The following sub-clauses
ments.

sensors shall be implemented either as a memory mapped simple sensor (see 8.4)
sensor (see 8.5).

mple sensor shall support a simple sensor data block. Details of the data blocks for the]
o far defined are in an annex'in ISO/IEC 18000-6. Each of the simple sensors only re
e, but future simple sensors might require a slightly larger data block size. As ad
5 are specified they wjll be added by amendment to this International Standard.

rted simple senser.supports additional mandatory and optional records, as detailed in thq
IEC 18000-6 defines the requirements for processing these records if present on the

gquence-ofrecords is as follows:

m.

type of sensor
jesigned, take
5 of the simple
specify all the

br as a ported

simple sensor
quires a 32-bit
ditional simple

list. An annex
ported simple

Record 1: Simple sensor data block (mandatory for both implementations), with the foll

pwing fields:

1  Sensor type

2 Measurement span

3 Accuracy

4  Sampling regime

5 High on-range limit

6 Low in-range limit

7 Monitor delay

8 High out-of-range alarm delay
9 Low out-of-range alarm delay
10 Alarms

© ISO/IEC 2011 — All rights reserved
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— Record 2: Manufacturer record (mandatory only for the ported simple sensor), with the following
fields:

ONOO AR WN =

Data transmission size (bits)

Password indicator and size

Callibration record indicator

Transfer packet size (in bytes)

Diagnostic memory capacity (in terms of transfer packets)
Configuration history indicator

Time synchronisation type

Number of time synchronisation records

— Reco

— Reco

for temperature, 17 values for humidity, and none for impact and tilt

d 3: Authorisation password record (optional for the ported simple sensor)

d 4: Calibration record (recommended for the ported simple sensor), which holds three

values

— Recofd 5: Sample and configuration record (mandatory only for the ported simple sensor), with the
followling fields:
1 UTC timestamp at point of manufacture
2  Number of configuration records
3 UTC timestamp at configuration and activation
4  Sampling regime
5 High in-range limit
g Low in-range limit
7  Monitor delay
8 High out-of-range limit alarm delay
9 Low out-of-range limit alarm delay
The gimple sensor may have the facility to store a sequence of Fields 3 to 9. This is declafed the
configuration history indicator (Field 6 of the/Manufacturer record).
— Recofd 6: Event record (recommended:for the ported simple sensor), with the following fields:
1 Current sample count
2 Packet count
3 Sample count at.observation
4 Observed sample‘data
Fieldg 3 and 4 may-be repeated a number of times equivalent to the packet count.
— Recofd 7: Time-synchronisation record (mandatory only for the ported simple sensor and only if the
eventlrecardis present), with the following fields:
1T—RFC-Hime-orsample-countvaiue
2 UTC timestamp

These fields are may be repeated a number of times

The sequence of the set of records numbered 2 to 7 and the size of each memory is specified in logical terms
leaving the physical structure a matter of implementation.

The numbers in the list are used as record references for simple sensors in this International Standard. Each

record is descri

14

ibed in the following sub-clauses.
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8.4 Memory mapped simple sensor

8.4.1 Air interface access method

A memory mapped simple sensor is accessed via memory read and write operations to the RFID tag.

8.4.2 Simple sensor data block address

The RFID tag shall implement a method to determine the memory address of the simple sensor data block.
Details of the data blocks for the simple sensor types so far defined are in an annex of ISO/IEC 18000-6. Each
of these only requires a 32-bit structure, but future simple sensors might require a slightly larger data block

add bhyvwv—armandmant thi

size. As—additienal-simple—sensers—are—spesified—they—will-be—added—by—amendmentto—this International
Standgrd.

8.4.2.1 Write-Simple-Sensor-Data-Block Command

This cgmmand is intended to be used to configure the simple sensor by writing the entire simgle sensor data
block into the RFID tag memory. The processes defined in this International Standard ensure that various bit
fields gre logically structured in accordance with the capabilities of the sepsor, as defined by the structure of
the simple sensor data block.

The command is used in two distinctly different manners:

—{ Sensor manufacturers and RFID tag manufacturers’may use it to set the first three fields of the
record (sensor type, measurement span, and accufacy). These fields should be locked to ensure that
the manufacturer settings are not changed. The remaining fields should be zero filled for subsequent
configuration by the user or for the alarm states to be set by the sensor. The RFID tag shall not
permit setting alarm conditions when processing this command.

— The command is used by users for operational control of the configuration parameterq (fields 4 to 9).
Access may be restricted by the need for password authorisation. The command shall have the
following structure, applied to memory mapped and ported simple sensors to ensufe a compliant
structure in the air interface cormmands:

i) 9 bits zero filled. This“covers the three fields encoded by the manufacturer, gnd the sensor
ignores this bit string’because the fields are already locked.
i) 19 bits for the,configuration parameters.
ii) 4 bits.zero filled. This covers the alarm bits, and the sensor ignores this bit string because the
fields’are reserved to be set automatically by the sensor.
Write pperations to the simple sensor data block may be restricted by the use of memory locking,
permalpcking, password authorisation, or other means implemented by the RFID tag. The RAID tag may be
implen i riteable by an

interrogator and these bits shall be ignored by the RFID tag when processing this command. The RFID tag
shall not permit setting alarm conditions when processing this command.

8.4.2.2

Read-Simple-Sensor-Data-Block Command

This command is intended to be used to obtain the status of a memory mapped simple sensor by reading the
simple sensor data block within the RFID tag memory. The simple sensor data block may be obtained by
directly reading from the simple sensor data block address. Read operations to the simple sensor data block
may be restricted by the use of memory locking, permalocking, password authorisation, or other means
implemented by the RFID tag. Other mechanisms specified by an air interface protocol may exist that capture
the simple sensor data block such as having a procedure that appends the simple sensor data block to the
unique item identifier.
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8.4.3 Memory mapped simple sensor operation

Configuring the memory mapped simple sensor shall reset all the alarms within the simple sensor data block,
stop the RTC, and initialise the RTC to zero. The memory mapped simple sensor is disarmed when the RTC
has a zero value. Writing the current time to the RTC shall then start the RTC running and arm the memory
mapped simple sensor. Once armed, the sensor shall be monitored as configured and check for the event
conditions required to declare an alarm condition. If an alarm condition other than low battery is declared, then
the RTC shall be stopped and its current time retained as a timestamp for when the event occurred.

8.5 Ported simple sensor

8.5.1 Air interface-access-method

A ported simplge sensor is accessed via dedicated sensor commands to the RFID tag.

8.5.2 Record structures

Various recordls are defined for inclusion on a mandatory or optional basis to_support the procgssing,

encoding and subsequent diagnostics of a simple sensor. These are as defined in 8!3.

8.5.3 "Paylopd" commands

Various simplg sensor commands for ported simple sensors are specified in an annex of ISO/IEC 18000-6.
These commands (as listed in Table 1 — Payload commands for ported simple sensors) are embedded in the
ISO/IEC 18000-6 Type C HandleSensor command.

Table 1 — Payload commands for‘ported simple sensors

Code Description
00001 | Read-Simple-Sensar-Data-Block
00010 | Read-Manufacturer-Record
00011 | Write-Password
00100 | Read-Calibration-Record
00101 | Write-Sample-And-Configuration-Record
00110 | Initialise-Sensor-Monitoring
00111 | Read-Sample-And-Configuration-Record
01000 |‘Read-Event-Record
01004~ \_Write-UTC-Timestamp
01040~| Read-Time-Synchronisation-Record
01011 | Erase-Monitored-Data
01100 | Activate-Simple-Sensor
01101 | Deactivate-Simple-Sensor
01110 | RFU
to
11111

The construction of the "payload" of these sensor commands and the deconstruction of their responses are
specified in 9.3 and Clause 11 of this International Standard.

16
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9 Processing functional application commands and responses

9.1 General

Application interface command may specify a set of functional commands and their associated responses
used to configure sensors, initiate processes, and read sampling data from the sensors. The sensor
commands can be applied in parallel to the data commands as specified in ISO/IEC 15961-1. This will allow
interoperability between item-related data and sensor-related data.

Unlike the data-related commands, all the sensor commands can be more explicitly specified because
ISO/IEC 18000-6 (for simple sensors) and IEEE 1451.7 (for full function sensors) prescribe the data content in

the sensor memory Because of fhm’ each data element on a sensor has been qcclgnnd an nhj ct identifier to

align wlth the command arguments.

The foljowing root-OIDs apply:

1.0.24753.0.r.f Simple sensors, where the {arc = r} refers to a record'number, and|{arc = f} refers
to a field number

1.0.24753.0.126 Simple sensor command, where the next afre’= command numbkr (1..13), and
others are reserved

1.0.24753.0.127 Simple sensor response, where theinext arc = response number (1..13), and
others are reserved

1.0.24753.7.r f IEEE 1451.7 full function sersors, the {arc = r} refers to a recorfl number, and
{arc = f} refers to a field number

1.0.24753.7.126 IEEE 1451.7 command, where the next arc = command numbg¢r (1..21), and
others are reserved

1.0.24753.7.127 IEEE 1451.7 response, where the next arc = response numbegr (1..21), and
others are reserved

NQTE: In ISO/IEC 15961-1, the'object identifiers are, by necessity, defined by the application. Apother difference
is {hat the sensor commands do not have qualifying arguments that determine the sequence, compagtion scheme, or
whether the data is locked, Everything is prescribed by the relevant sensor record structure.

Using the object identifier-structure also enables greater integration with this standard and ISPD/IEC 24791-5

This International,'Standard uses two slightly different approaches to the use of object identifiers. For simple
sensorg the data elements identified as arguments in the commands and responses are apsigned object

root-OID for IEEE 1451.7 commands and responses are only apphed where a field name is not applied (for
example for a response code).

9.2 Processing full function sensors functional application commands and responses

9.21 General
The command and response names used in the following sub-clauses align with the same names as used in

IEEE 1451.7. The 5-bit code that identifies the command and response is converted to and from the object
identifier.
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Many of the commands and responses contain fields for security functions that are not supported by
ISO/IEC 18000-6, which is the only 18000 series air interface protocol standard that supports sensors. As
theses fields are required for the payload sensor command detailed advice is provided in the sub-clauses
below of how to address the issue.

In addition many of the IEEE 1451.7 commands have two additional arguments Reader-Security-Token and
New-Reader-RN that are present at the end of the command. It is not possible to support these arguments by
processes in this International Standard because they are outside the scope of being defined by the
application. Most of the IEEE 1451.7 responses have the arguments Sensor-Security-Token and New-Sensor-
RN. These arguments are created in the IEEE 1451.7 commands by the sensor driver, with the default value
0,. Where these arguments are also in the IEEE 1451.7 responses, the sensor driver shall remove them prior
to transferring to the processes defined in this International Standard.

9.2.2 Coman command-based object Identifiers

The following| command-based object identifiers apply to all commands except: Read<Sensor-Identifier
(see 9.2.4).

Sensor-Address-Type [OID ref: 1 0 24753 7 126 {command code} 1]
ensor interface:

0 = no sub-addressing

1 = use 7-bit sub-addressing

0 = use sensor type sub-addressing

1 = use sensor ID sub-addressing

= 2 0O O (N

App-interface: INTEGER (0..3)

Sensor-Comms-Id [OID ref: 1 0 24753 7 126 {command code} 2]

Sensor interface and App-interface: BIT STRING (0, or 7, or 15, or 64)

I{ Sensor-Address-Type = 00 then this fieldis empty

01 then this field is the 7-bit sensor sub-address

10 then -his" field is the 15-bit concatenation of: TEDS$-Type,
Sensor-Type, and Units-Extension

11 then'this field is the 64-bit Sensor-Id

9.2.3 Commpn response-based object.identifiers

The following fesponse-based object identifiers apply to all responses.

-Code [OID ref:1 0 24753 7 127 {response code} 1]
ensor interface: 3-bit code, as defined in the IEEE 1451.7 Read-Sensor-ldentifier regponse
im the current versions of IEEE 1451.7. Only code 111 provides a full response

Respons

pp-interface: INTEGER (0..7), where the following codes result in a truncated repponse
used by some sensor error:

2 - :[ru,nc,ated after the next field
Battery-Status-Code [OID ref: 1 0 24753 7 127 {response code} 2]:
Sensor interface and App-interface:

0 = Battery OK
1 = Battery low

9.2.4 Read-Sensor-ldentifier

This command is used to return the different identifiers used for subsequent communication with the sensor if
this is not achieved by using a port number on the RFID tag itself.

Sensor interface for command and response: 5-bit code = 00001
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App-interface: Command = [OID ref: 1 0 24753 7 126 1]
Response = [OID ref: 1 0 24753 7 127 1]

9.24.1 Command-based object identifiers
The following command argument and object identifier apply:

Read-Sensor-ldentifier-Parameter [OID ref: 1 0 24753 7 126 1 1]
Sensor interface and App-interface:
0 = respond with the sub-address (port number) and identifier
1 = response with the sub-address and Primary TEDS Fields 1,2,3

9.2.4.2] Response-based object identifiers
The following response arguments and object identifiers apply:

Response-Code [OID ref: 1 0 24753 7 127 1 1]
See 9.2.3 for details

Battery-Status-Code [OID ref: 1 0 24753 7 127 1 2]:
See 9.2.3 for details

Syb-Address [OID ref: 1 0 24753 7 127 1 3]:

Sensor interface: 7-bit code

App-interface: INTEGER (0..127)

This is the sub-address number as assigneddythe sensor

9.2.4.3] Memory-based object identifiers in the response

The response contains, depending on the requestparameter in the command, the following data elements:

—{ Sensor-Id [OID ref: 1 0 24753 7 4](see 10.2 for processing)
— TEDS-Type [OID ref: 1 0 24753 7 2 1] (see 10.3.1 for processing)
—{ Sensor-Type [OID ref:4'0 24753 7 2 2] (see 10.3.2 for processing)

—1 Units-Extension[OID ref: 1 0 24753 7 2 3] (see 10.3.3 for processing)

9.24. Processtrequirements

Other than mapping between sensor interface format and the app-interface format, no specia
requir

9.2.5 TRead-Primary-Characteristics-TEDS

processing is

This command is used to return the read-only Primary Characteristics TEDS record for a nominated full

function sensor.
Sensor interface for command and response: 5-bit code = 00010

App-interface: Command = [OID ref: 1 0 24753 7 126 2]
Response = [OID ref: 1 0 24753 7 127 2]

© ISO/IEC 2011 — All rights reserved
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9.2.51 Command-based object identifiers
The following command arguments and object identifier apply:

Sensor-Address-Type [OID ref: 1 0 24753 7 126 2 1]
See 9.2.2 for details

Sensor-Comms-Id [OID ref: 1 0 24753 7 126 2 2]
See 9.2.2 for details

Read-Primary-TEDS-Parameter [OID ref: 1 0 24753 7 126 2 3]
Sensor interface and App-interface:

U = respond only with Primary TEDS

1 = Primary TEDS + Unique Identifier

9.2.5.2 Response-based object identifiers
The following response argument and object identifier apply:

Respons¢-Code [OID ref: 1 0 24753 7 127 2 1]
See 9.2.3 for details

Battery-Status-Code [OID ref: 1 0 24753 7 127 2 2]:
Jee 9.2.3 for details

9.2.5.3 Memory-based object identifiers in the response
The response fontains, depending on the request parameterin.the command, the following data elemepts:
— Senspr-ld [OID ref: 1 0 24753 7 1] (see 10.2 forprocessing)
— TEDS-Type [OID ref: 1 0 24753 7 2 1] (see10.3.1 for processing)
— Senspr-Type [OID ref: 1 0 24753 72 2] (see 10.3.2 for processing)
— Units-Extension [OID ref: 1 0124753 7 2 3] (see 10.3.3 for processing)
— Senspr-Map [OID ref: 1024753 7 2 4] (see 10.3.4 for processing)
— Data-{Resolution [OID ref: 1 0 24753 7 2 5] (see 10.3.5 for processing)

— Scalg-Factor-Significand [OID ref: 1 0 24753 7 2 6] (see 10.3.6 for processing)

— ScaITFactor-Exponent [OID ref: 1 024753 7 2 7] (see 10.3.7 for processing)

— Scale-Offset-Significand [OID ref: 1 0 24753 7 2 8] (see 10.3.8 for processing)

— Scale-Offset-Exponent [OID ref: 1 0 24753 7 2 9] (see 10.3.9 for processing)

— Data-Uncertainty [OID ref: 1 0 24753 7 2 10] (see 10.3.10 for processing)

— Sensor-Reconfiguration-Capability [OID ref: 1 0 24753 7 2 11] (see 10.3.11 for processing)

— Memory-Rollover-Capability [OID ref: 1 0 24753 7 2 12] (see 10.3.12 for processing)
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9.2.5.4 Process requirements
The process requirements are to convert the fields listed in 9.2.5.3 of the 128-bit Primary-Characteristics-

TEDS record into its constituent parts as defined by the Primary Sensor Characteristics TEDS (Type 1) record
in IEEE 1451.7. The fields that are not listed are ignored.

9.2.6 Write-Sample-And-Configuration

This command is used to construct the Sample and Configuration as a bit string from the various component
real values using the relevant conversion rules.

Sensor interface for command and response: 5-bit code = 00011

App-interface: Command = [OID ref: 1 0 24753 7 126 3]
Response = [OID ref: 1 0 24753 7 127 3]

9.2.6.1 Command-based object identifiers
The foljowing command arguments and object identifiers apply:

Sgnsor-Address-Type [OID ref: 1 0 24753 7 126 3 1]
See 9.2.2 for details

Sgnsor-Comms-Id [OID ref: 1 0 24753 7 126 3 2]
See 9.2.2 for details

9.2.6.20 Memory-based object identifiers in the command
The command contains the following data elements:
— UTC-Timestamp-At-Configuration [OID ref: 1 0 24753 7 3 1] (see 10.4.1 for processing)

—{ Sample-Interval [OID ref: 1+0.24753 7 3 2 0] for seconds, or [OID ref: 1 0 24753 7 3 2 1] for
minutes. (see 10.4.2 for proeessing)

— Monitor-Delay [OID ref:1 0 24753 7 3 3 0] for seconds, or [OID ref: 1 0 24753 7 3 3 1] for minutes
(see 10.4.3 for processing)

— Alarm-Values-Set [OID ref: 1 0 24753 7 3 4] (see 10.4.4 for processing)
—{ Memory-Rollover-Capability [OID ref: 1 0 24753 7 3 5] (see 10.4.5 for processing)

— Upper-Alarm-Threshold [OID ref: 1 0 24753 7 3 12] (see 10.4.6 for processing)

Fields 6 to 11 are all associated with security aspects that, if implemented, are addressed by the interrogator
or some other mechanism outside the scope of this International Standard. To ensure that the command is a

valid output from the sensor data processor, these fields shall be zero filled with a string that is 16 bits long.
This bit string is to precede the upper and lower alarm thresholds (fields 12 and 13), if present.

9.2.6.3 Response-based object identifiers
The following response argument and object identifier apply:

Response-Code [OID ref: 1 0 24753 7 127 3 1]
See 9.2.3 for details
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Battery-Status-Code [OID ref: 1 0 24753 7 127 1 2]:
See 9.2.3 for details

9.2.6.4 Process requirements
The processes require the application interface values for each field to be converted to a bit string and for the

resulting bit string to be concatenated to that already converted. The two threshold values have a length, in
bits, determined by the data resolution.

9.2.7 Read-Sample-And-Configuration

This command-is-used-to-read-the Qnmpln and r‘nnfignrnﬁnn as a bhit efring and re-constri mfing the various
component regl values using the relevant conversion rules.

Sensor interface for command and response: 5-bit code = 00100

App-interface: Command = [OID ref: 1 0 24753 7 126 4]
Response = [OID ref: 1 0 24753 7 127 4]

9.2.71 Command-based object identifiers
The following gommand arguments and object identifiers apply:

Sensor-Address-Type [OID ref: 1 0 24753 7 126 4 1]
See 9.2.2 for details

Sensor-Comms-Id [OID ref: 1 0 24753 7 126 4 2]
See 9.2.2 for details

9.2.7.2 Response-based object identifiers
The following fesponse argument and object identifier apply:

Respons¢-Code [OID ref: 1 0 24753 7-127 4 1]
Jee 9.2.3 for details

Battery-Status-Code [OID ref:\1 0 24753 7 127 4 2]:
See 9.2.3 for details

9.2.7.3 Memory-based object identifiers in the response

The response fontains.the fields defined in 9.2.6.2 used to configure the sensor.

The 16-bit string’ for f|elds 6 to 11 cannot be mterpreted by rules defmed in the current vergion of
ISO/IEC 180006 S andard—As-these six
fields cannot be processed, they have to be discarded. However, as they precede the optlonal upper and
lower alarm threshold values (which will be non-zero if present) care needs to be taken in interpreting the
response to this command.

9.2.7.4 Process requirements
The processes require the bit string as read from the air interface to be parsed to each field and converted to

the application interface values, each of which is the data associated with an object identifier in the response.
The two threshold values have a length, in bits, determined by the data transmission format.
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9.2.8 Read-Alarm-Status

This command is used to read information about alarms from different memory records on the sensor to
enable more specific diagnostics to be invoked using other commands.

Sensor interface for command and response: 5-bit code = 00101

App-interface: Command = [OID ref: 1 0 24753 7 126 5]
Response = [OID ref: 1 0 24753 7 127 5]

9.2.8.1 Command-based object identifiers

The following command arguments and object identifiers apply:

Sgnsor-Address-Type [OID ref: 1 0 24753 7 126 5 1]
See 9.2.2 for details

Sdgnsor-Comms-Id [OID ref: 1 0 24753 7 126 5 2]
See 9.2.2 for details

9.2.8.2] Response-based object identifiers
The foljowing response argument and object identifier apply:

Rasponse-Code [OID ref: 1 0 24753 7 127 5 1]
See 9.2.3 for details

Ba3ttery-Status-Code [OID ref: 1 0 24753 7 127 5 2}.
See 9.2.3 for details

9.2.8.3] Memory-based object identifiers in the response

The re$ponse contains the following data elements:
—{ Alarm-Values-Set [OID ref:[1 0 24753 7 3 4] (see 10.4.4 for processing)
—{ Alarm-Triggered [OID"ref: 1 0 24753 7 4 6] (see 10.5.7 for processing)

—1 Sensor-Map [OID ref: 1 0 24753 7 2 4] (see 10.3.4 for processing)

9.2.8.4 Processtrequirements

The prpcesses.require the bit string as read from the air interface to be parsed to each field arld converted to
the applicatiornrinterface values, each of which is the data associated with an object identifier in the response.

9.2.9 TRead-Single-Memory-Record

This command returns data associated with single entry records from the Event record. The responses have
different structures depending on the type of single entry record.

Sensor interface for command and response: 5-bit code = 00110

App-interface: Command = [OID ref: 1 0 24753 7 126 6]
Response = [OID ref: 1 0 24753 7 127 6]
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9.2.9.1 Command-based object identifiers
The following command arguments and object identifiers apply:

Sensor-Address-Type [OID ref: 1 0 24753 7 126 6 1]
See 9.2.2 for details

Sensor-Comms-Id [OID ref: 1 0 24753 7 126 6 2]
See 9.2.2 for details

Measurement-Type [OID ref: 1 0 24753 126 6 3]
Sensor interface: BIT STRING (4)

codes

1110 and 1111 are reserved and not defined in IEEE 1451.7

pp-interface: INTEGER (0..9)

9.2.9.2 Response-based object identifiers
The following response arguments and object identifiers apply:

Respons¢-Code [OID ref: 1 0 24753 7 127 6 1]
See 9.2.3 for details

Battery-Status-Code [OID ref: 1 0 24753 7 127 6 2]:
See 9.2.3 for details

9.2.9.3 Memory-based object identifiers in the response

The response fontents differ, dependent on the measurement type code.

For measurement type code 0, the response contains-the following data element:
Pres¢nt-Value [OID ref: 1 0 24753 7 5-0] (see 10.6.4 for processing)

For measurement type code 1, the response contains the following data element:

Maximum-Value [OID ref:1°0 24753 7 5 1] (see 10.6.5 for processing)
For measuremient type code 2,'the response contains the following data element:
Minimum-Value[OID ref: 1 0 24753 7 5 2] (see 10.6.6 for processing)

For measurement type code 3, the response contains the following data element:

For measurement type code 4, the response contains the following data element:
Variance [OID ref: 1 0 24753 7 5 4] (see 10.6.8 for processing)

For measurement type code 5, the response contains the following data element:
Standard-Deviation [OID ref: 1 0 24753 7 5 5] (see 10.6.9 for processing)

For measurement type code 6, the response contains the following data elements:

— Sample-Count-Predetermined-Time [OID ref: 1 0 24753 7 4 7] (see 10.5.8 for processing)
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Observed-Value-Predetermined-Time [OID ref: 1 0 24753 7 5 6] (see 10.6.10 for processing)

asurement type code 7, the response contains the following data elements:

Sample-Count-Critical-Event [OID ref: 1 0 24753 7 4 8] (see 10.5.9 for processing)

Observed-Value-Critical-Event [OID ref: 1 0 24753 7 5 7] (see 10.6.11 for processing)

asurement type code 8, the response contains the following data element:

Count-Over-Upper-Threshold [OID ref: 1 0 24753 7 5 8] (see 10.6.12 for processing)

For me

9.2.9.4

If an injvalid or reserved measurement code is returned, the processing of other data from the §

abort 3
conver|

9.2.10

This cq

asurement type code 9, the response contains the following data element:

Count-Under-Lower-Threshold [OID ref: 1 0 24753 7 5 9] (see 10.6.13 for processin

Process requirements

nd the application advised of the error. The process requires the\binary data from th
ed to the rules defined for each object identifier.

Read-Event-Administration-Record

mmand returns the content of the Event Administration*record, but only if the field is p

any of fields 7 to 10 present in memory, only if the field encodes a non-zero value.

S¢

nsor interface for command and response: 5-bit code = 00111

App-interface: Command = [OID ref: 1.0 24753 7 126 7]

Response = [OID ref: (1,0 24753 7 127 7]

9.2.10/1 Command-based object identifiers

The fol

owing command arguments.and object identifiers apply:

Sdgnsor-Address-Type [OID ref: 1 0 24753 7 126 7 1]

S¢

See 9.2.2 for details

nsor-Comms-id [OID ref: 1 0 24753 7 126 7 2]
Seg\9:2.2 for details

9.2.10.2  Response-based object identifiers

ensor shall be
b sensor to be

resent; and for

The fol

. e sl ] 1
OUWITTY TESPUTTSE alyumcnib dlid UUJUL;;. IUUIIi.IIIUID dapply.

Response-Code [OID ref: 1 0 24753 7 127 7 1]

See 9.2.3 for details

Battery-Status-Code [OID ref: 1 0 24753 7 127 7 2]:

See 9.2.3 for details

9.2.10.3 Memory-based object identifiers in the response

The response contains the following data elements, depending on the presence of the field within the memory:

© ISO/IE

Code10-Sample-Capacity [OID ref: 1 0 24753 7 4 1] [CONDITIONAL] (see 10.5.2 for determining

the presence of this OID and for its processing)
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the presence of this OID and for its processing)

the presence of this OID and for its processing)

the presence of this OID and for its processing)

Sam
deter

Samy

deterimining the presence of this OID and for its processing)

Samy
(see

Samy
for de

9.2.10.4 Pro

The process r
identifier.

9.2.11 Read-E

This commandg
having the me
two record typ§

Depending on
this command
scope of this

Sample-Count [OID ref: 1 0 24753 7 4 5] (see 10.5.6 for processing)

le-Count-Predetermined-Time [OID ref: 1 0 24753 7 4 7] [CONDITIONAL] (see ™10
ining the presence of this OID and for its processing)

le-Count-Critical-Event [OID ref: 1 0 24753 7 4 8] [CONDITIONAL]~(see 10.
le-Count-Events-Outside-Either-Threshold [OID ref: 1 0 24753,7 4 9] [CONDIT
0.5.10 for determining the presence of this OID and for its processing)

le-Count-First-Threshold-Event [OID ref: 1 0 24753 7 4 10] [CONDITIONAL] (see
termining the presence of this OID and for its processing)

Cess requirements

bquires the binary data from the sensor to be\Converted to the rules defined for each

vent-Record-Segments

reads multiple sensor words fram the event record in terms of a number of segment
mory capacity for containing 32-sensor words. The sensor word comprises of the data,
s, a sample count value,

the size of the data.fransmission format and the inclusion of the sample count, a resp
can consist of a @ighificant number of bits, even for a single segment. Although beyq
nternational Standard, each implementation needs to take into account the probabil

successful red
command. If
Segment com

IEEE 1451.7
support. If the

gven one_Segment proves to create transfer problems, then the Read-Partial-Event-R

d transaction\across the air interface and adjust the number of segments called
and (9.2.12) should be used.

upports the capability for asynchronous responses for thls command, which a sensof

Code11-Sample-Capacity [OID ref: 1 0 24753 7 4 2] [CONDITIONAL] (see 10.5.3 for determining

Code12-Sample-Capacity [OID ref: 1 0 24753 7 4 3] [CONDITIONAL] (see 10.5.4 for determining

Code13-Sample-Capacity [OID ref: 1 0 24753 7 4 4] [CONDITIONAL] (see 10.5.5 for determining

5.8 for

5.9 for

ONAL]

0.5.11

object

5, each
and for

bnse to
nd the
ty of a
by the
Record-

might

hcoded

segments, the sensor can create additional responses of the same number of segments. As asynchronous
responses are not supported by the ISO/IEC 18000-6 Type C air interface protocol, this processing is not
supported by this International Standard.

Sensor interface for command and response: 5-bit code = 01000

App-interface:
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Command = [OID ref: 1 0 24753 7 126 8]
Response = [OID ref: 1 0 24753 7 127 8]
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1 Command-based object identifiers

The following command arguments and object identifiers apply:

Sensor-Address-Type [OID ref: 1 0 24753 7 126 8 1]

See 9.2.2 for details

Sensor-Comms-Id [OID ref: 1 0 24753 7 126 8 2]

See 9.2.2 for details

Measurement-Type [OID ref: 1 0 24753 126 8 3]

Sensor interface: BIT STRING (4)

Fi

Ny

The valild codes are 1010 to 1107, the reserved codes are 1110 and 11171, the
apply to this command

App-interface: INTEGER (10..13)
st-Segment-Number [OID ref: 1 0 24753 126 8 4]
Sensor interface: BIT STRING (3 or 11)
The segment number for measurement type 1011 is 3-bits long, and for ftf
measurement types is 11-bits long

App-interface: INTEGER

mber-Of-Segments [OID ref: 1 0 24753 126 8 5]
Sensor interface: BIT STRING (6)

App-interface: INTEGER

Last-Segment-Number [OID ref: 1 0 24753.126 8 6]

9.2.11.

The fol

Sensor interface: BIT STRING (3 or'11)
The segment number for measurement type 1011 is 3-bits long, and for tf
measurement types is 11-bits\long

App-interface: INTEGER

P Response-based object identifiers

owing response arguments and object identifiers apply:

Rasponse-Code[OID ref: 1 0 24753 7 127 8 1]

See9:2.3 for details

B3ttery-Status-Code [OID ref: 1 0 24753 7 127 8 2]:

See 9.2.3 for details

CRC16-Validation-Error [OID ref: 1 0 24753 7 127 8 3]

Sensor interface and App-interface:
0 = no error

others do not

e other three

e other three

1 = error, then this is followed by the next argument, presented as a list of segments that failed

the CRC-16 validation

CRC16-Failed-Segment [OID ref: 1 0 24753 7 127 8 4]

Sensor interface: BIT STRING (3 or 11)

The segment number for measurement type 1011 is 3-bits long, and for the other three

measurement types is 11-bits long

App-interface: INTEGER (0 to 255 for type 11; 0 to 2047 for the other three
types)

© ISO/IEC 2011 — All rights reserved
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The Error-Code is as delivered from the sensor response across the air interface. The CRC16-Validation-
Error is as the result of a process (see 10.6.3) specified in this International Standard and applied in a
conformant implementation.

Because the object identifiers, as defined in the next sub-clause, identify the segment and sensor word the
data from CRC-16 validated segments can be processed and passed to the application.

9.2.11.3 Memory-based object identifiers in the response

The response contains one of the following data elements, depending on the presence of the event record
within the memory, and the request in the command.

ed-Value-Data-Log-After-Initial-Alarm [OID ref: 1 0 24753 7 5 13 {segment} {gensor-
word}] (see 10.6.17 for pfocessing)

9.2.11.4 Progess requirements
In constructing| the command, two conditions apply:

— The Jalue“of the last segment shall not be greater than the number of segments supported| by the
sensqr

— The number of segments shall be no greater than (Last Segment Number) — (First Segment Number)
+1. The number may be smaller.

The process requires the binary data from the sensor to be converted to the rules defined for each object
identifier.

9.2.12 Read-Partial-Event-Record-Segment
This command reads part of an event record segment in terms of one or more sensor words.

Even though the response to this command transfers less data than the Read-Event-Record-Segments
command (9.2.11), it can consist of a significant number of bits. Although beyond the scope of this
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International Standard, each implementation needs to take into account the probability of a successful read
transaction across the air interface and adjust the number of sensor words called by the command.

Because the size of the sensor word might not align with the physical boundary of any physical memory, some
processing capability on the sensor itself is expected to organise the transfer of data so that only complete
sensor words are transferred. This is a fundamental requirement for subsequent processing compliant with
this International standard.

Sensor interface for command and response: 5-bit code = 01001

App-interface: Command = [OID ref: 1 0 24753 7 126 9]
Response = [OID ref: 1 0 24753 7 127 9]

9.2121 Command-based object identifiers
The foljowing command arguments and object identifiers apply:

Sgnsor-Address-Type [OID ref: 1 0 24753 7 126 9 1]
See 9.2.2 for details

Segnsor-Comms-Id [OID ref: 1 0 24753 7 126 9 2]
See 9.2.2 for details

Measurement-Type [OID ref: 1 0 24753 126 9 3]
Sensor interface: BIT STRING (4)

The valid codes are 1010 to 1101; the reserved codes are 1110 and 1111; thg others do not
apply to this command

App-interface: INTEGER
Sggment-Number [OID ref: 1 0 24753 126,9 4]
Sensor interface: BIT STRING/(3 or 11)
The segment number for _measurement type 1011 is 3-bits long, and for the other three
measurement types is 11=bits long
App-interface: INFEGER

Fi

st-Sample-Number [OID ref: 1 0 24753 126 9 5]
Sensor interface: BIT STRING (5) (00000..11111)
App-interface: INTEGER (1..32)

Number-Of-Samples [OID ref: 1 0 24753 126 9 6]
Sensor interface: BIT STRING (5) (00000..11111)
App-interface: INTEGER (1..32)

9.2.12.2 Response-based object identifiers
The following response argument and object identifier apply:

Response-Code [OID ref: 1 0 24753 7 127 9 1]
See 9.2.3 for details

Battery-Status-Code [OID ref: 1 0 24753 7 127 9 2]:
See 9.2.3 for details
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9.2.12.3 Memory-based object identifiers in the response

The response for measurement type codes 10, 11, 12 and 13 are as defined in 9.2.11.3 for reading single or
multiple segments.

9.2.12.4 Process requirements

The sum of (First Sample Number) + (Number of Samples) shall not be greater than the number of sample
values (32) in a segment.

The process requires the binary data from the sensor to be converted to the rules defined for each object

identifier.

9.2.13 Write-Event-Admin-Field7

This command

method define

j in 10.5.8 can be used.

Sensor interface for command and response: 5-bit code = 01010

App-inter

9.2.13.1 Con

The following g

Sensor-A|
[«

J

Sensor-C
[«

9.2.13.2 Mer
The command

Sample-G

face: Command = [OID ref: 1 0 24753 7 126 10]
Response = [OID ref: 1 0 24753 7 127 10]
hmand-based object identifiers

ommand arguments and object identifiers apply:

ddress-Type [OID ref: 1 0 24753 7 126 101}
ee 9.2.2 for details

pomms-Id [OID ref: 1 0 24753 7 12610 2]
ee 9.2.2 for details

hory-based object identifierin the command
contains the following\data element:

ount-Predetermined-Time [OID ref: 1 0 24753 7 4 7] (see 10.5.8 for processing)

9.213.3 Re

The following

Respons

ponse-baséed object identifiers

spanse argument and object identifier apply:

is used to write the 16-bit value that equates to the sample count at a pre-determined
This pre-determined time is calculated by the application independently of the International Standard,

event.
but the

o =
- . 9 I

See 9.2.3 for details

Battery-Status-Code [OID ref: 1 0 24753 7 127 10 2]:
See 9.2.3 for details

9.2.13.4 Process requirements

There are no process requirements because the value of the Sample-Count-Predetermined-Time is calculated
by the application.

30
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Read-Any-Field

This command is used to read any single entry field from any record of the sensor. Explicitly excluded are the
data log records in the event record.

Sensor interface for command and response: 5-bit code = 01011

Ap

p-interface: Command = [OID ref: 1 0 24753 7 126 11]
Response = [OID ref: 1 0 24753 7 127 11]

9.2.14.1 Command-based object identifiers

The fol

S¢

Sgnsor-Comms-Id [OID ref: 1 0 24753 7 126 11 2]

Re¢

Field-Number [OID ref: 1 0 24753 7 126 11 4]

Sq

App-interface: INTEGER (0..22), but constrained by the highest field number in the record

9.2.14.R2"'Response-based object identifiers

owing command arguments and object identifiers apply:

nsor-Address-Type [OID ref: 1 0 24753 7 126 11 1]
See 9.2.2 for details

See 9.2.2 for details
cord-Id [OID ref: 1 0 24753 7 126 11 3]
Sensor interface:
00 = Primary Sensor Characteristics TEDS record
01 = Sample and Configuration record
10 = Event record
11 = Event Administration record

App-interface: INTEGER (0..3)

nsor interface: BIT STRING (5), but constrained by the highest field number in the reco

— Primary Sensor Characteristics TEDS record (1..22), this excludes the RFU type
this is defined)

— Sample and Gonfiguration record (1..13)

— Event record type (0..9), this excludes the multiple event record types 10 to 13
type.codes 13 and 14 (until these are defined)

— Event Administration record (1..12)

The following response arguments and object identifiers apply:

Response-Code [OID ref: 1 0 24753 7 127 11 1]

See 9.2.3 for details

Battery-Status-Code [OID ref: 1 0 24753 7 127 11 2]:

See 9.2.3 for details

© ISO/IEC 2011 — All rights reserved
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9.2.14.3 Memory-based object identifiers in the response

Only the fields

that can be processed by rules in this International Standard are defined below.

If the command requested a field from the Primary Sensor Characteristics TEDS record, the response
contains, depending on the request field parameter in the command, one of the following data elements:

— TEDS-Type [OID ref: 1 0 24753 7 2 1] (see 10.3.1 for processing)

— Sensor-Type [OID ref: 1 0 24753 7 2 2] (see 10.3.2 for processing)

—  Units-Extension [OID ref: 1 0 24753 7 2 3] (see 10.3.3 for processing)

— Sens

— Data-Resolution [OID ref: 1 0 24753 7 2 5] (see 10.3.5 for processing)

— Scalg-Factor-Significand [OID ref: 1 0 24753 7 2 6] (see 10.3.6 for processing)
— Scalg-Factor-Exponent [OID ref: 1 0 24753 7 2 7] (see 10.3.7 for processing)
— Scalg-Offset-Significand [OID ref: 1 0 24753 7 2 8] (see 10.3.8 for-processing)
— Scalg-Offset-Exponent [OID ref: 1 0 24753 7 2 9] (see 10.3:9 for processing)

— Data+Uncertainty [OID ref: 1 0 24753 7 2 10] (see 10.3%0 for processing)

— Sens

— Mem

If the commahd requested a field from the Sample and Configuration record, the response cq

depending on

If the comman

request field parameter in the command;-ene of the ten data elements defined in 9.2.9.3.

If the comman
the request fie

9.2.144 Pro

The process |
identifier.

pr-Map [OID ref: 1 0 24753 7 2 4] (see 10.3.4 for processing)

pr-Reconfiguration-Capability [OID ref: 1 0 24753 7 2 11] (see 10.3.11 for processing

bry-Rollover-Capability [OID ref: 1 0 24753 7 2 12] (see 10.3.12 for processing)

he request field parameter in the ‘command, one of the seven data elements defined in 9

H requested a single entry-field from the Event record, the response contains, depending

[ requested a fieldftrom the Event Administration record, the response contains, depen
d parameter in the Command, one of the ten data elements defined in 9.2.10.3.

cess requirements

bquires the binary data from the sensor to be converted to the rules defined for each

ntains,
12.6.2.

on the

jing on

object

9.2.15 Erase-Event-Administration-Record

This command sets to 0, fields 5, 6, 7, 8, 9, and 10 of the Event Administration Record, given that fields 1, 2,

3,and 4 are lo

cked by the sensor manufacturer.

Sensor interface for command and response: 5-bit code = 01100

App-interface: Command = [OID ref: 1 0 24753 7 126 12]

32

Response = [OID ref: 1 0 24753 7 127 12]
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The fol

ISO/IEC 24753:2011(E)

1 Command-based object identifiers

lowing command arguments and object identifiers apply:

Sensor-Address-Type [OID ref: 1 0 24753 7 126 12 1]

See 9.2.2 for details

Sensor-Comms-Id [OID ref: 1 0 24753 7 126 12 2]

9.2.15.

The fol

See 9.2.2 for details

2 Response-based object identifiers

owing response arguments and object identifiers apply:

Response-Code [OID ref: 1 0 24753 7 127 12 1]

See 9.2.3 for details

B3ttery-Status-Code [OID ref: 1 0 24753 7 127 12 2]:

9.2.15.

There

See 9.2.3 for details

3 Memory-based object identifiers

are no memory-based object identifiers, because there “are no processes carrie

International Standard.

9.2.15.4 Process requirements

There
with a

9.2.16

bre no process requirements because the command instructs to sensor to erase memory
Simple response code.

Erase-Event-Records

This cgmmand erases the complete set'of event records. The process to achieve this is beyon

this Int

brnational Standard and the asseciated air interface protocol standard.

S¢nsor interface for command and response: 5-bit code = 01101

App-interface: Command = [OID ref: 1 0 24753 7 126 13]

9.2.16.

The fol

Response = [OID ref: 1 0 24753 7 127 13]

1 Command-based object identifiers

owing,command arguments and object identifiers apply:

1 out by this

and responds

d the scope of

Sensor-Address=TypefOtDref 416247537426 43—

See 9.2.2 for details

Sensor-Comms-Id [OID ref: 1 0 24753 7 126 13 2]

9.2.16.

The fol

See 9.2.2 for details

2 Response-based object identifiers

lowing response argument and object identifier apply:

Response-Code [OID ref: 1 0 24753 7 127 13 1]

See 9.2.3 for details
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Battery-Status-Code [OID ref: 1 0 24753 7 127 13 2]:

S

ee 9.2.3 for details

9.2.16.3 Memory-based object identifiers

There are no memory-based object identifiers, because there are no processes carried out by this
International Standard.

9.2.16.4 Process requirements

There are no process requirements because the command instructs to sensor to erase memory and responds

with a simple r,

sponse code
L

9.2.17 Erase-Bample-And-Configuration-Record

This command

is used to erase the sample and configuration record.

Sensor interface for command and response: 5-bit code = 01110

App-interface: Command = [OID ref: 1 0 24753 7 126 14]

Response = [OID ref: 1 0 24753 7 127 14]

9.2.17.1 Command-based object identifiers

The following (¢

ommand arguments and object identifiers apply:

Sensor-Address-Type [OID ref: 1 0 24753 7 126 14 1]

[a

J

ee 9.2.2 for details

Sensor-Comms-Id [OID ref: 1 0 24753 7 126 14 2]

q

J

ee 9.2.2 for details

9.2.17.2 Response-based object identifiers

The following 1

esponse arguments and object identifiers apply:

Respons¢-Code [OID ref: 1 0.24753 7 127 14 1]

[«

J

Battery-S

q

J

9.2.17.3 Mer

ee 9.2.3 for details

tatus-Code [OID ref: 1 0 24753 7 127 14 2]:
ee 9.2.3 for details

nory-based object identifiers

There are no memory-based object identifiers, because there are no processes carried out

International Standard.

9.2.17.4 Process requirements

by this

There are no process requirements because the command instructs to sensor to erase memory and responds
with a simple response code.

9.2.18 Begin-End-Mission

This command allows the sensor to be configured at one time and begin its mission at another time. This
saves both memory and battery life. The command is also used to end a mission and for the sensor to cease
monitoring its environment.

34
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Sensor interface for command and response: 5-bit code = 01111

App-interface: Command = [OID ref: 1 0 24753 7 126 15]

Response = [OID ref: 1 0 24753 7 127 15]

9.2.18.1 Command-based object identifiers

The following command arguments and object identifiers apply:

Sensor-Address-Type [OID ref: 1 0 24753 7 126 15 1]

See 9.2.2 for details

S¢

Begin-End [OID ref: 1 0 24753 7 126 15 3]

9.2.18.

The fol

Résponse-Code [OID ref: 1 0 24753 7 127 15 1]

Battery-Status-Code [OID ref: 1 0 247537 127 15 2]:

9.2.18.

There

International Standard.

9.2.18.

There
with a

9.2.19

nsor-Comms-Id [OID ref: 1 0 24753 7 126 15 2]
See 9.2.2 for details

Sensor and App-interface
0 = Begin
1=End

NOTE I|EEE 1451.7 may apply additional security features that” are currently not
ISO/IEC 18000-6 and this International standard.

P Response-based object identifiers

owing response arguments and object identifiers apply:

See 9.2.3 for details

See 9.2.3 for details

3 Memory-based object identifiers

are no memory-based (object identifiers, because there are no processes carrie

B Process requirements

hre noO progess requirements because the command instructs to sensor to erase memory
Simple response code.

Other IEEE 1451.7 commands

supported by

d out by this

and responds

IEEE 1

451.7 lists the following commands, preceded by their command codes:

— 10000 Challenge

— 10001 Reader-Authenticate

— 10010 ReadWriteLock-Keys

— 10011 Request-RN

— 10100 Encryption-On-Off

— 10101 Close-Secure-Session

© ISO/IEC 2011 — All rights reserved
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These commands are currently not supported by ISO/IEC 18000-6 and therefore also not supported by this
International Standard. As and when support is provided by a referenced air interface, the commands will be
supported by future revision of this International Standard.

9.3 Processing simple sensors functional application commands and responses

9.3.1 Read-Simple-Sensor-Data-Block

This command is used to read the Simple Sensor Data Block in air interface protocols where this is not
returned automatically as an appended component to reading a unique item identifier.

Sensor i

App-interface: Command = [OID ref: 1 0 24753 0 126 1]
Response = [OID ref: 1 0 24753 0 127 1]

9.3.1.1 Command-based object identifiers

This command has no object identifiers other than the Module-OID for the commandhitself.

9.3.1.2 Response-based object identifiers

The following fesponse argument and object identifier apply:
Error-Code [OID ref: 1 0 24753 0 127 1 1]

ensor interface and App-interface:

S
(d = no error
1 = error, then this is the only element in the response

9.3.1.3 Memory-based object identifiers in the response

The response |contains the following data elements, some of which are null fields for some types of|simple
sensor:

— Senspr-Type [OID 1 0 24753 0 11] (see 11.2.2 for processing)

— Measjurement-Span [OID 40 24753 0 1 2] (see 11.2.3 for processing)
— Accuracy [OID 1 0124753 0 1 3] (see 11.2.4 for processing)

— Sampling-Regime [OID 1 0 24753 0 1 4] (see 11.2.5 for processing)

— High{ln-Range-Limit [OID 1 0 24753 0 1 5] (see 11.2.6 for processing)

— Low-In-Range-Limit [OID 1 0 24753 0 1 6] (see 11.2.7 for processing)

— Monitor-delay [OID 1 0 24753 0 1 7] (see 11.2.8 for processing)

— High-Out-Of-Range-Alarm-Delay [OID 1 0 24753 0 1 8] (see 11.2.9 for processing)
— Low-Out-Of-Range-Alarm-Delay [OID 1 0 24753 0 1 9] (see 11.2.10 for processing)

— Alarms [OID 1 0 24753 0 1 10] (see 11.2.11 for processing)
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9.3.2 Read-Manufacturer-Record

This command provides accesses information from the sensor manufacturer, including indicating the presence
and structure of other records associated with the simple sensor.

Sensor interface for command and response: 5-bit code = 00010

App-interface: Command = [OID ref: 1 0 24753 0 126 2]
Response = [OID ref: 1 0 24753 0 127 2]

9.3.2.1 Command-based object identifier

The foljJowing command argument and object identifier apply:
Rasponse-Type [OID ref: 1 0 24753 0 126 2 1]

Sensor interface

00 = Respond with the first 32 bits

01 = Respond with the complete block in one transmission

10 =RFU

11 =RFU

App-interface: INTEGER (0..3)

9.3.2.2| Response-based object identifiers

The foljowing response arguments and object identifiers apply:
Error-Code [OID ref: 1 0 24753 0 127 2 1]

Sensor interface and App-interface:

0 = no error

1 = error, then this is the only element in the response

Pdcket-Number [OID ref: 1 0 24753.0 127 2 2]
This is currently RFU in the command structure; therefore the response data is zgro

9.3.2.3] Memory-based objectidentifiers in the response

The regponse contains the-following data elements:
—1 Data-Transmission-Size [OID 1 0 24753 0 2 1] (see 11.3.2 for processing)
—{ Password-Indicator [OID 1 0 24753 0 2 2] (see 11.3.3 for processing)

—{ <Calibration-Record-Indicator [OID 1 0 24753 0 2 3] (see 11.3.4 for processing)

— Transfer-Packet-Size [OID 1 0 24753 0 2 4] (see 11.3.5 for processing)

— Diagnostic-Memory-Capacity [OID 1 0 24753 0 2 5] (see 11.3.6 for processing)
— Configuration-History-indicator [OID 1 0 24753 0 2 6] (see 11.3.7 for processing)
— Time-Synchronisation-Type [OID 1 0 24753 0 2 7] (see 11.3.8 for processing)

— Number-Time-Synch-Records [OID 1 0 24753 0 2 8] (see 11.3.9 for processing)

— Additional-Manufacturer-Data [OID 1 0 24753 0 2 9] (see 11.3.10 for processing)
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9.3.3 Write-Password

This command is used to transfer a password selected by the owner of the sensor to be encoded on the
sensor, to enable only authorised future access to parts of the simple sensor memory.

Sensor interface for command and response: 5-bit code = 00011

App-interface: Command = [OID ref: 1 0 24753 0 126 3]
Response = [OID ref: 1 0 24753 0 127 3]

9.3.3.1 Command-based object identifier

The following gommand argument and object identifier apply:

Password-Size [OID ref: 1 0 24753 0 126 3 1]
Sensor interface and app-interface: BIT STRING (2)
00 = No password

01 = 32 bit
10 = 64 bit
11 =128 bit

Password [OID ref: 1 0 24753 0 126 3 2]
Sensor interface and App-interface: BYTE STRING (4, or 8,"0or 16)
Bits 5 and 6 of the manufacturer record declare the size of the password.

9.3.3.2 Response-based object identifiers

The following nesponse argument and object identifier apply:

Respons¢-Code [OID ref: 1 0 24753 0 127 3 1]
ensor Interface
0 = success
1 = sensor not identified
10 = password size not supported
11 = other failure

pp-interface: INTEGER.(0..3)

9.3.4 Read-Calibration-Record

This command provides)access to the manufacturer's calibration record, which currently applies to
temperature and humidity) sensors, but not to tilt and impact sensors.

Sensor interface for command and response: 5-bit code = 00100

App-interface: Command = [OID ref: 1 0 24753 0 126 4]
Response = [OID ref: 1 0 24753 0 127 4]

9.3.4.1 Command-based object identifier
The following command argument and object identifier apply:
Response-Type [OID ref: 1 0 24753 0 126 4 1]
Sensor and App-interface

0 = Respond with the complete block in one transmission
1=RFU
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Response-based object identifiers

The following response arguments and object identifiers apply:

Error-Code [OID ref: 1 0 24753 0 127 4 1]

Sensor interface and App-interface:
0 = no error
1 = error, then this is the only element in the response

Packet-Number [OID ref: 1 0 24753 0 127 4 2]
This is currently RFU in the command structure; therefore the response data is zero

CJIibration-Data [OID ref: 1 0 24753 0 127 4 3 {cal-value}] (see11.4 for processing).

9.3.5

This cg
perspe
0100 (
with th

Some
data tr|
beyong

Sgnsor interface for command and response: 5-bit code = 00101

App-interface: Command = [OID ref: 1 0 24753 0 126 5]

NG
(s€
an

9.3.5.1

The fol

P3ssword [OID ref: 1 0 24753 0 126 5 1]

Where {cal-value} is one of the values fields in the Calibration record, that ar
ordinal sequence. Therefore this element, but with successive OID references, is
the number of times that a calibrated value is provided. Temperature sensg
calibrated values, humidity sensors have 17 values.

Write-Sample-And-Configuration-Record

mmand is used to set monitoring parameters within the constraints of the simple sensor,
ctive these are equivalent to fields 4 to 9 of the Simple Sensor Data Block for sensor|
bee 8.3). The actual encoding is stored in the sample and-configuration record to enabl
b observations to be made when the sensor is active.

mplementations of simple sensors have the capability to encode a series of configuratio

ansferred in this command shall be written as.a'new record, and the mechanism to
the scope of this International Standard.

Response = [OIDref: 1 0 24753 0 127 5]

TE The command does not-include the UTC timestamp, which is encoded to the rules of a dif
e 9.3.6). These independent-Commands are to enable the configuration data to be input using o
d the timestamp to be gneoded in real time, possibly during a production process.

Command-based object identifiers

owing command arguments and object identifiers apply:

Sensor interface and App-interface: BYTE STRING (4, or 8, or 16)

b presented in
present up to
rs have three

From the user
types 0000 to
e comparisons

n records. The
hchieve this is

erent command
ffline processes,

Rite E ond O ~f tha ponon font rar o d-daeclaratha-ci=z fibhao naocciaor ol

9.3.5.2

£ a
DS o o O o e TanoraCtoT T ToCUTO O T CIaTrC U oIz G UT T PaS SV OTUY

Memory-based object identifiers in the command

The command contains the following data elements, some of which are null fields for some types of simple

sensor

Sampling-Regime [OID 1 0 24753 0 5 3] (see 11.2.5 for processing, but using this OID)

High-In-Range-Limit [OID 1 0 24753 0 5 4] (see 11.2.6 for processing, but using this OID)

Low-In-Range-Limit [OID 1 0 24753 0 5 5] (see 11.2.7 for processing, but using this OID)

Monitor-delay [OID 1 0 24753 0 5 6] (see 11.2.8 for processing, but using this OID)

© ISO/IEC 2011 — All rights reserved

39


https://iecnorm.com/api/?name=7d9c4e60088ff068729d978cfb5ce324

ISO/IEC 24753:2011(E)

— High-Out-Of-Range-Alarm-Delay [OID 1 0 24753 0 5 7] (see 11.2.9 for processing, but using this
OID)

— Low-Out-Of-Range-Alarm-Delay [OID 1 0 24753 0 5 8] (see 11.2.10 for processing, but using this
OID)

9.3.5.3 Response-based object identifiers
The following response argument and object identifier apply:

Response-Code [OID ref: 1 0 24753 0 127 5 1]

Sensor interface

(O = success

01 = sensor not identified (e.g. password mismatch)
10 = erase of previous event and/or time synchronisation not applied
11 = parameter(s) are not logical

App-interface: INTEGER (0..3) or TEXT STRING

9.3.6 Initialige-Sensor-Monitoring

This command delivers the UTC timestamp and initialises the sensor to start‘monitoring its environment.
Sensor interface for command and response: 5-bit code = 00110

App-interfface: Command = [OID ref: 1 0 24753 0 126 6]
Response = [OID ref: 1 0 24753 0 127 6]

9.3.6.1 Command-based object identifiers
The following gommand arguments and object identifiers apply:
Password [OID ref: 1 0 24753 0 126 6 1]

Sensor interface and App-inferface: BYTE STRING (4, or 8, or 16)
Bits 5 and 6 of the manufacturer record declare the size of the password.

9.3.6.2 Memory-based object identifier in the command

The command|contains the following data element:

UTC-Timegstamp-At-Configuration [OID ref: 1 0 24753 0 5 2] (see 6.4 for processing)
he requirement is to incorporate the 32-bit UTC timestamp in the command, eiﬁer by
nverting from the human understandable date and time structure, or by direct transfer of a

etwork UTC 32-bit timestamp. Care needs to be taken to ensure that the epoch is 1970-01-01.

9.3.6.3 Response-based object identifiers
The following response argument and object identifier apply:

Response-Code [OID ref: 1 0 24753 0 127 6 1]
Sensor interface
00 = success
01 = sensor not identified (e.g. password mismatch)

10 = erase of previous event and/or time synchronisation not applied
11 = RFU

App-interface: INTEGER (0..3) or TEXT STRING
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9.3.7

This co

ISO/IEC 24753:2011(E)

Read-Sample-And-Configuration-Record

mmand returns the content of the sample and configuration record, which consists of:

a) the UTC timestamp at point of manufacture, which is permanently encoded

b) the UTC timestamp and configuration data at point of configuration

c) optionally, additional UTC timestamp and configuration data, with the earliest encode first

Bit 24 of the manufacturer record identifies whether option c is supported. If it is, then the set of configuration
timestamp and data is locked so that on the next round of configuration on the re-use of the sensor the history

is main

S¢

App-interface: Command = [OID ref: 1 0 24753 0 126 7]

9.3.71

The fol

Régsponse-Type [OID ref: 1 0 24753 0 126 7 2]

9.3.7.2

The fol

En

P3cket-Number [OIDref: 1 0 24753 0 127 7 2]

9.3.7.3

The re

tained. The different structures have implications for interpreting the data.

nsor interface for command and response: 5-bit code = 00111

Response = [OID ref: 1 0 24753 0 127 7]

Command-based object identifiers
owing command argument and object identifier apply:
Sensor and App-interface
0 = Respond with the complete block in one transmission
1=RFU
Response-based object identifiers
owing response arguments and object;identifiers apply:
ror-Code [OID ref: 1 0 24753 0,127 7 1]
Sensor interface and App-interface:

0 = no error
1 = error, then thislis)the only element in the response

This is currently RFU in the command structure; therefore the response data is ze

Memory-based object identifiers in the response

Eponsétcontains the following data elements:

TC-Timestamp-At-Manufactur ID ref: 1 0 247 1 4 for pr in

Number-Of-Configurations-Recorded [OID ref: 1 0 24753 0 5 2]

UTC-Timestamp-At-Configuration [OID ref: 1 0 24753 0 5 3 {seq}] (see 11.5 for processing),
where the {seq} arc identifies the sequence (1 to 4) of the encoded timestamp, with 1 for the earliest

or only set.

Sampling-Regime [OID 1 0 24753 0 5 4 {seq}] (see 11.2.5 for processing, but using this OID)

High-In-Range-Limit [OID 1 0 24753 0 5 5 {seq}] (see 11.2.6 for processing, but using this OID)

Low-In-Range-Limit [OID 1 0 24753 0 5 6 {seq}] (see 11.2.7 for processing, but using this OID)
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— Monitor-delay [OID 1 0 24753 0 5 7 {seq}] (see 11.2.8 for processing, but using this OID)

— High-Out-Of-Range-Alarm-Delay [OID 1 0 24753 0 5 8 {seq}] (see 11.2.9 for processing, but using
this OID)

— Low-Out-Of-Range-Alarm-Delay [OID 1 0 24753 0 5 9 {seq}] (see 11.2.10 for processing, but
using this OID)

For fields 3 to 9, the {seq} arc identifies the sequence (1 to 4) of the encoded configuration data, with 1 for the
earliest or only set. If a series of configuration records is encoded on the record then fields 3 to 9 for the first
sequence shall be presented before these fields for the second sequence and so forth. This results in the
current configuration being in the last sequence.

9.3.8 Read-Event-Record

This command returns the content of the event record, consisting of:

a) A counter|value of the highest sample count

b) A counter|value of the highest encode packet

c) Pairs of sample count and observed data as recorded based on the critefia-for recording samples.
Sensor interface for command and response: 5-bit code = 01000

App-interfface: Command = [OID ref: 1 0 24753 0 126 8]
Response = [OID ref: 1 0 24753 0 127 8]

The size of the data is based on the size of the data trafismission. Because this might not be on 3n 8-bit
length, or even an odd number length, the sequence of‘packets in the response need to be concatenated in
the correct sequence to enable the data to be decoded:

If an alarm hag been triggered, the memory is loeked at that event. This means that the sample counter has a
value that can pe converted to the time that this*event took place.

9.3.8.1 Command-based object identifiers

The following gommand argumentand object identifier apply:

Respons¢-Type [OID réef:.1 0 24753 0 126 8 1]
ensor intetface
0 = Respond with the first 24 bits
1 = Respond with the complete block in one transmission
10 = RFU
11°=\RFU

App-interface: INTEGER (0..3)

9.3.8.2 Response-based object identifiers
The following response arguments and object identifiers apply:
Error-Code [OID ref: 1 0 24753 0 127 8 1]
Sensor interface and App-interface:

0 = no error
1 = error, then this is the only element in the response
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Packet-Number [OID ref: 1 0 24753 0 127 8 2]
This is currently RFU in the command structure; therefore the response data is zero

9.3.8.3 Memory-based object identifiers in the response

The response contains the following data elements:
— Current-Sample-Counter [OID ref: 1 0 24753 0 6 1] (see 11.9 for processing)
— Packet-Counter [OID ref: 1 0 24753 0 6 2] (see 11.6.1 for processing)

— = =At- i : or processing)

The {seq} arc identifies the sequence of the encoded sample count number at eadh recorded
observation, with 0 for the earliest set.

—1 Observed-Sample-Data [OID ref: 1 0 24753 0 127 8 6 {seq}] (see11.6,2 'and 11.9for processing)

The {seq} arc identifies the sequence of each recorded observation, with O for the arliest set.
The length of the data is determined by the size of the transmitted data

Impact|and tilt sensors are designed to deliver a single BOOLEAN &tate of within limit or exceeding the limit
once, ih which case the alarm is triggered. There is no observed data, but the application can cpnsider that as

the lim|t had been exceeded that the event was caused by a value’greater than the limit. The time of the event
can be|calculated from the sensor counter value.

9.3.9 |Write-UTC-Timestamp
This cdmmand delivers a UTC timestamp that is written to the time synchronisation record.
Sdnsor interface for command and respense: 5-bit code = 01001

App-interface: Command = [OID(ref: 1 0 24753 0 126 9]
Response = [OID ref: 1 0 24753 0 127 9]

9.3.9.1 Command-based object identifiers
The following command argument and object identifier apply:

Cyrrent-UTC-Timestamp [OID ref: 1 0 24753 0 126 9 1] (see 6.4 for processing)
Sersor and application interface: BIT STRING (32)

The’ requirement is to incorporate the 32-bit UTC timestamp in the command, either by
converting from the human understandable date and time structure, or by diregt transfer of a
network UTC 32-bit timestamp. Care needs to be taken to ensure that the epoch i$ 1970-01-01.

9.3.9.2 Response-based object identifiers
The following response argument and object identifier apply:

Response-Code [OID ref: 1 0 24753 0 127 9 1]
Sensor interface
00 = success
01 = sensor not identified
10 = time synchronisation record full
11 =RFU

App-interface: INTEGER (0..3) or TEXT STRING
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9.3.10 Read-Time-Synchronisation-Record

This command is used to read the time determined by the sensor's real time clock compared with the accurate
UTC timestamp derived from a network and delivered across the air interface. The number of records will

depend on the opportunities for the Write-UTC-Timestamp command to be applied to the sensor during its
monitoring cycle.

Sensor interface for command and response: 5-bit code = 01010

App-interface: Command = [OID ref: 1 0 24753 0 126 10]
Response = [OID ref: 1 0 24753 0 127 10]

9.3.10.1 Command-based object identifiers
The following gommand argument and object identifier apply:

Respons¢-Type [OID ref: 1 0 24753 0 126 10 1]
ensor and application interface

Q
( = Respond with the complete block in one transmission
1=RFU

9.3.10.2 Response-based object identifiers
The following fesponse arguments and object identifiers apply:

Error-Code [OID ref: 1 0 24753 0 127 10 1]
ensor interface and App-interface:
= no error

= error, then this is the only element in the résponse

—_

Packet-Number [OID ref: 1 0 24753 0 127 10 2]
his is currently RFU in the command-structure; therefore the response data is zero

9.3.10.3 Memory-based object identifiers(in the response

The response fontains the following data elements:

— RTC-[lime [OID ref: 1 024753 0 7 1 1 {seq}] [CONDITIONAL] (see 11.7 for processing)
his data element’is-Conditional on bit 25 of the manufacturer record = 0

he {seq} arc_identifies the sequence of the encoded RTC-time at each synchronisation ppint
time, with@.for the earliest set.

— RTC-Bample=Count [OID ref: 1 0 24753 0 7 1 2 {seq}] [CONDITIONAL] (see 11.7 for proces$ing)
his data element is conditional on bit 25 of the manufacturer record = 1

he.{seq} arc identifies the sequence of the encoded RTC sample count number gt each
synchronisation point of time, with O for the earliest set.

— UTC-Network-Time [OID ref: 1 0 24753 0 7 2 {seq}] [CONDITIONAL] (see 11.7 for processing)

The {seq} arc identifies the sequence of the encoded RTC-time at each synchronisation point
of time, with O for the earliest set.

9.3.11 Erase-Monitored-Data

This command is used to invoke an erasing process of the event record and or the time synchronisation
record.

Sensor interface for command and response: 5-bit code = 01011
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App-interface: Command = [OID ref: 1 0 24753 0 126 11]
Response = [OID ref: 1 0 24753 0 127 11]

9.3.11.1 Command-based object identifiers
The following command arguments and object identifiers apply:

Password [OID ref: 1 0 24753 0 126 11 1]
Sensor interface and app-interface: BYTE STRING (4, or 8, or 16)
Bits 5 and 6 of the manufacturer record declare the size of the password.

Selected-Block [OID ref: 1 0 24753 0 126 11 2]
Sensor interface

00 =RFU

01 = Event record block

10 = Time synchronisation block

11 = Both blocks

App-interface: INTEGER (0..3)

9.3.11.2 Response-based object identifiers
The foljowing response argument and object identifier apply:

Regsponse-Code [OID ref: 1 0 24753 0 127 11 1]

Sensor interface

00 = success

01 = sensor not identified (e.g. password.:mismatch)
10 = erase incomplete

11 =RFU

App-interface: INTEGER (0..3)or TEXT STRING

9.3.12 | Activate-Simple-Sensor
This cgmmand enables the Simplé Sensor to be changed from a disabled state (without sampling the sensor
output) to invoke sensor monitering when required. The Activate-Simple-Sensor command starts the Simple
Sensol “Monitor Delay” timer'and starts sampling the sensor output after the monitor delay time|has elapsed.

Sensor interface for command and response: 5-bit code = 01100

App-interface: Command = [OID ref: 1 0 24753 0 126 12]
Response = [OID ref: 1 0 24753 0 127 12]

9.3.12.1 ~ Command-hased object identifier

The following command argument and object identifier apply:
Password [OID ref: 1 0 24753 0 126 12 1]

Sensor interface and app-interface: BYTE STRING (4, or 8, or 16)
Bits 5 and 6 of the manufacturer record declare the size of the password.
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9.3.12.2 Response-based object identifier

The following response argument and object identifier apply:

Response-Code [OID ref: 1 0 24753 0 127 12 1]

S
0
1

ensor interface and App-interface:
= success
= error

9.3.13 Deactivate-Simple-Sensor

condition occufred during the Simple Sensor monitoring cycle, the deactivated Simple Sensor is.ider

unused senso

Sensor i

before activation except for the remaining battery capacity.

erface for command and response: 5-bit code = 01101

App-interfface: Command = [OID ref: 1 0 24753 0 126 13]

Response = [OID ref: 1 0 24753 0 127 13]

9.3.13.1 Command-based object identifier

The following g

Passworg
q

k>

B

ommand argument and object identifier apply:

[OID ref: 1 0 24753 0 126 13 1]
ensor interface and app-interface: BYTE STRING (4, or 8, or 16)
its 5 and 6 of the manufacturer record declare the size of the password.

9.3.13.2 Response-based object identifier

The following response argument and object identifier apply:

Respons¢-Code [OID ref: 1 0 24753 0-127 13 1]

S
0
1
10 Process

10.1 General

This clause dgfines.the processing rules to interpret the bit-based code structure on IEEE 1451.7 Ty

sensors into a

ensor interface and App-interface:
= success
= error

ing rules forfull function sensors based on IEEE 1451.7 type 001

fermat that is more meaningful for a business application. It also addresses the pro

nand is
alarm
tical to

pe 001
cess of

business requirement into the bit-based format for configuration purposes.

To enable communication with the business application through application commands and the software
system infrastructure, each record and each field is identified with an Object Identifier. Each field is
represented by an Object Identifier plus the associated data. The rule for converting each piece of data is
defined in this clause, using the notation app-interface for data as presented to and from the application, and
sensor interface for the bit based coding on the sensor.

The following sub-clauses are set out in a sequence based on the way records, and the fields within the
record, are presented on the IEEE 1451.7 Type 001 sensor.
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10.2 1451.7 sensor ID — 64-bit unique sensor identifier
This read only field has this OID: 1 0 24753 7 1

Sensor interface: 64-bit code
App-interface: 64-bit code

The ISO/IEC 24753 processor retains this code value support additional communications with the same
SEensor.

10.3 Primary sensor characteristics TEDS (Type 1)

10.3.1 |TEDS type
This repd only field has this OID: 1 0 247537 2 1

Sdnsor interface: always 001,
App-interface: INTEGER, always 1, but generally retained within the) ISO/IEC 24758 Processor

NOTE: The other possible values for the TEDS type are reServed for future gssignments in
IEEE 1451.7.

Processing the sensor data is aborted if the TEDS Type has a valte other than 1.

10.3.2 |Sensor Type
This refpd only field has this OID: 1 0247537 2 2

Sensor interface: 7-bit code
App-interface: INTEGER (0 127)

The sgnsor types are defined in an annex-of IEEE 1451.7. An implementation of this Internatjonal Standard

retains| the value of the sensor type<throughout the processing of the sensor, and shou|d provide the
descriptions as a basic extension to the code values in any user interface.

10.3.3 |Units extension
This refpd only field has this)OID: 1 0 247537 2 3
This figld is used totgualify the sensor type code. At the time of publication, the only unites extepsions apply to

chemidal substances and are used to qualify sensor types 4 and 5 that measure the congentration of a
substance.

Sensor interface: 5-bit code

H P o R /0 24
mave.

I_CI_I\ \U..\J I)
The extension codes that identify the chemical substances are defined in an annex of IEEE 1451.7. An
implementation of this International Standard should provide the descriptions as a basic extension to the code
values in any user interface.

Until the IEE 1451.7 units extension codes are modified or extended to have a different meanings than as a
description of a chemical substance, the value 00000, shall be assigned to sensor types with values other
than 4 and 5.

10.3.4 Sensor map

This read only field has this OID: 1 0 247537 2 4
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The sensor map defines by bit position in a 16 bit code the measurement type codes supported by the sensor.
The list is defined in the IEEE 1451.7 table for the Supported Measurement Type Codes.

Sensor interface: 16-bit code
App-interface: 16-bit code, but generally retained within the ISO/IEC 24753 Processor

The bit positions in the table are to cover the codes 0 to 15, and if the bit is set =1, then the measurement type

code is supported by the sensor. An implementation of this International Standard retains the value of the
sensor map throughout the processing of the sensor.

10.3.5 Data resolution

This read only ffield has this OID: 1 0 247537 2 5

Senspr interface: 5-bit code
App-interface: INTEGER (1..31), but generally retained within the{SO/IEQ 24753
Processor

The code idertifies the length that is used to convey sensor data for measurement codes. The sensor bit
code 00000, iglentifies a data transmission format of 1 bit long and 11111, identifies alength of 32 bits.

10.3.6 Scale Factor Significand
This read only ffield has this OID: 1 0 247537 2 6

The scale factgr declares the span of the measurement capabilities of the sensor. This span is expressed as a
significand in this field and quantified by the exponent, as defined.in the next sub-clause.

Sensdr interface: 11-bit value, represented as’a two's-complement numeral value.
App-interface: A value in the range —17024 to +1.023. This is calculated by convertjng the
binary value to a decimal value and dividing the result by 1000. [This is
generally retained within the ISO/IEC 24753 Processor.

Converting from the sensor interface can be _calculated by following the processes defined in IEEE 14%1.7 for

the processes|defined for the scale factors(for transmitted data and the scale factor significand (field § of the
Primary Sensgr Characteristics TEDS (Type 1) record).

10.3.7 Scale Factor Exponent
This read onlyf(field has this OID: 1 0247537 27
Sensdr interface: 6-bit value, represented as a two's-complement numeral value.

App-interface: A value in the range —32 to +31. This is generally retained witlin the
ISO/IEC 24753 Processor.

Converting from the sensor interface can be calculated by following the processes defined in IEEE 1451.7 for
the processes defined for the scale factors for transmitted data and the scale factor exponent (field 7 of the
Primary Sensor Characteristics TEDS (Type 1) record).

10.3.8 Scale Offset Significand

This read only field has this OID: 1 0 247537 2 8

The scale offset declares the lowest measurement capability of the sensor. This offset is expressed as a
significand in this field and quantified by the exponent, as defined in the next sub-clause. The highest

measurement capability of the sensor can be determined by adding the scale factor value to the offset value.

Sensor interface: 11-bit value, represented as a two's-complement numeral value.
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App-interface: A value in the range —1.024 to +1.023. This is calculated by
binary value to a decimal value and dividing the result by
generally retained within the ISO/IEC 24753 Processor.

converting the
1000. This is

Converting from the sensor interface can be calculated by following the processes defined in IEEE 1451.7 for
the processes defined for the scale factors for transmitted data and the scale offset significand (field 8 of the
Primary Sensor Characteristics TEDS (Type 1) record).

10.3.9

Scale Offset Exponent

This read only field has this OID: 1 0 247537 29

Conve
the prq
Primar

Sensor interface: 6-bit value, represented as a two's-complement numeral value.
App-interface: A value in the range -32 to +31. This is generally tetair
ISO/IEC 24753 Processor.

ting from the sensor interface can be calculated by following the processes\defined in I
cesses defined for the scale factors for transmitted data and the scale-offset exponen
Sensor Characteristics TEDS (Type 1) record).

10.3.10 Data uncertainty

This re

Conve

ad only field has this OID: 1 0 24753 7 2 10
Sensor interface: 3-bit code
App-interface: Text output, for informationy to provide the percentage unc

transmitted data

sion to the App-interface output is achieved’by using the mapping table defined in IE

data uncertainty (field 10 of the Primary Sensor Characteristics TEDS (Type 1) record).

10.3.11

This re

10.3.12

This re

Sensor Reconfiguration Capability
ad only field has this OID: 1 0824753 7 2 11
Sensor interface: 1-bit value
App-interface: BOOLEAN 0 = Not supported

1 = Supported
This information is generally retained within the ISO/IEC 24753

Memory/Rollover Capability

ad only-field has this OID: 1 0 24753 7 2 12

ed within the

EEE 1451.7 for
(field 9 of the

briainty of the

FEE 1451.7 for

Processor.

| Sensorinterface: 1-bitvalue

App-interface: BOOLEAN 0 = Not supported
1 = Supported
This information is generally retained within the ISO/IEC 24753

10.4 Sampling and Configuration Record

10.4.1

UTC timestamp at configuration

This read-write field has this OID: 1 0 247537 3 1

Sensor interface: 32-bit string
App-interface: UTC format (e.g. 2008-08-08 08:08:08)
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The conversio

10.4.2 Sampl

n process is described in 6.4.

e interval

This read-write field declares the sample interval in seconds or minutes, so two object identifiers apply on the
application interface:

The final arc o

value of the fifst bit as encoded on the sensor. A 16-bit code of all zeros is valid, indicating’that sam
continuous. Th

integer.

interface:

1024753 7 3 2 0 for seconds

1024753 7 3 2 1 for minutes

indicating the interval in the defined unit of measure.
INTEGER, (0..32767)

the Object Identifier identifies the unit of measure (seconds or minutes) and this equate

erefore the associated Object Identifier is the one indicating seconds and qualified by a

10.4.3 Monitdr delay

This read-writg

Sensd

App-interface:

The final arc o

field expresses time in the same way as defined for the sample interval (above). The Ol
1024753 7 3 3 0 for seconds
1024753 7 3 3 1 for minutes

r interface: 16-bit string, comprising.the’first bit (0 = seconds, 1 = minutes) and

indicating the interval in the defined unit of measure.
INTEGER, (0..32767)

the Object Identifier identifies theunit of measure (seconds or minutes) and this equate

value of the fifst bit as encoded on the sensor.”A 16-bit code of all zeros is valid, indicating that sam

continuous. Th
integer.

10.4.4 Alarm
This read-writg

Sensd

App-interface:

erefore the associated Objectldentifier is the one indicating seconds and qualified by a

values set

field has this' @ID: 1 0 247537 3 4

15 bits

5 to the
pbling is
D value

Ds are:

15 bits

5 to the
bling is
D value

r interface: 2-bit string
INTEGER (0..3) The code values are:
0 =none
1 = lower only
2 = upper only
3 = both

As it is a user choice of which alarms to set, an implementation of this International Standard should provide

the description

s of these options as a basic extension to the code values in any user interface.

10.4.5 Memory rollover capability

This read-write field has this OID: 1 0 247537 3 5

Sensor interface:
App-interface:

50

1-bit string
BOOLEAN 0 = switched off
1 = switched on
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As it is a user choice of which alarms to set, an implementation of this International Standard should provide
the descriptions of these options as a basic extension to the code values in any user interface.

10.4.6 Upper alarm threshold
This read-write field has this OID: 1 0 247537 3 6

Sensor interface: n-bit string, where n is the number of bits for the data resolution (see 10.3.5)
App-interface: INTEGER

There are n-1 measurement steps in the sensor. Converting from the sensor interface to the application
interface_can be calculated by following the processes defined in IEEE 1451.7 for the upper alarm threshold
value (field 6 of the Sample and Configuration record) and the IEEE 1451.7 clause that defineq Scale Factors
for Trahsmitted Data.

10.4.7 [Lower alarm threshold

This repd-write field has this OID: 1 0 247537 37
Sensor interface: n-bit string, where n is the number of bits for'the data resolution|(see 10.3.5)
App-interface: INTEGER

The copversion process is as defined in 10.4.6.
10.5 Event Administration Record

10.5.1 |General

The evyent administration record contains information that allows processes defined in this International
Standgrd to calculate exactly how many sensor words are stored for measurement codes 10, 11, 12, and 13.
Additiopally, it contains the alarm triggered-field and the sample counts needed for measuremept codes 6 and
7. The [processing for each field is defined in the following sub clauses.

The IEEE 1451.7 standard defines:a segment as a group of 32 sensor words. The length of|each word for
measufement codes 10 and 13 is”specified by field 5 of the Primary Characteristics TEDS recqrd. The length
of each word for measurement codes 11 and 12 is specified by the sum of the time tick length and the data
transmjssion format givef in field 5 of the Primary Characteristics TEDS record. In this way, mmemory size is
given ih multiples of oneJsegment. The segment information is important to enable the interprgtation of event
record$ where the 4ransmission across the air interface is in whole segments, multiple segmgnts, or partial
segmepts.

10.5.2 [Code ;10 Sample capacity

This read-onty fietdhasthe OtD—10-24753 74 tarmd-sonty presentif measurementtype 10 is declared as
present in field 4 of the Primary Characteristics TEDS record. It declares the size of the encoding capacity in
segments.

Sensor interface: 11-bit string
App-interface: INTEGER
EXAMPLE

Assume an 11-bit data transmission
Assume the Code 10 sample capacity of 12 segments

A single segment comprises 32 X 11 = 352 bits, or 44 bytes
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The encoding capacity comprises 352 X 12 = 4224 bits, or 528 bytes

The information of the segment size and number of segments is used in conjunction with information about
the reading environment to achieve a balance between the minimum number of air interface transmissions
and a robust system.

10.5.3 Code 11 Sample capacity

This read-only field has the OID: 1 0 24753 7 4 2 and is only present if measurement type 11 is declared as
present in field 4 of the Primary Characteristics TEDS record. It declares the size of the encoding capacity in
segments.

Sensvir interface: 3-bit string
App-interface: INTEGER

EXAMPLE

Assume an 11-bit data transmission

Each event record consists of an 8-bit time tick plus the 11-bit data
Assume the Code 10 sample capacity of 12 segments

A single segment comprises 32 X (8 +11) = 608 bits, or 76 bytes
The encoding capacity comprises 608 X 12 = 7296 bijts,»or 912 bytes
The information of the segment size and number of segments)is used in conjunction with information about

the reading environment to achieve a balance between the, minimum number of air interface transmjissions
and a robust system.

10.5.4 Code 12 Sample capacity

This read-only[field has the OID: 1 0 24753 7 4 3 and is only present if measurement type 11 is declared as
present in field 4 of the Primary Characteristics TEDS record. It declares the size of the encoding cappcity in
segments.

Sensar interface: 114bit'string
App-interface: INTEGER
EXAMPLE

Assume’ an 11-bit data transmission

Each event record consists of a 16-bit time tick plus the 11-bit data

Assume the Code 10 sample capacity of 12 segments
A single segment comprises 32 X (16 +11) = 864 bits, or 108 bytes
The encoding capacity comprises 864 X 12 = 10368 bits, or 1296 bytes
The information of the segment size and number of segments is used in conjunction with information about

the reading environment to achieve a balance between the minimum number of air interface transmissions
and a robust system.
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10.5.5 Code 13 Sample capacity

This read-only field has the OID: 1 0 24753 7 4 4 and is only present if measurement type 10 is declared as
present in field 4 of the Primary Characteristics TEDS record. It declares the size of the encoding capacity in
segments. As only the sample data is encoded the size of the segment and memory capacity is calculated on
the same basis as the example in 10.5.2.

Sensor interface: 11-bit string
App-interface: INTEGER

10.5.6 Sample count

This rejad-only field has the OID: 1 0 24753 7 4 5 and is always present in the Event Administdation record. It
declargs the number of the last sampled observation.

Sensor interface: 16-bit string
App-interface: INTEGER

If the vplue is 65535, the sample count has reached its capacity and the sampling process could have ceased
at somg earlier time.

10.5.7 |[Alarm triggered

This repd-only field has the OID: 1 0 24753 7 4 6 and is always ‘present in the Event Administiation record. It
declargs the different alarm values.

Sensor interface: 4-bit string
App-interface: TEXT STRING

The text string, which may vary by language and.by application, generally follows these consfructs. If the bit
string is 0000, then the text is "NO-ALARMS" For other bit strings, the text is determined by fhe bit position
having|a "1" value, with the text being concatenated for the component parts, as follows:

1%{bit = 1, then the text is "UPPER-ALARM"

2"{ bit = 1, then the text is "LOWER-ALARM"

3 bit = 1, then the textis "MEMORY-FULL"

4"bit = 1, then the'text is "LOW-BATTERY"

10.5.8 |Sample(count at predetermined time

This figld/has the OID 1 0 24753 7 4 7 and is only present for measurement type code 6. Tll\e field can be
written|toat the time of configuration using the Write-Event-Admin-Field7 command. It may also be part of a
read response for reading the Event-Administration record.

Sensor interface: 16-bit string
App-interface: INTEGER

This field simply determines the point in time, expressed as a sample count, when a single sample is taken
and recorded.

For encoding, the sample count value can be determined by deciding the data and time of the event,
subtracting the time at configuration, and dividing the result by the sample interval.

For decoding, the time of this event can be calculated by multiplying the sample count by the sample interval,
and adding the date and time of configuration.
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10.5.9 Sample count at critical event

This read-only field has the OID: 1 0 24753 7 4 8 and is only present for measurement type code 7. This field
simply determines the point in time, expressed as a sample count, when a threshold limit had been cross for
the first time. If an alarm has net been triggered the value is zero.

Sensor interface:
App-interface:

16-bit string
INTEGER

For decoding, the time of this event can be calculated by multiplying the sample count by the sample interval,
and adding the date and time of configuration.

10.5.10 Sarriple count of events outside either threshold

field has the OID: 1 0 24753 7 4 9 and is only present for measurement type codes’11 and 12.
as not been crossed the value is zero. The count is of the total number of obseryations putside
mits depending on how the limits are set.

This read-only
If a threshold
either or both |

Sensdr interface:
App-interface:

16-bit string
INTEGER

10.5.11 Sample count at the first threshold event

This read-only
field simply de
for the first tim)

field has the OID: 1 0 24753 7 4 10 and is only present‘for measurement type code 1
ermines the point in time, expressed as a sample count, when a threshold limit had bee
e, enabling all subsequent observations to be recarded without the additional requirems

3. This
N Cross
nt of a

timestamp. If 4 threshold has not been crossed the value is zero.

Sensadr interface:
App-interface:

16-bit string
INTEGER

nterval,
by one

For decoding, the time of this event can be calculated by multiplying the sample count by the sample i
and adding the date and time of configuration~Each subsequent recorded observation is indexed
sample interva| over the previous observation.

10.6 Event records

10.6.1 Genera4

for the
dlng of

The existence| of memory«t@~encode a particular event record is determined by sensor's support

memory becomes full, or |f memory becomes fuII and roIIover is mvoked unt|l sampllng is completed but with
only the most recent records retained in memory.

10.6.2 Converting the observed data from binary to real values

The conversion process is as defined in 10.4.6.

10.6.3 CRC-16 validation for event records transmitted in packets of more than one segment

If the air interface response for multiple event records comprises more than one segment then each segment
has an appended CRC-16 calculated by the sensor, using the using the polynomial x16 + x12+ x5 + 1. The
CRC-16 shall be validated to prove the data validity of the segment content. If proven, the CRC-16 shall be
stripped off and the data processed as defined in 10.6.14 to 10.6.17. If the CRC-16 validation fails, a
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transmission error has probably occurred and the damaged segment(s) need to be retrieved with a new air
interface command. The response to the application contains the list of segment that failed the CRC-16
validation. It is beyond the scope of this International Standard to define any recovery procedure, other than to
re-invoke the necessary sensor commands to retrieve the segments that were rejected.

If a single segment is transferred across the air interface, the sensor does not generate a CRC-16, because
the error detection is achieved by the air interface response CRC-16, which is stripped off by the interrogator.

10.6.4 Present-Value

This read-only field has the OID: 1 0 24753 7 5 0 and is only present for measurement type code 0.

Sensor interface: n-bit string, where n is the number of bits in the data transmissign format
App-interface: INTEGER

Conversion from binary to decimal is as defined in 10.4.6.

10.6.5 |Maximum-Value

D

This repd-only field has the OID: 1 0 24753 7 5 1 and is only present for measurement type codg 1.

Sensor interface: n-bit string, where n is the number ofbits’in the data transmissign format
App-interface: INTEGER

Convetsion from binary to decimal is as defined in 10.4.6.

10.6.6 [Minimum-Value
This repd-only field has the OID: 1 0 24753 7 5 2-and is only present for measurement type codg 2.

Sensor interface: n-bit string, where n is the number of bits in the data transmissidn format
App-interface: INTEGER

Convetsion from binary to decimal is»as defined in 10.4.6.

10.6.7 |[Average-Value
This repd-only field has the)OID: 1 0 24753 7 5 3 and is only present for measurement type codg 3.

Sensor interface: n-bit string, where n is the number of bits in the data transmissidn format
App-interface: INTEGER

Conversionfrom binary to decimal is as defined in 10.4.6.

10.6.8 Variance
This read-only field has the OID: 1 0 24753 7 5 4 and is only present for measurement type code 4.

Sensor interface: n-bit string, where n is the number of bits in the data transmission format
App-interface: INTEGER

Conversion from binary to decimal is as defined in 10.4.6.

© ISO/IEC 2011 — All rights reserved 55


https://iecnorm.com/api/?name=7d9c4e60088ff068729d978cfb5ce324

ISO/IEC 24753:2011(E)

10.6.9 Standard-Deviation

This read-only

Senso

App-interface:

Conversion fro

field has the OID: 1 0 24753 7 5 5 and is only present for measurement type code 5.

r interface: n-bit string, where n is the number of bits in the data transmission forma

INTEGER

m binary to decimal is as defined in 10.4.6.

10.6.10 Observed-Value-Predetermined-Time

This read-only

field has the OID: 1 0 24753 7 5 6 and is only present for measurement type code 6

Sensd

App-interface:

Conversion fro
10.6.11
This read-only

Sensd

App-interface:

Conversion fro

10.6.12 Cou

This read-only
simple count 0

Sens
App-i

10.6.13 Cou

This read-only
simple count 0

Sens
App-i

Observed-Value-Critical-Event

r interface: n-bit string, where n is the number of bits in the data transmission forma

INTEGER

M binary to decimal is as defined in 10.4.6.

field has the OID: 1 0 24753 7 5 7 and is only present for measurement type code 7.

r interface: n-bit string, where n is the number of bits in the data transmission forma

INTEGER
M binary to decimal is as defined in 10.4.6.

nt-Over-Upper-Threshold

field has the OID: 1 0 24753 7 5 8 and.is only present for measurement type code 8, 3
f the number of occurrences of samples above the upper threshold.

r interface: 8-bit string
terface: INTEGER
nt-Below-Lower-Threshold

field has the OID{1)0 24753 7 5 9 and is only present for measurement type code 9, 3
f the number of acturrences of samples below the lower threshold.

r interface:
terface.

8-bit string
INTEGER

10.6.14 Datq-Log-AII-SampIes

t

—

ndis a

nd is a

This read-only field is only present for measurement type code 10, and consists of a set of observations at
every sample interval. Each observation is encoded in a sensor word of a length equivalent to the data
transmission format.

The words are encoded in segments of 32 sensor words. The sensor word has the value 0 to 31. The
segment has the ordinal value 0 to 2047, but with the maximum number of segments for the particular sensor
declared by the Code10 Sample Capacity in the Event Administration record (see 10.5.2).

If the air interface response comprises more than one segment, then each segment has a CRC-16 appended
by the sensor processes to enable error detection. The processing of this CRC-16 is defined in 10.6.3.
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D structure for an individual sample observation is:

1024753 7 5 10 {segment} {sensor-word}

The data associated with each OID is as follows:

Sensor interface:

App-interface: INTEGER

Conversion from binary to decimal is as defined in 10.6.2.

To determine how many potential segments have been encoded, calculate:

n-bit string, where n is the number of bits in the data transmission format

If the n
record

If all s
record
obsery|
interva

The re

10.6.14

This re
outsidg

[(sample count) — 1]/ 32
where sample count is given by field 5 of the Event Administration record

umber of potential segments is greater than the encoding capacity (field, 1-of the Event
, then the memory is full and all segments are encoded.

bgments are fully encoded and memory rollover capability (field\'5of the Sample and
is set = 1, then rollover has been applied by the sensor processes, and only the most
btions have been retained in memory. If this is not the case,then the history is truncateg
where the memory capacity was reached.

construction of the history is beyond the scope of this.International Standard, but with thi

If the memory capacity is not exceeded, ¢then the set of sensor words (in word
sequence) represent the observations from-sample 0 to sample number (sample count

If the memory capacity is full and memory roll over capability has not been applied,
sensor words (in word and segment.sequence) represent the observations from samg
number ((encoding capacity X 32)= 1).

If the memory capacity is.full'and memory rollover capability has been applied, then th
words (in word and segment sequence) represents the most recent observations
sequence of one segment will probably contain the most recent observation immediat
the earliest retained observation. The indices can be calculated using the eq
IEEE 1451.7 clause for Memory Rollover Support for Measurement Code 10.

p Data-Log-Outside-Threshold-8bitSampleCount

ad-only~field is only present for measurement type code 11, and consists of a set @
of, either limit, prepended by an 8-bit sample count value. Each observation is encod

word o

Administration

Configuration
recent sample
at the sample

5 guidance:

and segment
-1)

then the set of
le 0 to sample

e set of sensor

The indexed
bly followed by
uation in the

f observations
ed in a sensor

[ a'length equivalent to the data transmission format plus 8 bits.

The words are encoded in segments of 32 sensor words. The sensor word has the value 0 to 31. The
segment has the ordinal value 0 to 7, but with the maximum number of segments for the particular sensor
declared by the Code11 Sample Capacity in the Event Administration record (see 10.5.3).

If the air interface response comprises more than one segment, then each segment has a CRC-16 appended
by the sensor processes to enable error detection. The processing of this CRC-16 is defined in 10.6.3.

The Ol

D structure for an individual sample count is:

10247537 511 1 {segment} {sensor-word}

For decoding, the time of this event can be calculated by multiplying the sample count by the sample interval,
and adding the date and time of configuration.
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The data representation of each sample count is as follows:

Sensor interface:
App-interface:

8-bit string
INTEGER

The OID structure for an individual sample observation is:

1024753 7 511 2 {segment} {sensor-word}

The data associated with each sample observation OID is as follows:

Sensor interface:
App-interface:

Conversion fro
To determine K

[(sam

<

r

If the number

record), then the memory is full and all segments are encoded.

If all segment
record) is set ;
observations h
interval where

The re-constru

This
samp
ceasq

If the
seque
obser

If the
sensd
obser

n-bit string, where n is the number of bits in the data transmission format

INTEGER

M binary to decimal is as defined in 10.6.2.

ow many potential segments have been encoded, calculate:
ple count of events outside either limit) — 1] / 32

here sample count of events outside either limit is given by field ‘9.of the Event Admini
bcord

bf potential segments is greater than the encoding capacity,(field 2 of the Event Admini

5 are fully encoded and memory rollover capability. (field 5 of the Sample and Config
F 1, then rollover has been applied by the sensorprocesses, and only the most recent
ave been retained in memory. If this is not the case, then the history is truncated at the
the memory capacity was reached.

bvent record is only capable of*recording observations until sample count number 255
e count value (field 5 of theevent administration record) is greater than 255, then
d earlier in the sampling process.

memory capacity 4s\'not exceeded, then the set of sensor words (in word and s
nce) represent the Jobservations from the first out-of-limit observation to the last out
vation (with a sample count no greater than 255).

memory,capacity is full and memory roll over capability has not been applied, then thg
r words.(in word and segment sequence) represent the observations from the first out
vation to the final out-of-limit observation capable of being recorded.

stration

stration

uration
sample
sample

ction of the history is beyond the scop€)of this International Standard, but with this guidamce:

. If the
ecords

bgment
of-limit

set of
of-limit

If the

TSy AN 1 | 1 1 [ ) I} 'H () ) PR 4
HNETnury LapdaUllty TS TUIT alTfU TTICTTIUT Y TUTTUVET LdpdUllily Tids UTTIT appPlicU, UITHT U1T STL Ul

sensor

words (in word and segment sequence) represents the most recent observations. The indexed
sequence of one segment will probably contain the most recent observation immediately followed by
the earliest retained observation. The indices can be calculated using the equation in the

IEEE

10.6.16 Data

1451.7 clause for Memory Rollover Support for Measurement Code 11.

-Log-Outside-Threshold-16bitSampleCount

This read-only field is only present for measurement type code 12, and consists of a set of observations
outside of either limit, prepended by a 16-bit sample count value. Each observation is encoded in a sensor
word of a length equivalent to the data transmission format plus 16 bits.
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