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ISO (the International Organization for Standardization) and IEC (the International Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that
are members of ISO or IEC participate in the development of International Standards through
technical committees established by the respective organization to deal with particular fields of
technical activity. ISO and IEC technical committees collaborate in fields of mutual interest. Other
international organizations, governmental and non-governmental, in liaison with ISO and IEC, also
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Introduction

This document provides guidance for implementation and deployment of multimedia systems based on
ISO/IEC 23008-1. These document include the following:

— Guidance on usage of MMT functions;

— Guidance on deployment use cases designed based on ISO/IEC 23008-1.

© ISO/IEC 2020 - All rights reserved ix


https://iecnorm.com/api/?name=9d444179968f7b933e6037182d70caca



https://iecnorm.com/api/?name=9d444179968f7b933e6037182d70caca
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Information technology — High efficiency coding and
media delivery in heterogeneous environments —

Part 13:
MMT implementation guidance

Th

TH
co
un

IS
he

3

Scope

is document provides guidance for implementing and deploying systems based on ISO/IEC

Normative references

e following documents are referred to in the text in such a way‘that some or all of the
hstitutes requirements of this document. For dated referencesonly the edition cited af
dated references, the latest edition of the referenced document(including any amendment;

D/IEC 23008-1:2017, Information technology — High (efficiency coding and media d
ferogeneous environments — Part 1: MPEG media transport(MMT)

Terms and definitions

For the purposes of this document, the terms and definitions given in ISO/IEC 23008-1 apply.

IS

4

D and [EC maintain terminological databases for use in standardization at the following add

[SO Online browsing platform: available at https://www.iso.org/obp

IEC Electropedia: available athttp://www.electropedia.org/

General overview.of MPEG media transport

4.1 System overview

TH
sh

Th
as

is clause describes the exemplary but typical system overview of MPEG media transport
pwn in Figure 1.

e mediaorigin provides A/V media or generic files to MMT sending entity in the form of p4
Set's which are defined in ISO/IEC 23008-1. A package is comprised of assets, presentation in

23008-1.

r content
plies. For

) applies.

plivery in

resses:

[MMT) as

ckages or
formation

a

transparent characteristics _etc phvcir‘q]ly an assetisa group of MPUs or gpnprir‘ fileg

The MMT sending entity fragments MPU/generic files and generates MMTP packets to deliver A/V
media data itself. Concurrently, it also generates signalling message for the successful delivery and
presentation of A/V media included on that MMTP packet flow.
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Access Network

Broadcast CH.
(Terrestrial, etc)

MMT Sending
Entity

MMT Receiving
Entity

Media Origin

MANE

A 4

Broadband CH.
(Fixed, Mobile)

Figure 1 — Example of MMT-based media distribution chain

The MMT| aware network element (MANE) may be any network element, such as, media caches ajnd
routers, that aware of MMTP and has augmented functions for its own purposes to utilize togls from MMT.

Then, MMTP packets can be transmitted through either or both of broadcast channel and broadbajnd
channel af its own environment and scenarios.

The CI information provides presentation information, such as the location of media objects as well
as the timing and relation of the media objects that the MMT receiving-entity has to follow. This
informatipn is provided by the MMT sending entity and also pushes related MMTP packet flow to the
MMT recgiving entity. It means it fully controls the media streaming-session, i.e., it manages the on-tie
delivery, playback and temporal/spatial presentation information of-the media.

4.2 Togls specified in ISO/IEC 23008-1

ISO/IEC 23008-1 specifies a set of tools to enable advanced media transport and delivery servicgs.
Figure 2|depicts the end-to-end architecture andlillustrates the different functional tools and
their relptionships. Moreover, it shows interfaces between existing protocols and standards
defined By ISO/IEC 23008-1 and those defined“in other specifications. The tools spread over thijee
different [functional areas: media processing:;unit (MPU) format; delivery; and signalling defined|in
ISO/IEC 23008-1 as follows:

—n

edia processing unit (MPU) defines the logical structure of media content format of the data
units|to be processed by an MMTentity and their instantiation with ISO base media file format|as

— The delivery function defines an application layer transport protocol and a payload format. The

multiplexing and support of mixed use of streaming and download delivery in a single packet flqw.
The payload format is defined to enable the carriage of encoded media data which is agnostic|to
medip types and encoding methods.

— The sjignalling function defines formats of signalling messages to manage delivery and consumption
of mediadata.

2 © ISO/IEC 2020 - All rights reserved
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Figure 2 — MMT functions deployment

Other aspects, such as client implementations fordnedia reconstruction and presentation its¢lf are not
deffined in ISO/IEC 23008-1.

5| MMT function deployments

5.1 General

This clause gives implementation guidance on general MMT deployment based on basic functionalities
prpvided by ISO/IEC 23008-1. In particular, it provides guidance on how to make best use of
ISQ/IEC 23008-1 for the basic topics such as, but not limited to;

—| low delay media~¢onsumption;
—| media adaptation;
—| hybrid-delivery;

— errorrecovery.

5.2 Object reconstruction

5.2.1 General

MMTP is designed to deliver object flows that may be multiplexed together in the same MMTP flow.
The objects of an object flow are usually related to each other, meaning that the application is likely to
consume all objects of an object flow, if the flow or one of its objects is of interest to that application.

Depending on the delivery mode, the recovery of the object may differ. The GFD mode usually requires
that the full object is recovered prior to its delivery to the application. However, the application may
request that correctly received contiguous byte ranges of the object are forwarded to the application.

© ISO/IEC 2020 - All rights reserved 3
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The MPU mode is used to deliver MPUs and usually operates on movie fragments. Alternatively, the
application may request that each received MFU is forwarded to the application without additional
delay. It may also require that the complete MPU be reconstructed prior to forwarding it to the
application.

5.2.2 Recovery in MPU mode

When operating in the MPU mode, the object flow consists of MPUs of the same asset. Each MPU is a
single object in the object flow and shares the same packet_id as all MPUs of the same asset.

The MMT[receiving entity pertorms the following steps:
1) Receive MMTP packet.

2) Check if packet_id is equal to the packet_id of the object flow of interest, discard packetand go|to
step 1 if it does not belong to an object flow of interest.

3) Asseqt that type of the MMTP packet is MPU.
4) If fragmentation flags are set (different than ‘00").
a) Iffragmentation flagis equal to ‘11’, attempt to recover packet and.if successful go to step 6.

b) Hlse add packet to the list of packet fragments based on the.MMTP sequence number apd
goto step 1.

5) Ifaggregation flag Ais set, extract all aggregated data units and proceed to step 7 for each extractled
data {init.

6) If objpct map with same MPU_sequence_number does not exist, create new object map for the MPU
with that sequence number.

7) Check fragment type (FT) of the MPU payload-header.
a) IfFTis MPU metadata:
i] Checkif MPU metadata is alfeady received:
1) Ifyes, discard the MPU metadata as being a duplicate;

2) Elseinsert MPU.metadata at the beginning of the object map:

a. Optionally, forward MPU metadata to application.

ii |Go to step-i.

b) If FTjs fragment metadata:

i) Check if movie fragment with the same movie_fragment_sequence_number already exists:
1) Ifno, create a placeholder for the movie fragment in the object map.

2) Else, check if fragment metadata has already been received:

a) Ifyes, discard fragment metadata as being a duplicate;
b) Otherwise, insert fragment metadata at the beginning of the fragment placeholder.

3) Gotostep 1.

4 © ISO/IEC 2020 - All rights reserved
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¢) IfFTis MFU:

i) If fragment placeholder with sequence number movie_fragment_sequence_number does
not exist in the object map of the MPU with sequence number MPU_sequence_number, then

create movie fragment placeholder in the object map of the MPU.

ii) Iftimed metadata flag is set:

1) Insert payload in the fragment placeholder in the correct order based on the sample_

TH

sending all the media units that are contained in that movie fragment. At the receiver side,
i) pnsures that the movie fragment is recoveted appropriately by reordering the received d
the MPU_sequence_number and the movie_fr@gment_sequence_number. This is necessary if th
is joperating in the fragment mode or MPU: mode, where only complete movie fragments or
MPUs are forwarded to the applicationtWhen operating in the very low delay mode, the req

fol
th
be
se

For fragments and items that cannot be recovered correctly by the time the fixed end to en

de]

Arn
th
in
re

number and offset values.

2) Checkif movie fragment is complete.

a) Ifyes, forward fragment to the application.
3) Gotostep 1.
iii) If timed metadata flag is not set:

1) Insert payload in the item in the object map based 6nythe item item_ID.

item to the application.

3) Gotostep 1.

ward every single MFU to the application. In this case, it has to make sure that the content

juence_number, and MPU -séquence_number.

lay passes, error concealment is performed on the movie fragment or the partially recovere

MFU may be fragmented by multiple fragments and the total number of fragments can

licator and the fragment counter. In this case, the fragmentation indicator (f_i) indicate

b

payload (value of ‘0’) containing fragments of same data unit. So the receiver can noticg

Ceived-payload is neither the first nor the last fragment (which finally corresponds to valu
at(the same time the fragment counter (frag_count) specifies that there is no succeedi

2) Recover item information from MPU metadatafor the recovered item and forjward the

e sender may send the movie fragment out of order, i.e., sending the movie fragment header after

step 7)c)
ata using

b receiver

complete
eiver will
supports

s operation, so that MFUs will be self-describing and self-contained. In particular, the receiyer should
able to recover the presentation timestamp of that MFU payload using the sample number, fragment_

| delivery
d item.

be larger

hn the rangé&which the fragment counter can present. It can be recognized by using the fragmentation

5 that the
e of '10’),
hg MMTP
that the

fragment counter is fully used but, after reaching O, it will roll over and be reused. This is t

he way to

provide information that an MFU is packetized by the larger number of fragments than the maximum
number of fragment counter can present and to count that number. Figure 3 describes the operation.

MMTP packet flow in order

N X c<256

7
frag counter | 255 | 254| | | 1 | 0 || 255 | 254| | | 0 ” 1 | c-2| | | 0 |
£ i 04 1 . . 10 10 10 10 .. . 10 10 10 11

Figure 3 — Fragment counter and fragmentation indicator changes for 513~768 fragments
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Figure 3 shows the changes of fragment counter and fragmentation indicator when an MFU is
fragmented into ‘512+c’ number of payloads (‘c’ is an integer less than or equal to the maximum number
that fragment number can have. In this example, it is 256 because the size of fragment counter field is
8 bits). The fragment counter will change from 255 to 0 twice and for the last ‘c’ number of payloads it
will start from ‘c-1". The fragmentation indicator will set to ‘01’ for the first fragment, ‘11’ for the last
fragment, and set to ‘10’ for the rest ‘c-2’ mid fragments.

5.2.3 Recovery in GFD mode

When operating in GFD mode, the object flow consists of a set of related files. The files of the same
object flow share the same packet_id. The application forwards each recovered file or contiguouschyte
range of { file to the application. The receiver creates an object map to recover each file separately,

The opergtion of the MMTP receiver is as follows:
1) Receive MMTP packet.

2) Check if packet_id is equal to the packet_id of the object flow of interest, discard packet and go|to
step 1 if it does not belong to an object flow of interest.

3) Assett that type of the MMTP packet is GFD.
4) If object map with same TOI does not exist, create new object map_forthe file with that TOI.
5) Inserf payload in the correct place in the object map using thesstart_offset information.

6) Itisrpcommended that chunks of contiguous byte rangesthatlie between 2 MMTP packets with the
RAP flag R set to 1 be forwarded to the application. Applications may choose to forward sufficienfly
large|contiguous byte ranges whenever they are recovered correctly.

7) If complete TOl is recovered:
a) Hxtract metadata from the transport object or from the GFD table.

b) Horward file to the application.

5.3 Default assets

In order fo cater for basic receivers with limited processing capabilities, and also to facilitate fast
channel tune-in, an alternative and simple way for service consumption has been devised that dan
function yvithout the need ferxmore advanced and highly demanding presentation information solutigns
(such as HTMLS5). It is notpessible to achieve the same level of service complexity and richness with the
basic solytion, but it enables receivers to quickly tune in to the channel and, if needed, to completgly
avoid professing th€)complex presentation information.

MMT proyides thetools to identify default service components and to enable the receiver to consue
them in p synthronized manner by processing the MMT signalling information. Default service
componentsare usually the main video stream together with the default audio stream.

An MMT receiver that wants to achieve fast tune in, or wants to bypass processing the presentation
information, checks the MP table for the MMT package of interest and identifies the assets of that
MMT package that are marked as default assets. It then starts receiving and reconstructing the default
assets by first locating the asset using the MMT _general_location_info and looking for the MPU metadata
information as a starting point for the reconstruction. The MPU header is necessary as it delivers the
information about the used media codecs and any applied encryption.

Each MPU of a default asset provides its presentation time, which can be used for synchronized
playback of the media components. This is done using the MPU timestamp descriptor, which assigns an
NTP playback timestamp for the MPU with sequence number mpu_sequence_number.
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If the MMT receiver decides later on to consume the presentation information, it might stop relying on
timing information provided in the MP table and use the presentation information instead.

5.4 Low-delay live streaming

MMT streaming is based on the MPU concept, which in turn, is an ISO-based media file format
(ISOBMFF) with certain restrictions. However, the usage of the ISOBMFF may give the impression of
high end-to-end delay, which may seem not suitable for live broadcast. This is, however, not true. This
subclause shows how low-delay live streaming may be performed using MMT.

Liye streaming requires real-time media encoding and transmission of the encoded media Ilo a set of
refeivers. In such scenarios, end-to-end delay has a significant impact on the perceived qualiity by the
end user.

After media encoding and any other related processing (such as encryption), the media’data is formatted
acrording to the transmission protocol in use and the packets are then sent down to the regeivers. In
the case of MMT, MMTP is the transport protocol used for media streaming. MMTP operated on MPUs
in|the MPU mode, which is the most appropriate mode for streaming. Thedretically, an MPU should
be| completed to packetize it and send it to the client. However, in real implementation, [there are
ways to further optimize generation of an MPU and packetization of it to minimize delay by starting
palcketization and delivery of the MPU before completion of its generation (see Figure 4).

Processing Distribution
Media Medlla Medl.a o
) Processing/ Formatting/ | »
Encoding . L
Encryption Packetization
Internet or
Broadcast
Reception
Capture

Figure 4 — Example of a broadcast scenario

The MPU mode of MMTP is designed to operate in a very low delay mode and without any restrictions
on the MPU size. An MPU is streamed progressively as soon as media data becomes available in a
way similar to RTP streaming. Each media unit, such as an AVC NAL unit or an AAC audio frame, is
encapsulated into an MMTP packet that also contains the MPU payload header. The MMTP packet is
shown in Figure 5.
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Figure 5 — MMTP packet

seen from the packet header, all.fields of the packet can be generated immediately at {

b server, i.e., there is no need to delay the transmission of the media unit. In particular, the fie

The MPUT

data for low-delay processing at the client. It consists of the ftyp and moov boxes, where the latter does
not contain any media sample tables and serves as the initialization data, which could be known before
encoding is started. Consequently, the MPU metadata may be generated in advance with the knowledge
of the media encoder configuration.

The movie fragment metadata contains the moof box which provides the timing information for
the samples in the movie fragment as well as their offset. The fragment metadata is constructed
progressively and will be ready at the end of the movie fragment. This information is not required for
the generation and delivery of the media units and will be sent out of order after all the media data of

that movi

e fragment is transmitted.
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At the receiver side, the receiver may either consume the media data immediately upon reception of a
media unit or it may reconstruct the movie fragment first. In both cases, the overall delay is reduced to
the duration of a movie fragment or less than that.

The reconstruction of the movie fragment at the receiver side is straightforward. All media data that
belong to that particular movie fragment (based on the MPU_sequence_number and the movie_fragment_
sequence_number) is first collected progressively to build the mdat box. Finally, after reception of
the movie fragment metadata, the fragment can be recovered fully. Any missing media data will be
corrected by either marking it as lost or fixing the movie fragment metadata appropriately.
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hintains the characteristics of streaming an ISOBMFF file in a generic and media independey

other important aspect needs to be considered for low-delay streaming, in particulan
padcast application is using a very short duration for the MPU. In a broadcast application,

beatedly transmits initialization information for the decoder and uses veryshort duration f]
MT, as each MPU is self-contained, by defining the length of MPU as the period of repetition ¢
tialization parameter in conventional broadcast application, a delay canibe maintained th
ht of conventional broadcast application.

MTP allows for operation at very low end-to-end delay in a way, that is suitable for and re
reral applications such as live broadcast applications.

b Parallel processing in MMT sending and receiving entities

e MMT protocol performs parallel generation'of MMTP flows and signalling message ge
bcessing (see Figure 6). The data packet processing part of the MMT protocol performs the pac
the media data using either the MPU mode for MPUs or the GFD mode for generic files. The
irce data is encapsulated into MMTP packets and transmitted to the transport layer. The
pssage generation part of MMTP précesses the CI, ADC and other data from the MMT pa
capsulates them into signalling messages, packetizing and passing them to the transport layg

delay. [t still

t way.

that the
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eds to quickly find a starting point for decoding. To support it, a conventional broadcasting service
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Figure 6 — MMT sending entity structure

ode are provided by the FEC configuration information.

etailed architecture of the data packet processing part of MMTP is presented in Figure
ckets are stored in separate buffers for each data flow after their processing with the help o
controller. After that, these MMT packéts-are passed to the corresponding MMT FEC scheme
tion. Each MMT FEC scheme returns«tepair symbols with repair FEC payload IDs and sout
ad IDs. After that the repair symbels are packetized into FEC repair packets and passed
port layer. The identification of each FEC-encoded flow and specifying of FEC coding structy

ce packets and their FEG. configuration information for each data flow are passed to t

correspomding MMT FEC scheme for protection. The MMT FEC scheme uses FEC code(s) for the rep
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bneration. Then FEC Source and repair packets are delivered to the MMT receiving entity.

flow controllers of MMT sending entity may perform both encapsulation and packetizati
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Figure 7 — Architecture for AL-FEC (MMT sending entity)

5.5.2 Processing in MMT receiving entity

The MMT protocol performs parallel processing of the MMT packet data flows and generation/
prpcessing of signalling messages (see Figure 8). The data packet processing part of the MMT protocol
refeives MMTP packets from the transport layer and transfers them into the corresponfling data
flqw processor. Each data flow performs recovery of lost FEC source packets and then pagses them
for generic object recenstruction or/and MPU reconstruction, which happen in parallel. The pignalling
méssage receiving part of the MMTP processes incoming signalling message packets and pagses them
for signalling message reconstruction. The reconstruction of generic objects and MPUs from different
aspets, and ofisignalling messages is also performed in parallel.
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At MMT receiving entity,the MMT protocol passes each FEC source flow and its associated FEC repgir
flow(s) to[the correspanding MMT FEC scheme. After passing of flows to the MMT FEC schemes, each|of
the given|schemegTeturns recovered source MMT packets. MMT packets are stored in separate buffgrs
for each data flewsand processed by separate data flow controllers. The outlined architecture is shoyvn

in FigureP.

The data
and de-jitter.

12
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Figure 9 — Architecture for AL-FEC (MMT receiving entity)

5.p MPU streaming foplive services
5.6.1 MPU packetization

5.6.1.1 MPUifragment building block

In|MMT, there are two kinds of MPU structures: timed data and non-timed data. The MMTPH supports
streaning modes, where the streaming mode is optimized for packetized streaming of ISO base media
file formatted files. The MPU mode supports the packetized streaming of an MPU.

Figure 10 depicts an MPU fragment building block for packetized streaming of an MPU. This MPU
fragment building block helps to prepare for the packetization of an MPU into MMTP packets. The
process of creating the MMTP packet involves two steps: generating the MMTP payload and generating
the MMTP packet.

According to the MMT specification, the format of the MMTP payload takes into account the boundaries
of data in the MPU to generate packets using the MPU mode. The MPU metadata delivery data unit
consists of the ‘ftyp’ box, the ‘mmpu’ box, the ‘moov’ box, and any other boxes that are applicable to the
whole MPU. The FT field of the MMTP payload carrying a delivery data unit from an MPU metadata is
set to ‘0x00’. The fragment metadata delivery data unit consists of the ‘moof” box and the ‘mdat’ box
header (excluding any media data). The FT field of the MMTP payload carrying a delivery data unit of
movie fragment metadata is set to 0x01. The media data, MFUs stored in the ‘mdat’ box of an MPU, is
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then split into multiple delivery data units in a media-aware way. This may, for example, be performed
with the help of the MMT hint track. The FT field of the MMTP payload carrying a delivery data unit
from an MFU is set to ‘0x02’. Each MFU is prepended with an MFU header. It is followed by the media

data of the MFU.
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Figure 10 — MPU fragment bugd?ng block
5.6.1.2 |MMT broadcast sending procedure for lq@tency
<
5.6.1.2.1| General %\
When conjsidering the low latency require@ of broadcasting services, the broadcasting system may
consider reducing the delay resulting fr oth the transmission and the reception procedure, whiile
also consjdering the requirements ndom access to the broadcast channel. In order to supp¢rt
this use dase, the MMT receiving entity also has to receive the related presentation information. The
MMT sengling entity may also consider sending the signalling information periodically during the MPU
delivery gs shown in Figure 15. .
e) Broadcast time line S
N
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=
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Figure 11 — Periodical signalling information transmission

© ISO/IEC 2020 - All rights reserved


https://iecnorm.com/api/?name=9d444179968f7b933e6037182d70caca

ISO/IEC TR 23008-13:2020(E)

5.6.1.2.2 The MPU sending procedure

In order to reduce the end-to-end latency up to the reconstruction of the MPU, the MMT sending entity
may change the transmission order of fragments comprising one MPU, which means for example,
transmission of MFUs precede that of fragment metadata. Additionally, for reliable transmission, the
MMT sending entity may send the MPU metadata frequently during the transmission of the related MFUs.

When building the MPU fragment building block, the delivery data unit for fragment can be considered
as the following two cases:

— The first case is that the dp]ivpry data unit is an MPU_The frqgmnnquinn indicator contains

5.6.1.2.3 Signalling message sending procedure \\Q/C)

information about fragmentation of the data unit in the payload, especially boundaryﬂ‘? formation
ity

of the delivery data unit. When the MPU is a delivery data unit, the MMT receivin en
the reconstruction of the MPU in the MMT delivery layer. The fragmentation in%l‘tzator

prepares
indicates

MPU metadata is the first delivery data unit. The MMT receiving entity can wait to reconptruct the

MPU until the fragment indicator which indicates the last of it is detected. %o

The second case is that the delivery data unit is either kind of MPU metad%: fragment m¢

tadata or

MFU. In this case, the MMT receiving entity can process the reconstiu&ion of each type df delivery

data unit in the MMT delivery layer for fast processing of delivery,

and managed buffer status.

Whenever an MMT receiving entity wants to present medi ources in MPUs, it needs to re¢ceive the

re

Th

orfler to minimize the channel switch time, the fr

Hd

cofresponds to the length of MPU playing tim (see Figure 12). Usually signalling messages
snpaller than MPUs. Therefore, the sendi:@time of signalling messages is trivial compared [to that of
the MPUs. It means that when an MMT@ceiVing entity randomly accesses the service, it is v§
prpbable that it will meet the MPU

sending entity can send the sign?\ 'rggrﬁessage behind the MPU, to make use of those received

In|this case, the channel pro,c\@%instance is initialized as soon as possible.

ated signalling messages as soon as possible after joini;@‘a roadcast channel.

cy of sending the CI can be on a per-MPU basis.

e channel reception can only be initiated after égﬁ\g the related presentation informati¢n (PI). In

wever, there can be a time interval betweeng&secutive MPUs in an MMT broadcast, which ¢

ctly rather than the signalling message. In that case,

C) Broadcast time line
>

Signaling msg
Signaling msg
Signaling msg

RO Time R1 RN
Interval

Figure 12 — Signalling message behind the MPU
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5.6.2 Sending of MPU and signalling message

After channel process instance initialization, a media player should be initialized by the MPU. Normally
the first completed MPU can initialize a media player because media player initialization only needs the
head information of an MPU.

When the MMT receiving entity randomly accesses the broadcast channel, there are two cases: the
MMT receiving entity accesses the channel while a certain MPU transmission is ongoing; or the MMT
receiving entity accesses the channel during the time interval between consecutive MPUs.

Case 1:

In this cape (see Figure 13), normally the first MPU received is not a complete MPU, because the MMT
receivinglentity could not receive packets transmitted before it joins the channel. In order to‘initialjze
the medig player, it needs a complete MPU, therefore it needs to wait for the next whole MPU,to arriye.
In that cape, the expected wait time before media player initialization, At, can be calculated as:

At=t] +t, +t;3

where

Access Point

MPU A MPU B

S — N | J \ J
[ [

T T2 T3

>

Brdadcast time line

t; 1§ the residual time to finish receiying the first MPU since the MMT receiving entity joins to the
channel;

t, ig the time interval between two consecutive MPUs which is calculated by the length of MPU
playing time;

t; i thereceiving time/of the next MPU (because the signalling message sending time is very short
pmpared to that-of MPU, it may not be considered).

(@]

Figure 13 — Random access in the middle of MPU (case 1)

In this cagé;the MMT receiving entity can easily find a way to play the first MPU, by using the signalling
message sent right after the MPU, and MFUs containing at least one RAP (e.g., IRAP picture) should be
received during t;, the wait time of t, and t; can be saved.

In MMT protocol, the payloads are generated according to Figure 14.
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Fignrp 14 — MMTP pa;zlnad generatinn

In
cld
as

this case (see Figure 15), only one moof is included in one MPU. So the MMT receiving §
ssify all packets in three categories: MPU metadata; fragment metadata; and MFUrMFU is c
a (sub-) sample of media.

Access Point

MPU A MPU B

(N N J\ J
I [

T T2 T3

>

Broadcastdtime line

Figure 15 — Random aceess in the middle of interval (case 2)

MFU

ntity can
bnsidered

Mgreover, in this case, it can be ensufed that the MPU metadata and the fragment metadata can be

re

Ca

In

5.4

Ceived by terminals with the highest probability. Then the waiting time should be:

At=t,

se 2:

this case the first MPU received should be a complete MPU. The total waiting time should
and whole t3. Itshould be:

At<t, +45%

b.3/ "MPU generation for SHVC-encoded video in real-time streaming

5.6.3.1 General

be part of

Hybrid delivery may be a good solution to provide UHD services. Service providers (MMT sending
entities) may provide a video service with various resolutions because they do not know the resolution
of the user display. Therefore, the video sequence can be encoded by scalable video coding (i.e., SVC,
SHVC) spatially, and the encoded video may have 2 or 3 layers depending on encoding parameters
(i.e., base layer, enhancement layer 1 and enhancement layer 2). The following is the implementation
guidance for MPU encapsulation to provide SHVC-encoded video in MMT.
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5.6.3.2 MPU generating method for timed media with multi-layered video

The process of MPU generation is described as follows;

1y

2)

3.

SHVC-encoded video stream should be extracted according to its own ‘layer_id’ because each layer
can be transmitted over different networks.

The extracted video streams are encapsulated into each of the MPUs and it has two tracks, i.e,, a
media track and a hint track.

a)

b)

d)

media track

i] handler_type

When the ‘hdlr’ box is present in the media box, ‘handler_type’is set to ‘vide’.”The’samj]
description box of this MPU has initialization information for video decoding.

if) VideoSampleEntry

The VideoSampleEntry of the base layer has an ‘hvcI’ or ‘hevl’ box land the other layjg
(e.g., enhanced layers) have ‘lhvl’ or ‘Ihll’ (see ISO/IEC 14496:15:2019, 9.7.3). Thg
boxes have encoding configuration, e.g., VPS, SPS and PPS. Decoder can get initializati
information through these boxes.

Hint track
i] has_mfus_flag

In general, it is set to ‘1’ in case that ‘handler_type’ is set to ‘vide’ (s
ISO/IEC 23008-1:2017, 7.1.2).

if) timed_flag

When the media data hinted by this track is timed data, it is set to ‘1".

=

[MTHSample: sequence_number, movie_fragment_sequence_number, samplenumber

The values of ‘sequence_number’, ‘movie_fragment_sequence_number’ and ‘samplenumb
of each MFU (for base, enhaficement #1 and enhancement #2 layers) with different ‘lay
ig” should be set to the~same value for synchronization of the SHVC-encoded video (s
IFO/IEC 23008-1:2017,-7.1.3). In this case, decoder can control the layered video because {

FUs have the same-timestamp. The decoded video can be switched to the different scalal
l¢vel according to‘layer_id’ selected by users (or decoder).

ultiLayerlnfo

i] multilayer_flag

If video is extended spatlally or temporally, 1t is set to ‘0’, and layer id’ and temporal

ble

)

r_
ee
he
ble

id’

~

ii) layer_id

If ‘multilayer flag’is set to ‘0’ and video data in this MFU has spatial scalability, this field
is set as the same value of ‘nuh_layer_id"in the NAL header of the video sample in this MFU.

The NAL stream in the ‘mdat’ box may have an IRAP picture.

5.6.3.3 Resolution-switching scenario

An SHVC-encoded video is extracted into three layers with spatial scalibility, and each layer is
encapsulated into MPU. The MPUs for base (HD) and the enhanced #1 (FHD) layers are delivered over

18
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a broadcast channel, and the enhanced #2 (UHD) over a broadband network. Figure 16 shows a test
scenario.

1. The user can watch basically HD-resolution video at t;, and then the FHD service is played at ¢; if
the user wants.

2. The user gets a UHD-resolution video service at t, if the receiving entity can connect a HTTP
session. At this time, the decoder requires parameter sets of all layers.

3. Att, and t,,; seconds, the network conditions are getting bad. The decoder decreases the video
resolution to keep the video playing

3840x2160

——— (Layer 3)

=== 1920x1080
-\ > r 7 1====% (Layer 2)
EEEEEEEEEES : Fl

Encoding

1

i . 1280x720
3840x2160 !
1

(Layer 1)

1920x1280 ~-----* ] =
]
1280x720-------+
Encapsulation - _‘ | || -
: Split all CA
Decoding Layer 1 Layer 1 Layer 1 Layer 1 Layer 1 Layer 1 Layer 1
[————— Broadcast channel Layer
Layer 2 Layer 2 Layer 2 Layer 2 Layer 2
""" * Broadband networks ! Layer 3 Layer 3

Figure 16 — Test scenario

5.7 Fast MMT session acquisition

In|a multimedia streaming envir@nment, a user switches between media of very large size when they
arg consuming the contents. Iir'such scenarios, low-delay session acquisition has a significant jmpact on
the perceived quality by theend user.

MMT streaming is based on the MPU concept as well as other kinds of data (e.g., media data itself
nid signalling messages) being fragmented and multiplexed into a sequence of MMTP pagkets (see
Figure 17) for trahsmission.

[o5)

Injthe currenp MM TP packet header, the fields of RAP flag (R: 1 bit) and type (6 bits) can be used for fast
sepsion acquisition.

THhe RAP flag indicates that the payload contains a random access point (RAP) to the data gtream of
that\ddta type. The exact semantics of this flag are defined by the data type itself. The RAP_flag should
be set to mark data units of MPU Fragment Type value 0 and 1 and for MFUs that contain a sync sample
or a fragment thereof, in the case of timed media, and for the primary item of non-timed MPUs. A RAP
can be MPU metadata, a signalling message or frames containing i-frames.

The type indicates the type of payload data, i.e., MPU, generic object, signalling message. As an additional
step, when an MMTP packet includes MPU data (type=0x00), the MMT receiving entity can also find out
whether it has MPU metadata by checking the MPU fragment type (FT: 4 bits) in the payload header
indicating the fragment type as defined in ISO/IEC 23008-1:2017, Table 4.

For fast access to the IDR frames after constructing MPU, the MMT receiving entity can be processed
to parse the “moov” box in the MPU metadata, which indicates the presentation time for the sample,
and to get the starting time from the MPU_timestamp descriptor or the begin time specified in in
ISO/IEC 23008-11.
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If the RAP flag is set to “0”, it means that the corresponding MMT packet contains no high priority
random access data. The MMT receiving entity can discard the MMTP packets without a RAP_flag set to
“1” for efficient buffer management before the RAP flag is set to “1”, or process it depending on its policy
or MMT receiving entity situation.

0 1 2 3
0123456789 01234567890123456789°01
+—+—F+—F—F—F—F—F—F—F—F—F—F—F—F—F—Ft—F—F—F—F—F—F—F—F -+ -+ -+ -+ -+ -+ -+ -+
|[V=0|C|FEC|r|X|R|RES] type | packet id |
S
| fimoqf;}mp )
-4ttt —F—F—F—F—F—F—F—F—F—F—F—F—F—F—F—F—F—F—+—+—+
packet sequence number |
S S

packet counter
S Sy S S
length | FT ITIf ilA| frag counter |
—F =ttt -ttt —F—F—F—F—F—F—F—F—F—F—F—F—F LN -+ -+
MPU sequence number
IV 2 i WS

DU length | movie fragment seQuence number |
bbbttt bbb b bt — 4 AT — b b — bt — 4
movie fragment sequence number | samp ke \nnumber
ettt bbbttt bbb b b oAt b~ —F
sample number | offset |
I s
offset | pritority | dep counter

\

s e e e e S e e e e s s e e e e i
Data Unit payload (NAL unit or AAC frame) |

R\ |

i e e e S e e Mt s Sl R S e
source FKE€ payload ID |
oot md— b — b md— b P — b — b f—d— b —f—f— b — b f b — b — b b —— b=

+ — 4+ — — + — + — + — + — + — + — + — + — +
I
+
I
+
I

Figure 17.=— Structure of MMTP packet

5.8 Referencing and processing non-timed data

5.8.1 Gieneral

MMTP piovides a miade for the grouped transmission of non-timed media resources, such as the
resourced of a website. This mode facilitates the referencing, reception and consumption of media
resourceq that areClosely related. For instance, a receiver that is consuming a website would only neled
to locate § sinigle resource and receive it instead of receiving the root resource, wait for the application
to parse it aid detect the referenced resources and then request the MMTP receiver to receive them and
make them available. On the sender side, this removes the necessity of describing every single resource
and its location in the signalling.

5.8.2 Resource grouping and referencing

The MMTP sender is instructed to send a set of related non-timed media resources with a designated
primary resource/entry point. The primary resource is usually the resource that connects all other
resources or that constitutes the entry point for the application. Based on this information, the MMTP
sender decides to encapsulate these related resources and send them together.

The MMTP sender sets the MP table according to the following rules:

— The identifier_type of the identifier_mapping syntax element is set to 0x01.
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— The URL_count field is at least equal to 1.
— The first URL in the list should be the URL of the primary resource/entry point.

— It is recommended that only the URL of the primary item is provided in the MP table for the
corresponding asset.

— The asset_type is set to “mmpu”.

It then creates the MPU by setting the primary resource as the primary item of the MPU and the
remaining resources as additional items. The sender should set all resource metadata, such as URL and
MIME type of the resource as part of the item information box.

THe presentation information is authored to reference the primary resource.

5.8.3 Receiver handling

Based on the information received as part of the presentation information, the receivdr detects
a referenced resource. It builds the URL for that resource and requests the’ MMTP receivel to make
thhat resource available. The MMTP receiver checks the MP table to locate the asset that calrries that
repource. It finds out that the asset is of type “mmpu” and lists the. URL of the requested rgsource. It
then uses the packet_id of that asset to receive and reconstruct the MPU.

Once the MPU that contains the primary resource is reconstricted, the receiver extracts all gmbedded
resources together with their metadata and makes them available to the application, e.g., throigh a web
carhe. The application requesting the primary resource-ill later find all related resources| available
and quickly accessible from the cache.

5.p Media adaptation for quality controlin‘MMTP

5.9.1 General

This clause shows how MMT protocolcan transmit media streams adaptively to environmerjt changes
surh as network congestions, while.also minimizing the service quality degradation.

5.9.2 Parameters for media-adaptation

MMT streaming is designedto deliver MPUs, which are media files based on ISO-based media fiile format
(I$OBMFF). To transmit the MPU, it is fragmented and packetized into MMTP packets which Have three
different payload fragments: MPU metadata, fragment metadata and MFU.

Eadch MPU has dn ‘ftyp’, ‘sidx’, ‘mmpu’, ‘moov’ and ‘moof’ box in MPU metadata. Among them, the ‘mmpu’
box includes’an asset identifier, MPU information and is_complete parameter indicating whgther this
MPU has all MFUs described by the MFU structure or not. The ‘moov’ box contains all codec configuration
information for decoding and presentation of media data, and especially an MMT hint track providing
the information to convert encapsulated MPU to MMTP payloads and MMTP packets.

The MMTP hint track provides two important parameters: priority and dependency_counter. The priority
parameter indicates the priority of the MFU relative to other MFUs within a MPU and dependency_
counter indicates the number of MFUs whose decoding is dependent on this MFU.

These two parameters can be utilized to judge the importance of the MFUs in an MPU.

5.9.3 Adaptation operation of MMT entity

When the MMT sending entity transmits media streams to an MMT receiving entity, it is possible that
the MMT sending entity can intentionally skip some portion of it. For example, the MMT sending entity
can know of a poor network condition or lack of resources on the MMT receiving entity side through
some feedback. The MMTP packets will be dropped according to network conditions by MANE or other
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network entities if there is no adaptation operation. In a streaming service case, omission of some

media ma

y not critically affect user experience.

The MMT sending entity can skip transmission of some MFUs to adapt to network conditions. The
MMT sending entity needs information to decide which MFUs they need to omit. In that case, priority
and dependency_counter can provide the priority information between MFUs. The MMT sending entity
should drop MFUs with the lowest priority and high independence from other MFUs first by comparing
priority and dependency_counter. For example, MFUs including RAP information will have a high priority

value and MFUs corresponding to I-frame will have a dependency_counter value.
The MM Trsendingentity-alsohastoannouncetothe MM receivingentitysidethat seme MiHs3gre
intentionglly dropped. If that information is not provided to the MMT receiving entity side, they. will

wait for |
as “0”, th
reconstry
MMT sen
current M
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networks

Hybrid dg
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channels
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5.10.2 C
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—
—

— Presg
—
—

IFUs which are intentionally omitted or try to request them again. When is_complete, s
e MMT receiving entity should recognize there is more than one missing MFU and’ shot
ct the MPU through current MFUs without requesting MFUs in that MPU. For that reason, t
ling entity has to set is_complete as “0” to indicate to the MMT receiving entity side that t
PU has some missing MFUs, when some MFUs are omitted intentionally.

brid delivery in MMT

eneral

livery is defined as simultaneous delivery of one ordmore content components over more th|
ent types of network. One example is that onefnedia component is delivered on broadc{
and the other media component is delivered. on‘broadband networks. The other examplé

on another broadband network.

Jassification of hybrid delivery

concept of hybrid delivery is tes.combine media components on different channels. Howev
e, there are several scenarios for hybrid delivery. The can be classified as follows.

ind non-live:

ombination of streaming components (Figure 18).

ombination of §ty€aming component with pre-stored component (Figure 19).
ntation and.decoding:

ombination of components for synchronized presentation (Figure 18).

ombination of components for synchronized decoding (Figure 20).

ke provides MMT implementation information when MMT_assets are delivered on hybri

media component is delivered on broadband-networks and the other media component i

et
11d
he
he

— Same
— C
— C

transport schemes and different transport schemes:
ombination of MMT components.

ombination of MMT component with another-format component) such as MPEG-2 TS.

1) Inthis

22

instance, the case in which another-format component is encapsulated into MMT-format is excluded.
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Figure 18 — Combination of streaming components for presentation
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Figure 20 — Combination of components for decoding

-called seamless switching can be categorized into hybrid delivery of streaming compd
psentation since switching components is possible when both components are synchrd
bsentation.

entation

nents for
nized for

5.]

0.5 Technical elements for hybrid delivery

While many types of information are specified in MMT signalling messages and MMT-PI, three types of
information are mainly required for hybrid delivery.

MMT asset information?2).
Information on spatial relationships among media components.

Signalling message for media consumption.

2)
an

When an MMT component is combined with another-format component, the latter component may
asset nor an MPU.
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The following subclauses provide detailed information on the implementation of MMT for individual
cases categorized in subclause 5.10.2.

5.11 Example of detailed implementation of MMT

5.11.1 Use case: Combination of MMT and MPEG-2 TS for synchronized presentation

This subclause describes the case in which MMT and MPEG-2 TS are used as a transport scheme in
broadband networks and broadcast channels, respectively.

5.11.1.1 |MMT asset information

In order tp identify the type and location of media components of MPEG-2 TS in broadcast channels, the
following|signalling messages are required in MMT in broadband networks:

— MMT)general_location_information syntax in the MP table.

This syntpx specifies the address of a media component of MPEG-2 TS in broadcast channels. In the cgdse
of combination with MPEG-2 TS in broadcast channels, the MPEG-2 TS location‘isused.

A typical pxample is to identify network_id (16 bits assigned by SDO), MPEG-2 transport_stream_id ([16
bits assighed by the operator), and MPEG-2 PID (13 bits assigned by the'epérator). By using these IDg, a
media component in broadcast channels can be identified

5.11.1.2 |Information on temporal relationships among media‘components

MPEG-2 TS components have timestamps based on STCy;MMT components have timestamps based
on UTC. To synchronize these different types of timestamps in MMT and MPEG-2 TS, clock relation
informatipn messages are required.

— ClocKrelation information message can carrj a set of STC_sample and NTP_timestamp_sample, that
are identical timing.

At an MMT compliant receiving entity, theSTC based clock in MPEG-2 TS can be converted to the wpll
clock baspd on UTC by processing the’clack relation information. An MMT component in broadband
networksfand an MPEG-2 TS component in broadcast channels are presented in a synchronized manner
since botlh components can sharethe same time domain as a wall clock.

5.11.2 Use case: Combination of MMT and HTTP streaming for synchronized decoding

5.11.2.1 |Asset information
It has to include alllayer information to the signalling message.

— MMT)\general_location_information

In thecaseof combimatiomrwith HFFPomrbroadband metworks;the U REtocationr s used—Thevalue
of location_type in MMT _general_location_information is set to ‘0x05’. URL can indicate the address
of MPD, and the list of segment location.

— Identifier_mapping

When MMT general_location_information specifies the URL for MPD, identifier_type is set to ‘0x03’
and it means id in the ‘Representation’ element. It indicates the URL of a segment.
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5.11.2.2 Information on spatial relationships among media components

It has to include all layer information to the signalling message.

dependency_counter

2020(E)

It indicates the number of MFUs whose decoding is dependent on this MFU. The value of this field is

equal to the number of subsequent MFUs in the order of sequence_number that may not be

correctly

decoded without this MFU. For example, if a scalable video is encoded two layers (one is base layer
and another one is enhanced layer) and each layer is encapsulated MPU or segment following 1SO-

BMEE format then rlpppnrlpnr'v_f‘mmhor in MMTHCnmpIp of base ]nypr issetto ‘1’ and de

pendency._

Th

TH
co

w
trd
In
in
of

.11.3 Use case: Content request in advance for synchronized play-out

.11.3.1 Application scenarios

.11.3.2 Content request procedure for synchronized play-out (see Figure 21)

counter in MMTHSample of enhanced layer is set to ‘0’.
multilayer _flag

When scalable video is used, it is set to ‘1’, and the values of dependency_id, depth_flag, tej
quality_id, priority_id, view_id and layer_id in ‘MMTHSample’ are set according‘to the result
coding. If a scalable video has two layers, layer_id in base layer is set to /0*.and layer._id in
layer is set to ‘1.

e asset descriptor in the MP table includes:
Dependency_descriptor

It should be set according to layer_id of current asset.

is subclause describes the case in which the transmission delay in a specific channel is to
lld not be fixed to a maximum value.

hen a program is transmitted in a channel (e.g., broadband channel) with very large or unpi

nporal_id,
s of video
enhanced

p large or

edictable

insmission delay, the HRBM model\cannot be used to ensure the synchronized play-out of t

this case the client could request the content in advance as long as it gets the conten
'ormation in MMT _general_loeation_info () and content accessible time period in AT _descript]
which are included in the\MP table.

If the availabletime of the content is not ready on the server side, the AT _descriptor() wo
included in-MPT asset_descriptors.

If the.content is prepared with available time information, the descriptor would be deliveg
with'the MPT.

content.
location
pr(), both

1ld not be

red along

>~ For the client that supports AT descriptor(), it will read the AT descriptor() and get

the value

of attributes ‘location_index’, ‘available_begin’ and ‘available_end’. Then based on the location_
index, the client may get the location information in MMT _general_location_info() in accordance
with available time information. Thus, the client is able to request the asset content beforehand

during the available time at the corresponding location.

— For the legacy client that does not support AT descriptor(), once they receive the AT descriptor()
with descriptor_tag=0x8000, it will ignore this descriptor as the tag is defined in the reserved
fields. Since there is no available time provided, the client may try to request the content at the

time when it thinks it’s appropriate.
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Figure 21 — Content request procedure

5.12 HRBM signalling for hybrid delivery

5.12.1 Hybrid delivery from the single MMT sending entity

As showr] in Figure 22, the main station is composed of thédbroadcast tower, and at least one of the
broadcast services are provided to any broadcasting serviceausing the hybrid delivery.

Broadcast Broadband
Tower Server
(BBP, PHY) (TCP session)

MMTP:packet MMTP packet

English Spanish

Station

Figure 22 — Single station for hybrid delivery

The consideration of broadcast tower and broadband server is the transmitter of MMTP packets to
distribute to the multiple MMT receivers.

The station can send the MMTP packets through the broadcast tower that contains the English audio
streams for major broadcasting channels and can also send the MMTP packets with Spanish audio
streams for secondary audio for the main channel via the broadband channel. In this case, the MMT
receiver, the broadcasting tower and the broadcast server can receive the news program in the english
or spanish audio by selecting their preferred alternative.

In this case, those MMTP packets are composed of each MPU that has same presentation time for
rendering and sending the same time to leave from the station with the same timestamp of the MMTP
packet header. Those MMT sending entities are synchronized based on UTC.
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In MMT, the MMT receiving entity consists of the multiple HRBM buffers as shown in Figure 23.

Each HRBM has an AL-FEC decoding buffer and de-jitter buffer. An AL-EEC decoding buffer i

re
of
th

Hq
ex
M]
hal
jit

For synchronized play-out of the media in hybrid delivery, the value of t; + x + y + zneeds to b

tq

Th
de]

ex
of

Hd
de

. De-jitter
tl »  tl+x AL-FEC t1l+x+y buffer tl+x+y+z
broadcast
t1 » tl+a AL-FEC tl+a+b De-jitter t1+a+b*c
buffer
broadband

Figure 23 — HRBM buffers

covering from the loss of MMTP packets in the network, and the de-jittering buffer removeg

e delivery system of the MMT receiving entity for synchronizedplay-out of the media data.

wever, the lose and jitter of the MMTP packets depends entheir delivery channel conditio
hmple, x is the delay of the network, y is the time for AL-FEC processing, and z is the tim
MTP packet remains in the de-jittering buffer in tlie'broadcasting channel. The broadban
s also lost their MMTP packet, with a different asrival time of MM TP packets and correspd
fering buffer time in the broadband channel.

+a+b+c.

e MMT asset corresponding to -thee” content set by each component, the play out del
termined by the value of the MMT sending entity via a signalling message to the MMT rec
hmple, the value of play out delay is the transmission network delay incurred by the chard
the maximum value and AL-FEC protection window time and can be calculated as the sum

D = max (xq, X, X3, ... +AL-FEC protection window time

re, x4, X, and x3eorrespond to the nature of the transmission network delay including the pr
lay specified from max_transmission_delay in the HRBM message, the AL-FEC protection wir

a

window time*of the AL-FEC encoding and decoding unit that performs the FEC packets correg

the AL-FE€ decoding processing is performed on the window interval (i.e., the AL-FEC {

5 used for
the jitter

MMTP packets from the network. The goal of the HRMB structure-is to provide the constant delay of

ns. In this
e that the
] channel
nding de-

e equal to

by (D), is
eiver. For
cteristics
pf:

hpagation
dow time
rotection
sponding

to[the blo¢k is the first of the packets including the transmission time of the packet being sent and the

FHC packets of a packet block containing). Finally, a transmitted MMTP packet including th

a

transmission delay time is defined as the maximum value.

e AL-FEC

The "fixed end-to-end delay" is specified as the maximum value in the HRBM signalling message for the
hybrid delivery network via multiple delivery paths to the MMT receiver for MMT receiving packets from
the MMT sending entity within the same service that corresponds to the MMT receiver's output timing.

5.12.2 Hybrid delivery from the multiple MMT sending entities

Figure 24 shows the multiple stations used for the MMT services. Station 1 is composed of the broadcast
tower and station 2 has at least one of the broadcast servers that are provided to any broadcasting
service using the hybrid delivery.
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is different (see Figure 25).
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Figure 24 — Multiple stations for hybrid delivery
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pl, t2/
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considers that the broadcast tower and broadband server is/the'transmitter of MMTP packegts

e, the presentation time of the MMTP packet is the samg, but the sending of the MMTP packet

th+x+y

t2+a+b

De-jitter

+X+y+
buffer tlixtytz
De-jitter
buffer t2+a+b+c |

X+y+z #-atb+c, t2+a+b+c = tl+x+y+z wherex#a,y#b,z# c
t4for broadcast = time when the MMTP packet leaves MMTP layer
t2 for broadband = time when the MMTP packet leaves MMTP layer

Figure 25 — Multiple HRBM buffers

The 'fixed_end_to_end_delay' is pre-defined as the time to consider the delay including propagation
delay time between the MMT sending entity and the MMT receiving entity. The 'fixed_end_to_end_delay"
is calculated by the summation of the 'max_transmission_delay' and 'FEC_protection_window_time'.

28
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The HRBM message as described above is based on the structure of the first use case according to
the maximum transmission delay defined value for each of the MMT receiving entities to the de-jitter
buffer; the play-out of the time can be adjusted:

T _de_jitter_out_time = t, + alpha

Here, t, is timestamp of the received MMTP packet in the MMT receiver. Wherein the timestamp can
be calculated by the MMTP packet sending timing for the transmission delay. Then, 'fixed_end_to_end_
delay' can be defined as a value in HRBM message. Based on ¢, and alpha which are calculated by max_

transm on_delay corresponding to network B, in th ase, alnha orresponding to the fixed_end_
to]end_delay, the MMT receiving entity can control their playout time for synchronization,

In|the above example, the delay of transmission A is relatively small compared to B. The-MM[l' sending
ity sends to the initial setting in the broadcasting channel, and the MMT receiving entity cgn analyse
the network transmission delays and the jitter in transmission network B is, larger thar A. Here,
ax_transmission_delay' as specified in the HRBM message by the service provider correfponds to
this transmission characteristic of B in the hybrid delivery network. The HRBM message may be sent

Cansequently, the de-jitter buffer of A and the de-jitter buffer of B, aceording to the fixed ehd-to-end
delay specified in HRBM signalling message, need to be specified with’max_transmission_deldy and can
coptrol the play out time which has the same value between the\fihal output (P: 't; + x + y +{z ) of de-
jitfer buffer of A, and the final output (Q: 't, + a + b + ¢) of de;jitter buffer of B.

5.

MMTP is optimized for the delivery of MPUs, which' are ISOBMFF files. The delivery of tHe MPU is
performed movie fragment by movie fragment, thus enabling fast startup delays and fast acdess to the
coptent. MMTP defines 3 different payload fragnients for error resilience purposes:

13 Error resilience in MMT protocol

—| MPU metadata: this information contains the metadata of the ISOBMFF file and the MPU{ The MPU
metadata thus contains all codec.gonfiguration information and is crucial for the consumption
of the whole MPU. The MPU modg“allows marking the packets of the MPU metadata (uspally only
one or a few packets) so thatthe client can clearly identify them and recognize if it has rfeceived it
correctly. To provide for randem access and enhance the probability of receiving the MPU metadata,
the sender should send théymetadata repeatedly and periodically throughout the transmigsion time
of that MPU.

—| Fragment metadata: this information contains the “moof” box and the skeleton of the “mdat”
box. This metadata provides information about the sample sizes and their timing and|duration.
This information is important for all media samples of the current fragment. However, [it may be
possible toirecover from loss of fragment metadata and it is also possible to send it out of ¢rder. The
sendermniay deliver the fragment metadata repeatedly and interleaved with the packets that contain
the media samples of that fragment to increase the probability of correct reception and|to enable
random access inside a movie fragment.

— —MFYrthistontaimsamediaunit fromrasampteof aparticutarmovie fragnrent:- The MY atso provides
enough information such as the sample number, the fragment sequence number, and the position
inside the media sample to position the media unit on the timeline and inside the “mdat” box. It may
also contain information about the importance of that media unit for the decoding process. Based
on that information, the sender, as well as intermediate MMT entities, may undertake appropriate
steps to enhance error resilience respective to the priority and importance of the media unit. A
media unit from a SAP is, for instance, more important than a media unit for which there are no
dependencies.

One of MMTP’s advantages is its ability to enable error robustness at the receiver side by enabling the
client to recover from packet losses and still generate a compliant MPU when needed.
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When the MPU metadata is lost, the client should keep any correctly received data from that MPU until
a new copy of the MPU metadata is correctly received.

When a fragment metadata is lost, the client should use information from previous fragments about the
sample durations to correctly reconstruct the lost “moof” box. It uses information from the received
MFUs to recover the movie fragment segment number. The offsets of the media data may be recovered
later using the start of a fragment as the baseline and the sample number and MFU sizes to reconstruct
the “mdat” box as well.

When an MFU is lost, the loss can be discovered at the receiver based on the gap in the sequence
numbers.Fhe-missine-MIEHHsreplaced-by-anulvalaearrayin-the-“mdat-boxifatleastone J

same medlia sample has been received correctly. If the complete sample is lost, the space occupied|py
that media sample may be removed completely and the information in the containing chunk, thex'trupn”,
should bq edited appropriately to adjust the sample duration of the previous sample and the’sample
offsets of|the following samples. Figure 26 shows an example of such processing.

2 \Wi Q

vAvrivy O

Q‘U

moof
E

moof
track

Figure 26.< Fragment recovery after packet loss

5.14 Delay constrained-ARQ

5.14.1 General

This subdlause provides methods on how to recover lost packets in a delay-constrained environmgnt
through [ARQ-Délay constraints can be considered both on a delivery-time basis and arrivpl-
deadline pasis:

5.14.2 Delivery-time constrained ARQ

MMT employs an ARQ mechanism as an error control technique for recovery of packets which are lost
during MMTP packet delivery. When an MMT receiving entity detects lost MM TP packets, it can request
retransmission of those packets.

In timed media application cases, retransmitted packets which cannot arrive before play-out of media
will be useless because they cannot be utilized for timely media recovery. The arrival_deadline is
suggested as the maximum tolerable latency for the requested packets in an AF message. However,
fixed_end_to_end_delay in HRBM message which already MMT sending entity knows can be used by a
server to decide whether they will retransmit requested packets to the MMT receiving entity or not.
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HRBM is used to ensure effective MMT operation under a fixed end-to-end delay and limited memory
requirements for buffering ofincoming MM TP packets. Especially in the de-jitter buffering phase of HRBM,
the MMT receiving entity should remove MMTP packets that experience a transmission delay larger than
the fixed_end_to_end_delay or max_transmission_delay. It means MMTP packets will be discarded before it
is passed to de-capsulation phase into MPU or MFU, if it experiences more than that delay.

When an MMT sending entity receives an AF message requesting the lost packets, it should decide
whether it will retransmit the requested packets or not based on fixed_end_to_end_delay in HRBM. To
do that, it can use the most updated propagation_delay value included in the AF message and calculate
expected delivery time of the MMT packets from the MMT receiving entity to the MMT sending entity

[ACTINg the time Mp iN the packet neader from the N1 P time at the arrivat instant of the AF

When retransmitted packets are expected to arrive at the MMT receiving entity.-eventually within
ed_end_to_end_delay since its the first original transmission, it will decide to transmit the requested

palcket, otherwise it will give up on retransmitting it.

5.14.3 Arrival-deadline constrained ARQ

5.14.3.1 Basic operation of the arrival-deadline constrained ARQ

Figure 27 shows the basic operation of the arrival-deadline constrained ARQ. In Figure 27, the arrival
depdline denotes the maximum tolerable latency for the requested retransmission packet td arrive at
the receiver. If the retransmitted packet arrives later thamarrival deadline, even if the paclet in fact

arfives, it is regarded as useless and discarded.

Sender Receiver

Packet N-1

\’ Packet N lost

Packet N+1
ARQ feedback . ARQ feeglback

AROQ feedback for Packet/l_\{_/_,,,.//—/"”' timestamp]: 7z0

delayD;

| RTT :
- Retransmitted _ arrival

Retvansmission (=D+D)) | deadline

delay: D, packet N '

Figure 27 — Operation of the arrival-deadline constrained ARQ

Based on the above analysis, when the receiver detects the loss of a packet, the receiver sends ARQ
feedback to the sender, and then the sender performs the following arrival-deadline constrained re-
transmission decision:
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If (RTT < arrival deadline)
Sender retransmits the requested lost packet to the receiver;
Else

Sender decides not to transmit the requested lost packet to the receiver;

In Figure 27, the RTT (round-trip time) can be obtained at the beginning at the sender side by using
the receptlon quality feedback (RQF) message. For more accurate estlmatlon of the RTT, an up-to- date
ARQ feedps R g

(Type) in fhe ARQ feed,l(oack message Using the ARQ feedback tlmestamp, TAR the sender can Obtc in
up-to-date ARQ feedback delay (D). And this updated D, value can be used to compute up-to-ddte RT|T.

5.14.3.2 |[Example of calculating arrival-deadline

There cap be various ways to calculate the arrival-deadline depending on the(Service scenarjos
and prefgrence of the service provider. The arrival_deadline can be obtainedat’the receiver side
by considering the remaining amount of safely arrived packets in the receivér-buffer when the ARQ
feedback [message is prepared for sending. Figure 28 shows an example 0f.calculating the arrivial_
deadline value at the receiver.

(1) Lost packet

detected
T | v g
ga“gmo (71;—
Z1E12| 22 :
ol I O BN O 4
N J
N

(2y-Amount of data safely stored
in the receiver buffer : D, bits

(3) Awerage bitrate of the MMTP
packet stream: B,,, bits/second

(4) Arrival deadline for the lost packet N:
T,= DB, (seconds)

Figure 28 — Example of calculating arrival_deadline at the receiver

After detgcting packet loss, the amount of data safely stored in the receiver buffer, D, is obtained. If some
packets befofe the current lost packet N were also lost, D, can be calculated considering the successjve
packets thataresafety recetvedpriortoanmdfottowingtheprevioustostpacket fromramaffirmmative
point of view. Then, by using the average bitrate of the MMTP packet stream, arrival deadline for the

lost packet N, T,, is calculated as follows:

T, =Dy / B,y (seconds)

In Figure 28, with the available amount of packets in the buffer, the client can continue the presentation
roughly for the duration of T, (arrival-deadline). The requested retransmission packet should arrive
until the arrival-deadline T,,.
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5.15 Delivery of encrypted MPUs

Common encryption relies on different types of metadata for enabling decryption. The “pssh” box
carries DRM specific metadata that is opaque to common encryption. The “pssh” box may appear
inside the “moov” box or any “moof” box. Default track encryption metadata is provided in the “tenc”
box and provides default metadata for all samples of the track. This information may be overwritten
by encryption metadata for sample groups, which are provided as part of sample descriptions of the
corresponding track. Finally, sample-specific encryption metadata can be provided as part of sample
auxiliary information, which is either stored as part of the “mdat” box and pointed at by “saiz” and “saio”
boxes for size and location respectively, or and as of in ISO/IEC 23001-9, sample encryption metadata
will be provided as part of the "senc” box in track fragments "traf” boxes of movie tragmen%

When delivering a common encryption encrypted MPU, all sample auxiliary 1nfor;§ n| whether
stored as part of the “tenc”, “senc”, or the “mdat” is considered as part of the fragme tadata. In the
laflter case, the aux1llary sample 1nformat10n should appear in the beginning of t}m dat box prior to

any media samples. Figure 29 shows how packetization occurs. Q
a

chunk of meciia samples

Auxiliary sample
information chunk
Hint samples

Fragment
Metadata

M MMTP B MMTP MMTP

Packet Packet Packet

Frag #1 Frag #3 Packet

Packet

Figure 29 — Packetization considering encryption

The fragment metadata including the part in the “mdat” box is treated as a single payload. The receiver
uses the offset and size information in the “moof” box to reposition the MPU metadata again in the
“mdat” box when reconstructing the movie fragment.

5.16 HRBM message updating

5.16.1 General

The hypothetical receiver buffer model (HRBM) guarantees that each MMTP packet has a fixed end-to-
end delay although it was delivered through a network with jitter. An MMT sending entity determines
the required buffer size and the fixed end-to-end delay for each MMTP sub-flow and signals this
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information to an MMT receiving entity using the HRBM messages. Then MMT sending entity transmits
MMTP packets with the schedule verified by the HRBM to ensure no buffer overflow in the MMT
receiving entity.

The required buffer size is calculated by using the maximum duration of the buffer, which can be
obtained by subtracting the minimum transmission delay from the fixed end-to-end delay, and the
maximum bitrate of the MMTP packet stream. In some applications, the MMT sending entity can
temporarily change the maximum bitrate of the MMTP packet stream. In that case, the HRBM message
should be updated based on the new maximum bitrate of the MMTP packet stream.

5.16.2 HRBM message sending schedule

When upflating the HRBM message, the MMT sending entity should assume that an MMT xeceiving
entity will prepare another de-jitter buffer which operates according to the updated HRBM.messdge
and passe¢s the MMTP packets transmitted after the MMTP packets containing the updated HREM
message o the new de-jitter buffer (it can be done by checking the value timestamp field in the MM['P
packet hdader). It is recommended that the updated HRBM message should be transmitted between
consecutive MPUs in order to prevent unexpected delay in the MMTP packet decapsulation buffer.

Consider |a service supporting a synchronized playout at multiple \devices where each device|is
connectedl to the server using individual unicast connection. It can be assumed that the server has the
same nunpber of logical MMT sending entities as the number of devices connected to the server. In order
to suppoit a synchronized playout, the MMT sending entities can simultaneously transmit the saine
MPU to edch MMT receiving entities using the same transmission schedule based on the same fixed end-
to-end deJay and the buffer size. When a new device has been joined to the service, the corresponding
MMT sengling entity is instantiated. If the device is joined in the middle of an MPU sending duration, the
MPU cannot be delivered to the device completely. Iniopder to reduce the service access time, the MMT
sending entity can quickly transmit the whole MPUzto the newly joined device if possible (burst mode)
and then [t transmits the next MPU using the same-schedule with the other MMT sending entities in the
server (ngrmal mode).

For more|detailed analysis, the following parameters are defined for normal mode:
— MPU Huration: D seconds

— The maximum bitrate of the MMTP packet stream: M bytes/s

— The haximum numbep-efbytes required to deliver a MPU: M*D bytes

— Fixed end-to-end delay: F seconds (the minimum transmission delay = d)

— The requiredbutfer size: B = (F - d) * M bytes

Assume that the'device has been joined after ] (< D) seconds from the start of the delivery of an MPU|at
other MMT sénding entities in the server. Then the maximum bitrate of the MMTP packet stream in the
burst mode; M5 tsgivenrby:

M’'=M*D)/(D-]).

As aresult, the required buffer size for burst mode, B’, is increased compared to required buffer size for
normal mode as follows:

B=(F-d)*M'=(F-d)*M*D/(D-J)=B*D/(D-])
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=B+B*]/(D-)).

Then the MMT sending entity can determine whether it can operate in burst mode or not considering
the available bandwidth and the above parameters. If it is possible to operate in burst mode, the MMT
sending entity signals the values of M"and B’ by HRBM message and sends the first MPU in burst mode.
After the MMT sending entity has finished the delivery of the first MPU in burst mode, it operates in
normal mode. Before it transmits the MMTP packet containing the second MPU, the values of M and B
should be signalled to the MMT receiving by updating the HRBM message. If the HRBM message is not
updated properly, then B* ] / (D - J) bytes of the memory in the MMT receiving entity is wasted.

5.16.4 HRBM buffer operation in unicast environment

Al HRBM mechanism is used to ensure stable buffer management at the receiving’ entity during
media packet transmission. Through the HRBY, it is ensured that every packet tndergoes|the same
delay when it is delivered to the media player inside the client, i.e., fixed_end-to_end_delay (A). In a
brpadcast environment, that value is usually determined considering the receiving entity yhich has
the longest delay to ensure safe reception at every receiving entity. Howeyer)as media transmission is
m¢ving toward [P-based unicast environments more and more, it is probable that real-timg-ness can
be|better improved more by setting a smaller fixed_end_to_end_delay“ralue. For example, trapsmission
iroment characteristics such as network jitter and delay between sender and receiver are pble to be
measured. Then, fixed_end_to_end_delay (A) can be as small as possible while also guarantirlg smooth
packet reception.

Figure 30 shows the current HRBM buffer model definéd in ISO/IEC 23008-1. It is comprised of an
MMTP pacing buffer (optional), FEC decoding buffer (optional), de-jitter buffer and de-cdpsulation
bufffer. And HRBM signalling message is sent to set thie operation parameter of buffer in MMT|receiving
ity. In an IP-based environment, every receivingentity may experience more varied network channel

enyvironments than in the broadcast case.

max_buffer_size

max_buffer_size’

I

MO TTTRC e [ oy e [ MmTRDE
----- > Pacihg ——— Decoding —— Buffer capsulation

E Buffer : Buffer Buffer
T0 T1 T2 T3 T4

Figure 30 — HRBM buffer model in MMT

Figure 31 shows the timing model diagram of HRBM in MMT. If the time when the MMT padket is out
of The de-Jitter buffer (de-jitter bulfer out time, &s + A) Is decreased, the presentation time of media also
can be reduced. It means media can be rendered faster if fixed_end_to_end_delay is configured, namely
A, as small as possible, which directly results in improvement of real-time performance.

In Figure 31, T0 means network delay time that the MMTP packet suffers, and that information value can
be acquired from the propagation_delay, min_transmission_delay or max_transmission_delay parameters,
which is in a RQF (receiving quality feedback) message that the MMT receiving entity sends.
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fixed_end_to_end_delay (1)

Pacing buffer FEC decoding buffer De-jitter buffer
Network Delay staying time staying time staying time
R s o > >
to t1 Ti
| | | | | 3 | .
Generation Transmission PKT Pacing FEC decoding De-jitter Presentation
Time Time Arrival Time buffer out buffer out buffer out time
(ts) Time time time
Packet loss (ts+4)
expected
Figure 31 — Timing model diagram of HRBM in MMT
T1 meanyq staying time of MMT packets in the pacing buffer. The MMT sending entitycan know that

value from the two parameters target_pacing_buffer_level (which is from pacing buffepstatus feedba

PSF mess

by calculdting T1 = target_pacing_buffer_level / pacing_buffer_removal_rate.

T2 meang the time that the MMT packet is stored at the FEC decoding buffer. The MMT sending ent

can guessy

FEC is nof used, T2 equals zero.

At last, TP value is the time that the packet stays at de-jittering buffer. And T3 can be calculated
T3=A-(TO+T1+T2).

Based on

the information acquired above, the MMT sendifig entity can issue a new HRBM message w

new upddted values in average as;

fixed_

end_to_end_delay’=TO+T1+ T2+ T3

max_buffer_size’ = { max_transmission_del@y — min_transmission_delay }

* max

where,

max_

marg

If the new
assume th

| bitrate * margin

bitrate is the maximum bitrate of the MMTP packet stream that the server sends;

n is the ratio that might receiving entity should secure to prevent buffer overflow co
sidering the cases such as packet retransmission, etc.

r max_buffer_size’ value is smaller than previous max_buffer _size, then MMT sending entity d

e possibilities of packet loss in De-Jitter buffer due to shrinking buffer size secured. If the pack

Ck,

hge) and pacing_buffer_removal_rate (which is from pacing buffer removal rate, PRR message)

ty

that time from the protection_window_time delivered in the AL<FEC message if used. If AL-

as

: 1 1 1 1 111 > 1 1 AW A Wdaal s s L]
lossis €XpPETTEU, TITOST PACKETS SITOUIU O€ TETAITSITIITCIEU (0 COIIPEITSACE 10SS dC IVIIVI T TECEIVIITG TITtICy.

The MMT sending entity can guess the lost packets in the MMT receiving entity side by estimating
transmission time of those packets. After sending the updated HRBM message (HRBM’), the MMT
sending entity can expect that new HRBM parameter value will be applied at the MMT receiving entity.
In this case, the range of packets expected to be lost at de-jitter buffer will be from the newest packet
put at de-jitter buffer at ¢, to packets stayed until ¢;. Here ¢t and ¢, can be calculated as,

to=ts+T1+T2
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t1 =ty + (max_buffer_size’ — max_buffer_size) / max_bitrate * margin

where,

max_bitrate is the maximum bitrate of the MMTP packet stream that the server sends;

2020(E)

margin is the ratio that might receiving entity should secure to prevent buffer overflow con-

sidering the cases such as packet retransmission, etc.

designated packets with an AF message. When it receives the MMT packets, it identifies the t
value, ts, in the MM TP packet header and order the packets to be queued in the de-jitter buffer

fixed_end_

PT.

shrinking
- and the
requests
mestamp
hccording

to|the order of ts. The packets with larger ts values will be stacked in FIFO (first in first out) order.

Affer sending the MPU that is managed with the previoussHRBM parameter, the MMT send
sends the newly updated HRBM’ message to the MMT receiving entity and begins to send the
that will be managed with new HBRM parameters. After the MMT receiving entity receive
HRBM’ message, it recognizes ts at the packet header that carries the new HRBM message, H
compares it with that of the packet carrying MRU"to decide from which packets it will appl
pdlicy with HRBM'.

5.17 MMTP packet with padded data

A1} MMTP packet could be delivered over TCP/IP and UDP/IP flows. When the MMT sending e
thg MMTP packet with padded data, it could be identified and calculated to remove the pa
at|the MMT receiving entity. To identify the padded data to remove, the size of padded data
infthe entire delivered IP packet. The way to calculate the size of padded data in an MMTP p4g
UDP packet is shown in Figure 32.

ng entity
next MPU
5 the new
RBM’, and
y the new

htity send
lded data
is needed
cket over
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0 1 2 3
012345678901 234567890123456789°01
t—t—F—t—t—F—F—t—t—F—F—F—F—F—t—t—F—F—F—F—F—t—F—F—F—F—F—F—+—+—F—+—+

| Source Port Number | Destination Port Number
+—t—F—t—t—F—F—t—t—F—F—F—F—F—t—t—F—F—F—F—F—F—F—F—F—F—F—F—F—+—F—+—+
| Length | Checksum
+—t—F—t—t—F—F—t—t—F—F—F—F—F—t—t—F—F—F—F—F—F—F—F—F—F—F—F—+—+—F—+—+
|[V=1|C|FECI|X|R|Q|F|e] type | packet id
+—t—F—t—t—F—F—t—t—F—F—F—F—F—t—Ft—F—F—F—F—F—F—F—F—F—F—F—F—F+—+—F—+—+
| timestamp |
T—F—F-F—F-F-F-F-F-F-F-F-F-F-F-F-F-F-F-F-F-F-F-F-F—F—F-F-F—F-F—-F—-7F
| packet sequence number
t—t—F—t—t—F—F—t—t—F—F—F—F—F—t—t—F—F—F—F—F—t—Ft—F—F—F—F—F—F—+—F—+—+
| packet counter
R S

| TB | DS | TP | flow label | extension header A~
+—t—t—t—F—t—F—F—F—F—F—t—F—t—t—F—F—F—F—F—F—F—t—F -t —F -+ =L X F—+—+
| length | FT ITIf ilA| frag counter |

+—t—F—t—t—F—F—t—t—F—F—t—F—F—t—Ft—F—F—F—F—F - —F—F—F - —F -+ —+—+
| MPU sequence number
I IS 4 W S SRS
| DU length | DU HeadeTr ...
U i Y S S S SRS
| DU payload ce
-ttt —F—F—t—t—F—F—t—F—F—t—F—F—F—t—F—F—FF—F—F—F—F—F—+—+—F—+—+
| source FEC payload{ID
I 4 s S S S SRS

Figure 32 — MMTP packet over UDP

As showr] in Figure 32, for an MMTP packet over*UDP, the length of the UDP packet is specified as the
length in[bytes of the entire datagram which;is consisted with the UDP header and data in the UPP
header. The field size sets a theoretical limit\of 65,536 bytes (e.g., the minimum length of 8 bytes header
+ 65,527 pytes of data) for a UDP datagram. In IPv4, the practical limit for data length is 65,507 bytes
(65,536 bhytes - 8 bytes of UDP header - 20 bytes of IP header). The MMTP packet header indicates
the lengtlh of MMTP packet header (V=1), which contains the minimum length of MMTP packet header
(which is [18 bytes) and the size of-€xtension header (see Figure 33). The length of padded data could pe
calculatedl by provided information in the MMTP packet header with extension header fields.

0 1 2 3
012 3457890123456 78901234506789°0171
-ttt Attt —t—F—t—F—F—F—F—F—t—F—F—tF—F—F—F—F—t—F—F—t—F—F—+—F+—+
| type | length |
+—t = —t—t—F—F—t—F—F—t—t—F—F—t—F—F—t—F—F—+—F—F—F—F—F—F—+—+—F+—+—+
| header extension value ...
P —t—t—t—t—t—F—t—F—F—t—F—F—F—t—F—F—t—F—F—t—F—F—F—t—F—F—t—F—F+—F+—+

Figure 33 — MMTP packet header with extension header field

For example, the “type” indicates this payload contains the padding data, the “length” presents the size of
value and the “header_extension_value” provide the size of padding data from the end of UDP packet tail.
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5.18 Constraints on signalling splicing points

5.18.1 General

Generally, a primary MMT sending entity which initiates the MMT session for MMT applications sends
the ACR message. When a MANE or a MMT middle box receives the ACR message which includes the
parameter FEC_clean_type, after the FEC processing signalled by FEC_clean_type, it locates the
changing point in the target asset via the random access information, RAP_flag, in the MMTP packet and
performs the requested change with the designated asset in terms of the specified settings in the ACR
message. There are some constraints on MMT assets that are specified for changing points or splicing
pdints in order to have a good splicing results including ordinary splicing and seamless splicipg.

5.18.2 Constraints on Case 1 - Asset change at the start of MPU

a single MPU asset, the asset change at the start of MPU is the same as at thesstart of the asset. It
uspally generates a smaller size of asset. Generically an MMT asset may containymultiple MPUJs and an
MPU starts with a SAP.

—| MMT asset change points occur at the MPU boundaries.

This subclause defines the asset change-in point as the point right before the first target MPU in the
first target assets, and the asset change-out point as the poihtimmediate after the last tqrget MPU
in the last target assets. The asset changing point is eithler)the asset change-in point or{the asset
change-out point. This subclause also uses the asset splicing points and the asset changing points
interchangeably.

—]| The first target MPU and/or the first designated MPU should start with a SAP of Type 1 orf Type 2[3]
in terms of the change type in the ACR message.

NOTE1 It ensures a clean processing starting from the asset change-in point till the asset ¢hange-out
point. The asset change-in point and the assét change-out point can be at the same place, e.g., for the change
type of ‘insertion’.
NOTE 2 The MPU of the target asset or the designated asset starts with other SAP types, elg., Type 3,
may cause complicated situations in decoding/rendering process, such as non-smooth decoding [sometime
erroneous decoding, depending.on a MANE device’s capability) and timing mismatch.

—| For the change type of-replacement’, the first designated MPU should start with a SAP of[Type 1 or
Type 2 and the first target MPU after the change-out point should start with a SAP of Type 1or Type 2.

—| For the change type of ‘insertion’, the first target MPU after the change-in point and the first
designated MPU should start with a SAP of Type 1 or Type 2.

—| For the ehange type of ‘overlay’, the first designated MPU should start with a SAP of Type 1 jor Type 2.

5.18.3 Constraints on Case 2 - Asset change at a point in MPU

AP MP C a

asingle SA Jthe assetchangeisalwaysatthestarto LIt usuc generatesa-smhaller size
of MPU. Generically an MPU may contains multiple SAPs with Type 1, Type 2 or Type 3 etc.
— MMT asset change points occur at the start of a SAP.

This subclause defines the first target SAP as the first SAP point in the target assets as the changing
point for the asset change and defines the first designated SAP as the first SAP point in the
designated assets for the asset change.

— The first target SAP and/or the first designated SAP should be of Type 1 or Type 2[3] in terms of the
change type in the ACR message.
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— For the change type of ‘replacement’, the first designated SAP should be of Type 1 or Type 2 and the
first target SAP after the change-out point should be of Type 1 or Type 2. The changing point is the

start

of the fragment that contains the SAP.

— For the change type of ‘insertion’, the first target SAP after the change-in point and the first
designated SAP should be of Type 1 or Type 2. The changing point is the start of the fragment that
contains the SAP.

— For the change type of ‘overlay’, the first designated SAP should be of Type 1 or Type 2. The changing

point

is the start of the fragment that contains the SAP.

5.184 S
In the MM
— Signas
— MPU

jgnal the splicing point for target assets in Case 1 and Case 2
TP packet header, the RAP_flag may mark for (timed media):
11ling message

fragment type 0: MPU metadata - contains the ftyp, mmpu, moov, and meta boxes as well

as

any other boxes that appear in between.
— MPUfragmenttype 1: Movie fragment metadata - contains the moofboxand the mdatbox, excluding
all media data inside the mdat box but including any chunks of auxiliarysample information
— IRAP picture: [ picture as a RAP.
NOTE An IRAP picture can, as an MFU, appear in the middle of.a MPU.
For Case | with the constraints, the RAP_flag may mark only the first SAP of the MPU. If MPUs are of a
big size, the number of splicing points is limited.
For Case P with the constraints, the RAP_flag may mark each of the SAPs in MPUs. It generates a gojod
numbers fof splicing points, though all SAPs starting with Type 1 of Type 2 may reduce video coding
efficiency
6 Use cases for MMT deployment
6.1 General
This claufe gives implementation guidance on specific deployment use cases and examples utilizing
ISO/IEC 23008-1 for specifiepurposes. In particular it guides implementers on how MMT specification
can be utilized or extended-for the specific topics such as, but not limited to:
— DASH over MMF;

— netw

— usage

prk caching/MANE utilizing MMT;

and extensions of ISO/IEC 23008-1 for Japanese broadcasting services.

6.2 Delivery of DASH presentations using MMT

6.21 G

eneral

When streaming a DASH presentation, e.g., over a broadcast channel, the HTTP protocol can no longer
be used. MMTP provides the necessary tools to support the delivery of a DASH presentation. A DASH
presentation consists of the presentation information (PI) (which is the MPD) and the data segments
(initialization and media segments).

40
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6.2.2 Delivery of the MPD

:2020(E)

The MPD makes the core part of the presentation information of the presentation. The MPD is assigned
own MIME type: “application/dash+xml”, which is used to identify the type of the presentation.
The MPD is embedded in the MPI table, which in turn is delivered using the MPI message. The format
of the message may either be binary or XML. In case of XML format, the MPD is embedded using the
<I[CDATA[ ]]> encapsulation. The MPD updates are delivered using the same mechanism. The updates
are discovered by checking for the table identifier in signalling messages of that particular package.

its

The MPD is then used by the cllent (DASH cllent) to drlve the presentatlon It is requlred that all

da
a

6.]

6IA

W
is

IS
Th

du
re

ablle to recover it. The MPU mode provides the means for marking these important packets
e FT field to MPU metadata. Similarly, fragment metadata is important for every fragment apd should

th
als

Al

packet_id and MPU sequence number tojmark them. The mapping between the Represent

th
is

th
se

At
m{
be
fol

-o recovered by the1r segment availability start time. Thls may be ensured by settmg dellver)
d the HRBM parameters appropriately.

p.3  Delivery of the data segments

p.3.1 Delivery using the MPU mode

hen delivering DASH content using the MPU mode, each Representation is considered as 3
mportant to note that the concatenation of all segments of a Representation results in a fr
DBMFF compatible file, which is equivalent to an MPU in MMT terms.

e initialization segment of the Representation is the MPU_metadata and is marked app
ring the delivery to ensure that it is recovered by the féceiver. The MPU metadata is
petitively to ensure that all clients, independent of the<time they join the session will ulti

o be delivered repetitively to increase the probability of recovery.

segments of a Representation are then marked as belonging to the same MPU by using

b packet_id and MPU sequence number is provided by the identifier_mapping syntax ele
provided in the MP table. The simiplest usage of the identifier_mapping in this case is t
e representation_id as provided in the MPD. Other approaches, e.g., using the URL templ
bments of that Representation‘may be used instead.

the sender side, the datais’delivered on movie fragment basis. However, at the receiver
pdia segment needs to,be-recovered appropriately and timely. It is then necessary for the r
able to identify the Segiment boundaries and the segment information. This may be done in
lowing ways:

a segment is.recovered by identifying its boundaries using the presence of the segment
(“sidx”)4rem the current and the following segment;

a segment is recovered by checking the timestamp of the first sample in the movie frag
example, extracted from the “tfdt” box or the “sidx” box) and using the MPD to identify
segment that has the same starting time;

—delivered
r schedule

n MPU. It
hgmented

opriately
delivered
mately be
Dy setting

the same
ation and
ment that
D provide
hte for all

side, each
bceiver to
pne of the

index box

ment (for
he media

the segment boundary may be deduced from the segment duration by dividing the fragment start

time by the duration of the media segment for that Representation (see Figure 34).
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Segment #N Segment #N+1
Segment Segment
bounddry boundary Q
SV
Figure 34 — Segment boundary detection “l,
N>
%/
6.2.3.2 |Delivery using the GFD mode QQ
When usipg the GFD mode, each segment of the DASH Representation is deliver (ﬁﬁs)a regular file. The
connectigqn between those segments may be established using the packet_i connection betwelen
the file (fransport object) and the segment information is established using the identifier_mapping
informatipn in the MP table. The most appropriate mapping in this cas ld be the URL template|or
the URL ljst. Based on that mapping the TOI can be used to directlycs\hwer the segment number apd
the segment URL. %
;\\
6.3 Client operation for DASH service delivered tthlﬁl MMT protocol
6.3.1 elivery of MPD with MMTP \\Q
O
For the application using MMTP for the delivery of %%H service, MPD can be received as an MPI_tablg()
with MIME type set to application/dash+xml. \‘Q
6.3.2 Delivery and consumption of DAS&@egments with MMTP
xO
6.3.2.1 |Reconstruction of DASH segments
“O
o
6.3.2.1.1| Use of GFD mode_ -
MMTP provides GFD mo %‘ the delivery of any type of generic file. Any DASH segment can |be
delivered|as a generic fi@)using the GFD mode of MMTP. The reconstruction procedure described|in
subclausg 5.2.3 is ap to reconstruct DASH segments in this mode.
6.3.2.1.2 Usa%@lPU mode
MPU mod S@MMTP is used to deliver MPUs. Therefore, MPU mode can be used to deliver a DAFH
segment witernr itatso ras—mpuf—asa compatible bramd—The Teconstruction procedure described in

subclause 5.2.2 is applied to reconstruct DASH segments in this mode.

6.3.2.2

6.3.2.2.1

Consumption of DASH segments

Client with HTTP cache

If the client receiving DASH segments over MMTP has an HTTP/1.1 cache, reconstructed DASH segments
are consumed by the DASH client through the HTTP cache as shown in Figure 35. As soon as complete
DASH segments are reconstructed, they are moved to the HTTP/1.1 cache, then the DASH client receives

DASH seg

42

ments through normal HTTP/1.1 request/response operations.
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O )

DASH
Segments

8.2.2.2 Client without HTTP cache
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DASH
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the client receiving DASH segments over MMTP does not have an HTTP/1:D cache, reco
LSH segments are consumed by the DASH client through special DASH segnients buffered as
rure 36. As soon as complete DASH segments are reconstructed, they are'moved to a DASH
ffer which stores DASH segments with associated URLs as shownAn‘Figure 37. Associate
LSH segments can be found from a GFDT when GFD mode is used or from an mmpu box W
de is used. The DASH client in this case looks in the DASH s€giments buffer to find an ap
bment by using a URL as an index for the search. There may be more than one repre
livered into the DASH segments buffer, each comprising different data rates, levels of vid¢
d robustness. If a DASH segment at the desired quality level is not found, a DASH segment gt the next
ver quality level can be found, if available.

—

Segments
Buffer

—

Figure 36 — Client without HTTP cache
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Figure 37 — Storage of DASH segments
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6.4 Hybrid of MMT and DASH over heterogeneous network

Figure 38 shows a simplified architecture of the client implementing both MMT and DASH. The figure
shows the most important components of MMT and DASH only.

MMTP FEC De-iitter MMTP De-
—> Packet Decoding Bujf'fer capsulation
Filter Buffer Buffer
Media
Engines
DASH
—> e:T-ir:e Segments
g Buffer.

MPEG-H CI
Parser

MPD Parser

MMTP
—>{ Signal Message
Parser

v v v

Preséntation
Engines

Figure 38 — Conceptual architecture of hybrid service client

The functlion of each block is as follows:

1.

44

The MMTP packet filter receives MMTP packets from the broadcast network and delivers them

to

the appropriate processing block, either the MMTP signalling message parser or the FEC decoding

buffef. The MMTP packet filter performs the following checks depending on the packet_id of e3
MMTP packets.

a. When the client is tuned inté the specific service, then MMTP packet filter is only given {

placket_id of MMTP signalling messages by the processing block, which is not shown in Figu
8. After the MPT_message is processed by the MMTP signalling message parser, the MM
acket filter is given‘the packet_id of the media component and starts to filter MMTP packd
ith the media ¢omponent.

ch

he
re
I'P
pts

The MMTP sigralling message parser receives MMTP packets from the MMTP packet filter apd

parsgs the MMTP signalling message carried in the packet. Information retrieved from the MM
signalling message is delivered to the appropriate processing blocks.

a. hér the client is tuned into the specific service, the MMTP signalling message parser firs

P

Lly

looks for the MPT_message and processes it to get the list of MMT assets and their packet_ids.

b. Whenever an MPI_message is received, it processes the PI_content_type_byte field of the MPI

table() and then delivers the data carried as PI_content_byte of the MPI_table() to either the
MPEG-H CI parser, MPD parser or presentation engine. If the value of the PI_content_type_byte
is HTML5 then the contained data is delivered to the presentation engine. If the value of the PI_

content_type_byte is MPEG-H CI then the contained data is delivered to the MPEG-H CI pars
If the value of the PI_content_type_byte is DASH MPD then the contained data is delivered
the DASH MPD parser.

er.
to

c. Whenever an AL_FEC message is received, the information in the message is signalled to the

FEC decoding buffer.
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d. Whenever an HRBM message is received, the information in the message is signalled
jitter buffer.

2020(E)

to the de-

The MPEG-H CI parser receives MPEG-H CI from the MMTP signalling message parser and processes
it. The presentation time of the first access unit of the MPU is known from the ‘MediaSync’ element
referencing such MPU and is delivered to the presentation engine. The presentation time of the first
access unit of the first segment described by the DASH MPD is also known from the ‘MediaSync’

elements referencing the relevant DASH MPD file and is delivered to the presentation eng

ine.

The MPD parser receives the DASH MPD through the MMTP signalling message parser and

nnnnn 3 Thao MPD oo L

nt to the

100

11

D

5.1 Overview of MMT caching middlebox architecture
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presentation engine.

The FEC decoding buffer receives MM TP packets with dedicated packet_id and immediat
packets to the de-jitter buffer. If there are any packets which are not received;until the
window time of the AL_FEC message signalled by the MMTP signal message parser]
operation is applied to the received packets. If packets are recovered, they are also im
copied to the de-jitter buffer.

De-jitter buffer receives MMTP packets from FEC decoding buffer,Tire de-jitter buffer stq
packets until the fixed_end_to_end_delay provided by the HRBM-message has passed sinc
specified in the time_stamp field of each of the MMTP packets-and copies them to the |
capsulation buffer.

ely copies
rotection

a repair
mediately

res those
b the time
IMTP de-

The MMTP decapsulation buffer depacketizes MMTP packets received from the de-jitter huffer and

reconstructs the MPUs. Reconstructed MPUs are delivered to media engines.

The HTTP engine makes GET requests with thie URL received from the MPD parser th
broadband network and receives DASH segments as responses. Received DASH segr
delivered to the DASH segment buffer.

The DASH segment buffer receives DASH’segments from the HTTP engine and delivers th
media engine as soon as the processing of previously delivered DASH segments is finishe

The media engine receives MPU§'and DASH segments and decode them with appropriate
It delivers decoded results to&he presentation engine.

rough the
hents are

em to the
i

decoders.

The presentation engine feceives the HTML 5 document from the MMTP signalling messajge parser.

It renders media data'from the media engine in the location specified by the HTML 5 docy
at the time provided by the MPEG-H CI parser and the MPD parser.

MMT caching for effective bandwidth utilization

ment and

N
content Froviaers

> 4 7

N

EPC

s
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L 4 wired backbone network MMT A
High bandwidth Caching Middlebox

Figure 39 — Overview of an MMT caching middlebox
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The network is composed of three entities: a server (or a content provider), a caching middlebox, and a
client (see Figure 39). From the perspective of a client, the caching middlebox works transparently such
that the client cannot tell a middlebox from a server. We assume that the server knows the existence of
the caching middlebox.

The goal of the caching middlebox is (a) to reduce the bandwidth usage at the path between the server
and the middlebox and (b) to adapt the video rate to available bandwidth per each client. For the
former, the middlebox focuses on network redundancy elimination on the MPU delivery. It attempts to
fetch all MPUs that belong to a requested video from the server for example by using HTTP, but actually
downloads only those MPUs that do not exist in the middlebox cache (cache-missed MPUs). To identify

an MPU, i

For serving the media to clients, the middlebox adapts the MPUs to the available bandwidth pérclie

and fairly
MPUs to t

Moreover
to suppor
cooperate

652 C

6.5.2.1

Content-b

content ixto smaller chunks, and names each chunk using 4ts content hash. Each chunk is a unit

caching,

using the
aliases) o
is used fo

6.5.2.2

The MMT
and fast.

6.5.2.3

6.5.2.3.1

An MPU I
the conte

that are lryot bound’to the video or audio content itself. In addition, the MPU ID should be calculat

differentl

L uses an MFEPU ID whlicil Is a hiash value oI the content or the MFEU.

distributes the bandwidth to each client. That is, the middlebox uses MMTP to-deliver t
he clients.

deploying MMT caching middleboxes along with an HTTP CDN is costly since the CDN h
t MMT instead of HTTP. For easy deployment, it is desirable that the MM T'¢aching middleb
s with HTTP (caching) servers so that they communicate in HTTP.

pntent-based caching of MMT media
Content-based caching

ased caching caches a content by its chunks instead gf.by the whole content. It divides t

ut its chunk name (or ID) is essentially a tightly<bound summary of the chunk content.
chunk names, one can easily identify the duplicates across contents with different names (e

 MMT media delivery.

Caching unit

caching middlebox uses an MPU as a caching unit (chunk), so the chunking process is simj

MPU ID (chunk ID) generation

General

D is used for.determining a cache hit or a miss. An MPU ID should be calculated by hashing oy
nt binary By-carefully excluding the metadata such as an asset ID or an MPU sequence numbk

aceording to the type of an MPU.

6.5.2.3.2

ht,
he

as

he
of
50,
g

- even the set of partially-redundant chunks dmong different contents. Content-based caching

ble

er
er
ed

—MPUwithr timred mredia

Multiple mdat atoms could exist in a timed media. In that case, the MPU ID is conceptually a hash value
over all mdat binaries stitched together in an MPU (see Figure 40).
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Figure 40 — MPU id generation for timed media

THe actual MPU ID is calculated over payloadized mdat sequences. Therelare two reasons
First, the middlebox can reduce undesirable delay if it fetches the MPU,inthe payloadized fornjat since it

cah deliver each MFU right away without waiting for the full MPU. Second, payloadized mdat §

behind it.

equences

would fix the location of the hint samples, which would producehé same ID (hash) even if those hint

samples are stored in different locations at a storage (see Figure'41).

MPU ID = One-way hashing (payloadized mdat sequence)

MPU file
moov mdat mdat
S m m m
ftyp/|| 1 m MMT ) o o
, Media . : .
styp || d || p hint o Hfmt Medif o HEinlt Medil
track
x || u track f f
N\ \: :\\‘Q \\\ S~o
| SN AN AONEIREN SS
\ N SO SO RSN SS
\ \\ N e ‘\\\\\ ‘\\\
Payloadization RN AN R TR T
nedv
S m m m
ft i
yp/[| 1 [| m MMT Media o m@at ull all M . o m@at
styp||l d || p hirt o ||/size o||/sizp
track
X u track £ £
Metadata Fragment MFU MFU MFU Fragment
metadata metadata

Figure 41 — Payloadized format

6.5.2.3.3 MPU with non-timed media

For non-timed media, an MPU ID refers to a hash over all items stitched together in an MPU (see

Figure 42).
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MPU ID = One-way hashing (all item boxes)
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Figure 42 — MPU id generation for non-timed.media

PU sync protocol between server and caching middlebox

General

MMT mexia from a server to a caching middlebox¢lt augments HTTP with a few custom headers

exchangi

g MPU requests, MPU IDs (chunk IDs), and metadata for delivering MMT packages.

48

flause proposes a protocol based on a rediindancy elimination technique for delivering

for
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Figure 43 — Operation sequence

Figure 43 shows an overview of how the protocol works. Note that the following shows one
implementation of the protocol using custom HTTP headers, but the same mechanism can be
implemented using custom web services based on XML-RPC, JSON-RPC, RESTful AP], etc.

First, in order to work as server, the middlebox asks for a CI file and an HTML file at the server using
“X-CIRequest” and “X-HTMLRequest” HTTP custom headers. After parsing the CI and HTML files, the
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middlebox retrieves the name of the asset, and requests MPU IDs for the MPUs in the asset, using the
“X-MPUIDRange” header. On receiving the MPU IDs from the server, the middlebox determines whether
the chunk content is cached for each ID. In case of a cache hit, the middlebox requests the header of the
MPU that consists of non-mdat boxes (e.g,, moof and moov boxes) by using the “X-MPUHeaderRequest”
header, and reconstructs the MPU in real time. On a cache miss, the middlebox asks for the entire MPU
by using the “X-MPURequest” header and store the MPU content (e.g., mdat part) in cache storage along
with its MPU ID.

6.5.3.3 Request messages

6.5.3.3.1| General

In this subclause, custom HTTP headers are defined as one example for requesting a ClI file, a MPUID list,
an MPU, and an MPU header (see Table 1). The request and response messages follow the HT TP messqge
format ddfined in RFC 2616:1997, Section 4[3]l. These are an example of a possible implementation, apd
other welp service mechanisms could also be used.

Table 1 — Request header fields

Request header = X-CIRequest ; subclause 6.5.3.2.2
| X-HTMLRequest ; subclause 6.5.3.2.3
| X-MPUIDRange ; subclause 6.5.3,2'4
| X-MPURequest ; subclause 6.5.3:275
| X-MPUHeaderRequest ; subclause 6.5.3.2.6

6.5.3.3.2| X-CIRequest

X-CIRequestis used with the HTTP GET method to request for the CI file of an MMT package. The path of
this reque¢st represents the name of the package.When the “X-CIRequest” field is present in the requést,
the servef should provide a CI file of requested.package.

Device_id = 1*DIGIT
X-CIRequest = “X-CIRequest” “:” device”id
Example:
GET /Packagel HTTP/1.1
Host:|test.mmt.com
X-CIR¢quest: 1
6.5.3.3.3| X-HTMLRequest

X-HTMLRequestis-used with the HTTP GET method to request the HTML file of an MMT package. The
path of thiis request represents the name of the package. When the “X-HTMLRequest” field is presentih a
request, théserver should provide an HTML file of a requested package.

Device_id = 1*DIGIT
X-HTMLRequest = “X-HTMLRequest” “:” device_id
Example:
GET /Packagel HTTP/1.1

Host: test.mmt.com
X-HTMLRequest: 1

6.5.3.3.4 X-MPUIDRange

X-MPUIDRange is used with the GET method to request the list of MPU IDs. The X-MPUIDRange field in
a GET request specifies two numbers that represent the start and end sequence numbers of MPUs, and
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the response should contain the MPU IDs that correspond to those MPUs in the range. The path in the
first line represents the asset name.

MPURange-specifier = MPU_SeqNumStart “-“ MPU_SeqNumEnd
MPU_SeqNumStart = 1*DIGIT

MPU_SeqNumEnd = 1*DIGIT

X-MPUIDRange = “X-MPUIDRange” “:” MPURage-specifier

Example:

GET /Packagel/Assetl HTTP/1.1
Host: test.mmt.com
X-MPUIDRange: 1-4

6.5.3.3.5 X-MPURequest

X-MPURequest is used with the GET method to request a whole payloadized-MPU from a s¢rver. The
X-MPURequest field specifies the sequence number of an MPU that is beingtequested, and the path in
the first line represent the asset name.

MPU_SeqNumber = 1*DIGIT
X-MPURequest = “X-MPURequest” “:” MPU_SeqNumber

Example:

GET /Packagel/Assetl HTTP/1.1
Host: test.mmt.com
X-MPURequest: 3

6.5.3.3.6 X-MPUHeaderRequest

X-MPUHeaderRequest is used with the GET method to request the MPU header which consigts of non-
mdlat boxes from a server. X-MPUHeaderRequest specifies the sequence number of an MPU whdse header
is peing requested, and the path in the first line represents the asset name.

MPU_SeqNumber = 1*DIGIT
X-MPUHeaderRequest & “X-MPUHeaderRequest” “:” MPU_SeqNumber

Example:

GET /Packagel/Assetl HTTP/1.1
Host: testimmt.com
X-MPUHeadexRequest: 3

6.5.3.4 -Response messages (see Table 2)

6.5:3¢4.1 General

Table 2 — Response header fields

Response header = X-MPUIDRange ; subclause 6.5.3.3.2
| X-MPUHeader ; subclause 6.5.3.3.3
| X-MPUContent ; subclause 6.5.3.3.4

6.5.3.4.2 X-MPUIDRange
If X-MPUIDRange is used in a response, it specifies the range of the requested MPU IDs in the response.

Moreover, X-MPUIDRange could be used without the request as well. The length represents the total
number of chunks in the requested asset. If the total number of chunks is unknown (e.g., live media),
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the length is set to -1. Each line in the response body consists of a sequence number of an MPU, name
of the hashing algorithm, and its MPU ID. The number of lines in the response body should match the
range in the X-MPUIDRange header.

Header format:

MPURange-specifier = MPU_SeqNumStart “-“ MPU_SeqNumEnd “/” Length

MPU_SeqNumStart = 1*DIGIT

MPU_SeqNumEnd = 1*DIGIT

Lengt

X-MPYIDRange: “X-MPUIDRange” “:” MPURange-specifier

Body Format:

MPU_S
MPU_S
Example:

HTTP/
X-MPU
Conte

1 SHA
2 SHA
3 SHA
4 SHA

6.5.3.4.3

X-MPUHe
metadata
request.

Header format:

MPU |
X-MP
Body forn

Paylo
Example:

HTTP/
X-MPU.
Conte

h = 1*DIGIT

bgNumber Hash scheme Hash value (MPU ID)
bgNumber Hash scheme Hash value (MPU 1ID)

.1 200 OK
[ DRange: 1-4/10
ht—-Length: 48

1 2341242
1 2421245

-1 2241244
-1 1234124

X-MPUHeader

hder is a response header that specifies the’"MPU sequence number, and payloadized M
is carried in the response body. This is~ttsed as a response to X-MPUHeaderRequest in {

SeqNumber = 1*DIGIT
JHeader = “X-MPUHeader",*:” MPU_SeqNumber

hat:

dized MPU metadata

.1 200(0OK
Headeri\3
ht-Ifength: 2879097

..ftyp

mpR41 MmeUl. OOV,

6.5.3.4.4

X-MPUContent

X-MPUContent is a response header that specifies the MPU sequence number whose payloadized full
content is carried in the response body. This is used in response to X-MPURequest in the request.

Header format:

MPU_SeqNumber = 1*DIGIT

X-MP

UContent = “X-MPUHeader” “:” MPU_SeqNumber

Body format:

52
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Payloadized full MPU content in the response
Example:

HTTP/1.1 200 OK
X-MPUContent: 2
Content-Length: 2879097
..ftyp..mp41l..mmpu..

6.5.4 MMT cache manifest

The data path for cache in video broadcasting over the internet is illustrated in Figure 44. Directly

serving each end user from the originating CDN server is not feasible for several reasons:

—| Computing power: the server computing power is limited, can only support a limited qumber of
concurrent connections,

—| Out-going bandwidth: the original content server has n x B out-going bandwidth, to suppdrt n users
consuming video at bit rate B. For emerging high bandwidth applications-tike UHD, this fan easily
eat up the bandwidth, e.g., B=16 Mbps, to serve 1000 user will require 16 G out-going bandwidth.

—| End-to-end uncertainty: once the packet left the originating seryer,the current state of the internet
cannot guarantee throughput nor delay, in fact, this is the uncertainty that will stay with us for a

long time

CDN
Server

|
(S | manifest | @ rw
2 09,
= =

Figure 44 — Cache in Internet Video Delivery

By utilizing caches at various places in the network, instead of serving the end user from the originating
server, cache hosts can do the job, with usually much shorter RTT and alternative delivery path that
may have less congestion.

Content at the originating server is well behaving a predictable, as it is becoming available linearly over
time. But for content at caches, such characteristics are not the case. Due to user behaviour, and the
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different start time of streaming, different cache may contain different segments of content, and with
different sub-representations (in DASH terminology) with different quality and QoS requirement. A

hypotheti

To facilita
playback
are availa

to the mulltiple operating points ADC case in streaming. The MMT €ache manifest is organized arou

asset ids,

fingerprint. For each segment, a new data structure, segment manifest or SegMf, can be introduc

which in
which ref

QoE parameters signalling the spatio-temporal quality:of the segment conforming to the ISOBM

quality m
provided

cal simple case without fragmentation is illustrated in Figure 45.

]
Cache 1 Y

So L e

: Sk !k €

Cache N A

A 4

Figure 45 — Cache status

Ite cache assisted streaming, at least the content start and end(timestamp, {sk, ek} curre
fimestamp, tk, need to be signalled. For the same segment, whendifferent sub-representatio
ble, their associated MFU index, resulting quality, and QoS/info need to be signalled, simi
and then for each asset, those segments are present in the cache, listed by timestam

furn consists of multiple rate-distortion operating peints, each is represented by MFU ind

nt
ns
ar
nd

p/
pd,

erences a flat mdat byte file, and associated QoSparameters like average rate, peak rate; a

b

d
FF
be
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etrics. Notice that the MFU index is internal to the cache operation, and an API should
to retrieve associated MFUs from the cache host (see Figure 46).
S; > SegMf,
RDOp 1:
- MFU index ———»|
§ " -QoS parameters
S, | 2 > SegMf, - QOE parameters
W
Q)
Asset ID g
= RDOp 1: =
- MFU index ————|
S| 2 SegMf, index S
o3 - QoS parameters ~
I} o
13 - QoE parameters <
je)
3 5
| T e o
I
>
®
3 RDOp 1:
54 =. > SegMf, -MFUindex —
a - QoS parameters
- QoE parameters

Figure 46 — MMT cache illustration
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6.6 Usage of ADC signalling message

6.6.1 General

This subclause provides MMT implementation information for what an MMT sending entity should do
and what a MANE can do to gain a benefit from ADC message.

6.6.2 Operation in MMT sending entity

Tol provide more accurate information, an MMT sending entity can update the ADC mesgage with
parameter values that describes current asset characteristics best and transmit it as‘tagged wjith newer
veysion value. The update of values in an ADC message can be done periodically’or aperiodjcally and
will be sent by the MMT sending entity. Then, the valid period of the updated.version of the ADC should
algo be provided to help the MANE router estimate how long the ADC message is valid and mdaningful.

6.6.3 Operation in MANE router

ThHe MANE router can make more efficient utilization of network resources through ADC pignalling
messages. The MANE router identifies which ADC message is’describing which asset by cpmparing
pdcket_id within the MMTP packet header and the ADCgnessage. By checking the change jof version
figld in an ADC message, the MANE can acknowledge there is an update of delivery characteifistics of a
cofresponding asset which will be expected to be validiuntil validity_duration.

The ADC describes QoS requirements and statistics of assets for delivery. Even though the MMTP
packet header has some QoS related fields, it provides only packet level information on how [to handle
it.|However, the ADC message can provide gmuch more additional information than descriljed in the
packet header, such as peak rate and required buffer sizes, etc. to MANE routers helping thg¢m expect
delivery characteristics in media level,so it can provide a big picture of delivery characterisfics about
an| asset. By inspecting ADC messages, the MANE router can guess the burstiness charactgristics of
each asset from the peak_rate and,sustainable_rate fields in advance, which is hardly provided by the
packet header. Then MANE router~can estimate how much buffer the MANE should secure to gbsorb the

Moreover, the MANE router can characterize required network resources based on the corr¢sponding
updated ADC messages; for an MMT flow which is comprised of the flow of multiple assefs. In case

delstination can be’reserved based on its peak-rate. However, it may result in inefficient bandwidth
uspge, because:fixed bandwidth resource is dedicated to certain traffic while it is time-varying. The
MANE can‘estimate actually what portion of those reserved resources will not be or is not bleing used
from the-ADC message. Then, the MANE can make use of those tentatively idle resources|for other
traffics.if available, by its own decision.

6.6.4 Example operation in MMT-receiving entities

The received ADC can help MMT-receiving entities to estimate how much buffer they should actually
secure for each asset (MMT sub-flow). As ADC information is provided with the update, the MMT
receiving entity can also be updated with new buffer sizes to secure.

6.6.5 QoE multiplexing gain and bottleneck coordination

When multiple video sessions are sharing a congested link, the situation is called a bottleneck. Dealing
with a bottleneck is the central theme of the multimedia transport as, when a network is not congested,
all traffic QoS requests can be fulfilled and there is no need for traffic engineering.
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(e)
(h)

(g)

The problem is illustrated in Figure 47, multiple video traffics are sharifig.a capacity constrained lifk,
Zxk <C ) which is smaller than the total throughput required by the traffic, Zxk >(C. The tofal
k

resource

Figure 47 — Bottleneck QoE multiplexing gain problem

k

can be an|entity in the middle of the network such as a routerdin a wired network environment case

and
a cellular|base station in a wireless case, etc. How to adapft.each individual video stream, to meet t£

capacity (
This probllemis known as a QoE multiplexing gain problem.

onstraint, while achieving the best QoE possibléfor all users, is the objective (see Figure 4B).

constraint € can be estimated and provided from some-sort of network nodes. For examplej, it

is
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Figure 49— MANE-based bottleneck coordination
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stream at the bo eck, and construct the rate reduction-distortion incurred table, and co
Lining index for@)ic video session. This is supported by the multiple operating point ADC s
MMT. An e ple of the rate reduction-distortion (RD) table computed for the 4 sec segm
e 9 video ences illustrated in Figure 47 is shown in Figure 49.

KS

battleneck traffic o@sm‘ator (BTO) is introduced. The BTO reads the ADC information of e

N
coordinate the transrpgéion of video streams sharing the bottleneck link, a new MMTI2] fynction of
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Figure 49 — Temporal distortion from frame drops and rate reduction plots

ax of signalling the rate-distortion trade-offs is specified in the MMT ADC, as in |i
3008-1.

aware routers, that can detect congestions and interpret the QoS/QoE operating points in the
ages, will act as the BTO. This is illustrated.in Figure 49. The MANE node with MMT awdre
st detects the congestion from the transport layer, give an estimation of the approximdte
it reduction rate necessary to maintaifiQoS requirement, and requests QoS operating points
ia

earch is conducted to compute the‘optimal MFU drop for each application at the bottlenegk,

anumber of strategies the®BTO can apply to achieve QoE multiplexing gains at the bottlenef
imize the average distartion from pruning streams:

1 sz (xk),s.t.,ZRk(xk)SC
*n "k k

is the ADC eperating point available for stream k, which is associated with a resulting fra
red distoftien Dy (x;), and aggregated reduced bit rate of R, (x;). The rate and distorti
or each'stream, {D,(), R;()} are carried in the ADC of each stream. The optimal solution dan
found by a search on the ADCs of the bottlenecked streams. Upon computing the optimal

buffered

9 sequences a

points {x;", x,",.., x," },they are communicated to the bottleneck MANE node, and the streams
e

s shown in Figure 4, the resulting playback demonstrated the graceful degradation of th

quality when the bottleneck deficit increases, and in particular, the “easy” sequences helping out “busy”
sequences in sharing the bottleneck resources.

6.7 MMT deployment in Japanese broadcasting systems

6.7.1 G

eneral

ARIB STD-B60 describes the media transport and multiplexing layers in broadcasting systems
using MMT. It specifies the usage and extensions of ISO/IEC 23008-1 for broadcasting services. The
extensions include the MMTP packet header and additional signalling information. Some of the
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signalling information used in the MPEG-2 TS based broadcasting systems has been transplanted to the
MMT-based broadcasting system.

This subclause gives implementation examples of Japanese broadcasting system based on MMT.

6.7.2 Broadcasting systems using MMT

6.7.2.1 System structure

This subclause describes the general structure of MMT-based broadcasting systems. Figure 50 shows

th

In

pr
ar

applications that are related to a TV prografime are also encapsulated into MFUs/MPUs,

MI

IP
sc
Re

TH
sti

gulide (EPG). MMT-Sl is carried in MMTP packets and delivered in IP packets.

In
de

6.

IS
pri

e protocol stack of MMT-based broadcasting systems.
Signalling : . L
Time | information Video [ Audio | Cc | Application
MMT Y
UDP/IP

IP multiplexing scheme (Layer 2)

Broadcasting channel (channel coding & ‘modulation)

Figure 50 — Protocol stack of MMT-basédbroadcasting systems

these systems, media components, such as video,-atidio, and closed captions (cc) constity
pgramme are encapsulated into media fragmentiunits (MFUs)/media processing units (MH
b carried as MMT protocol (MMTP) payloads.of MMTP packets and delivered in IP pacl

MTP packets, and delivered in IP packets,

packets generated like this are multiplexed over broadcasting channels with an I[P mu
neme, also referred to as a layer:2”(L2) protocol, e.g., the TLV multiplexing scheme def
commendation ITU-R BT.1869.

e systems also have MMT signalling information (MMT-SI). MMT-SI is signalling informat
ucture of a TV programme'and associated information on TV services like the electronic pr

order to providecoordinated universal time (UTC) in broadcasting systems, time informat
livered in [P packets.

f.2.2 Service configuration in a broadcasting channel

D/IEC 23008-1 specifies the MMT package as a logical structure of content. The MMT packag
psentation information and associated assets that constitute content.

ting a TV
Us). They
kets. Data
rarried in

Itiplexing
cribed in

on on the
ogramme

on is also

b includes

A broadcasting service is generally a series of TV programmes. In MMT-based broadcasting systems,
one MMT package corresponds to one broadcasting service. The relationship between the broadcasting
service and the MMT package is shown in Figure 51. As shown in Figure 51, one TV programme is
distinguished from the rest of the service by its start and end times and corresponds to one event.
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Figure 51 — Relationship between a broadcasting.service and MMT package

[ 23008-1, an asset is defined as a media compeneént. An asset is equivalent to a series of MP}
ased broadcasting systems, one TV programime is an MMT package including one or mg
1 signalling information. A package accessy(PA) message is an MMT-SI, and the MMT pack3
T) carried in the PA message identifies:assets constituting the TV programme.

as a sequence of IP packets of which the source IP address, destination IP address, protod
rt number, and destination pert number are the same combination. There may be other
s carrying content for dowtload services or extended services in addition to IP data flo
MMT packages.

P data flows mightibe multiplexed into one layer 2 stream. The layer 2 stream includ
information for demultiplexing IP packets from broadcasting signals.

Service configuration in broadcasting channels and broadband networks

3008:1\has been developed to support delivery of media data over heterogeneous networ

aiid broadband networks can be treated in the same way for delivery of content. Figure

IMT packages can be delivered in ene IP data flow, as shown in Figure 51. Here, an IP data flpw

ol,
[P
V'S

es

ks

broadcasting channels and broadband networks. In the MMT specifications, broadcasting

52

shows as

eTVICE COMTIgUTation USINg botT broadcasting CHanmets and broadband Tetworks.

In Figure 52, video component 1, audio component 1, and closed caption 1 are delivered on broadcasting
channels. In addition to these components, video component 2, audio component 2, and closed caption 2
are delivered on broadband networks.

In the broadcasting channels, the three components are multiplexed into one IP data flow and delivered
in one layer 2 stream, since all transmitted information is delivered to all receiver terminals. On the
other hand, in the broadband networks, components are delivered as a separate IP data flow, since each
component is delivered to the receiver terminal requesting it.
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In MMT-based broadcasting systems, media components delivered in different channels can easily be

included in one MMT package. MM T-based broadcasting systems support hybrid delivery of multimedia
content.

service
MMT Package \
........................................ 1 D Q
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IP data flow
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e o

igure 52 — Service configuration over both broadcasting channels and broadband n¢tworks

6.7.3 Media transport protocol

6.7.3.1 General

MMT-based broadcasting systems use the syntax and semantics of the MMTP payload apd MMTP
palcket specified in ISO/IEC 23008-1. The extensions described below are applied.

6.7.3.2 Header extension of MMTP packets

ISP/IEC 23008-1 specifies a header extension in the MMTP packet. The header extension has three
fidlds: ;extension_type, extension_length, and header_extension_value. Although the header pxtension
cap be used for various purposes, it contains only one piece of information. The multi-type header

extension docecribad balow anabhlac b +0 oot o] n sancne Af 1o o o
eSS aeSernea B erowW-eHapDre S Hto-Cottati e pre pece s eHrormatioh-

header_extension_value - When the extension_type field is set to 0x0000, this field has the structure
shown in Table 3.
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Table 3 — Structure of multi-type header extension

Syntax No.of bits | Mnemonic

Header_extension_value {
for (i=0; i<N; i++) {

hdr_ext_end_flag 1 bslbf
hdr_ext_type 15 uimsbf
hdr_ext_length 16 uimsbf
for (j=0; j<M; j++) {

hdr_ext_byte 8 bslbf
}

}

hdr_ext_end_flag - When this flag is set to ‘1’, this multi-type header extension‘is the end of the header
extension. When this flag is set to ‘0’, this multi-type header extension is not the end of the header
extension.

hdr_ext_type - This field specifies the type of multi-type header extension. The value of hdr_ext_type
is specifigd in Table 4.

Table 4 — Hdr_ext_typevalues

Value \\\Bescription
0x0000 reserved for future use
0x0001 reserved for ARIB STD-B61 (scrambling information)
0x0002 reserved for ARIB'STD-B60 (download_id)
0x0003 - 0x7FFF reserved forfuture use

hdr_ext_length - This field specifies.the'number of bytes of the following hdr_ext_byte field.

hdr_ext_byte - This field providés information on multi-type header extension.
6.7.3.3 |Encapsulation ofmultimedia data

6.7.3.3.1| General

In order tp impravethe inter-operability of MM T-based broadcasting systems, the following constraints
apply to darriage of multimedia data in MMTP packets.

6.7.3.3.2 —Encapsutatiomof video data

6.7.3.3.2.1 MFU format for HEVC stream

When a high efficiency video coding (HEVC) stream is carried in the MMT protocol, input to the MMT
process is a sequence of network abstraction layer (NAL) units. A NAL unit is encapsulated into an MFU
when an HEVC stream is carried in the MMT protocol.

IfanHEVC encoder generates the byte stream format specifiedin Rec. ITU-T H.265 | ISO/IEC23008-2:2017
Annex B, one start code prefix (0x000001) followed by one NAL unit is replaced with 32-bit length
information of the NAL unit (unsigned integer format). Namely, the NAL unit together with the length
information are encapsulated into one MFU.

62 © ISO/IEC 2020 - All rights reserved


https://iecnorm.com/api/?name=9d444179968f7b933e6037182d70caca

Figure 53 shows an overview of generating MMTP packets and MFUs from a sequence

ISO/IEC TR 23008-13:2020(E)

output from an HEVC encoder.
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Figure 53 — Overview of packetization of NAL units of HEVC streams

e duration of video MPU greatly influences the channel change time at the receiver term

Huce the channel change time, the MPU of an HEVC stream j§<onstructed in intra rand
int (IRAP) intervals.

/.3.3.2.2 Encapsulation of HEVC bitstream subsets

eams can be generated: one is a sub-bitsream*for 60-Hz video; the other is a bitstream
0-Hz video. At the receiver terminal, 60-Hz video can be decoded from the sub-bitstream
video can be decoded from both the sub-bitstream and the bitstream subset.

splay order frame sequence. When@an MMT package is made up of various media compo

by are separate assets, the aceess units of asset 1 and asset 2 are carried in MMTP packets
ferent packet IDs.

e sequence numbertof an MPU that the access units of the bitstream subset belong to is id
e sequence number'of an MPU that the access units of the sub-bitstream belong to in the s
riod. Assigningthe same sequence number to both MPUs enables receiver terminals to easi
e MPUs that.include corresponding access units in the same GOP.

iting-that asset 2 depends on asset 1 is inserted in the asset_descriptors_byte field of the
addition to the dependency descriptor, an MPU timestamp descriptor and MPU extended t

del

Criptor are inserted in the asset descriptors byte fields of both asset 1 and asset 2.

MMTP pdcket #N

nal, since

e video stream is decoded and presented at the receiver termidal on a per MPU basis. I order to

pImM acCCess

VC supports temporal sub-layer coding. One example is that when 120-Hz video is encded, two

ubset for
and 120-

rure 54 shows an overview of encapsulation of HEVC bitstream subsets. Note that this figyire shows

hents, the

b-bitstream and the bitstream subset are encapsulated into separate assets. In Figure 54 the sub-
stream is encapsulated intoasset 1 and the bitstream subset is encapsulated into asset 2. Since

that have

entical to
ame time
y identify

the example shown in Figure 54, the decoding of asset 2 depends on asset 1. A dependency descriptor

MP table.
mestamp
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Figure 54 — Overview of encapsulation of HEVC sub-bitstream and bitstream subsets for
temporal sub-layer coding

6.7.3.3.23 Clean random access of HEVC bitstream (for SAP Type-3)

For enabl|ng a clean random access of SAP Type 3 in HEVC bitstream,the following operation in system-
level is recommended.

When a rfandom access is occured at the random access~point with a clean random access (CRA) |or
broken lihk access (BLA) picture in an HEVC bitstream, the associated RASL pictures are discarded
from the HEVC bitstream before fed into an HEVC decoder. The NAL units of the CRA/BLA and the RA[SL
pictures ¢an be identified by NAL unit type (NUT)gwhich is signalled in NAL unit header (NUH) or|in
HEVCDecpderConfigurationRecord of HEVCConfigurationBox defined in RFC 2136[4]. When the NUTY of
NAL unitg at the random access point are CRA,the variable HandleCraAsBlaFlag of the HEVC decodef is
set equal [to 1, or the NUHs of the NAL units:ofthe CRA picture are rewritten by changing the values| of
NUTs fromn 21 to 17 in the HEVC bitstream. This is because the CRA picture should be handled as a BLA
picture irf] the HEVC decoder, when a random access is occurred. The decoded picture buffer (DPB)|of
the HEVC|decoder is refreshed before the CRA/BLA picture is decoded.

6.7.3.3.24 Fast random acgess of HEVC bitstream (for SAP Types 2 and 3)

—n

For enabljng a fast randem-dccess of SAP Types 2 and 3 in HEVC bitstream, the following operation
system-level is recommended.

n

When argndom access is occurred at arandom access point with an IRAP picture, the presence of leading
pictures is inspeceted by parsing the NUTs of NAL units associated with the IRAP pictures in the HEVC
bitstrean]. The/NUT is signalled in NAL unit header (NUH) or in HEVCDecoderConfigurationRecdrd
of HEVCCpnfigurationBox defined in RFC 2136[%l. If the associated leading pictures are present in the
HEVC bitstream, all the associated NAL units marked as RADL (NUT 6, 7) and RASL (NUT 8, 9) are
discarded from the HEVC bitstream. After the IRAP picture is decoded, the decoded picture of the IRAP
is immediately displayed by ignoring its original presentation time, and repeatedly displayed until the
following trail picture is presented. The decoded picture buffer (DPB) of the HEVC decoder is refreshed
before the IRAP picture is decoded.

According to Rec. ITU-T H.265 | ISO/IEC 23008-2:2017, 6.6.2.3.2.4, to support use of HEVC bitstream
with SAP type 2 or 3 for MPU following operations should be done by the MMT server to create MMTP
bitstream.

— The value of the r field of MMTP packets carrying MFUs of the pictures preceding the first IRAP
picture ofamovie fragmentin decoding order, the MMTP packets whose value of the movie_fragment_
sequence_number field is same with the value of the same field of the MMTP packets carrying MFUs
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of the IRAP picture but the value of the sample_number field is smaller than the value of the same

field of the MMTP packets carrying MFUs of the IRAP picture, is set to 0.

— The value of the r field of MM TP packets carrying MFUs of the IRAP picture of a movie fragment is

setto 1.

Following operation should be done by MMTP decapsulation buffer for each MMTP packets carrying
MFUs of HEVC bitstream, the value of the rr field is equal to 2, to support use of HEVC bitstream with
SAP type 2 or 3.

Step 1: When the MMTP packets whose value of the mavie_fragment_sequence numb

r field is

different from the value of the same field of the preceding MMTP packets is firstly,
such MMTP packets and all succeeding MMTP packets whose value of the R field is~equa
immediately deleted from the MMTP decapsulation buffer. They are not delivered to th

received,
Ito 0 are
b decoder

buffer until the MMTP packets whose value of the movie_fragment_sequence,ntimber Held is the

same as the value of the same field of the previously received MMTP packetybut the val
field is equal to 1 are received.

Step 2: When the MMTP packets whose value of the r field is equal to 1 is fifstly received as
in step 1, such MMTP packet and all succeeding MMTP packets carrying MFUs belong to
AU are processed by the MMTP decapsulation buffer and delivered to the decoder buffer.

Step 3: After receiving MM TP packets whose value of the r fieldis equal to 1 is processed as
in step 2, all succeeding MMTP packets carrying MFUs whose value of the movie_fragment_
number field is the same as the value of the same field of the MMTP packets described in
immediately deleted from the MMTP decapsulation/uffer. They are not delivered to th

e of the R

Hescribed
the same

Hescribed
sequence_
Step 2 are
b decoder

buffer until the MMTP packet whose value of the movie_fragment_sequence_number f;rld is the
|

same as the value of the same field of the MMTP/packets described in step 2 but the v
dep_counter field is 0 is received. Such an MMTP packet is also immediately deleted from t
decapsulation buffer and it is not delivered\to the decoder buffer.

Step 4: After receiving the MMTP packet whose value of the dep_counter field is 0 as
in step 3, the following operation te\all succeeding MMTP packets carrying MFUs whos
the movie_fragment_sequence_nufiiber field is the same as the value of the same field of t
packets described in step 3 is.applied:

— Ifthevalue ofthe f i field of the MMTP packetis equal to 00, all data units of suchan MM
whose value of the-dep_counter field is 0 are immediately deleted from the MMTP decq
buffer and they .are not delivered to the decoder buffer until any data unit whose v4
dep_counter field is not equal to 0 is found.

— Ifthe valueof the f i field of the MMTP packet is not equal to 00, then this MM TP pacl
succeeding MMTP packets are stored in the MMTP decapsulation buffer and not proce
the MMTP packet whose value of the f i field is equal to 11 is received. If MMTP pack
value of the f i field is equal to 11 are received and whose value of the dep_counter fie

ue of the
he MMTP

Hescribed
P value of
he MMTP

TP packet
psulation
lue of the

et and all
ssed until
pts whose
d is equal

to 0, then all packets stored in the MM TP decapsulation buffer whose value of movie_}
sequence_number field and the value of the sample_number field are the same as sucl

decoder buffer.

— If the value of the f i field of the MMTP packet is not equal to 00, then this MMTP p

[ragment_
I a packet

acket and

all succeeding MMTP packets are stored in the MMTP decapsulation buffer and not processed

until the MMTP packet whose value of the f i field is equal to 11 is received. If MMT

P packets

whose value of the f i field is equal to 11 are received and whose value of the dep_counter field is
not equal to 0, then all packets stored in the MM TP decapsulation buffer whose value of movie_
fragment_sequence_number field and the value of the sample_number field are the same as such

a packet are processed by the MM TP decapsulation buffer and delivered to the decod
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6.7.3.3.3 Encapsulation of audio data: MFU format for MPEG-4 AAC and MPEG-4 ALS

When an MPEG-4 advanced audio coding (AAC) stream or MPEG-4 audio lossless coding (ALS) stream
is carried in the MMT protocol, input to the MMT process is in the form of either LATM/LOAS stream or
a data stream.

The low overhead audio transport multiplex (LATM) includes an audio channel configuration and
provides multiplexing functions for audio data. The low overhead audio stream (LOAS) provides
synchronization for audio data. When an audio encoder generates a LATM/LOAS stream, one
AudioMuxElement () specified in ISO/IEC 14496-3 is encapsulated into one MFU.

When an pudio encoder generates a data stream, a raw data stream is encapsulated into one MFU,
6.7.4 Signalling information

6.7.4.1 |General
There ar¢ three kinds of MMT-signalling information: message, table, and descriptor. Some of the
signalling information specified in ISO/IEC 23008-1 is not used in broadcasting@ystems. This subclayse

summarifes the signalling information essential to broadcasting systems. Additional signalling
informatipn may be used in broadcasting systems.

6.7.4.2 |MMT signalling information messages

6.7.4.2.1| List of MMT-signalling information messages

Table 5 sHows the list of messages.

Table 5 — List 6f messages

DY A ] Usei

Message_id $ Specifiedin | 1

Messagdq name 5Sage._ Q& Description ISO/IEC c
assignment K\ 23008-1 casting

e systems
Package afccess 0x0000 [s the entry point of MMT-signalling informa- X X
PA) mesdage tion. Conveys one or more tables.
g y

Media prgsenta- Conveys a presentation information docu-

tion information | 0x0001 - 0%QO0F | ~MEYS 4P X

(MPI) megsage )

MMT package

table (MP[I') 0x0010 - 0x001F |Conveys a whole or a subset of an MP table. X

message

Clock reldtion Conveys clock related information to be used

informatipn 0x0200 for mapping between the NTP timestamp X

(CRI) medsage and MPEG-2 STC.

Device capabil- Conveys information on required device

ity information 0x0201 D ) X

(DCI) message capabilities for the package consumption.

Application lay-

er-forward error 0x0202 Conveys configuration information of an AL- X

correction (AL- FEC scheme to be used to protect asset.

FEC) message

I%Ie{:i?\tgfgs‘;‘fler Conveys information on end-to-end trans-

model (HRBM) 0x0203 mission delay and memory requirement to a X

message receiving terminal.
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Table 5 (continued)
PR Use in
Message name rs‘:?;ii(: é:ldt Description SE%:(();ZIZEEIH ?;&?ﬂg
systems
Conveys the MPEG-2 section-format table.
M2section mes- Tables and descriptors in MPEG-2 TS based
sage 0x8000 conventional broadcasting systems can be X
reused by this message.
6.7.4.2.2 Detailed specifications of messages
6.7.4.2.2.1 PA message
THe syntax and semantics of the PA message are specified in ISO/IEC 23008-1.
6.7.4.2.2.2 M2section message
Taple 6 shows the syntax of the M2section message.
Table 6 — Syntax of M2section.nmessage
Syntax L\‘O No.of bits Mndmonic
MRsection_Message () {
message_id 16 uimsbf
yersion 8 uimsbf
length 16 uimsbf
table_id 8 uimsbf
fection_syntax_indicator bislbf
1' bislbf
11' 2 bislbf
fection_length 12 uimsbf
table_id_extension 16 uimsbf
11' 2 bislbf
yersion_number 5 uinsbf
furrent_next_indicator 1 bislbf
section_nuniber 8 uimsbf
ast_section_number 8 uimsbf
or(i=0N<N; i++) {
signhalling_data_byte 8 bislbf
J
CRC_32 32 rpchof
}

The semantics of each field of the M2section message are as follows.
table_id - This field identifies the table to which the section belongs.

section_syntax_indicator - This field determines whether a normal or extension format is used. This
field is always set to “1” to indicate the extension format.

section_length - This field identifies the number of data bytes following this field.
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table_id_extension - This is a field extending the table identifier.
version_number - This field contains the table version number.

current_next_indicator - This field contains “1” when the table is currently used and “0” when the
table cannot be used at present, but can be used next.

section_number - This field contains the number of the first section comprising the table.

last_section_number - This field contains the number of the last section comprising the table.

CRC_32 -[This field complies with Recommendation ITU-T.
6.7.4.3 |MMT signalling information tables

6.7.4.3.1| List of MMT-signalling information tables

Table 7 sHows the list of tables.

Table 7 — List of tables

- \S)pecified .
Table name asrl:ilblllzfednt Description \\Q,in ISO/IEC c:ljsst(;nin :r:; C:I'ls
g ~O" | 230081 gsy
Package . : . . :
access (PA) 0x00 g&‘;des information on all other signalling X
table '
Media
presentaF on 0x01 - 0xOF |Provides a presentation information document. X
informatipn
(MPI) table
MMT Pacltage 0x20 Provides configuration information on the MMT X X
(MP) Tablg package, such asdists and locations of assets.
Clock relation
informatipn 0x21 Provides a«CRI descriptor. X
(CRI) tablg
Device
capability Provides information on the required device
. g 0x22 s : X
informatipn Capabilities for consumption of the package.
(DCI) table
Provides the IP data flow and packet id of the PA
Package list 0380 message for the MMT package as a broadcasting X
table service. Also provides a list of IP data flows of
other IP services.

6.7.4.3.2 | “Detailed specifications of tables

6.7.4.3.2.1 MMT package table
The syntax and semantics of the MMT package table are specified in ISO/IEC 23008-1.

6.7.4.3.2.2 package list table

Table 8 shows the syntax of the package list table.
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Table 8 — Syntax of package list table

Syntax No.of bits Mnemonic
Package_List_Table () {
table_id uimsbf
version uimsbf
length 16 uimsbf
num_of_package 8 uimsbf
for (i=0; i<N;i++) {
MMT_package_id_length 8 uimsbf
for (j=0; j<M; j++) {
MMT_package_id_byte 8 Bslbf
}
MMT_general_location_info ()
}
num_of_ip_delivery 8 uimsbf
for (i=0; i<N; i++) {
transport_file_id 32 uimsbf
location_type 8 uimsbf
if (location_type == 0x01) {
ipv4_src_addr 32 uimsbf
ipv4_dst_addr 32 uimsbf
dst_port 16 uimsbf
}
if (location_type == 0x02) {
ipv6_src_addr 128 uimsbf
ipv6_dst_addr 128 uimsbf
dst_port 16 uimsbf
}
if (location_type =£0%x05) {
URL_length 8 uimsbf
for (j=073<M; j++) {
URL_byte 8 dhar
i
X
descriptor_loop_length 16 uimsbf
for (j=0; j<M; j++) {
descriptor ()
}
}
}

The semantics of each field of the package list table are as the follows.

num_of_package - This field identifies the number of packages whose locations are described in

this Table.

MMT _package_id_length - This field specifies the number of bytes of the following MMT_package_id_

byte field.
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MMT _package_id_byte - This field identifies the MMT package ID.

MMT _general_location_info - This field indicates the location information carrying the PA message of
the identified MMT package.

num_of ip_delivery - This field specifies the number of IP flows whose locations are described in

this table.

transport_file_id - This field specifies the identification of file object.

location_type - This field specifies the type of location information. When this field is set to 0x01, the

location if an IPv4 data flow. When this field is set to 0x02, the location is an [Pv6 data flow. When-this
field is sef to 0x05, the location is a URL.

ipv4_src_paddr - This field specifies an IPv4 source address. The IPv4 address is fragmented ifito fdur
fields of 8 bits, where the first byte of this field contains the most significant byte of the 1Pv4 souice
address.
ipv4_dst_addr - This field specifies an IPv4 destination address. The IPv4 addressJs fragmented ifjto
four fields of 8 bits, where the first byte of this field contains the most significdnt byte of the [Pv4
destinati¢n address.
dst_port t This field specifies the destination port number of an IP data.flow.
ipv6_src_addr - This field specifies an [IPv6 source address. The IPy6-dddress is fragmented into eight
fields of 16 bits, where the first byte of this field contains the mostsignificant byte of the IPv6 souice
address.
ipv6_dst_{addr - This field specifies an IPv6 destination address. The IPv6 address is fragmented ifjto
eight fields of 16 bits, where the first byte of this field:contains the most significant byte of the IPv6
destinati¢n address.
URL_length - This field specifies the number of bytes of the following URL_byte field.
URL_bytq - This field specifies the URL.
descriptdr_loop_length - This field représents the number of bytes in all descriptors immediately after
this field.
6.7.4.4 |MMT signalling information descriptors
6.7.4.4.1| List of MMT-signalling information descriptors
Table 9 sHows the list'of descriptors.
Table 9 — List of descriptors
Descri I$</ Descriptor_tag Specified in Use in
value Description TSU/IEC 23008-| broadcasting
name :
assignment 1 systems
icriggrl‘(rr:i?ginon Provides the relationship between the
(CRI) 0x0000 NTP timestamp and the MPEG-2 STC for X
. synchronization.
descriptor
MPU times-
tamp 0x0001 Provides presentation time of MPU. X X
descriptor
Deper_ldency 0x0002 Provides asset identifications that depend X X
descriptor on other assets.
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Table 9 (continued)
Descriptor Descriptor_tag Specified in Use in
p value Description ISO/IEC 23008- | broadcasting
name .
assignment 1 systems
g:lrilsgc f‘iiﬁ)le Provides one or more CodePoints describ-
(GFDT)y 0x0003 ing the association of a specific object and X
descriptor object delivery properties.
6.744.2— Detatlied specifications of descriptors

6.7.4.4.2.1 MPU Timestamp descriptor

THe syntax and semantics of the MPU timestamp descriptor are specified in ISO/IEC-23008-1

6.7.4.4.2.2 Dependency descriptor

THe syntax and semantics of the dependency descriptor are specified inlJSO/IEC 23008-1.

6.7.4.5 Packet identification

Certain fixed values are used to identify MMTP packets so that.a receiver terminal can easily fecognize
the information carried by the MMTP packet. These values are listed in Table 10.

Table 10 — PacketID assignments

Value ‘\\‘ Description
0x0000 PA message

0x0001 reserved for ARIB’(CA message)

0x0002 AL-FEC message

0x0003 - 0xO00FF

reserved for future use

0x0100 - Ox7FFF

reserved for private use

0x8000 reserved for ARIB (M2section message carrying MH-EIT)
0x8001 reserved for ARIB (M2section message carrying MH-AIT)
0x8002 reserved for ARIB (M2section message carrying MH-BIT)
0x8003 reserved for ARIB (M2section message carrying MH-SDTT)
0x8004 reserved for ARIB (M2section message carrying MH-SDT)
0x8005 reserved for ARIB (M2short section message carrying MH-TOT)
0x8006 reserved for ARIB (M2section message carrying MH-CDT)
0x8007 reserved for ARIB (Data transmission message)

0x8008 - OXEFFF

reserved for private use

0xF000 - OxFFFF

reserved for private use

6.7.4.6

Signalling information in ARIB systems

Additional signalling information is specified by Association of Radio Industries and Businesses (ARIB).
Table 11, Table 12 and Table 13 list the messages, tables, and descriptors, respectively.

MPEG-2 TS based conventional broadcasting systems have used numerous tables and descriptors. Some
of them are reused in MMT-based broadcasting systems. This signalling information has “MH-" at the
beginning of its name.
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Table 11 — List of messages additionally specified in ARIB systems

Message name :;i?;?fne é:ﬁ Description
Conditional access (CA) message 0x8001 Conveys information on conditional access.
M2short section message 0x8002 Conveys MPEG-2 short section-format table.
Data transmission message 0x8003 |Conveys one or more tables related to data transmission.

Table 12 — List of Tables additionally specified in ARIB systems

Table name Ta.lble-ld Description (19
assignment Q
Layout copfiguration table 0x81 Assigns layout information for displaying-asSets.

Conveys common information consisting TV pro-
gramme information (related to TV.programmes,
Entitlement control message 0x82 - 0x83 |descrambling keys, etc.) and coritrol information
(instructions on compulsoryon/off of the decodet's
descramble function).

Conveys individual information including contracg
Entitlement management message 0x84 - 0x85 |information for each subscriber and work keys to
decrypt common information.

Conveys one or'more descriptors related to condi-

MH-condifional access table 0x86 :
tional accegs:
Download control message 0x87 - 0x88 Conveys ififormation related to_descrambllng key
to deséramble channel encryption for download.
Download management message 0x89 - 0x8A Conweys information related to download keys to
decrypt DCM.
Conveys information related to TV programmes
MH-eventjinformation table 0x8B - 0%9B’ [such as programme name, broadcast date and timfe,
and explanations of them.
MH-appli¢ation information table 649C Copveys dypamlc control'lnforme'ltlop and additiop-
al information for executing applications.
MH-broadcaster information table 0x9D Presents information on broadcasters in the

network.

Conveys announcement information about down-
MH-software download trigger table 0x9E loads, such as the service id, schedule information,
and target receiver terminals.

Conveys information related to the programme
MH-servige description table 0x9F - 0xAO0 |channel, such as the channel name and broadcast-
er's name.

Indicates the current date and time and provides
MH-time ¢ffset-table 0xA1l the time difference between the current time and
indicating time for humans.

(‘nnvpvc datathatare r‘nmmnn]v rpnnlrnd forre-

MH-common data table 0xA2 ceiver termmals and stored in non- volatlle memory,
such as company logos.

Provides directory information on files constitut-

Data directory management table 0xA3 . o
ing applications.
Provides the MPU configuration of the asset and
Data asset management table 0xA4 the version of the MPU.
Data content configuration table 0xXAS Provides configuration information on files that are
used as data content.
Event message table 0xA6 Provides information related to event messages.
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Table 13 — List of Descriptors additionally specified in ARIB systems

Descriptor_
Descriptor name tag value Description
assignment
Asset group descriptor 0x8000 g;g\slé(:(tess the group and priority within a group
. Provides a description on the relationship of
Event package descriptor 0x8001 events and the MIE)/[T packages. p
. . . - o anan Provides background colour information on the
B Ll\sl UUIIu LUIoUurl Ucosll l}JI.Ul UAOUUZL layout Conf]gurat]on,
. . . Provides information on the position of display-
MPU presentation region descriptor 0x8003 ing the MPU
Agcess control descriptor 0x8004 Identifies the conditional access methqd.
Sdramble descriptor 0x8005 Identifies the scrambling(Sub-system.
Mpssage authentication method descriptor 0x8006 |Identifies the message.-authentication method.
MH-emergency information descriptor 0x8007 Provides lnfor_matlon on and functiong for emer-
gency alarm sighals.

. . Provides hasic information for identifyjing the
MH-MPEG-4 audio descriptor 0x8008 coding parameters of MPEG-4 audio stfeams.

. . . Provides additional information for id¢ntifying
MH-MPEG-4 audio extension descriptor 0x8009 | e profile and level of MPEG-4 audio sfreams.
MH-HEVC video descriptor 0x800A Provides mforf‘rgg'sgn _fgr identifying te coding

parameters o video streams.

. . Provides a description of the relationship with
MH-linkage descriptor 0x800B other programm(fchannels. P
MH-event group descriptor 0x800C ?gfﬁgﬁ?;giiiﬂ&tm of grouping infgrmation
MH-service list descriptor 0x800D Prov1d_es a desc_rlptlon of programme dhannels

and a list of their types.
MH-short event descriptor 0x800E ,T,I{,O;;gegi;}rfr::me and a brief explanation of the
MH-extended event descriptoi: 0x800F Provides detailed information about the TV
programme.
Video component descgidor 0x8010 Ei;onvgflses parameters and explanationd of video
MH-stream identifiet descriptor 0x8011 L(;elgt(:gl&selI,}(\i;;lliugarla%(rfgamme elemgnt sig-
MH-content-descriptor 0x8012 Provides a description of the TV programme’s
genre.
MH-peehtal rating descriptor 0xg013  |Provides information on the permitteq mini-
MH-audio component descriptor 0x8014 ;’i;onvalijses parameters and explanations of audio
MH-target region descriptor 0x8015 Provides target region information.
MH-series descriptor 0x8016  |Provides series information for multiple events.
i . Provides transmission parameters of signalling
MH-SI parameter descriptor 0x8017 information, e.g., the retransmission period.
MH-broadcaster name descriptor 0x8018 Provides the broadcaster’s name.
MH-service descriptor 0x8019 EZ?Z:S;?,[Siiﬁ;i}p;rlf;r}::;;}f programme chan-
[P data flow descriptor 0x801A E;g;/é(izss éinnfgrsr:rzi;cilé)enson IP data flows in the
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Table 13 (continued)

Descriptor_
Descriptor name tag value Description
assignment
. Provides information on the start-up of CA pro-
MH-CA start-up descriptor 0x801B grams having conditional access functions.
MH-type descriptor 0x801C Provides type of files in data transmission.
MH-info descriptor 0x801D Provides information related to MPU or item.
MH_expir anr‘ripfnr O0x801E Praovides nvpiry information
MH-comppession type descriptor 0x801F Prov1des the compression type and bytes pf'an
item before compression.
MH-data gomponent descriptor 0x8020 Identifies the coding scheme of data:
UTC-NPT [reference descriptor 0x8021 Provides the relationship between NPT and UT|C.
Event megsage descriptor 0x8022 rP;lreos\;l;i;:Sgeneral information-related to event
. . Provides the current lpcal time and indicates
MH-local fime offset descriptor 0x8023 whether daylight-savings time is observed.
MH-comppnent group descriptor 0x8024 Fg‘:ﬁjﬁ?pﬁfg;ggﬁﬁﬁ&fgrouplng information
. . Provides characters consisting of simple logos
MH-logo fransmission descriptor 0x8025 and referdfides to CDT-format logos.
MPU extehded timestamp descriptor 0x8026 Prov1des a decoding timestamp for access unitjs
in.the MPU.
. Provides property information on the downlogdd
MPU dowhload content descriptor 0x8027 ontent delivered in the MPU.
. Provides property information on the downlogd
MH-netw¢rk download content descriptor 0x8028 content delivered in broadband networks.
MH-appli¢ation descriptor 0x8029 Provides a description of an application.
Provides transmission protocol and location
MH-transport protocol descriptor 0x802A |information on applications that depend on
transmission protocols.
MH-simple application location descriptor 0x802B (P:)art?i‘cl)lr?ses detailed location information on app}i-
MH-appli¢ation permission descriptor 0x802C Z;;‘;lsgSpg:f{fgggg?rslfzigst?ggllcatlon boung-
MH-autostart priority descriptor 0x802D zlgg‘l]ilciet?orﬁ;orlty information for launch of
. . Provides cache control information for cachin
MH-cache control info'descriptor 0x802E resources constituting applications. §
MH-randdmized latency descriptor 0x802F Egg;}gles latency information for application
Linked PU descriptor 0x8030 E;?tvsldes information on linked presentation
Locked cache descriptor 0x8031 Provides file information that is cached and
locked.
Unlocked cache descriptor 0x8032 E;(l)(\)/éizzflle information that is un-cached and

6.7.5 Start-up procedure of broadcasting service

Figure 55 shows the start-up procedure of a receiver terminal from the moment a user presses a
channel change button to the moment the new TV programme begins to be shown on screen. Pressing
the channel change button corresponds to identifying the service_id of the desired TV programme.
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The first procedure is initiated in the IP multiplexing layer. In the case of the TLV multiplexing scheme,
the receiver terminal parses the address map table (AMT) to associate the service_id with the IP
data flow. Then, it parses the TLV-network information table (NIT) to acquire the physical channel
information, such as the channel frequency carrying the IP data flow. On the basis of the acquired
information, it tunes in to the broadcasting channel and receives the desired IP data flow.

After receiving the IP data flow, the second procedure in the MMT layer is initiated. The received
[P packets carry the MMTP packets. To retrieve the PA message, the receiver terminal seeks MMTP
packets whose packet_id=0. It parses the received PA message and gets the MP table in the PA message.

A S astins—systems—multipleservieesmish ratEple H ata flow, as
shpwn in Figure 51. Therefore, the receiver terminal checks whether the package_id of-thg acquired
MP Table is equal to the desired service_id or not. If the package_id of the MP table is riot'equal to the
desired service_id, the receiver terminal acquires the package list table from the PA imessage. Then,
from the package list table, it identifies the packet_id of the MMTP packets carrying.the MP tgble of the
delsired service.

Frpm the MP table, the receiver terminal identifies the IP data flow and, packet_id of MMTP packets
cafrying the required MPUs in the desired TV programme. It also identifies the presentation tjme of the
MPU by referring to the MPU timestamp descriptor included in the MP{table.

Then, the receiver terminal receives the identified MMTP packets carrying media comppnents in
the form of MFUs. The MFUs are decoded and rendered at the.deSignated time. The user wgtches the
desired TV programme at this time.
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® Parse the AMT

* The service_id is associated with the IP
data flow.

® Parse the TLV-NIT

+ Identifiy the TLV_stream id carrying the
IP data flow.

» Acquire the physical channel information
such as the frequency.

J

® Tune in to the broadcasting signal

Start-up procedure
in the IP multiplexing layer

’

/ Start-up procedure in’tfie MMT layer

® Receive the IP data flow
* Receive the MMTP packets whose packet_ID=0 and retrieve the PA Message:
» Parse the MP Table inthe PA Message.

Is the package_id
in the MP Table
equal to the service_id ?

YES

L

@ Identify the IP data flow and packet id ® Acquire the Package List Table in the
carrying the required MPUs. PA Message.
— @ Identify the presentation time ofithe ® |dentify the packet_id of MMTP packets
MPU by the MPU Timestamp carrying the MP Table of the desired
Descriptor. service.

l

® Receive the identified MMTP packets

and acquire the- MFUs. ® Receive the MMTP packets whose
packet_id is the identified value.

® Parse the required MP Table of the
desired service.

|| ® Renderthe decoded MFUs at the
designated time.

Note: This procedure does not include processes related to CAS.

Figure 55 — Start-up procedure of broadcasting service
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6.7.6 Actual packet structure

6.7.6.1 Structure of MMTP packet

Attachment 1 of this document (see subclause 6.7.6.4) is the actual packet data of MMTP/UDP/IPv6. The
data is captured packets generated by a pump that outputs a sequence of MMTP packets.

Figure 56 shows an example of MM TP packet structure carrying a PA message that is one packet in the
actual packet data as attachment 1.

F—EntermetProtoco—Vversiom 6, Src—2061—34 (2331. .34) —bst—ffoe—t (f_f De: :1)
@ uUser Datagram Protocol, Src Port: 3000 (3000), DSt Port: 3001 (3001)-')
§ MPEG Media Transport Protocol, Packet ID: 0x1000 QY

version: 0x0
packet_counter_flag: 0x0
FEC_type: 0x0 (without protection)
reserved: 0x1
extension_flag: 0x0
rRaP_flag: 0xO
reserved: 0x3
payload_type: 2 (signalling Message)
packet_id: 0x1000
timestamp: 741310787
packet_sequence_number: 1
MMTP payload, Signalling message <
fragmentation_indicator: 0 (complete data’unit(s))
reserved: Oxf
Tength_extension_flag: 0
aggregation_flag: 0
fragment_counter: 0
© PA_Message RV \4
message_id: 0x0000
version: 1
Tength: 284
num_of_tables: 1
table_id[0]: 0x20
version[0]: 1
Tength[0]: 275
= MMT_PackageyrTable

m

Figure 56 — MMTP packet structure

In|the figure, it is shown that an MMTP packet has the following fields: version, packet_counter flag,
FHC_type,.extension_flag, RAP_flag, payload_type, packet_id, timestamp, and packet_sequence_number.

Velrsion 0 of an MMTP packet is used in ARIB STD-B60. A packet counter field is not used, since there
is no reordering of transmitted packets over broadcasting channels. At the beginning of the MMTP
payload, there are fragmentation_indicator, aggregation_flag, and fragment_counter fields. Just after
these fields, a PA message is located.

6.7.6.2 Structure of MP table

Figure 57 shows one example of an MP table that is in the PA message. This MP table is for a package
that has two assets. Figure 57 shows information on the video asset.

In this MP table, an IPv6 multicast address is identified as the destination address of the MMT _general_
location_info structure. It is shown that this MP table has an MPU timestamp descriptor and MPU
extended timestamp descriptor for this asset.
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= MMT_Package_Table
table_id: 0x20
version: 1
length: 275
reserved: 0x3f
MPT_mode: 2 (independent)
MMT_package_id_length: 2
MMT_package_id: 0x0100
MPT_descriptors_length: 0
number_of _assets: 2
B Asset
identifier_type: 0 (AssetID)
asset_id_scheme: 0x00000000
asset_id_length: 1
asset_id: 0x01
asset_type: “hevi” \
reserved: Ox7f )
asset_clock_relation_flag: 0 (NTP)
location_count: 1
= MMT_general_location_info
location_type: 2
src_addr: 2001:0000:0000:0000:0000:0000:0000:0034
dst_addr: ff0e:0000:0000:0000:0000:0000:0000:0001
dst_port: 3001
packet_id: 0x0100
asset_descriptors_length: 123
& MPU_Timestamp_Descriptor ~\“
descriptor_tag: 0x0001
descriptor_length: 12
mpu_sequence_number: 1
mpu_presentation_time: Oxdal92c2f.813953dg,(2015-12-14 20:53:19.504)
£ MPU_Extended_Timestamp_bDescriptor o\
descriptor_tag: 0x8026
descriptor_length: 63
reserved: Oxif
pts_offset_type: 0x0
timescale_flag: Ox1
timescale: 90000
mpu_sequence_number: 1
mpu_presentation_time_leap&indicator: 0
reserved: 0
mpu_decoding_time_offget: 4500
num_of_au: 25
dts_pts_offset: 4500
dts_pts_offsett 15000
dts_pts_offset: 7500
dts_pts_ofifset: 3000
dts_pts_oOffset: 0
dts_pt6_offsetr: 1500
dts_pts_offset: 4500
drs_pts_offset: 1500
dts_pts_offset: 3000

Figure 57 — MP table structure

6.7.6.3 MMT/TLV packet structure

When an MMTP packet is carried in a TLV packet, one MMTP packet is encapsulated into one IP packet
or one header compressed packet, and then that packet is encapsulated into one TLV packet.

The TLV packet is transmitted over Ethernet with the structure shown in Figure 58. This figure shows a
MAC frame and IPv4 packet, which carry a TLV packet. The actual packet data of this format is provided
as attachment 2. This structure is for carrying MMTP packets in TLV packets over the interface like
ethernet.
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MAC frame carrying TLV packet

Destination| Source IPv4 UDP
MAC MAC Type TLV packet FCS
address | address header | header

IP packet carrying MMTP packet

Th
At

At
TL

At
ac

.}.6.4 Captured packet

)(
Type IPv4 uDP
‘Ox7f’ vp Length MMTP packet
= |Pv4 header | header
Type IPv6 UDP
‘0x7f’ Length MMTRpacket
= IPv6 header | header
Type Compressed
‘Ox7f’ iy Length 5 MMTP packet
=clIP header
Type
‘Ox7f’ P Length TLV-SI
=Signaling

Figure 58 — TLV packet transmitted over ethernet

e electronic attachments are available\at: https://standards.iso.org/iso-iec/tr/23008/-13/¢

d-3/en.

tachment 1 is the captured packetiof MMTP/UDP/IPv6 packets.

tachment 2 is the captured:packet of MMTP/UDP/IPv6 packets carried in TLV packets. In
V packets are carried by IRv4 packets and MAC frames as described in subclause 6.7.6.3.

tachment 3 is a lua seript, which is a plugin for Wireshark3). When this script is used with W
fual packets attached to this text can be analysed as shown in Figure 56 and Figure 57.

& = i

this case,

fireshark,

MMTP packets pcap MMTP+TLY mmtlua
packets pcap
Attaclhins ant 1 Attaclhhis st D Abtaclhhis gt D
LitiAavvIiiiricIiv LACLAUCITIITIIVIIU o LALLACTIIIrnICIIiv J

6.8 MMT deployment in ATSC 3.0 systems

ATSC DoC. A/331[3] specifies the technical mechanisms and procedures pertaining to service signalling
and IP-based delivery of a variety of ATSC 3.0 services and contents to ATSC 3.0-capable receivers over
broadcast, broadband and hybrid broadcast/broadband networks. It specifies the usage and extensions
of ISO/IEC 23008-1 for broadcasting services. The extensions include additional signalling information.

3) Wireshark, a registered trademark of the Wireshark Foundation, is an example of a suitable product available
commercially. This information is given for the convenience of users of this document and does not constitute an
endorsement by ISO or IEC of this product.
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An mmt_atsc3_message() is defined by ATSC to carry information specific to ATSC 3.0 services delivery
by MMT. The message_id for the mmt_atsc3_message() is set to “0x8100”, which is in the “user private”
range per ISO/IEC 23008-1:2017, 10.7. The syntax and semantic of this message are shown in Table 1.

Table 14 — Bitstream syntax for mmt_atsc3_message()

Syntax No. of Bits Format
mmt_atsc3_message() {
message_id 16 uimsbf
[version 8 uimsb1
length 32 uimsbf
message payload {
service_id 16 timsbf
atsc3_message_content_type 16 uimbsf
atsc3_message_content_version 8 uimbsf
atsc3_message_content_compression 8 uimbsf
URI_length 8 uimbsf
for (i=0;i< URI_length;i++) {
URI_byte 8 uimsbf
}
atsc3_message_content_length 32 uimsbf
for (i=0;i<atsc3_message_content_length;i++) {
atsc3_message_content_byte 8 uimsbf
}
for (i=0;i<length-11-URI_length-atsc3_message_content_length) {
reserved 8 uimsbf
}
}
}

messagelid - A 16-bit unsigned integer field that should uniquely identify the mmt_atsc3_messag¢g().
The valud of this field should be.0x8100.

version -|An 8-bit unsignedinteger field that should be incremented by 1 any time there is a change|in
the informpation carried injthis message. When the version field reaches its maximum value of 255, fits
value shojild wrap areund to 0.

—

length - |A 32-bit_unsigned integer field that should provide the length of mmt_atsc3_message()
bytes, coynting from the beginning of the next field to the last byte of the mmt_atsc3_message().

n

service_ifl =X 16-bit unsigned integer field that should associate the message payload with the serv]ce
identified in the serviceld attribute given in the SLT defined in [3].

atsc3_message_content_type - A 16-bit unsigned integer field that should uniquely identify the type of
message content in the mmt_atsc3_message() payload, coded per ATSC A/331:2019, Table 7.831.

atsc3_message_content_version - An 8-bit unsigned integer field that should be incremented by 1
any time there is a change in the mmt_atsc3_message content identified by a service_id, and atsc3_
message_content_type pair and URI if present. When the atsc3_message_content_version field reaches
its maximum value, its value should wrap around to 0.

atsc3_message_content_compression - An 8-bit unsigned integer field coded per ATSC A/331:2019,
Table 7.9[3] that should identify the type of compression applied to the data in atsc3_message_
content_byte.
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URI_length - An 8-bit unsigned integer field that should provide the length of the URI uniquely
identifying the message payload across Services. When the URI is not present, the value of this field
should be set to 0. When this mmt_atsc3_message() carries an MPD (i.e. atsc3_message_content_type =
0x0002), the URI should be present.

URI_byte - An 8-bit unsigned integer field that should contain a UTF-8 character of the URI associated
with the content carried by this message excluding the terminating null character, as per RFC 3986.
This field, when present, should be used to identify delivered message payloads. The URI can be used by
system tables to reference tables made available by delivered message payloads.

atses—message—cortet—ens
coptent carried by this message.

ergth of the

atsc3_message_content_byte - An 8-bit unsigned integer field that should contain a byteof the content
cafried by this message.

6.p Implementation of MMT based on D-TMB in China

6.9.1 Background

The D-TMB Standard, GB 20600-2006 was released in August 2006. Both fixed and mobile terminals can
refeive media content through single-frequency or multi-frequencynetwork via provided trapjismission
te¢hniques for digital televisions. D-TMB was announced as(the mandatory terrestrial bropdcasting
standard in China on August 1, 2007.

6.9.2 MMT over legacy DTMB infrastructure

Ad the terrestrial broadcasting standard in China; D-TMB possesses solid industrial impleIentation

achieves national-wide signal communications. Meanwhile, considering the customized adlvantages
of MMT, it is able to provide personalized and;high-quality services based on MMT protocol oyer legacy
D-[MB infrastructure.

The D-TMB transport media content@s based on MPEG-2 (TS) standard, while the MMT pdckets are
transmitted over IP. To enable MM T*transmission based on D-TMB, a protocol conversion mechanism
between TS packets and MMT\packets is proposed. As shown in Figure 59, the medip content
enicapsulated in MMT protocolis converted into TS packet through the protocol conversion and followed
by| TS encapsulation.

MMT : Protocol > TS

Figure 59 — Protocol conversion

TS
Paclet

6.9.3 Use cases

6.9.3.1 Synchronized and personalized presentation of multi-view

Based on the techniques above, synchronized display of main view and associated views from different
networks on one or more terminals has been implemented. As shown in Figure 60, the main view of
4K, which is transport through the broadcast, and the auxiliary view of 2K, which is transport through
the broadband, were played on the TV with time synchronization. The MMT packets are converted into
MPEG2-TS packets in real time and transport to the D-TMB receiver by the D-TMB transmitter. Then,
the TS packets, which are received by the D-TMB receiver, are converted to MMT packets. Then the
MMT gateway can recognize the MMT packets.
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It is realized in less than 200 milliseconds of time offset between different views. In this way, the

broadcast
compleme

MMT Se:

Main Vi

Auxilia

Viev/

6.9.3.2

services. When the networ

network and the internet are efficiently integrated in the MMT system, which enables the
ntarity of different networks and more flexible multimedia services.

rver

MMT to TS
ew Protocol DTMB

Conversion Transmitter

ry

TS to MMT
Protocol
Cenveision

Multi-view

Figure 60 — Synchronized a\}@personalized presentation of multi-view

xO
Seamless switching be%@}ﬁ multiple networks

As shown in Figure 61, mul§ip1§ networks work together to ensure the robustness of multimedia

the client

rks well, the client receives data from the broadcast network. Whiile
detects that t @nal from the broadcast network is unstable or poor, it will automatically

send a refuest to the&o 1, this request tells the server to send multimedia data through broadband.

Once the

e request, it will send multimedia data to the client through the broadband

server ge
network. Since thefﬂT client could process the data received from multiple networks, it automatically

disconne
client can
switch bg

ts fr e broadcast network after receiving data from the broadband network. The MMT
a @djust the bit rate adaptively to adapt to network bandwidth. The MMT system coyld
en multiple networks adaptively. Furthermore, it can ensure the continuity of media

services while network switching.
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MMTP packets carry various data including metadata and signalling messages as depicted
67 Payload data of MMTP packets carrying metadata are @processed to generate approprig

of
co

L0 Conversion of MMTP stream to MPEG-2 TS

.10.1 Overview of conversion operation

ISO/IEC TR 23008-13:2020(E)

A

Broadcast ~ N
A
v — = il —

/ MMT MMT Client
J/ Gateway

MMT Server @ v s
+ \ \ 7 \::"Discog?prfpa >
Broadband \’
!_ Request YES MMTPla

Figure 61 — Seamless switching between multiple networks

bection data or the values of the fields in the MPEG-2 TSvpackets or the PES packets. Pay
MMTP packets carrying MFU data, i.e. the MMTP pa¢kets with the value of the FT field
hverted to PES packets.

in Figure
te MPEG-
load data
is ‘2’, are

ftyp mmpu moov moof I mdatyt | eeeees moof I mdat

| Fragment
MPU metadata Fraggfm MFU| [MFU| "*** MFU g

metadata metadata MEU] [MFU

6.

MMTP allowsthighly flexible operation. There are many fields of MMTP packets with very wj

of
ra
co

Figure 62 — MMTP packet generation

0.2 Restrictions to MMTP packets

values are'allowed and many features configurable to various ways. As they can be beyond
hge of MPEG-2 TS, there are some restrictions to be applied to MMTP streams to ensur
hversion into MPEG-2 TS.

* |[MFU

ide range
pperation
e efficient

Media track data should include codec initialization information. For example, MPUs carrying AVC
video bitstream should carry all sequence and picture parameter sets (SPS and PPS) necessary for

decoding the AVC video stream within that AVC video stream.

The value of the ‘packet_id’ field of MMTP packets should be one between 0x0010 and 0x1FFE.

6.10.3 Calculation of PTS, DTS

In MMTP stream presentation, time and decoding time are represented as wall clock time, i.e. UTC-
based absolute time. As presentation time and decoding time in MPEG-2 TS are represented by using
PCR as a clock reference, presentation time and decoding time of media data carried by MMTP needs to
be converted to PCR-based value. For the conversion, UTC-based presentation time and decoding time
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of media data carried by MMTP are calculated by combining the value specified in MPU_timestamp_
descriptor which provides the presentation time of the earliest sample in the MPU in presentation
order and the composition time relative to the earliest sample in the MPU in presentation order known
by movie fragment box data. Then, the presentation time and decoding time in UTC are converted to
presentation time and decoding time referencing PCR. Considering clock of the client processing MPEG-
2 TS is locked to the clock of the sender, presentation time and decoding time can be calculated by using
following formula:

P —T,
_UTC _UTC 90,000

Pocr =Tpcp + 32
D =T
B UTC ~ 'UTC
Dpcr FTpcr +23—2><90,000
where

Tpcgr | is the value of the current PCR sample in 90 KHz;

Tyrc | is the value of the current time in UTG;

Ppcr | is the value of the presentation time of the media data in 90 KHz referencing PCR;
Pyrc | is the value of the presentation time in UTG;

Dpcp | is the value of the decoding time of the media data inf90 KHz referencing PCR;

Dyrc| is the value of the decoding time in UTC.

6.10.4 Restriction related to MPEG-2 T-STD

As MPEG{2 TS should comply with the rules regarding MPEG-2 T-STD, the MMTP stream should |be
ed in a way that the MPEG-2 TS converted from MMTP to comply to MPEG-2 TS rules withqut
adding orfremoving data by using HRBM of MMT. As HRBM allows precise control of distance betwelen
MMTP palckets, in other words when the media data of each MMTP packets available to the next entjty
connecteql to HRBM buffers, MMTP stream can be constructed to meet such a requirement by deciding

MPEG-2 T-STD can be conceptually represented as the Figure 63, where it is assumed that there is jno
processing delay added by MMTP to MPEG-2 TS converter. It reads reconstructed media data fr¢m
MMTP dejcapsulation bufferfwith fixed rate R; and delivers MPEG-2 TS packets to TB, with fixed rate
Rp, wher¢ R is the rate inereased from R by fixed amount due to MPEG-2 TS packet header overhead
introducdd by the conversion operation. As TB, should be empty in each second, at each second thgre
should belno more media data in the MMTP decapsulation buffer available for the conversion operation
before th¢ data from'the next MMTP packet is delivered to the MM TP decapsulation buffer.

Re Ro
MMTP MMTP TB,
Decapsulation to MPEG-2 TS (MPEG-2
Buffer Converter T-STD)

Figure 63 — Relationship between HRBM and MPEG2 T-STD
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6.10.5 Packet field conversion rule

Tables 15, 16 and 17 provide basic rules to determine the value of the fields of MPEG-2 TS p

2020(E)

acket and

PES packets. The value of the fields not specified in this subclause cannot be directly determined from
the values of the fields of MMTP packets or signalling information but to be determined according to

semantics defined in ISO/IEC 13818-1.

Table 15 — Rule for TS packet layer

MPEG-2 TS packet fields in

e Rule for conversion from MMTP packets

N

The value of this field is set to ‘1" if the TS packet is the firs
payload_unit_start_indicator converted from the MMTP packet with the value ofthe'f i {
either ‘00’ or ‘07".

F packet
ield is

The value of this field is set to ‘1’ if the TS packet is converte
the MMTP packets with the priority field isemaller thanac
transport_priority threshold value set by conversion system:fithe threshold v.
provided by conversion system, then the TS packet generate
the MMTP packet with the value ofthe priority field is ‘0’ is

d from
brtain
hlue is not
d from
ket to ‘1.

The value of this field is set to the same value of the packet

PID of the MMTP packet used togenerate this TS packet.

| id field

Table 16 — Rule for adaptatien field

MPEG-2 TS packet fields

N .
in adaptation field Rul,e\%fogonversmn from MMTP packets

The value of thisfield is set to ‘1’ if the MPEG-2 TS packet is the

random_access._indicator packet generated'from a MMTP packet with the value of the R f

first
eldis ‘1’

The value ofithis field is set to ‘1’ if the TS packet is converted fi
MMTP pdckets with the priority field is smaller than a certain t
value set by conversion system. If the threshold value is not prd
conversion system, then the TS packet generated from the MM
with the value of the priority field is ‘0’ is set to ‘1’.

D

ementary_stream_priority_indica-
tor

om the

hreshold
vided by
'P packet

Table 17 — Rule for PES packet

MPEG-2 TS packef field

in PES packet Rules for conversion from MMTP packets

The value of this field is determined by the value of the as

streami_id field of MP table

et_type

The value of this field is set to ‘1" if the TS packet is conver
the MMTP packets with the priority field is smaller than a|

PES_priority threshold value set by conversion system. If the threshold

not provided by conversion system, then the TS packet geperated

ted from
certain
value is

data. The value of Dp(p in subclause 6.10.3 is used.

from the MMTP packet with the value of the priority field jis ‘0’ is
setto ‘1.
data_alignment_indicator The value of this field is set to ‘1’
PTS The value of this field is calculated from composition time of media
data. The value of Pp in subclause 6.10.3 is used.
DTS The value of this field is calculated from decoding time of media

© ISO/IEC 2020 - All rights reserved

85


https://iecnorm.com/api/?name=9d444179968f7b933e6037182d70caca

ISO/IEC TR 23008-13:2020(E)

6.10.6 PSI Conversion rule

6.10.6.1 Comparison of content model

Both MPEG-2 systems and MMT have defined their own content models to construct a presentation with
multiple media components. As shown in Figure 64, MPEG-2 system defines a program as a conceptual
content model. A program is defined as a collection of program elements which share a single time base
and are intended for synchronized presentation.

Decoded

video

(Jhannel

Channel-specific
decoder

decoder

Transport stream

Transport stream
demultiplex and

Clock control

confaining one or multiple programs

> Video decoder |-————»

Décoded

I audio
> Audio decoder

Figure 64 — Example of MPEG-2 TS demultiplexing and decoding

The contgnt model of MMT is more complicated than that of MPEG-2-TS. An MMT package is defined

as a colleftion of one or more MMT assets and optionally presentation information and asset delive
characterjistics. As each asset will be decoded by a single independent decoder and all assets if
package dre sharing same time base, UTC, and are intended for.synchronized presentation, a packd
of MMT chn be considered equivalent to a program of the MPEG-2 system and an asset of MMT can

considerdd equivalent to a program element of the MPEG<2 sSystem.

6.10.6.2

A packag¢ of MMT should be converted to a program of the MPEG-2 system and an asset of MMT shoy

Handling of program specific information

ry

a
ge
be

11d

be converted to a program element of the MPEG-2 system to generate program specific informatign.
Table 18 dhows the rules to generate tables-of MPEG-2 TS from MMTP stream.

Table 18 — Rule to generate tables of MPEG-2 TS from MMTP

etc.

generate NIT for MPEG-2 TS.

Stl&l;cl;:re Relfle];‘ \;ed \ . Description Conversion rule
o~
As MMT does not define a method to signal
Progrpm Associates program number carriage of multiple packages in a single MMTP
associdtion 0x00 and bro rafn n‘;ga table PID stream, PAT cannot be directly generated from
table prog P information in MMTP stream. PID of PMT and
structure of PAT should be predefined.
PMT should be generated from MP table.
— The value of the packet_id field for each asdet
from MM'1_general_location_info in MP table of
e MMTP stream should be used for the value of
. Specifies PID values for )
rl;;;gt;abr?e 1ﬁS£S}:§II1’i\qT components of one or more the elementary_PID field of PMT.
programs — The value of the asset_type field from MP table
should be used for the value of the stream_type
field of PMT.
Phvsical network parame- NIT can be generated from MP table. The value of
Network Assiened ter}; such as FDM fI;e wen- IP address or MPEG-2 transport stream ID for each
information in thg PAT |cies transponder nu(r]nbers asset from MMT _general_location_info in MP table
table ’ p " |of MMTP stream should be used as the values to
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Table 18 (continued)
AETTHE LESDREE Description Conversion rule
Name PID # P
Conditional Associates one or more (pri- There is no relevant information in MMTP stream
0x01 vate) EMM streams each
access table . . to generate CAT.
with a unique PID value
Transport Associates one or more
stream 0x02 descriptors from Tables 2  |There is no relevant information in MMTP stream
description to 45 to an entire transport |to generate TSDT.
Ld‘UlC SUIEdIIT
(PMP control Contains IPMP tool list,
information 0x03 rights container, tool con- There is no relevant information in MMTF stream
table tainer defined in ISO/IEC to generate IPMP table.
13818-11

6.

MMT service provisioning is also possible for MMT-capable devices (MMT-receiving entities sy
which are connected to STB. Currently, many people are still watching'their TV through STB.

th
m

In

a more enriched service. A content provider or service provider who feeds the content on T

th

us
TV
Vig

TH

in

1m¢

Th

In
In

TH
ne

as
pr
pr

Contents
Provider

1 MMT service provisioning at conventional broadcast environment

s STB may not be able to support system protocols (e.g. MMT) orIP-based media data re
ANy cases.

this environment, TV can utilize various metadata attache€d in content as a service triggef

er service satisfaction. This content can be provided through the broadband access connec
. For example, additional content such as basebdll player statistics or player video in anof
bw can be presented on the TV screen while the user is watching a baseball game through S

is metadata can be in any form that can he‘tilized by MMT-capable TV. The metadata canb
the form of hidden watermarks in audio/video or in the form of data in audio bitstrean
ptadata for service trigger can bypass'STB as embedded in audio-visual media or within a |
en, it can be extracted from automatic contents recognition (ACR) engines or A/V decodersg

some cases, these data can be URLs to fetch the data related to the new additional content
another extreme end, it may' be media packet, service identifier or media data itself, etc.

e metadata can be generated and embedded by content providers such as a studio. It cg
wly added, modified; removed or replaced by a service provider in the media delivery c
MVPD network gperators under a certain contract as depicted in Figure 65. In that case, ]
pvide its ownivnew service, personalized advertisement or any new additional service from|
pvider under'some contract.

chasTV)
However,
Ception in

point for
V screens

Fough STB is able to pop up new additional content or-advertisements on the TV screen t improve

ted to the
her angle
TB on TV.

e included
, etc. The
itstream.
atTV.

S/service.

n also be
hain such
IVPD can
3rd party

Sé

Conventional MVPD chain Contents

MMT

erver

RE‘q‘U’EN/

TV

STe (MMT-capable)

Service
Provider

Figure 65 — MMT service in conventional broadcast environment

Contents
Response

This metadata addition/removal/replacement operation can also be done in the STB to add or replace
the service/content into another one. When the STB receives data from STB input interface, a transport
processor recovers delivery units such as MPEG2-TS, IP or an MMTP packet from it. Then, a media
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processor will extract actual audio/video data and each of them will be processed by an audio and
video processor in STB. When metadata is delivered to TV through an STB output digital interface like
HDMI, a metadata generator in STB can add/remove/replace metadata in audio or video bitstream by
providing the information to audio/video processors in STB.

There may be cases where both the STB and TV are MMT-capable devices. If both of them extract
metadata from the media and transact it at the same time, it could be undesirable because the same
service can be triggered at both sides concurrently. In that case, STB and TV should detect their own
and each other’s capability whether they are supporting MMT or not. This can be done, for example, by
device AP], interaction between a client and a dedicated server that provides capability information or
WiFi COHJGCUOH between STBand 1 V.

Additiondlly, an audio processor at STB should not decode any audio bitstream and bypass it throtugh'S'B
digital oufput interface such as HDMI. Then, metadata in audio bitstream is directly delivered.to tthe TY.

Figure 66 shows the basic metadata processor architecture for a TV. The metadata proeessor can bepn
audio metadata processor or video metadata processor. If it is assumed to be an audio)Case, the audlio
metadatal processor receives audio data including metadata from the audio processor inside the TV.
Actual m¢tadata is extracted from a metadata extractor and it is parsed and transfermed at a metaddta
parser fox suitable operation of the metadata processor.

The TV can decide to process and take an action for the extracted metadata based on the prefererice
of user orf whether it has the capability to process the MMT capabiljty,\f it has the MMT transaction
capability, it can cope with fetching and presenting media as-described in fetched media like
ISO/IEC 23008-11.

If the pansed metadata includes information related to render/present the media, it is delivered t¢ a
media presentation processor. Then, the media presentation/ processor extracts and manipulates t;{at
informatipn and hands it over to a media player. On the other hand, if it is the information related|to
media acqquisition such as URLs, it is transferred to.a)media delivery processor. The media delivdry
processotf fetches media from the media location information by using other interfaces and protocpls
such as Toadband internet and MMT, etc., andxhands it over to the decoder. The metadata may not
include alll the information to render/present the media to the TV and, in this case, the media delivdry
processot can query more information to de\thHat through other interfaces and protocols.

As descriped above, metadata can be any type of data such as MM TP packet, contents identifier, media
data itself, media locations, etc. If.it'iS'an MMT packet A/V processor, the output will be the MM['P
packet tHat includies the MMT (Sighalling message. Then, the metadata extractor will extract the
MMT signalling message first from the extracted MMTP packet streams and it will be informed to the
metadatalparser.

If the metladata is a kind‘of custom contents identifier defined by CP or SP, the metadata processor

and pres¢ntation;related data. It can be acquired by a media delivery processor and delivered to the
decoder and media-player.

If the metadata is a media source location to fetch media such as a URL, the metadata processor Wi
query to thoseBRI+teacquire-aPA-sigratingmessage-as-a+reots page-to-tittate-the-MM eFv
When a PA message is received, the MMT engine will parse it and extract all the signalling messages and
assets based on it. When the CI page is received, it can render media as described in ISO/IEC 23008-11.

88 © ISO/IEC 2020 - All rights reserved


https://iecnorm.com/api/?name=9d444179968f7b933e6037182d70caca

A/V
Processor

Metadata Processor

ISO/IEC TR 23008-13:2020(E)

Metadata
Extractor

.| Metadata
V.
Parser

Media

>»| Presentation
Processor

Media Player

/ A
Y

Media
> Delivery
Processor

Co——————---__----------_- ____Q_____

MMT
Protocol

> Decoder

Figure 66 — Architecture of metadata processor and its interface at TV

6j12 Usage of multimedia configuration for interface switching management

Compared to an HTTP-based multimedia delivery system, an MMT-based multimedia delively system
cah use the multimedia configuration (bitrate, packet loss, data bandwidth, propagation delay, buffer
status, etc.) to support the QoS management during the switching between LTE unicast anfd WiFi to
prevent the degradation of QoS.

InjJan MMT-based multimedia delivery system, an ADQG message information can be used whi¢h defines

Qa
in
as
su|

By,
th
(o0}
m

Srequirements and statistics of Asset for delivery, and their associated QoE quality informa
'ormation can be used by the MMT-aware inteymediate network entities for QoS-managed d
Sets. And the mobile AP’s network status can be estimated by using MMTP packet header in
ch as the packet counter and timestamp;

using a mobile AP’s network status and multimedia configuration, the user can accurats

hfiguration requirement, then:the user will be able to switch from LTE Unicast to W|
bile AP’s network status, does not satisfy the multimedia configuration requirement, the

tion. This
elivery of
formation

ply decide

b network switch from Unicast to*WiFi. If the mobile AP’s network status satisfied the multimedia

Fi. If the
user will

coptinuously receive the mopile video streaming via the LTE unicast.
6.113 MMT signalling for multiple timed text assets

6.13.1 Multiple timed text assets within an MMT presentation

Tol providé rich experience to users there can be multiple assets displayed within a frame, ndt only the
main video, audio and subtitle.

In[anmultiple timed text assets case, the assets can include various types of timed text datfa such as
graphic effects which enhance the context of contents givev to the viewers, a program logo or more
than one language of subtitle.

Figure 67 shows an example of multiple timed text data in one presentation in MMT. Area 1 can be used
for the timed text asset of a program logo. The program logo can be a graphic which explains the current
context of the main video. It usually changes after interstitial advertisements during a TV show. Area
2 is for the timed text asset of a subtitle. A subtitle is different to a closed caption, because a subtitle is
refined in the production stage and a closed caption is a textual representation of the whole sound. Area
3 is for a director’s intended timed text asset. The director’s intended timed text can be an additional
subtitle or graphic effect which is generated in the production stage. The director’s intended timed text
data is different to a conventional subtitle because it’s not a textual representation of dialogue. It gives
additional explanations or comments to attract more concentration from the viewers. As well as text,
graphics such as an emoticon, arrow or short video clip can be utilized as director’s intended timed
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text. Area 4 is for the broadcaster’s logo; usually the channel logo is displayed. Table 19 is a spatial
assignment for multiple timed text assets.

6.13.2 S

Using mu
the spatia

Figure 67 — Example of multiple timed text in an MMT presentation

Table 19 — Spatial assignment for multiple timed text assets

~

Asset No. Content & Language
Areal Asset 1 Progrant’logo English
Area 2 Asset 2 Subtitle English
Produced subtitle
Area 3 Asset 3 English
(Directorintended timed text)
Area 4 Asset 4 Channel logo N/A

blective spatial assignment formultiple timed text assets

tiple timed text assets within one MMT presentation, the service provider could easily charnge
| assignment for different language users.

90

Figure 68 — Example of multiple timed text in an MMT presentation
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Figure 68 shows an example of spatial assignment for selective spatial assignment. When an original
content produced for English speaking viewers has one director’s intended timed text asset 1 in Area
1, then the service provider can deliver the timed text asset 1 to the users who speak English. Table 20
shows the spatial assignment for the original content.

Table 20 — Spatial assignment for the original content

AssetNo. | Media type Content Language
. Produced subtitle .
Area 1l Asset 1 Timed text (Director intended timed text) English

Hqwever, when the content is provided in many countries, the service provider can select)an
multiple options. For example, if the service provider would like to fully localize the content f
vigwers, then put the Korean version of the director’s intended timed text in Aréa,1 instg
English version. And, of course, the Korean subtitle on the main audio can be located\in Area 3

shpws the spatial assignment of this example.

Table 21 — Spatial assignment for full localization

Asset No. | Media type Content. N° Language
. Produced subtitle
Areal Asset 2 Timed text (Director intended timed text) Korean
Area 3 Asset 4 Timed text Subtitle Korean

Mo¢reoverm if a service provider would like to localize the)content partially, then the related :

be|assigned as per Table 22 and Table 23.

Table 22 — Spatial assignment for partial localization

Asset No. Media&y@é Content Language
. Produced subtitle .
Area 1l Asset 1 Timed text (Director intended timed text) English
) Produced subtitle
Area 2 Asset 2 Timed text (Director intended timed text) Korean
Area 3 Assetd Timed text Subtitle Korean

d prepare
br Korean
ad of the
. Table 21

ssets can

Table 22 is an example of spatial assigment for partial localized content. The director’s intengled timed

text data can be displayed in both English and Korean. The director’s intended timed text
bef a graphic effect'af internet slang, for instance, then it could be produced differently in t
vefsion. For example, this timed text can be a graphic effect on ‘LOL’in English, but ‘BREAA’ i

In|a similar-manner, the subtitle can be provided both in English and Korean as shown in T4
le 23, the English subtitle can be prepared for foreigners separately in closed caption.

Table 23 — Spatial assignment for partial localization with multiple subtitles

ata could
e Korean
Korean.

ble 23. In

Asset No. | Media Type Content Language
. Produced subtitle .
Areal Asset 1 Timed text (Director intended timed text) English
. Produced subtitle
Area 2 Asset 2 Timed text (Director intended timed text) Korean
Area 3 Asset 3 Timed text Subtitle English
Area 4 Asset 4 Timed text Subtitle Korean
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6.13.3 Example of multiple timed text assets signalling in MMT

The multiple timed text assets can be signalled using default_asset_flag in an MP table, layout
configuration table, and asset group descriptor.

The layout for the multiple timed text assets in an MMT presentation is defined by layout configuration
table and carried in the PA message. The number of areas within a presentation and the size of each
area are defined. Content can use multiple layouts, and the PA message can be updated when the layout
needs to be change.

For efficient a : :
the asset$ by the contalned content and its language. For more than one timed text, assets have f
same conftent but are different in language; a group descriptor can assign the same value of grot
identification on all assets, but distinguish between them with a different value of selection_level.

In this cage, all asset groups should have the same value of the selection_level to enable asset selection by
languageTable 24 shows asset group descriptor usage for the examples described in subclause 6.13.p.

Table 24 — Example of field values of asset group descriptor for multiple timed text assets

g up selection
Asset No. Content Language
1d\®{1catlon level

Produced subtitle .
Asset1 (Director intended timed text) English 0

Produced subtitle
Asset 2 (Director intended timed text) Korgan 0 1
Asset 3 Subtitle English 1 0
Asset 4 Subtitle Korean

To indicate multiple timed text assets to be displayed at the same media presentation time, a default_
asset_flag in an MP table can be used. When the'timed text asset selection has changed, the MP table
should bg updated. Only used timed text assets can have default_asset_flag value as ‘0’. Table 25 giyes
an examplle to compose a single frame at the\same media presentation time using combination of groyp_
identification, selection_level, and default @sset_flag.

Table|25 — Example of field values of asset group descriptor and default asset flag in MPT

%& : group selection default
Asset Nd. C t Language
6 identification level asset flag
Prodiiced subtitle .
Asset1 (Direetotintended timed text) English 0 0 0
Produced subtitle
Asset 2 (Director intended timed text) Korean 0 1 0
Asset 3 Subtitle English 1 0 1
Asset 4 Subtitie Korean T T Y

Based on the field values of Table 25, the director’s intended timed text would be displayed in both
English and Korean version, and subtitle would be displayed only Korean.

6.13.4 Carriage of TTML based timed text in MMT

6.13.4.1 General

Timed text markup language (TTML) based timed text can be stored in an ISOBMFF track as defined
in ISO/IEC 14496-30. ISO/IEC 23008-1 specifies the ‘mpuf’ branded ISOBMFF, MPU, for timed media
contents. Therefore, to encapsulate the TTML based timed text in MPU, both ISO/IEC 14496-30 and
ISO/IEC 23008-1 should be satisfied.
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6.13.4.2 MPU encapsulation of TTML based timed text

In accordance with MMT, the timed media MPU can be encapsulated based on ISOBMFF. The example of
MPU encapsulation of timed media data from MMT specification is depicted in Figure 69.

ftyp
mmpu
media MMT
trak hint trak
moof
mdat

Figure 69 — Example‘of MPU encapsulation for timed media

In|accordance with ISO/IEC 14496-30, the timed text XML document can be stored in a tjmed text
ISOBMFF track as a timed text sample. If the timed text is image type, then the image resdurces are
referenced by the XML document.

A timed text sample should contain a timed text XML document. Optionally, image resourdes can be
sm‘ed in the same sample formed as sub-samples. The XML document should be the first sub-sample,
and each image respurces should be defined as subsequent sub-samples in the same timed text sample.
THe example of timed text sample structure using sub-samples from ISO/IEC 14496-30 is dg¢picted in
Figure 70.
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The timing values of the timed text samplessare provided by the XML document. For example, {

‘begin’ arg
track pre

timing vajues provided by the XML doctinent.

6.13.4.3

The time
message.
ISO/IEC 2
service i
signalled

6.14 Vie

<tt> 00:00:00
<body>
<div smpte:backgroundimage=“urn...1”
Subsample 0 begin="00:01:00” end="00:02:00" />
Timed Text Document
with Images <div smpte:backgroundimage="“urn...n”
begin="01:28:00" end="01:30:00" />
</body>
</tt>
Subsample 1
Image 1 subtitle line 1 of text rendered as an bitmap image
Subsample n
Image n subtitle line n of text rendered as an bitmap image
0%1:30:00 v

Figure 70 — Subtitle sample structure when using-sab-samples

atory boxes for sub-sample structure such as the Track¢Fragment Box (‘traf’) and Sub-Samj
on Box (‘subs’), and their constraints are the same as défined in ISO/IEC 14496-30.

Header Box should be used (e.g., the value of ‘width’ and ‘height’) to size the timed text trg

d be layered using the ‘layer’ value. The track width and height can be provided by the XI
as declared in ‘tt’ element.

d ‘end’ attributes of the <body> element provide the internal timing value in terms of t
sentation timeline. Hence the decoding time and presentation time can be determined by t

Metadata signalling for TTML timed text contained MMT Assets

Defining the detailed method of the timed text metadata signalling is outside the scope
3008-1, therefore it should be defined in the corresponding standard which the timed tg
based onFer example, the closed caption metadata associated with caption MMT assetg
by usingthe caption_asset_descriptor() as defined in ATSCI3],

wport-dependent baseline media profile with packed streaming for VR

ble

ck

ith respect to the video, unless specified by an.embedding environment. The video and timed

VL

he
he
he

1 text metadata a$sociated with timed text assets can be contained in an MMT signalling

of
Xt
is

Figure 71 shows an example of producing the proposed codec-independent viewpoint-dependent OMAF
content. It consists of three main steps:

1. Partitioning the high resolution (HR) ERP video,

2. Down-sampling and rotating the ERP to create the low resolution video,

3. Concatenation of the HR ERP partition with the down-sampled and rotated low resolution (LR)
ERP. A guard band is added between the HR and LR content, as shown in Figure 71.

In Figure 71 (a), ERP video content is vertically partitioned into eight ERP partitions with overlap, each
of which contains a HR partition of the ERP content. In this example, each ERP partition covers 135
degrees width and the shift between the two adjacent ERP partitions is equal to 45 degrees. In Figure 71

94
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(b), the ERP video is down-sampled and rotated by 90 degrees clockwise to produce the rotated LR ERP
content. In Figure 71 (c), each of the eight HR ERP partitions and the rotated LR ERP are concatenated
side-by-side to produce the frame-packed OMAF assets.

EQR

(a) Partitioning of HR EQR video step

Down—sampleiL

90 degree

Down-sampled
LR EQR

| rotate :

403 Y1 paieioy

.06

HR
(Partition 7)

LR

HR

Ardidtoan 1)
P

LR

HR

(Partition 0)

LR
90;

(c) Packaging HR partition and LR ERP

(b) Downsampling-90 degcee rotating step

Figure 71 — Packaging viewport dependent OMAF contents

The eight (ersions of the viewport-dependent frame packed OMAF content are encoded inde
using HEVE/AVC to produce the assets, each of which is targeted for a certain viewing directior

of thé independency in the encoding process, the encoding could b
i C C C i <l C o .

bendently

.Because

e carried out in parallel by Heploying

In the receiver side, no additional extension is needed to the ISO BMFF demuxer, nor to the codec in
order to parse and decode the frame-packed OMAF content. In order to render the frame-packed OMAF
content correctly, the mapping information from the asset to the ERP region needs to be available at the

renderer (see Figure 72).
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- Each packed content is independently encoded using AVC

- Multiple ISO BMFF streams, each of which is considered as an Asset

- MPEG CiI for description of each of the packed contents and mapping it to
Asset

ISOBMFF
. Encoder 7 encapsulator -

LR
Eaiian ) 7

ISOBMFF
HR LR Encoder 1 encapsulator I -
(Partition 1) 1

HR

.. LR
(Partition 0)

ISOBMFF I_I
90° Encoder 0 encapsulator I
0

Figyre 72 — Multiple ISO BMFF bitstrréam creation for viewport-dependent streaming

An example implementation of viewport-dependent streaming is shown in Figure 73. In the streaming
client, the viewport dependent adaptation set selector module dynamically selects one Adaptation$et
from the provided AdaptationSets’described in the MPD, based on the viewing direction information
retrieved|from the HMD. The streaming client receives the viewport-dependent frame packed contept,
passes it fo the ISO BMFF(parser for parsing and then to the AVC decoder for decoding. The decoded
video seqpence is then passed to the rendering module for rendering based on the mapping informatign,
which maly be deliveredfrom the server to the client either through the MMT signalling or OMAF.
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7| Application layer@'c\)fvard error correction (AL-FEC)

7.1 FEC decodi@ethod for sshg_mode2

7.1.1 Genen@\

THis sub @se provides recommendations for the FEC decoding method when MMT employs ssbg_
mopde2~as source symbol block format. Depending on the FEC encoding scheme, an FEC|decoding
algo can be decided. However, this 1mplementat10n guldance does not cover a specific FEC

AN : ; ecodi his clause

prov1des some guldance of FEC decodmg umt and a method to choose a proper umt

7.1.2 Source symbol block format for ssbg mode2

In ssbg_mode2, a source symbol block (SSB) usually consists of MMTP packets of variable sizes.
Figure 74 presents an example of SSB for ssbg_mode2 which is built of 6 MMTP packets having distinct
sizes. More precisely, the 6 MMTP packets and some padding data (e.g., all 00h) have been placed into
the SSB. Note that any MMT packet should be started at the first byte of a symbol element in SSB. The
role of padding data may be regarded as adjusting the start point of MMTP packets.

The columns of SSB in Figure 74 correspond to the source symbols of size T [bytes] which is composed
of N(=4) symbol elements of size T/N. In other words, the SSB consists of K(=13) source symbols of size
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T, i.e.,, K*N(=52) symbol elements of size T/N(=T/4). Furthermore, an SSB can be divided into N regions
which consist of K symbol elements, respectively, such as Regions-1, 2, 3, 4 in Figure 74. The concept of
regions in an SSB will be used for recommended FEC decoding method in 7.1.3.

K

< »
¢ L]

Figure 74 — Example @§ource symbol block
b

7.1.3 Tgionalization of source symbo&&ﬁock for FEC decoding

First, assyume that the second and fift B@ITP packets in Figure 74 are lost, i.e., two MMTP packets gre
not receiyed in the MMT receiving entity side. When an MMTP packet is lost, the MMT receiving entjty
cannot acguire its boundary info ation in the SSB since its source FEC payload ID and size information
are also lpst. In other words, the MMT receiving entity cannot acquire the information on the start apd
end positjons of MM TP packetand the amount of padding data, and so on. Therefore, the MMT receiving
entity can rebuild SSB a icted in Figure 75. Note that source FEC payload ID provides information
related tg the start positien of the MMTP packet in SSB in terms of the symbol element for ssbg_mode2.
For example, the st osition of the second and fifth MMTP packets in Figure 74 in terms of symipol
elements |may be d 37. After rebuilding the SSB from received MMTP packets, the MMT receiving
entity carries e FEC decoding process to recover the lost MM TP packets.
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K :
Region - 1
Rpginn -2
Region - 3
Region - 4
1o
______ 40

Erased (Lost) Data

Figure 75 — SSB rebuilt when 2 MMTP packets are lost

THe unit of data used during the decoding-process can be changed according to decoding requirements,
e.d., the decoding complexity, latency and the performance of erasure recovery, etc.

For the first example, Figure 76 presents the FEC decoding method based on source symbgl unit. To
cafry out the decoding process baSed on source symbol, SSB in Figure 76 should be interpretdd into the
SSB in Figure 76. It is easily checked that any source symbol including lost MMTP packet is|regarded
as|a lost source symbol. Consequently, the rebuilt SSB has seven lost source symbols, and th¢refore, at
legst seven repair symbols.are required to recover the lost MMTP packets perfectly.
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Figure 76 — FEC decoding based on source symbol unit

The advaptage of FEC decoding based on source symbol unit is'low-complexity decoding due to odne
erasure ppttern during the decoding for the given SSB. Moré precisely, the preprocessing, e.g., Gaussign
eliminati¢n to form a decoding schedule, is required only‘@nce and the subsequent process is related|to
simple repeated computations.

r—------------"""»°>-""-"-—"-"-"=-—"—-—=-— A
I I
Regjon - 1 Repair I
| 2-symbpl elements |
I eee I Decoding - 1
Regjon - i I
I I
L S ——
r—-—- - - - - - - - - —-"-—"--—- - - - 1
I I
Regjon - 3 O Repair I
| \ 2-symbpl eleménts | Decoding - 2
| ese |
Reg ons — 1 I
I I

Figure 77 — FEC decoding based on multiple symbol elements unit

For the second example, Figure 77 presents the FEC decoding method based on a 2 symbol elements
unit. Here 2-symbol element means a virtual unit for 2 symbol elements bonded in each divided region.
To carry out the FEC decoding based on multiple symbol elements, a regionalization step is required.
After rebuilding the SSB from received MMTP packets in Figure 74, the SSB should be divided into
two regions as depicted in Figure 77. One region consists of Regions-1 and -2, and the other consists of
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Regions-3 and -4. Next, any 2-symbol element including lost MMTP packet is regarded as a lost 2-symbol
element.

Consequently, one region and the other of SSB in Figure 77 have six and five lost 2-symbol elements,
respectively. Therefore, at least six repair symbols are required to recover the lost MMTP packets
perfectly. Finally, FEC decoding is carried out with a proper amount of repair symbols for each region.
Note that repair symbols also should be transformed into repair 2-symbol elements for FEC decoding.

In general, the erasure patterns of two regions are different in case of FEC decoding based on multiple
symbol elements un1t Therefore the preprocessmg for FEC decodmg (e g Gau551an e11m1nat10n) should

- L il . arried out. This
capses an increase of decodlng complex1ty compared w1th FEC decodlng based on source sympol, while
the performance of erasure recovery can be improved for the given repair symbols sinc€ the number of
erasures is reduced. Note the number of erasures and their positions for the first and-second|examples
arg different.

Repaih l
bol elemgnts | |
Region | Decoding| - 1
I
e
______ |
Repair l
bol elemgnts | |
Region | Decoding| - 2
I
_____ —
______ =
Repair |
bol elements | |
Region | Decoding| - 3
I
_____ —
______ =
Repair |
bol eleménts | |
Region | Decoding| - 4
I
I

Figure 78 — FEC decoding based on symbol element unit

For the third example, Figure 78 presents the FEC decoding based on symbol element unit. In|this case,
the SSB shiould be divided into four regions as depicted in Figure 78. The four regions are the same as

each region. Note that repair symbols also should be transformed into repalr symbol elements for FEC
decoding.

In general, the erasure pattern of each region is different in case of FEC decoding based on symbol
elements unit. Therefore, the preprocessing for FEC decoding (e.g., Gaussian elimination) should be
applied to each region in the SSB, i.e., four distinct FEC decoding processes are carried out. This causes
an increase of decoding complexity compared with FEC decoding based on 2-symbol element, while
the performance of erasure recovery can be improved for the given repair symbols since the number
of erasures is reduced. Note the number of erasures and their positions for the first, second, and third
examples are different.

The unit of data used during the decoding process is related to the decoding complexity and the
performance, i.e., there is a trade-off between them. The smaller FEC decoding unit induces the larger
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decoding complexity, while its performance of erasure recovery becomes better. Therefore, it is
important to choose a proper unit of data for FEC decoding according to system requirements.

7.1.4 How to choose a proper unit of data for FEC decoding

As previously described, the number of erasures depends on the unit of data for FEC decoding, as
depicted in Figure 79. It is clear that the smaller unit is, the less erasures are induced. On the other
hands, the larger unit is, the smaller decoding complexity is induced. Therefore, it is recommended to
choose a symbol element for the best FEC performance and choose a source symbol for the smallest
decoding complexity as the FEC decoding unit.

However,|if there is not much difference for the number of erasures among the FEC decoding units;-f is
better foi] FEC decoder to choose the largest unit possible since the effect of decreasing complexity] is
more dominant than that of degrading the performance, i.e., the performance degradationrmay not|be
critical. At this point, the number of erasures for each unit can be a measure to choose a proper unit| of
data for FEC decoding. More precisely, after counting erasures for each FEC decoding Unit by several
counters,|compare their values and determine a proper FEC decoding unit based gh a predeterminfed
selection Jrule. For example, if the difference between the numbers of erasures fé1 two decoding unjits
is larger than a predetermined threshold value, the FEC decoder chooses a smaller unit, otherwisq, a
larger unit.

K :
T """" AT |
Region|- 1 E_Counter-2(0)
=5
..... E_Counter-1(0)
=6
Region|- 2 A E_Counter-2(1)
X =4
.......... - $ Y e Y .. E_Counter-0
A\.) A =7
Region|- 3 | \<-) E_Counter-2(2)
N~ =5
BN
0 DR R B ieeas cieei el W E_Counter-1(1)
0‘ =5
N
Region|- 4 ..O E_Counter-2(3)
J =
. ________________ Y o Y

Figure 79 — Example of counting erasures for each FEC decoding unit

7.2 Usage of two stage FEC coding structure

7.2.1 General

For error resilient timed and non-timed data delivery service, an MMT AL-FEC scheme based on block
(N, K) code is applied. For a given code rate CR (= K/N), FEC recovery performance on the application
layer is mainly dependent on the loss rate, loss model and source packet block length K. For given packet
loss rate and on a given loss model, the greater K it is, the lower overhead it requires for target FEC
recovery performance while the longer delay it introduces and the more buffer memory it requires.
However, the smaller K it is, the higher FEC overhead it requires while the less delay (low delay service)
it is achievable and the less buffer memory it requires.
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Usually, an asset for timed data requires low delay under reasonable FEC recovery performance and
an asset for non-timed data does not allow any loss; these delivery characteristics about required QoS
for delivery of assets are described at MMT-ADC message. For this, an asset for timed data is delivered
and protected with a relatively small encoding symbol block to support low delay and an asset for non-
timed data is delivered and protected with a greater encoding symbol block to get higher FEC recovery
performance and lower FEC overhead. Therefore, case 2 of the two stage FEC coding structure is used
for delivery service of hybrid contents which requires two different QoSs such as AV and File data.

On the other hand, when an asset for timed data such as an AV streaming delivery service is multicast (or
broadcast), some end-users (user group A) of the multicast (or broadcast) group can be under relatively
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Figure 80 — HRBM block diagram for two stage FEC coding structure

7.2.2 Use case: Hybrid content delivery

When hybrid content, which consists of assets (video and audio for timed-data and file for non-timed
data), are delivered, each asset is packetized in MMT payloads and the packetized MMT payloads for the
assets are multiplexed on MMT packets to be a single FEC source flow (a sequence of MMT packets for
the assets). The single FEC source flow is segmented into one or more source packet blocks and each
source packet block is protected by case 2 of the two stage FEC coding structure.

During an FEC decoding process, assets for timed-data are recovered by using the FEC 1 decoder in the
split source packet block units to provide low delay service and assets for non-timed data are recovered
by using both an FEC 1 decoder in the split source packet block units and an FEC 2 decoder in source
packet block units to provide higher FEC recovery performance.
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In order to support this use case, the MMT sending entity should send HRBM messages as follows. For
each asset for video and audio, the value of fixed_end_to_end_delay field is calculated by summing max_
transmission_delay and protecion_window_time for FEC1. On the other hand, the value of fixed_end_to_
end_delay field for file asset is calculated by summing max_transmission_delay and protecion_window._
time for FEC2. Note that the MMTP packets delivering assets for video and audio can be recovered by
the FEC 2 decoder, but those packets may not be used in an MPU reconstruction process.

7.2.3 Use case: Streaming multicasting (or broadcasting) to two different end-user groups
which is under two different channel conditions each other

When AV [content which consists of assets (video and audio for timed-data) are multicast (or broadeaft)
to two dffferent end-user groups who are under two different channel conditions, each asset|is
packetized in MMT payloads and the packetized MMT payloads for the assets are multiplexedion MMT
packets tg be a single FEC source flow (a sequence of MMT packets for the assets). The singlé FEC souice
flow is sepmented into one or more source packet blocks and each source packet block.is,protected by
case 2 of the two stage FEC coding structure.

During the FEC decoding process, user group A, which is under relatively good)channel conditions,
recovers the assets by using the FEC 1 decoder in the split source packet bloek units for low delay
service o1f reducing power consumption; user group B, which is under relatively bad channel conditiops,
recovers fhe assets by using the FEC 1 decoder in the split source packet-block units and the FE( 2
decoder in source packet block units to get reasonable FEC recovery performance.

7.3 Usgge of layer-aware FEC coding structure

7.3.1 eneral

MMT supports the layer-aware FEC (LA-FEC) as a FEC.scheme for improving the error robustness|of
transmisgion of layered media such as that specifiedin MPEG as scalable video coding (SVC), Scalable
HEVC (SHVC) or multi-view video coding (MVC). Firétfort LDGM code (code point 5 of ISO/IEC 23008410
MMT FE( codes) and RaptorQ LA code (code point 4 of ISO/IEC 23008-10 MMT FEC codes) supp¢rt
the LA-FEC coding structure. The LA-FEC exploits the dependency across layers of the media for
FEC consfruction and in the generation of\several repair flows associated to each layer, where edch
repair flow protects the data of its corresponding layer and the data of all layers, this layer depends on
(hereaftef referred to as enhancementlayer), if any.

The trad|tional FEC approach to’achieve a more efficient delivery of layered media is to apply
unequal ¢rror protection (UEP)‘to the video stream, where the most important layers, such as the
base layef, have a stronger\FEC protection. A more sophisticated protection scheme is represented
by the layer-aware FEC (LLA-FEC) approach. LA-FEC generates the FEC parity data following existing
media cofling dependencies within the multi-layer media stream in order to improve the robustngss

protected

byadditional symbols, which increase the error correction capabilities of the more importdnt
layers wi Ay in-term i

In order to generate the FEC parity data following media coding dependencies, LA-FEC specifies a
constrained parity matrix. In the case of FF-LDGM code, the parity check matrix is given by the layered
sparse matrix specified in ISO/IEC 23008-10:2015, 9.3. RaptorQ LA extends the IETF RFC 6330 code
for efficient support of LA-FEC and its parity check matrix is specified in ISO/IEC 23008-10:2015, 8.3.
The parameters required for the LA-FEC scheme, e.g., ‘fec_coding_structure = 0011’ (indicates the layer-
aware FEC coding structure for its associated FEC source flow), ‘fec_code_id_for_repair_flow’ (FEC code
identifier for its associated FEC repair flow) and ‘nhum_of layer_for_ LAFEC’ (number of layers of the
media protected by layer-aware FEC coding structure) are specified in the AL-FEC message.
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Layered video coding such as SVC or SHVC can provide multi-resolution video communication. An
example is given in Figure 81 by 4K/2K layered multicast streaming that supports sites that have no 4K
capture/projection devices. Note that other resolutions such as VGA/QVGA can be used. Note that any
video format can be used for 4K/2K layered video streaming, it allows 4K video sources to be utilized
even in 2K-only environments. As shown in Figure 81, the 4K video from the input (4K live camera) is
divided into the enhancement layer (EL1) consists of 4K sub-band data and the base layer (BL) consist
of 2K sub-band data. The former is passed to an [P multicast group that lies within the IP multicast
group of the latter. At the decoder side, the decoder joins and receives multicast groups depending on

wliat resolution 1s required by the user. The LA-FEC allows the FEC-encoded flow of ELT to e used in
BL; this increases the total block length and raises the probability of recovering the base layer.

Layered Video 8 1 Base Layer
Encoder &

h

_ 2K Sub-band E
4K Sub-band 2 %

‘ Enhancement
Pa :

< Base Layer (BL) Stream

Figure 82 shows a multi-point-4K and 2K teleconference application using 4K/2K layered
streaming. This is a three site-tele-conferencing example; two sites communicate by 4K video
remaining site uses a 2K system. Using layered multicast streaming, selection of decoding 2
mply defined by the multicast configuration at IP routers in the networks, without any re
even though 4K and2K were transmitted simultaneously. The LA-FEC can efficiently recovg
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Figure 82 — Multi-point 4K/2Kteleconference

e realized. Furthermore, the LA-FEC canmotonly apply to the multi-resolution layered multic

, video streams can be separated into layers by distributing qualitative (SNR) factor.

7.3.3 Use case 2: Hybrid delivery

The scen
scenario,

enhancement layer (EL1) overta second network link (e.g., WiFi). Figure 83 illustrates such a hyb

delivery 3
and the o

her (receiver, 1)}-receiving a higher video quality with BL and EL1 (e.g., 4k video).

—Network link 2—
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acolior

cenario with two_exemplary receivers, one (receiver 2) receiving the BL only (e.g., 2K vid¢o)

C also supports two or more layers. For example, 8K, 4K and 2K layered multicast streaming

St

b but also to other ones. For example, by using the layered video coding which supports SNR

hirio for a use case of layered multicast streaming can also be applied to a hybrid delivgry
where a base layer (BL)7is delivered over one network link (e.g., cellular network) and the
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Figure 83 — Network scenario of hybrid delivery
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In such a scenario, LA-FEC allows the correction of a non-correctable source packet block in network
link 1 in a situation where, at the same time, the instance data of network link 2 is well received.

7.3.4 Use case 3: Fast zapping with long time interleaving (LA-FEC UI)

This subclause describes LA-FEC with unequal time interleaving (LA-FEC Ul), a possible sending
arrangement that allows MMT service robustness against long burst errors while at the same time
having fast tune-in to the service. This sending arrangement assumes that LA-FEC is activated, i.e., fec_
coding_structure=0011. The scheme is illustrated in Figure 84 by the example of a single MMT multiplex.
Figure 84 shows two FEC encoded flows (FEF), with FEF1 comprising the data of a base layer and
FHF2 comprising data related to an enhancement layer. The two different tones of shaded\ectangles
denote packets belonging to the same source packet block, with the first half blocks' belpnging to
data succeeding the latter half blocks in presentation order. The empty boxes denote other[data, e.g.,
preceding or succeeding data.

Figure 84 shows a sending arrangement with unequal time interleaving thatOfollows th¢ settings
ined for fast zapping solution with LA-FEC. With LA-FEC Ul, the pretectionWindow |(FEF2) is
in¢reased compared to protectionWindow (FEF1) by spreading the data of FEF2 over a lophger time
iod and interleaving it with other data. The reception of the last packet of FEF1 and FEF2 happens
at|a similar time instance, in the example at time instance t_2. As described in ISO/IEC 23(08-1, the
prptectionWindows (FEF1) and (FEF2) are increased to cover the rec¢eption of all packets of |[FEF1 and
FHF2 succeeding the first packet of FEF1. With the described solution, a receiver that tunes|at a time
info the MMT stream can start decoding the FEF1 after a tirhe)defined by protectionWindow (FEF1).
After a transition time, which depends on the difference hetween the protection windows, the receiver
cap start decoding the FEF2 stream. After starting processing FEF2, the robustness of the FEF1 stream
h protectionWindow (FEF1) is increased by the longer protectionWindow (FEF2) due to the LA-FEC
prptection. Since the data of FEF2 is transmitted-ahead of the data of FEF1, the data of FHF1 needs
to[be buffered on the transmitter. This buffering period depends on the difference between both
prptectionWindows.

] ¥A

FEF1BL FEF2 EL1

protectionWindow(FEE2)
protectionWindow(FEF1)

| Without LA-FEC UI

With LAFFEC Ul

,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,

transmission time

protectionWindow(FEF1) |

t o0 t1 protectionWindow(FEF2) t2

Figure 84— Sending arrangement of an MMT multiplex with and without long time int¢rleaving
with fast tune-in by LA-FEC UI

7.3.5 Use case 4: Prioritized transmission

A typical deployment scenario for layered media codecs is to support different devices capabilities
in a broadcast/multicast scenario. This can be, e.g., the support of 2D/3D devices by MVC or different
resolutions such as 2k/4k or 720p/1080p or QVGA/VGA by SVC or SHVC. A layered transmission also
allows providing different robustness for each layer by AL-FEC solutions, which is especially interesting
to save bandwidth and keep a stable service in difficult reception conditions such as in Mobile TV case.
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Figure 85 — Network scenario for prioritized transmission

With layered media coding, the enhancement layer (EL1) depends on the base layer (BL) due to inter-
layer prefliction. Therefore, the decoding probability of ELT depends on the decoding probabllltyilof

BL. More [concretely, EL1 inherits the decoding probability of BL as its maximum decoding probability.
With LA-FEC, the decoding probability of BL increases with the reception of EL1 due to the additional
protectioh given by the protection of EL1. Therefore, the achievable maximum decoding probability| of
EL1 increpses as well (Figure 85).

7.4 MPU mapping to source packet block

7.4.1 General

An MMT [FEC scheme can be applied to protect MMT assets. An FEC seurce flow is a flow of MM['P
packets delivering one or more MMT assets. MPUs composing the/ MMT assets are packetized injto
MMTP pgckets. The sequence of MMTP packets is segmented ifito source packet blocks and FEC
encoding|is applied to those blocks. The resulting encoding synibols are delivered by FEC source apnd
repair pagkets.

In order [to recover lost MMTP packets, the FEC decoding needs to collect a sufficient number|of
encoding|symbols from the FEC source and parity packets. An MPU could be de-packetized only affer
the FEC decoding process ended for all FEC source packet blocks containing any MMTP packet fr¢m
the MPU. [As a result, there is a different delay dependent of how to map MPUs to source packet blocks.
Therefor¢, MMT needs a strategy for mapping, MPUs to source packet blocks to prevent unintended
delay in MMT client.

7.4.2 igned MPU mapping method to source packet block

Firstly, itwill be assumed that an-EE€ source flow is a flow of MMTP packets delivering a single asset.
For AL-FEC encoding of the MPUs-for the asset, the MPUs are packetized in MMTP packets, and thgse

— Case [1: A source-packet block only contains a complete set of MMTP packets packetized from a
singl¢ MPU of the asset.

— Case R: The’MMTP packets packetized from a MPU of the asset are mapped to N (>1) source packet
blocKis."T"hese source packet blocks contain only MMTP packets packetized from the MPU.

— Case 3: A source packet block only contains a complete set of MMTP packets packetized from M (>1)
MPUs of the asset.

Figure 86 show examples for the three cases for “aligned MPU mapping to source packet block (SFB)” in
case of that FEC source flow consists of MMTP packets for a single asset. In this figure “Case 1 Ex.” is a
example for case 1, “case 2 Ex.” for case 2 with N = 2 and “case 3 Ex.” for case 3 with M = 2.

The aligned MPU mapping to source packet block can be easily extended to the cases where an FEC
source flow is a flow of MMTP packets delivering more than one MMT assets. The design concept of
“aligned MPU mapping to source packet block” is to minimize the unintended delay caused by AL-FEC
protection. Some MPUs in different assets can have a close relationship and be multiplexed and then
considered as a unit. This kind of set of MPUs can be referred to as a group MPU (GMPU). Then, in the
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encoding process of the source flow, a source packet block contains one or more complete GMPUs or
part of a single GMPU. More precisely, the MMTP packets from the assets are mapped to source packet
blocks in one of following three cases to minimize the decoding delay.

single GMPU of the assets.

Case 1: A source packet block only contains a complete set of MMTP packets packetized from a

Case 2: The MMTP packets packetized from a GMPU of the assets are mapped to N (>1) source packet

blocks. These source packet blocks contain only MM TP packets packetized from the GMPU

Case 3: A source packet block only contains a complete set of MMTP packets packetized fr

om M (>1)

GMPUs of the assets.

MMT Asset

FEC source
flow

Case 1 Ex.

Case 2 Ex.

Case 3 Ex.

7.p

MPU boundary

H | (i-1)th MPU

H| ith MPU H

(i+1)th MPU

&@Z)th MPU

FEC for-hybrid service

Figureé'86 — Examples for MPU mapping to source packet block (SFB)
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For hybrid services (e.g., primary audio and video broadcasting and secondary audio muy
V?{ broadband network) distributed by using the broadcast and broadband networks, a reps
created to protect a source flow by FEC encoding based on the MMT AL-FEC framework (see F

Iticasting
ir flow is

jgure 87).

When the source flow is delivered via broadband network, the repair flow is delivered via broadcast
network. A broadcast network provides relatively low delay while a broadband network introduces
relatively long delay, broadcasting delivery of repair flow enables the reduction of the jitter on the
MMTP packets for the source flow, by recovering the lost MMTP packets which may arrive after fixed
end to end delay (i.e.,, maximum transmission delay + FEC protection window time) which is provided by

the HRBM message.
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Figure 87 — Hybrid service for primary and secondary ios

A

When th¢ MMT sending entity wants to provide the broadband conte&cﬁith fixed end to end delay
= D, the MIMT sending entity creates HRBM message(s) with fixed en end delay = D and maximiyim
transmissfon delay = D - F (F is FEC protection window time) and g tes a repair flow to protect the
source flqw of the broadband contents. In this case, repair symb lg?e generated as many as to be able
to recovef the MMTP packets of each source packet block whiclrmay be arrived after fixed end to end

delay (seq Figure 88). Q<<
Broadcast \Q Broadband
Tower g\\\} Server
\\9@

source

For example:

— maximum delay of broadband network is 5 seconds;

— broadcast network has 1 second constant delay;

— 80 % of MMTP packets for a source packet block arrive within 2 seconds at MMT receiving entity;
— 10 % of MMTP packets for the source packet block arrive within between 2 and 3 seconds;

— theremained 10 % of MMTP packets for the source packet block arrive between 3 and 5 seconds.
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Then:
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MMT sending entity creates HRBM message with fixed end to end delay = 3 seconds and maximum

transmission delay = 2 seconds;

and generates repair symbols as many as to be able to recover 20 % of MMT packets (for t

he source

packetblock) which are assumed to arrive between 2 and 5 seconds, based on FEC protection window

time = 1 seconds and the recovery performance of FEC code algorithm to be used.
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Figure 89 — Jitter reducing mechanism by-broadcasting repair

Figure 89,x<1,as2,a+b<3anda+b+c=3.

en, FEC source packets for the source packet bloegkyare delivered over UDP or TCP/IP via b
twork and the FEC repair packets for the repdir symbols are delivered over UDP/IP via
twork.

b.1 General

D/IEC 23008-10 specifies AL-FEC codes. It defines six AL-FEC codes, each of which generate
mbol block from a source.$ymbol block as shown in Figure 90. The source symbol block ¢
ource symbols of size T (in bytes) and the repair symbol block consists of P repair symbol

roadband
broadcast

S a repair
pnsists of
5 of size T

bytes).
Source/Symbol Block Repair Symbol Block _|
(K source symbols) (P repair symbols)
S
AHERE
) o o
U U U
R R R
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—
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Figure 90 — Generation of repair symbol block

© ISO/IEC 2020 - All rights reserved

111


https://iecnorm.com/api/?name=9d444179968f7b933e6037182d70caca

ISO/IEC TR 23008-13:2020(E)

Rate-adaptive AL-FEC dynamically adjusts coding rate K/(K + P) by referencing QoS related information
such as packet loss ratio and peak bitrates. MMT defines the QoS related signalling messages such as
reception quality feedback (RQF) message and network abstract for media feedback (NAMF) message.

MMT specifies AL-FEC configuration information such as “AL-FEC message” and “FEC payload ID”. The
associated AL-FEC configuration information of the rate-adaptive scheme is updated based on the QoS-
related signalling messages.

Generally speaking, several matrices need to be prepared in advance or a different matrix should be
generated for AL-FEC code in order to adjust the coding rate to suit the communication channel. FF-
LDGM co do (~od PEWSC LY S £ICO/IEC 220N0 10 MNMMT LDRC dod) ciiman oo 1 affioiant wot o oot ve
zawy Lb\lub PUIII\_ JUT an\.I/ ITLGUG o JUVUU 1 U I'1IVE Y ) S W) W) quL/JJ Qul_ltlul Lo LIIC CITIVIUIIU T dll uuulJ\_
scheme. In the case of the rate-adaptive mode of the FF-LDGM code, there is no need to prepa¥re|or
generate $everal matrices. The systematic part of the parity check matrix is a punctured sparsemdti|ix,
which is freated from the mother matrix. A puncture operation example of generating a.puncturjed
matrix is shown in Figure 91 (refer to ISO/IEC 23008-10 for details).

110 0 1 0|0 1 O 1 0010 1 00 10
of1 1 001 0O 01100 011 00
1 1110
110 0 0 1|0 1 O 1 0 0 0 1 1 0 0 0 1
of1 01 0|0 0 1 01010 01 010 1101l
8§
—) 11101
oOf1 0 0 1|1 0O 01 0 01 01 0 0 1 4
0010 1
110 1 0 0|0 0 1 1 0100 1 0 1 0\0O
00 010
0ofo 1 0 1|1 0 O 0 0101 0 0 1~0.1
0of0 01 0|0 1 1 00010 0 0cO0"1 O
Step 1) Cutting right three columns Step 2) Puncturing three rows

Figure 91 — Puncture operation example of generating punctured matrix

In the pr¢cess of generating the mother matrix, the so-called the selective progressive edge-growth
(PEG) algorithm is used. The selective PEGValgorithm improves coding performance for the rafe-
adaptive mode compared with a simple PEG algorithm.

7.6.2 AlL-FEC rate control

7.6.2.1 |General

ISO/IEC 23008-10 specifiesa detailed algorithm for FF-LDGM code including rate-adaptive mode. Hefe,
usage of the rate-adaptive scheme of FF-LDGM code combined with QoS-related feedback messageq is
shown. Fifst, QoS feedback messages and AL-FEC configuration information related to the rate-adaptive
scheme are shown, followed by the procedure of rate control.

7.6.2.2 |QeS-related feedback messages

The coding rate can be changed according to QoS-related feedback messages. As best effort networks
do not provide any network level QoS control. MMT provides end-to-end QoS information. MMT defines
several QoS-related signalling messages such as reception quality feedback (RQF) message and network
abstract for media feedback (NAMF) message. The following parameters of RQF and NAMF messages
can be used for the rate-adaptive AL-FEC scheme:

— RQF message

packet_loss_ratio - the ratio of the number of lost MM TP packets to the total number of transmitted
packets.
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NAMF message

2020(E)

peak_bitrate - the maximum allowable bitrate that the underlying network can assign to the

MMT stream.

available_bitrate - the bitrate that the scheduler of the underlying network can guarantee to the

MMT stream.

relative_available_bitrate - the available bitrate change ratio (%) of the current NAM infor
the previous NAM information.

mation to

7.6.2.3 AL-FEC configuration information
MMT specifies AL-FEC configuration information such as “AL-FEC message” and “FEC'payloafd ID”. The
following detail the AL-FEC configuration information related to the rate-adaptive scheme.
—|{ AL-FEC message
fec_coding_structure - indicates the applied AL-FEC coding structure for-its associated FEC source
flow. In the rate-adaptive mode of FF-LDGM code, it is set to “b0B01” (one stage FE(C coding
structure).
maximum_k_for_repair_flow - indicates the maximum allewed number of source synibols in a
source symbol block for its associated FEC repair flow.
maximum_p_for_repair_flow - indicates the maximum‘llowed number of repair symbols in a repair
symbol block for its associated FEC repair flow.
fec_code_id_for _repair_flow - FEC code identifierfor its associated FEC repair flow. In orgler to use
FF-LDGM code, it is set to “b0101".
protection_window_time - indicates théymaximum time duration in milliseconds between the
sending of the first source or repair packet of an FEC source or repair packet block and the sending
of the last source or repair packet fthat FEC source or repair packet block.
protection_window_size - indicates the maximum number of source and parity payloadq from the
same FEC encoded flow that'ean be sent from the first payload of an FEC block (source packets and
parity packets) to the last payload of that FEC block.
private_field_length - indicates the size in bytes of the private field.
private_flag — when set to ‘1, this flag indicates there is a private field describing prjvate FEC
information consisting of specific FEC algorithm parameters. This “private field” is required to
describe EE-LDGM specific parameters.
FH-LDGM. specific parameters are described in the private field of AL-FEC message and the|format is
writtepras shown in Figure 92.
0 1 2 3
U 1 S a4 O b /o I U 1 S a4 O b /o I U 1 32450 7T 8 9501
e T e e e s e At st
| N1m3 | N2m4 | R | Dml |
e e s st e T e e e e
| GC |  MKm9 | MPm4d | RES M| L | private |
T e e e e s s e s s o B e

Figure 92 — FF-LDGM code specific parameters

M- aflag indicating use of rate-adaptive mode. It is set to “1” when using the rate-adaptive scheme.

RepairFEC payload ID
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