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INFORMATION TECHNOLOGY -
AT ATTACHMENT -

Part 103: ATA/ATAPI Command Set - 3 (ACS-3)

FOREWORD

—_

) 1SO (the International Organization for Standardization) and IEC (the International Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that are
members of ISO or IEC participate in the development of International Standards through technical
bUIIIIIIittUUb Cbtdb“bi |cu' L)y tilU IprCbtiVU UlydlliLdtiUll tU UIUdi Wltil pdltibuidl flcidb Uf tcbilll;bdi =] il\/|ty
ISO and IEC technical committees collaborate in fields of mutual interest. Other internatjonal
organizations, governmental and non-governmental, in liaison with ISO and IEC, also take\patt in the
work.

2) The formal decisions or agreements of IEC and ISO on technical matters express, as nearly as posgible,
an international consensus of opinion on the relevant subjects since each techfiical committe¢ has
representation from all interested IEC and ISO National bodies.

3) IEC and ISO documents have the form of recommendations for international.use and are acceptged by
IEC and ISO National bodies in that sense. While all reasonable efforts.are made to ensure tht the
technical content of IEC and ISO documents is accurate, IEC and IS@‘eannot be held responsibje for
the way in which they are used or for any misinterpretation by any end)user.

4) In order to promote international uniformity, IEC and ISO Natianalbodies undertake to apply IEQ and
ISO documents transparently to the maximum extent passible in their national and regjonal
publications. Any divergence between any IEC and ISO_doCuments and the corresponding natioal or
regional publication shall be clearly indicated in the lattef;

5) IEC and ISO do not provide any attestation of conformity. Independent certification bodies prpvide
conformity assessment services and, in some areas, access to IEC and ISO marks of conformity IEC
and ISO are not responsible for any services catried out by independent certification bodies.

6) All users should ensure that they have the latest edition of this document.

7) No liability shall attach to IEC and ISO_orits directors, employees, servants or agents including indiyidual
experts and members of its technical-committees and IEC and ISO National bodies for any personal
injury, property damage or other-damage of any nature whatsoever, whether direct or indirect, pr for
costs (including legal fees) and ,expenses arising out of the publication of, use of, or reliance uporn, this
ISO/IEC document or any other IEC and ISO documents.

8) Attention is drawn to thesNormative references cited in this document. Use of the referenced publicgtions
is indispensable for the Correct application of this document.

Intg¢rnational Standard }SO/IEC 17760-103 was prepared by subcommittee 25: Interconnection of information
technology equipment,of ISO/IEC joint technical committee 1: Information technology.

The list of all currently available parts of the ISO/IEC 17760 series, under the general title Information technplogy
— ATl Attachment,.can be found on the IEC and ISO web sites.

This publication has been drafted in accordance with the ISO/IEC Directives, Part 2, except as described in 3.3.

The text of this document is based on the following documents:

FDIS Report on voting

JTC1-SC25/3012/FDIS JTC1-SC25/3021/RVD
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Full information on the voting for the approval of this document can be found in the report on voting indicated in
the above table.

IMPORTANT - The 'colour inside’ logo on the cover page of this publication indicates that
it contains colours which are considered to be useful for the correct understanding of its
contents. Users should therefore print this document using a colour printer.
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INTRODUCTION

This document encompasses the following:

Clause 1 describes the scope.

Clause 2 provides normative references for the entire standard.

Clause 3 provides definitions, abbreviations, and conventions used within the entire standard.

Clause 4 describes the general operating requirements of the command layer.

Clause 5 describes the ATA protocols used by the commands in this standard.

Clause 6 describes Normal and Error Output fields.

Clause 7 describes commands.
—GClause-8-deseribesthe-SCHCemmandtrarspo————
Clause 9 describes command normal and error outputs.

Annex A describes logs.

Annex B provides command summaries.

Annex C provides a tutorial on how to use SCT.

Annex D provides implementation guidelines for 1 024/4 096 byte sectors.

The set of AT Attachment standards consists of this document and the ATA implementation standards desciibed
in AT Attachment - 8 ATA/ATAPI Architecture Model (ATA8-AAM). Figure 1 shows the relationship of this
doqument to the other standards and related projects in the ATA and SCSI famili€s of standards and
spqcifications.

Related host standards i
and specifications

v v

Packet delivered
command sets

v

&
© = <.
| %A > 8 g
5§=2 L)
= g } ATA/ATAPI Command Set — 3 (ACS-3) - 2 o
2 =
g8 3 5
<c L + + =
=2 @
<<
AT Attachment — 8 AT Attachment -8 L
Parallel Transport Serial Transport N
(ATA8-APT) (ATAB8-AST)

i ;

Fig|||:e 1 — ATA document ;e|atignships

The International Electrotechnical Commission (IEC) and the International Organization for
Standardization (ISO) draw attention to the fact that it is claimed that compliance with this document
may involve the use of a patent.

IEC and ISO take no position concerning the evidence, validity and scope of this patent right.
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The holder of this patent right has assured IEC and ISO that he/she is willing to negotiate licenses
either free of charge or under reasonable and non-discriminatory terms and conditions with applicants
throughout the world. In this respect, the statement of the holder of this patent right is registered with
IEC and ISO. Information may be obtained from:

Western Digital Corporation
355 Michelson Dr., #100

Irvine, CA 92612
USA

Attention is drawn to the possibility that some of the elements of this document may be the subjgct of
patent rights other than those identified above. IEC and ISO shall not be held responsible for {dentifying
any or all such patent rights.

ISO (www.iso.org/patents) and IEC (http://patents.iec.ch) maintain on-line date bases of patents
rel¢vant to their standards. Users are encouraged to consult the data bases for the most up to dat
infgrmation concerning patents.

1”4
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INFORMATION TECHNOLOGY -
AT ATTACHMENT -

Part 103: ATA/ATAPI Command Set - 3 (ACS-3)

1 Scope

This part of ISO/IEC 17760 specifies the command set host systems use to access storage devices. It provides a
common command set for systems manufacturers, system integrators, software suppliers, and suppliers of
intelligent storage devices.

Thi
fun

2 Normative references

The following documents are referred to in the text in such a way that some or all of their contént-Constitute|
uirements of this document. For dated references, only the edition cited applies. For undatéd references, the
latgst edition of the referenced document (including any amendments) applies.

req

ISQ/IEC 646, Information technology — ISO 7-bit coded character set for information interchange 1

ctions.

ienal

L'y

ISO 7779, Acoustics — Measurement of airborne noise emitted by _information technology|and

telecommunications equipment

ISQ/IEC 14776-454, Information technology - Small computer systeni_interface (SCSI) - Part 454:

Pri

1SQ
(A

IN(
IN(
IN(

Seffial ATA revision 3.1 (SATA 3.1) 2

RF
IET

RF
IEE
FIR
FIR

mary Commands - 4 (SPC-4)

/IEC 17760-102, Information technology — AT Attachment ~Rart 102: ATA/ATAP| Command Set
[S-2)

LITS 451, Information Technology - AT Attachment-8. ATA/ATAPI Architecture Model (ATA8-AAM|
LITS 493, Information Technology - AT Attachment:8 - Serial Transport (ATA8-AST)
LITS 524, Information Technology - AT Attachment 8 — ATA/ATAPI Parallel Transport (ATA8-APT|

C 5280, gnternet X.509 Public Key Infrastructure Certificate and Certificate Revocation List (CRL) Profile
F, 2008.

C 5755, An Internet Attribute Certificate Profile for Authorization, IETF, 2010 3
E 1667-2015 — Standard Protecol for Authentication in Host Attachments of Transient Storage Devices 1
S PUB 140-2 — Security Requirements for Cryptographic Modules, May 25, 2001 °

S PUB 140-3 — Security’Requirements for Cryptographic Modules, March 22, 2019 5

SCS/

T
N

TANCITS 4-1986 (R2002). Information Systems — Coded Character Sets — 7-Bit American National Stan

dard Code for Information Interchange (7-Bit ASCII).

2. Serial ATA specifications are available from the Serial ATA International Organization (see
http://www.sata-io.org).

3. RFCs are available from the Internet Engineering Task Force (IETF) (see http://www.ietf.org/).

4. |IEEE documents are available from the IEEE (see http://ieeexplore.ieee.org/).

5. FIPS standards are available from the National Institute of Standards and Technology (see http://cs-
rc.nist.gov/publications/).
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3 Terms, definitions, abbreviations, and conventions
3.1 Terms and definitions

3141

28-bit command

command that uses the FEATURE field (7:0), COUNT field (7:0), LBA field (27:0), DEVICE field (15:8) and COMMAND
field (7:0) to specify its arguments

3.1.2
48-bit command

3.1(3

acgessible max address
makimum LBA that is accessible by read commands and write commands that return command*completion
without error

3.1{4
Active mode
power condition specified by the PMO: Active state (see 4.15.4)

3.1{5
additional sense code
combination of ADDITIONAL SENSE CODE field and ADDITIONAL SENSE €ODE QUALIFIER field (see 7.35 and A.14

3.1{6

adrministrator
person who is responsible for the administration of one or,more devices (e.g., the establishment of passworfls in
the|Security feature set (see 4.18))

347
application client
object in the host that is the source of commands and device management functions

NotE 1 to entry: See ATA8-AAM.

3.1|8
ASCII character
byte containing a 7-bit ASCll‘pattern in bits 6:0 with bit 7 cleared to zero

NotE 1 to entry: See ISO/IEC.646.

3.1)9

ATA device

AT |[Attachment’device

deVice that implements the General feature set (see 4.2)

3.1{10
ATA string
set of ASCII characters (see 3.1.8) in the format specified in 3.3.10

3.1.11

ATAPI

AT Attachment Packet Interface device

device that implements the PACKET feature set (see 4.3)


https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

22 ISO/IEC 17760-103:2021 © ISO/IEC 2

3.1.12
background activity

acti

vity initiated by a command that occurs after command completion has been reported

3.1.13
BIOS
application client, whose primary function is to initialize various components (e.g., storage devices), that is run
when power is applied

3.1.14

byt
seq

e

021

Not|

3.1
caq
dat
int

3.1
CF/
deV

Not|
Not|
3.1
cirg
buf
byt

3.1

command aborted

cor
fiel

3.1

command acceptance

pos

3.1

command completion

con

uence of eight contiguous hits considered as a unit
b 1 to entry: See 3.3.9.

15

he

b storage area outside the area accessible by application clients that may contain a subset.of the data sf
ne non-volatile media

16
A-APT device
ice that implements the CFA feature set

b 1 to entry: CFA-APT devices implement the ATA8-APT transport, and not the ATA8-AST transport.
b 2 to entry: See 4.7

17

tular buffer

er that is filled starting at the first byte continuing to the last-byte and then wrapping to store data in the
b of the buffer again

18

hmand completion with the ERROR bit set to_one in the STATUS field and the ABORT bit set to one in the ER
i

19
itive acknowledgement of a cemmand being received by a device
20

hpletion by the device-of processing in which the device:

a) completes'the action requested by the command or terminates the command with an error; and
b) sets the,appropriate bits in the ERROR field and the STATUS field

3.1
co

datp ‘structure transmitted to the device during the processing of a PACKET command

21
mand packet

ored

First

ROR

Note 1 to entry: A command packet includes the command and command parameters.

3.1.22

co

MRESET

commanded hardware reset in the Serial ATA transport

Note 1 to entry: See ATA8-AST.
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3.1.23
device
data storage peripheral

EXAMPLE - A disk drive is an example of a device.

Note 1 to entry: See 3.1.9 and 3.1.11.

3.1.24

DMA

direct memory access data transfer

means of data transfer between device and host memory without application client intervention

3.1{25

DRRQ data block

data request data block

nurhber of logical sectors with available status when using either the PIO Data-In command pretecol or the
Dafa-Out command protocol

3.1{26
DQWord
sedquence of 16 contiguous bytes considered as a unit

Notg 1 to entry: See 3.3.9.

3.1{27
DWord
seduence of four contiguous bytes considered as a unit

Notg 1 to entry: See 3.3.9.

3.1]28
FIS
frame structure used by the Serial ATA transport

Notg 1 to entry: See ATA8-AST.

3.1{29
flush command
cormand that flushes the volatile writ€ ¢ache

Notg 1 to entry: The following commands ‘are flush commands: the FLUSH CACHE (see 7.10) command and the FLUS
CACHE EXT (see 7.11) command:

3.1|30
freg-fall
ver|dor specific condition of acceleration

3.1131

handware reset
routine pefformed by a device after a hardware reset event as defined in ATA8-AAM

3.1132

PIO

host
object that originates commands and device management functions

Note 1 to entry: See ATA8-AAM.
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3.1.33
host interface
service delivery subsystem

Note 1 to entry: See ATA8-AAM.

3.1.34
ID Not Found error
command completion with the ID NOT FOUND bit set to one

Note 1 to entry: See 6.3.5.
3.1.35

Idl¢ mode
ong or all of the power conditions associated with the PM1: Idle state (see 4.15.4)

3.1{36

Invplid LBA

LBA that is greater than or equal to the largest value reported in IDENTIFY DEVICE data words 60..61
(sep 7.12.7.22), the ACCESSIBLE CAPACITY field (see A.11.4.2), or IDENTIFY DEVICE data words 230..233
(sep 7.12.7.87)

3.1{37
LBA
vallie used to reference a logical sector

3.1|38

logiical block
Iogcal sector
set|of words accessed and referenced as a unit (see IDENTIFY. DEVICE data words 118..117 (see 7.12.7.91))

thal contain user data and are referenced by LBA (see 3.1.37)

3.1|39
log
named sequence of one or more log pages

NotE 1 to entry: See Annex A.

3.1{40
log| address
nurperic value that a log command\uses to identify a specific log

3.1{41

log command
SMART READ LOG gommand (see 7.48.7), SMART WRITE LOG command (see 7.48.9), or GPL feature get
(sep 4.11) command

3.1}42

log| page
513-byte'block of data associated with a log

Notg 4to entry: See Annex A.

3.1.43

least significant bit

LSB

bit or bit position with the smallest numerical weighting in a group of bits that, when taken as a whole, represent
a numerical value
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EXAMPLE - In the number 0001b, the bit that is set to one.

3.1.44
media
material on which user data is stored

3.1.45
media access command
command that causes the device to access non-volatile media

3.1.46

mgét_iignjﬂs;ant bit
M

bit
nur

EXA

3.1

native max address

LB/
acd

3.1
NC
cor

Not

3.1

non-volatile media

br bit position with the largest numerical weighting in a group of bits that, when taken as a whole, repres
nerical value

AMPLE - In the number 1000b, the bit that is set to one.
47

\ that a device reports by GET NATIVE MAX ADDRESS EXT command (see 7,2.2)'and the maximum L
epted by a device using the SET ACCESSIBLE MAX ADDRESS EXT command-(see 7.2.3)

48
Q command
hmand in the NCQ feature set

b 1 to entry: See 4.14.

49

physical storage media that retains user data written toiitthrough all reset events (e.g., power-on reset)
3.1]50

Organizationally Unique Identifier

ou

nurperic identifier that is assigned by the |[EEE such that no assigned identifiers are identical
Notg 1 to entry: The IEEE maintains a tutarial describing the OUI at
https://standards.ieee.org/content/dam/ieee-standards/standards/web/documents/tutorials/eui.pdf.
3.1{51

partition

range of LBAs specified"by-an application client

3.1{52

PATA device

Parallel ATAdevice

de\
Not

ice that-implements the parallel ATA transport
b 110.entry: See ATA8-APT.

bnt a

BA

3.1.53
physical sector
one or more contiguous logical sectors that are read from or written to the device media in a single operation

3.1.54
PIO
data transfers performed using PIO commands and protocol
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3.1.55

power condition

PMO: Active state (see 4.15.4), PM3: Sleep state (see 4.15.4), or one of the following power management
substates: Idle_a, Idle_b, Idle_c, Standby_y or Standby_z

Note 1 to entry: See 4.9.
3.1.56

power cycle
period of time from when power is removed from a host or device until the subsequent power-on event

Note 1 to entry: See ATA8-AAM.

3.1|57
power-on reset
hodt specific routine performed by the host or the routine performed by a device after detecting a power-on gvent

NotE 1 to entry: See ATA8-AAM.

3.1{58
que¢ued command
NCRQ command that has reported command acceptance but not command completion

3.1{59
QWord
seduence of eight contiguous bytes considered as a unit

NotE 1 to entry: See 3.3.9.

3.1/60
read command
command that causes the device to transfer user data fromithe device to the host

Notg 1 to entry: The following commands are read commands:the READ DMA command, READ DMA EXT command
READ DMA QUEUED command, READ FPDMA QUEUED\command, READ MULTIPLE command, READ MULTIPLE[EXT
command, READ SECTOR(S) command, READ SECTOR(S) EXT command, READ STREAM EXT command, READ
STREAM DMA EXT command, READ VERIFY SECTQR(S) command, and READ VERIFY SECTOR(S) EXT comman

joN

3.1{61
read stream command
commmand that causes the device to transfer user data from the device to the host

NotE 1 to entry: The following commands are read stream commands: the READ STREAM EXT command and READ
STREAM DMA EXT command.

3.1|62

SATA device

Serial ATA device

deyjice implementing the serial ATA transport

Notg 1 to entry:"See ATA8-AST.

3.1{63
SCBLcDB
structure used 1o communicate a SCSI command

Note 1 to entry: See SPC-4.
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3.1

.64

SCT Command
command that writes to the SCT command/status log

Note 1 to entry: See clause 8.

3.1
SC

.65
T Status

command that reads from the SCT command/status log

Note 1 to entry: See clause 8.

3.1
SE
SF

prefix that identifies a subcommand of the SEND FPDMA QUEUED command (see 7.43)

3.1

sernse data
serjse key and additional sense code (see 3.1.5)

3.1

Serial ATAPI device
deVice that implements the Serial ATA transport (see ATA8-AST) and the PACKET feature set

3.1

sighature

uni

deyice)

NotE 1 to entry: See table 204.

31
sig
val

3.1

Slelep mode
power condition specified by the PM3;Sleep state

Not

3.1

software reset

rou

Not

transport standards,

3.1
spi
pro

3.1
spi
pro

66

ND FPDMA QUEUED
D

67

68

69

jue set of values placed in the return parameters used to distingtiish device types (e.g., ATA device, ATA

70
hed
e that is encoded using two’s complement

7

b 1 to entry: See 4.15.4.
72

line performed by a device after a software reset event as defined in ATA8-AAM.

b 1 to entry: The software reset routine includes the actions defined in ATA8-AAM, this standard, and the applicable|

73

\P|

-down
Fess of bringing a rotating media device’s media to a stop

.74
n-up
cess of bringing a rotating media device’s media to operational speed
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.75

Standby mode
one or all of the power conditions associated with the PM2: Standby state

Note 1 to entry: See 4.15.4.

3.1

.76

stream
set of operating parameters specified by a host using the CONFIGURE STREAM command (see 7.4) to be used

for

3.1
tra
me

Note 1 to entry: See ATA8-APT and ATA8-AST.

3.1

Wi

segtor of a physical sector

3.1

err

command completion

3.1

usér data

dat

3.1
us

arep of the media that is addressable from LBA 0 tethe native max address if the Accessible Max Address
Configuration feature set is supported or LBA 0 t6'the maximum value defined in table 5 if the Accessible M

Ad

3.1
vol

cadhe that does not retain data threugh power cycles

3.1
wo

seduence of two contigbious bytes considered as a unit

Not

3.1
wri

comqmandthat causes the device to transfer user data from the host to the device

Not

unTIigned write

unlecoverable error

subsequent read stream commands and write stream commands

a7

TSport
chanism used to communicate with a device

78

e command that does not start at the first logical sector of a physical sector or does nét‘end at the last lo

79

r that causes the device to set either the ERROR bit or the DEVICE FAULT bitto one in the STATUS field at

80
b that is transferred between the application client and the device using read commands and write comn]

81
r data area

ress Configuration feature set is not suppaoried

82
htile cache

83
rd

e 1 to entry: See3:3:9.

84
te command

b 94"to entry: The following commands are write commands: the SCT Write Same command, WRITE DMA commang

pical

ands

ax

W

TE DMA EXT command, WRITE DMA FUA EXT command, WRITE FFDMA QUEUED command, WRITE MULTIP

command, WRITE MULTIPLE EXT command, WRITE MULTIPLE FUA EXT command, WRITE SECTOR(S) command,
WRITE SECTOR(S) EXT command, WRITE STREAM DMA EXT command, and WRITE STREAM EXT command.

E
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3.1.85
write stream command
command that causes the device to transfer user data from the host to the device

Note 1 to entry: The following commands are write stream commands: the WRITE STREAM DMA EXT command and WRITE
STREAM EXT command.

3.1.86

World Wide Name

WWN

64 bit worldwide unique name based upon a company’s IEEE OUI

Note 1 to entry: The WWN is reported in IDENTIFY DEVICE data words 108..111 (see 7.12.7.58) and IDENTIFY PACKET
DEYICE data words 108..111 (see 7.13.6.44)
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3.2 Symbols and abbreviations
3.2.1 Abbreviations

Abbreviation

Meaning

ACS ATA/ATAPI Command Set
APM  Advanced Power Management
ASC Additional Sense Code
ASCIl  American Standard Code for Information Interchange
ASCQ Additional Sense Code Qualifier
ASR ___Asynchronous Signal Recovery
ATA AT Attachment
ATAPI AT Attachment with Packet Interface
ATA/ATAPI AT Attachment with Packet Interface Extension
ATA8-AAM AT Attachment - 8 - ATA/ATAPI Architecture Model (see clause 2)
ATA8-ACS AT Attachment - 8 - ATA/ATAPI Command Set (see clause 2)
ATA8-APT AT Attachment - 8 - Parallel Transport (see clause 2)
ATA8-AST AT Attachment - 8 - Serial Transport (see clause 2)
BIOS Basic Input/Output System
CCTL Command Completion Time Limit (see 7.4.3.4 and 7.30.3:2)
CDB Command Descriptor Block (see SPC-4)
CFA CompactFlash™ Association (see www.compactflash.org)
CFA-CF CompactFlash specification (see bibliography)
CFast™ CompactFlash ATA Serial Transport (see bibliography)
CRC Cyclic Redundancy Check
DMA Direct Memory Access
DRQ Data ReQuest
DSN Device Statistics Notification
EPC Extended Power Conditions
EXT Command that uses theextended (48-bit LBA) format parameters
FIS Frame Information Structure
FUA Forced Unit Access
GPL General Purpese Logging
IEC International-Electrotechnical Commission (see www.iec.ch)
INCITS InterNational Committee for Information Technology Standards (see www.incits.org)
ISO Intetnational Organization for Standardization (see www.iso.org)
LBA (ogical Block Address
LLS < Long Logical Sector
LPS Long Physical Sector
LSB Least Significant Bit
MSB Most Significant Bit
NCQ  Native Command Queueing
OUl  Organizationally Unique Identifier
PATA Parallel ATA
PIO Programmed Input/Output
PUIS Power-Up In Standby
RMW  Read-Modify-Write
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Abbreviation Meaning
SATA Serial ATA
SATA-IO  Serial ATA International Organization (see www.sata-io.org)
SCT SMART Command Transport (see clause 8)
SFQ SEND FPDMA QUEUED
SMART Self-Monitoring Analysis and Reporting Technology
SPC-4 SCSI Primary Commands - 4 (see clause 2)
SSP  Software Settings Preservation
T10 INCITS Technical Committee T10
TCG  Trusted Computing Group (see www.trustedcomputinggroup.org)
VS Vendor Specific
WWN  World Wide Name
3.2J2 Units:
Unit Meaning
h  hour (unit of time)
min  minute (unit of time)
ma milliampere
ms millisecond (i.e., 1073 seconds)
ns nanosecond (i.e., 10 seconds)
s second (unit of time)
Ms  microsecond (i.e., 106 seconds)
V  volt

3.2|3 Mathematical operators:

Mathematical
Operator

vV V. IN A~ X +

Meaning

added to

multiplied by

divided by

less than

less than or equatto
greater than

greater than.or equal to

3.2]4 Other Symbols

Symbol
®

Meaning
registered trademark

3.3 Conventions

3.3{1 Overview

Lowercase is used for words having the normal English language meaning. Certain words and terms used
:-C‘- :_----- Hed i AR ACARLS S CARRRLE --‘ A i A 3
defined either in clause 3 or in the text where they first appear.

this

The names of abbreviations, commands, fields, and acronyms used as signal names are in all uppercase (e.g.,
IDENTIFY DEVICE). Fields containing only one bit are usually referred to as the “name” bit instead of the “name”
field. (See 3.3.6 for the naming convention used for naming bits.)

Names of device fields begin with a capital letter (e.g., Count).
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Names of fields are in small uppercase (e.g., DRAT SUPPORTED). Normal case is used when the contents of a field
are being discussed. Fields containing only one bit are usually referred to as the NAME bit instead of the NAME
field.

The expression “word n” or “bit n” shall be interpreted as indicating the content of word n or the content of bit n.

3.3.

2 Precedence

If there is a conflict between text, figures, and tables, the precedence shall be tables, figures, then text.

3.3.
3.3.

Lis

3 Lists

3.1 Lists overview

or

phr

Eaq
the

If th
cor

Eaq
int
the
3.3

An
list

by & close parenthesis. If it is necessary to subdivide a list item furthérwith an additional unordered list (i.e.,

an
list

The
The

3.3

An
Eaq
sub
ung
foll

The
The

pse (i.e., all lists begin with an a) or 1) entry).

nplete sentence, the first word in the item is capitalized.

s are associated with an introductory paragraph or phrase _and are numbered relative to that paragraph

list is intended to be an ordered list or an unordered list.

e item in a list is not a complete sentence, the first word in the item is not capitalized. If the'item in a list

items in the list are required. The “or” is used if only one or more items in the/ist.are required.
3.2 Unordered lists

an item occurs as all items have equal importance). Each list item shall start with a lower case letter follg

psted unordered list), then the nested unordered list shall be indented and each item in the nested unord
shall start with an upper case letter followed by a close parenthesis.

following is an example of an unordered list with a nested unordered list:
following are the items for the assembly:

a) a box containing:
A) abolt;
B) anut; and
C) awasher;
b) a screwdriver; and
c) awrench.

3.3 Ordered lists

ordered list is one in which the order of the listed items is important (i.e., item n is required before item n
h listed item starts-with a Western-Arabic numeral followed by a close parenthesis. If it is necessary to
divide a list item-farther with an additional unordered list (i.e., have a nested unordered list), then the ne
rdered list shall'be indented and each item in the nested unordered list shall start with an upper case le
bwed by a close parenthesis.

following is an example of an ordered list with a nested unordered list:

follewing are the instructions for the assembly:

h item in a list is preceded by an identification with the style of the identification being determined-by)whether

is a

h item in a list ends with a semicolon, except the last item, which ends in a period./The next to the last ¢ntry
ne list ends with a semicolon followed by an “and” or an “or” (i.e., “...; and”, or “._.; oF’). The “and” is used

if all

unordered list is one in which the order of the listed items is unimportant(i.e., it does not matter where i the

wed
have
ered

+1).

sted
ter

ty—Temove thecomtents fronmr the box;

2) assemble the item;
A) use a screwdriver to tighten the screws; and
B) use a wrench to tighten the bolts;
and

3) take a break.


https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

ISO/IEC 17760-103:2021 © ISO/IEC 2021 33

3.3.4 Keywords

3.3.4.1

expected

keyword used to describe the behavior of the hardware or software in the design models assumed by this
standard

Note 1 to entry: Other hardware and software design models may also be implemented.
3.3.4.2

mandatory
keyword indicating items to be implemented as defined by this standard

3.3/4.3
may
keyword that indicates flexibility of choice with no implied preference

3.3[14.4
N/A
keyword that indicates a field is not applicable and has no defined value

Notg 1 to entry: A field defined as N/A should not be checked by the host or device.

3.3[4.5

obsgolete
keyword indicating that the designated bits, bytes, words, fields, and code values that may have been defingd in
prejious standards are not defined in this standard and shall not be reclaimed for other uses in future stanqards

NotE 1 to entry: Some degree of functionality may be required for items.designated as “obsolete” to provide for backwgrd
compatibility.

Notg 2 to entry: Obsolete commands should not be used by the hast.

Notg 3 to entry: Commands defined as obsolete may return comimand aborted by devices conforming to this standard.
However, if a device does not return command aborted for an‘obsolete command, then the device shall return command
conppletion for the command.

3.3|4.6
opfional
keyword that describes features that are:net required by this standard

NotE 1 to entry: If any optional feature defined by the standard is implemented, the feature shall be implemented in the way
defined by the standard.

3.3[4.7
prdhibited
keyword indicating that.an item shall not be implemented by an implementation

3.3/4.8

reserved

keyword indicating reserved bits, bytes, words, fields, and code values that are set aside for future
stapdardization.

Notg @-to entry: The use and interpretation of reserved bits, bytes, words, fields, and code values may be specified by future
extensions to this or other standards.

Note 2 to entry: A reserved bit, byte, word, or field shall be cleared to zero, or in accordance with a future extension to this
standard.

Note 3 to entry: The recipient shall not check reserved bits, bytes, words, or fields.

Note 4 to entry: Receipt of reserved code values in defined fields shall be considered a command parameter error and
reported by returning command aborted.
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3.3.4.9

retired

keyword indicating that the designated bits, bytes, words, fields, and code values that had been defined in
previous standards are not defined in this standard and may be reclaimed for other uses in future standards

Note 1 to entry: If retired bits, bytes, words, fields, or code values are used before they are reclaimed, they shall have the
meaning or functionality as described in previous standards.

3.3.4.10
shall
keyword indicating a mandatory requirement

Note 1 to entry: Designers are required to implement all such mandatory requirements to ensure interoperability with other

prodlucts that conform to this standard.

3.3

4.1

should

key
Not|

3.3
ver
key
the

Not|
may

3.3

ADb
nur
bet
010

Ah
We]
ald
nur
B |

Ad
nur
the

Tah

word indicating flexibility of choice with a strongly preferred alternative

b 1 to entry: This keyword is equivalent to the phrase “it is recommended”.

412
dor specific

device vendor

b 1 to entry: Vendor specific bits, bytes, fields, and code values are not described‘in this document, and implementd
vary among vendors.

5 Numbering

nary number is represented in this standard by any seqtience of digits consisting of only the Western-A
nerals 0 and 1 immediately followed by a lower-case b{é.g., 0101b). Underscores or spaces may be incl
lveen characters in binary number representations.to-increase readability or delineate field boundaries (e
11010b or 0_0101_1010Db).

exadecimal number is represented in this standard by any sequence of digits consisting of only the
stern-Arabic numerals 0 through 9 and/or the upper-case English letters A through F immediately followg
wer-case h (e.g., FA23h). Underscores or spaces may be included between characters in hexadecimal
nber representations to increase readability or delineate field boundaries (e.g., B FD8C FA23h or
FD8C_FA23h).

ecimal number is represented'in this standard by any sequence of digits consisting of only the Arabic
nerals 0 through 9 not immediately followed by a lower-case b or lower-case h (e.g., 25). This standard
following conventions(for representing decimal numbers:

a) the decimal separator (i.e., separating the integer and fractional portions of the number) is a period

b) the thousands’separator (i.e., separating groups of three digits in a portion of the number) is a spad
and

c) the thedsands separator is used in both the integer portion and the fraction portion of a number.

le 1 shows some examples of decimal numbers using various numbering conventions.

word indicating that specification of the referenced item (e.g., a bit, byte, field/code value) is determined by

tions

abic
Ided
g.,0

d by

ISES

Table 1 — Numbering conventions

French English This standard
0,6 0.6 0.6
3,141 592 65 3.14159265 3.141 592 65
1 000 1,000 1000
1323 462,95 1,323,462.95 1323 462.95
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A decimal number represented in this standard with an overline over one or more digits following the decimal
point is a number where the overlined digits are infinitely repeating (e.g., 666.6 means 666.666 666... or 666 2/3,
and 12.142 857 means 12.142 857 142 857... or 12 1/7).

3.3.6 Bit conventions

Name (n:m), where n is greater than m, denotes a set of bits (e.g., Feature (7:0)). n:m where n is greater than m
denotes a bit range in a table.

3.3.7 Number range convention

p..q, where p is less than q, represents a range of numbers (e.g., words 100..103 represents words 100, 101,
102, and 103).

3.3[8 State diagram conventions

All state diagrams use the notation shown in Figure 2.
State Designator: State_name State Designator: State_name
Entry Condition Transition Condition
—Transition Label———» . . —Transition Label» State_Namge
Transition Action Transition Condition Transition,Action

—Transition Label———
Transition Action

Transition Condition
or COMMAND (value)
—Transition Label——— <
Transition Action
Transition.€ondition
or COMMAND (value)

-t Transition LabelH
Transition Action

Transition Condition

Transition Label—
( Transition Action
|

ol

State re-entry

Figure 2 — State diagram convention

Eagh state is identifiéd)by a state designator and a state name. The state designator is unique among all stptes
in gll state diagrams,in this standard. The state designator consists of a set of letters that are capitalized in the

titlg of the figure,Containing the state diagram followed by a unique number. The state name is a brief description
of the primary action taken during the state, and the same state name may appear in other state diagrams. If the
same primary function occurs in other states in the same state diagram, then the primary functions are
degignated with a unique letter at the end of the name. Additional actions may be taken while in a state and these
actijonS are described in the state description text.

Each transition is identified by a transition label, a transition condition, and optionally by a transition action. The
transition label consists of the state designator of the state from which the transition is being made followed by
the state designator of the state to which the transition is being made. The transition to enter or exit a state

diagram may come from or go to a number of state diagrams, depending on the command being processed. In
this case, the state designator is labeled State_name. The transition condition is a brief description of the event
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or condition that causes the transition to occur. A transition action may be included, indicated in italics, that is
taken when the transition occurs. This action is described in the transition description text.

Upon entry to a state, all actions to be processed in that state are processed. If a state is re-entered from itself, all
actions to be processed in the state are processed again.

Each state machine is instantiated based on the Entry Conditions. An Entry Condition is a transition based on an
action occurring outside of the state machine.

All transitions shall be instantaneous.

The notation COMMAND (value), as a transition condition, refers to the device receiving the command with a
specific value or values. For example:

a) CRYPTO SCRAMBLE EXT (failure exit allowed) means the device processes a CRYPTO SCRAMBLE
EXT command with the FAILURE MODE bit set to one; or
b) CRYPTO SCRAMBLE EXT (hard failure required) means the device processes CRYPTO SERAMBLE
EXT command with the FAILURE MODE bit cleared to zero.

If the (value) notation is not present on a transition, then the transition occurs for any parameter.combination of
the|command.
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3.3.9 Byte, word, DWord, QWord, and DQWord Relationships
Figure 3 illustrates the relationship between bytes, words, DWords, QWords, and DQWords.

Byte Byte
7/6/5(4(3[2|1]|0
MSB LSB
Word at offset n Word n
15/14/13/12/11/110/9 |8 |7 |6 |54 |3 |2 | 1
MSB 1 LISB
Byte 2n+1 Byte2n
DWord at word offset n
DWord n/2
31/30(29|28|27|26|25|24|23|22/21/20{19|18({17|16|15|14|13|12|11|10| 9 /87 |6 |54 |3 |2 |1 |D
MSB 1 | SB
Byte 2n+3 Byte 2n+2 Byte 2n+1 Byte 2n
Word n+1 Word n
QWord at word offset n
QWord n/4
63 56|55 48|47 40|39 32|31 24|23 16|15 8|7 D
MSB 1 | SB
Byte 2n+7 | Byte 2n+6 | Byte 2n+5 | Byte 2n+4 | Byte 2n+3 | Byte 2n+2 | Byte 2n+1 Byte 2n
Word n+3 Word n+2 Word n+1 Word n
DWord n/2+1 DWord n/2
DQWord at word ‘offset n
DQWord n/8
127 | . 5121111 96|95 80|79 64|63 48|47 32/31 16|15 D
MSB 1 | SB
Word n+7 | Word n+6 | Word n+5 | Word n+4 | Word n+3 | Word n+2 | Word n+1 Word n
DWord n/2+3 DWord n/2+2 DWord n/2+1 DWord n/2
QWord n/4+1 QWord n/4

Figure 3 — Byte, word, DWord, QWord, and DQWord relationships
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Unless stated or defined otherwise, in a field containing a multi-byte value (e.g., a word, DWord, or QWord), the
byte containing the LSB is stored at the lowest offset and the byte containing the MSB is stored at the highest
offset. For example:

EXAMPLE 1 - if the two-byte field (i.e., word) in SCT command (see table 186) word 0 contains 0007h, then:

a) byte 0 contains 07h; and
b) byte 1 contains 00h.

EXAMPLE 2 - if the four-byte field (i.e., DWord) at IDENTIFY DEVICE data words 60..61 (see table 43) contains

800

1_0203h (i.e., 2 147 549 699), then:

EXA
000

Exq

3.3

AT/
chd

d) Dyle 1ZU contams UJaTll,
b) byte 121 contains 02h;
c) byte 122 contains 01h; and
d) byte 123 contains 80h.

AMPLE 3 - if an eight-byte field (i.e., QWord) in the WRITE SAME command words 2..5 (see table 188)'contains
0_0504_0302_0100h), then:

a) byte 4 contains 00h;

b) byte 5 contains 01h;

c) byte 6 contains 02h;

d) byte 7 contains 03h;

e) byte 8 contains 04h;

f) byte 9 contains 05h;

g) byte 10 contains 00h; and
h) byte 11 contains 00h.

eptions to this convention include:

a) each field containing an ATA string (e.g., the IDENTIFY DEVICE data and IDENTIFY PACKET DE
data Serial number, Firmware revision, and Model-humber fields) is considered to be an array of by
not a multi-byte value, and is handled as desgcribed in 3.3.10;

b) the IDENTIFY DEVICE data and IDENTIFY,PACKET DEVICE data World Wide Name field consist
four word fields rather than one QWord field and is handled as described in 7.12.7.58;

c) the command packet in the PACKET<command (see 7.18) is formatted as defined by the applicablg
command standard); and

d) parameter data in the TRUSTED:RECEIVE command (see 7.52), TRUSTED RECEIVE DMA comn
(see 7.53), TRUSTED SEND command (see 7.54), and TRUSTED SEND DMA command (see 7.5
formatted as defined in thase sections or in the standard defining the security protocol.

10 ATA string convention

strings (e.g., the MODEL NUMBER field (see A.11.7.4)) are sequences of bytes containing ASCII graphic
racters in the range 6f20h-7Eh. ATA strings shall not contain values in the range of 00h-1Fh or 7Fh-FF

ICE
tes,

5 of

hand
b) is



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

ISO/IEC 17760-103:2021 © ISO/IEC 2021 39

Each pair of bytes in an ATA string is swapped as shown in table 2.

Table 2 — ATA string byte swapping

Word | Offset Character in string
0 0 Second character
1 First character
1 2 Fourth character
3 Third character

n Zn Last character

2n+1 | Second-to-last character

Usipg the ATA string that contains firmware revision information as an example, table 3 shows the ¢ontents
of the FIRMWARE REVISION field (see A.11.7.3) in the Strings page (see A.11.7) in IDENTIFY DEVICE data lo
(seg A.11). In this example, the firmware revision string is “abcdefg ”, including one padding.space charactg
at the end of the string. Table 3 also shows the copy of the FIRMWARE REVISION field that“Uses the word form
of the IDENTIFY DEVICE input from device to host data structure (see 7.12.7).

Table 3 — FIRMWARE REVISION field example

Strings quy of FIRMWARE REVISION figld
page 2 in IDENTIFY DEVICE data
offset Value Offset Word Value
32 62h (i.e., “b”) 46 23| 6162h (i.e., “ba”)
33 61h (i.e., “a”) 47
34 64h (i.e., “d”) 48 24| 6364h (i.e., “dc”)
35 63h (i.e., “c”) 49
36 66h (i.e., “f") 50 25| 6566h (i.e., “fe”)
37 65h (i.e., “e”) 51
38 20h (i.e., “ “, the space:eharacter) 52 26| 6720h (i.e.,“g")
39 67h (i.e., “g") 53

a8 See Strings page (see’A.11.7) in IDENTIFY DEVICE data log (see A.11).

b See table 43.

3.3|11 Offset Convention

An pffset is a byte valuelused as an index into a larger data structure.

=
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4 Feature set definitions

4.1 Overview
4.1.1 Feature set summary

Table 4 lists the feature sets in alphabetical order and shows whether a feature set is mandatory, optional, or
prohibited for ATA devices and ATAPI devices.

Table 4 — Feature set summary

ATA ATAPI
Feature set devices | devices

48-Bit Address feature set (see 4.4) 0]

0

cessible Max Address Configuration (see 4.5)

dvanced Power Management (APM) feature set (see 4.6)

bvice Statistics Notifications (DSN) feature set (see 4.8)

A
A
CompactFlash Association (CFA) feature set (see 4.7)
D
E

tended Power Conditions (EPC) feature set (see 4.9)

Free-fall Control feature set (see 4.10)

General feature set (see 4.2)

General Purpose Logging (GPL) feature set (see 4.11)

Lang Logical Sector (LLS) feature set (see 4.12)

Lang Physical Sector (LPS) feature set (see 4.13)

Native Command Queuing (NCQ) feature set (see 4.14)

PACKET feature set (see 4.3)

Pti)wer Management feature set (see 4.15)

P+wer-Up In Standby (PUIS) feature set (see 4.16)

Snitize Device feature set (see 4.17)

TV| 0| O|O|Z| 0| 0| 0|O|V|TV|V|TVT|V|O|T

SATA Hardware feature control (see 4.22)

S(fcurity feature set (see 4.18) Obsolete

S+If—Monitoring, Analysis, and Reporting Technology (SMART) feature set (see 4.19)

S+nse Data Reporting feature set (see 4.20)

Séftware Settings Preservation\(SSP) feature set (see 4.21)

Streaming feature set (see 4.23)

Trusted Computing feature set (see 4.24)

O|0|0|0|0|0|O0|0|0|0O|Z|T|O|O|O|Z|Z|0O|0O|0O|Ol0]|0O

Write-Read-Verify feature set (see 4.25)

Key: M — Mandatary, O — Optional, P — Prohibited
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4.1.2 Capacity reporting

If the ATA device supports the Accessible Max Address Configuration feature set (see 4.5) and the host issues
a SET ACCESSIBLE MAX ADDRESS EXT command (see 7.2.3), then IDENTIFY DEVICE data words and the
Capacity page (see A.11.4) of the IDENTIFY DEVICE data log may be affected as shown in table 5.

Table 5 — IDENTIFY DEVICE capacity reporting

Current Capacity

Device Settings Settings Reported Capacities
IDENTIFY accessible | accessible
DEVICE | IDENTIFY max max
data PEACE address address HDENTHY HDENTHY
word 83 bit data < < IDENTIFY DEVICE DEVICE ACCESSIBLE
10 (48-bit word 69 OFFF_ FFFF_ DEVICE data | data words | data words CARACITY
gupport) bit 3 FFFFh FFFFh words 60..61 100..103 230..233 field
accessible accessible
0 N/A N/A N/A max address reserved reserved |max address
+1 +1
accessible accessible accessible
1 0 yes yes max address |max address reserved |max address
+1 +1 +1
0000 0000 accessible accessible
1 0 no no — — |max address reserved |[max address
OFFF_FFFFh
- +1 +1
1 0 no es 0000_0000 4 f‘ncacxe Zzlgerss reserved ?ncacxe 2:1'3:233
y OFFF_FFFRh |} +1
accessible accessible accessible accessible
1 1 yes yes max@ddress |max address |max address |max address
+ 1 +1 +1 +1
less than
0000 0000 |°F eque_ll to |accessible accessible
1 1 no no — — |accessible max address |max address
OFFF_FFFFh
- max address |+ 1 +1
+1b
less than
0000 0000 |°F equgl to |accessible |accessible
1 1 no yes - — |accessible |max address |max address
OFFF_FFFFh
- max address |+ 1 +1
+1b

4 The ACCESSIBLE"CAPACITY field is defined in A.11.4.2.
% IDENTIFY DEVICE data words 100..103 may be limited to < 0000_0000_FFFF_FFFFh

A device shall'not change the content in the ACCESSIBLE CAPACITY field (see A.11.4.2), IDENTIFY DEVICE d
words 60,:61, or IDENTIFY DEVICE data words 230..233, during the processing of all resets (e.g., a powert

resget);

ata
on
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4.2 General feature set
The General feature set is the base feature set for ATA devices that conform to this standard.
The following commands are mandatory for devices that implement the General feature set:

a) EXECUTE DEVICE DIAGNOSTIC (see 7.9);
b) IDENTIFY DEVICE (see 7.12); and
c) SET FEATURES (see 7.45).

The following commands are optional for devices that implement the General feature set:

a) DATA SET MANAGEMENT (see 7.5);
b) DOWNLOAD MICROCODE (see 7.7);

c) DOWNLOAD MICROCODE DMA (see 7.8);
d) FLUSH CACHE (see 7.10);
e) NOP (see 7.17);
f) READ BUFFER (see 7.19);
g) READ BUFFER DMA (see 7.20);
h) READ DMA (see 7.21);
i) READ MULTIPLE (see 7.26);
i) READ SECTOR(S) (see 7.28);
k) READ VERIFY SECTOR(S) (see 7.32);
I) SET DATE & TIME (see 7.44);
m) SET MULTIPLE MODE (see 7.46);
n) WRITE BUFFER (see 7.56);
) WRITE BUFFER DMA (see 7.57);
) WRITE DMA (see 7.58);
) WRITE MULTIPLE (see 7.64);
WRITE SECTOR(S) (see 7.67); and
s) WRITE UNCORRECTABLE EXT (see 7.71).

The following commands are prohibited for devices that implement the General feature set:

a) DEVICE RESET (see 7.6);
b) IDENTIFY PACKET DEVICE (see 7.13); and
c) PACKET (see 7.18).

The following logs are mandatary for devices:that implement the General feature set:
a) IDENTIFY DEVICE data log (see‘'A.11).

4.3 The PACKET feature set
4.3|1 Overview

The PACKET feature set jsthe feature set implemented by ATAPI devices.

ATAPI devices transfer'SCSI CDBs via the PACKET command and respond in ways that differ from ATA de

The following commands are mandatory for devices that implement the PACKET feature set:

a) DEVICE RESET (see 7.6);

b) EXECUTE DEVICE DIAGNOSTIC (see 7.9);
c) .IDENTIFY DEVICE (see 7.12);

d)., IDENTIFY PACKET DEVICE (see 7.13);

X NOD L Z 47\
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f) PACKET (see 7.18);
g) READ SECTOR(S) (see 7.28); and
h) SET FEATURES (see 7.45).

The content of command packets delivered during processing of the PACKET command are defined in the

ices.

standard indicated by IDENTIFY PACKET DEVICE data word 0 bits 12:8 (see 7.13.6.2) and are not described in

this standard.
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For ATAPI devices, the IDENTIFY DEVICE command (see 7.12) and the READ SECTOR(S) command
(see 7.28) are command aborted and return the ATAPI device signature (see table 204).

The following commands are optional for devices that implement the PACKET feature set:

a) FLUSH CACHE (see 7.10);

b) READ LOG DMA EXT (see 7.25);

c) READ LOG EXT (see 7.24);

d) WRITE LOG DMA EXT (see 7.63); and
e) WRITE LOG EXT (see 7.62).

The following commands are prohibited for devices that implement the PACKET feature set:

a) DATA SET MANAGEMENT (see 7 5):

b) FLUSH CACHE (see 7.10);

c) READ BUFFER (see 7.19);

d) READ BUFFER DMA (see 7.20);

e) READ DMA (see 7.21);

f) READ MULTIPLE (see 7.26);

g) READ VERIFY SECTOR(S) (see 7.32);

h) SET MULTIPLE MODE (see 7.46);

i) WRITE BUFFER (see 7.56);

i)  WRITE BUFFER DMA (see 7.57);

k) WRITE DMA (see 7.58);

) WRITE MULTIPLE (see 7.64);

m) WRITE SECTOR(S) (see 7.67); and

n) WRITE UNCORRECTABLE EXT (see 7.71); and
0) commands for feature sets that are prohibited for ATAPI devices’in table 4.

4.3|2 Identification of PACKET feature set devices
The IDENTIFY PACKET DEVICE command (see 7.13) is used.by the host to get identifying parameter

infgrmation for a device that implement the PACKET feature-set. Devices the implement the PACKET featu

set[process IDENTIFY DEVICE commands (see 7.12) asdescribed in 7.12.5.
4.3|3 Signature for ATAPI devices

ATAPI devices return a signature in the Normal Qutputs that differentiate them from other device types
(sep table 204).

4.3/4 The PACKET command

Thg PACKET command (see 7.18) allows a host to send a command to the device via a SCSI CDB packet

The protocol for handling the trafismission of the PACKET command and associated data is transport spec

4.4 48-bit Address feature set

The 48-bit Address feature set allows devices:

a 512-byte logical block device); and
b) to transfer up to 65 536 logical sectors in a single command.

The following commands are mandatory for devices that implement the 48-bit Address feature set:
a)) FLUSH CACHE EXT (see 7.11);

a) with capacities up to 281 474 976 710 655 logical sectors (i.e., up to 144 115 188 075 855 360 bytg

[e

=h

C.

s for

b) READ DMA EXT (s6€ 7.22);
c) READ MULTIPLE EXT (see 7.27);

d) READ SECTOR(S) EXT (see 7.29);

e) READ VERIFY SECTOR(S) EXT (see 7.33);
f) WRITE DMA EXT (see 7.59);

g) WRITE DMA FUA EXT (see 7.60);

h) WRITE MULTIPLE EXT (see 7.65);
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i) WRITE MULTIPLE FUA EXT (see 7.66); and
i) WRITE SECTOR(S) EXT (see 7.68).

Devices that implement the 48-bit Address feature set may also implement commands that use 28-bit
addressing. 28-bit commands and 48-bit commands may be intermixed (see 7.1.3).

Devices that implement the 48-bit feature set shall indicate support of the 48-bit Address feature set by setting
the 48-BIT SUPPORTED bit (see A.11.5.2.16) to one.

4.5 Accessible Max Address Configuration feature set

4.5.1 Overview

TI'\ Accassibla Max Addraese- Confiaurationfaatiure-sat nrovides-amathod fora host to-diccovertha nativa max
16— PHE-TVIehe GG eSS ORHgH O RTeatdre-5e+proviaeSa-eroa+o—aRo5t—to-atS6 e —Re-HAatve
address and control the accessible max address.

The following commands are mandatory for devices that support the Accessible Max Address Configuration
feature set:

a) GET NATIVE MAX ADDRESS EXT (see 7.2.2);
b) SET ACCESSIBLE MAX ADDRESS EXT (see 7.2.3); and
c) FREEZE ACCESSIBLE MAX ADDRESS EXT (see 7.2.4).

ATA devices indicate support for this feature set by setting the AMAX ADDR SUPPORTED bit (see A.11.5.2.34) o
ong.

4.5|2 SET ACCESSIBLE MAX ADDRESS EXT description

The SET ACCESSIBLE MAX ADDRESS EXT command (see 7.2.3) limits'read commands and write commands
to UBAs from zero to the LBA specified by the last SET ACCESSIBLE MAX ADDRESS EXT command that
returned command completion without an error. The accessible max-address is the native max address unlgss a
SE[ ACCESSIBLE MAX ADDRESS EXT command has been completed without error.

The contents of a user data area made not accessible throughithe use of the SET ACCESSIBLE MAX
ADPRESS EXT command are indeterminate if that user data area is made accessible again.

4.5{3 Device Statistics data

ATA devices supporting this feature set may alter device statistics after a SET ACCESSIBLE MAX ADDRE$S
EXJ command (see 7.2.3) returns completion without an error.

4.6 Advanced Power Management (APM) feature set

The APM feature set is a feature set that allows the host to select a power management level in a device. The
power management level (see table 104) is specified using a scale from the lowest power consumption settipg of
01h to the highest power consumption of FEh (i.e., maximum performance level). Device performance may
increase with increasing power,management levels. Device power consumption may increase as the powe
mapagement setting numerically increases.

A device may implement-one APM method for two or more contiguous power management levels (e.g., a dﬁvice
may implement one " APM method from level 80h to AOh and a higher performance, higher power consumptjo

method from level-A1h to FEh). APM levels 80h and greater do not permit a device with rotating media to spin
down as a result of an APM method.

The¢ APM.feature set uses the following subcommands:
a)., a mandatory enable APM subcommand of the SET FEATURES command (see 7.45.9) that allows [the

1= + + t APM laval: aa
TTOST O SCT UIC 7 v icveT, arrda

b) an optional disable APM subcommand of the SET FEATURES command (see 7.45.9).

The APM feature set is independent of the Standby timer (see 4.15.3). If the APM feature set is enabled and the
Standby timer is enabled, then the device shall go to the PM:2 Standby state if:

a) the Standby timer expires; or
b) a vendor specific APM algorithm indicates that the PM:2 Standby state should be entered.
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The device shall indicate:
a) feature set support in the APM SUPPORTED bit (see A.11.5.2.19) and IDENTIFY PACKET DEVICE data

word 83 bit 3 (see 7.13.6.34);

b) feature set enabled in the APM ENABLED bit (see A.11.6.2.11) and IDENTIFY PACKET DEVICE data word

86 bit 3 (see 7.13.6.35); and

c) APM level in the APM LEVEL field (see A.11.6.3.2) and (see 7.12.7.45) and IDENTIFY PACKET DEVICE

data word 91 (see 7.13.6.39).

See 4.9.4 for interactions between the APM and EPC feature sets.

4.7 CompactFlash Association (CFA) feature set
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CompactFlash™ T Association (CFA) feature set provides support for devices that implement the CFA
cifications (e.g., CFA-CF, CFast™")).

Device Statistics Notification (DSN) feature set

1 Overview

DSN feature set allows the host to configure a device to monitor device statistics and allows a device
otify the host that a change in a device statistic has triggered a configured DSN Condition Definition.

h device statistic in the Device Statistics log (see A.5) indicates support for device statistics notificationg
e monitored DSN Condition Definition for that device statistic is met (see table.A.8).

he Device Statistics Notifications log (see A.25), the Definition log pages.(see table A.77) allow the setti
SN CONDITION FLAGS field (see table A.78) that include device statistic threshold comparison conditions
ice statistic validity conditions. Device statistic threshold comparisofivalues are specified in the same fg
units as the referenced device statistic.

Summary log page (see table A.75) of the Device Statistics Notifications log contains a list of the activg

bn the page is read).

Definition log pages of the Device Statistics Notifications log are not affected by the processing of a
ber-on reset (see ATA8-AAM).

DSN feature set is enabled by a SET FEATURES Enable DSN function (see 7.45.21) that returns comn
npletion without an error. This feature set may be disabled by a SET FEATURES Disable DSN function
e 7.45.21) that returns command compléetion without an error.

ices that implement this feature set.shall support the:

a) General Purpose Logging-feature set (see 4.11);

b) Sense Data Reporting'‘feature set (see 4.20);

c) Device Statistics Notifications log (see A.25);

d) Device Statistics log (see A.5); and

e) SET FEATURES‘command with the FEATURE field set to 63h (see 7.45.21).

e DSN feature, set is enabled, then the DSN feature set shall:

a) be disabled upon processing a power-on reset (see ATA8-AAM); and
b) remain enabled across all other resets (e.g., hardware reset, software reset).

2 DSN notifications

ice statistics notifications (i.e., notifications of monitored device statistics with test conditions that are met
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DSN Condition Definition is evaluated independently. Each DSN Condition Definition is evaluated on updates to

the

monitored device statistic.

1) CompactFlash and CFast are trademarks of the CompactFlash Association. This information is given
for the convenience of users of this document and does not constitute an endorsement by IEC or ISO of
the product named.
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The device sets the SENSE DATA AVAILABLE bit (see 6.2.10) in the STATUS field to one in the normal outputs and
error outputs for a command, if:

a) the referenced device statistic supports DSN (see table A.8);

b) a DSN Condition Definition (see table A.77) is configured for that device statistic;
c) the DSN Condition Definition for that device statistic is met; and

d) the Sense Data Reporting feature set (see 4.20) is enabled.

If the device is reporting changes based on DSN Condition Definitions that have been met in response to a
REQUEST SENSE EXT command, then the normal outputs shall contain:
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a) the SENSE KEY field set to NO SENSE (i.e., Oh); and
b) the additional sense code set to WARNING — DEVICE STATISTICS NOTIFICATION ACTIVE (i.e.,

UBR/O9NY).

d while the DSN ENABLED bit (see A.11.6.2.2) is set to one. The validity of the Device Statistics Notification
ot affected by the value of the SENSE DATA ENABLED bit (see A.11.6.2.6) or the value of the NGQ AUTOSEN
PORTED bit (see A.11.10.2.21). The host may read the Summary page to check for notification’status
nges. The Summary page shall not be changed by:

a) a READ LOG EXT command (see 7.24) or READ LOG DMA EXT (see 7.25) ecommand addressing
A) Summary page of the Device Statistics Notifications log (see A.25); or
B) NCQ Command Error log (see A.14);
or

b) a REQUEST SENSE DATA EXT command (see 7.35).

3 DSN notifications setup

host requests specific device statistics notifications by writing to.the Definition pages (see table A.77) o
ice Statistics Notifications log (see A.25). In each Definition page, the host may write one or more pairs
ords with each pair forming one device statistic notification.entry as follows:

1) a Device Statistics Location QWord that specifies a“device statistic in the Device Statistics log (see
that is to be tested for the device statistics notification; and
2) a Device Statistics Condition Definition QWord that specifies the test to be made.

h device statistic notification entry is independent of other device statistic notification entries.

ny Definition page being written Device Statistics Notifications log contains a device statistic notification

a) refers to a device statistic that is'not supported (see table A.8);

b) refers to a device statistic that does not support device statistic notification (see table A.8);

d) contains a Comparisen-Fype that is reserved (see table A.78),

n:

1) none of the Definition pages being written to the Device Statistics Notifications log shall be saved b
device; and

2) the command shall return command aborted (see table 228).

Extended Power Conditions (EPC) feature set

1,0verview

contents of the Summary page (i.e., 00h) of the Device Statistics Notifications log (see A.25) are @lwayj

c) contains a threshold valde‘that is out of range for the referenced device statistic (see table A.78); of

[

S log

the:

f the
of

A.5)

entry

the

The Extended Power Conditions feafure set provides a host with methods to conirol the power condition of a
device. These methods include:

a) defining power conditions (i.e., Idle_a, Idle_b and Idle_c) within the PM1: Idle state in the Power
Management feature set (see 4.15);

b) defining power conditions (i.e., Standby_y and Standby_z) within the PM2: Standby state in the Power

Management feature set;
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c) enabling and initializing any of the power condition timers to specify that the device wait for a period of

inactivity before transitioning to a specified power condition; and
d) allowing the host to determine the power condition settings of the device.

The following command-related device properties are mandatory if this feature set is supported:

a) the SET FEATURES command Extended Power Conditions subcommand (see 7.45.20);
b) the Power Conditions log (see A.8);

c) the additional status values returned by the CHECK POWER MODE command (see 7.3);
d) the EPC SUPPORTED bit (see A.11.5.2.27); and

e) the EPC ENABLED bit (see A.11.6.2.3).

4.9.2 Power conditions
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CHECK POWER-MODE command), then the timers shall continue to run.

On
val

_a, Idle_b, and Idle_c are power conditions within the PM1: |dle state (see 4.15.4). Standby_y and Stahd
power conditions within the PM2: Standby state (see 4.15.4). The power conditions shall be orderedifro
nest power consumption to lowest power consumption as follows:

Idle_a power > Idle_b power > Idle_c power > Standby_y power > Standby_z power

nis ordering, a power condition:

a) on the right side of the relationship is a lower power condition than any power €ondition to its left (e
Standby vy is a lower power condition than Idle_c); and
Standby_y is a higher power condition than Standby_z).

Standby timer (see 4.15.3) is controlled using:

a) the SET FEATURES command Extended Power Conditions subcommand (see 7.45.20);
b) the IDLE command (see 7.14); and
c) the STANDBY command (see 7.49).

EPC feature set also defines a default for the Standby timer that is controlled in the same manner as th
er power condition timers (e.g., enabled, disabled, and queried).

changeable. Default and saved settings shall persist across all resets (e.g., power-on resets). The curre
ings shall not persist across power cycles.

3 Power condition timers

device shall have manufacturer specified power-on default settings for the power condition timers. Pow

e 7.45.20). Configured settings,for.the timers are readable in the Power Conditions log (see A.8).
ower condition timer cleared 1o zero indicates that the associated power condition is disabled.

e power condition is enabted, the value of each timer specifies the time after command completion that
ice shall wait beforectransitioning to that power condition. All enabled power condition timers run concurn

command is accepted that requires a transition to PMO: Active state (see 4.15.4), all enabled power cond
brs shall be stopped. If a command is accepted that does not require a transition to PMO: Active state (e

les (se€ A.8) and started.

m

g'1

b) on the left side of the relationship is a higher power condition than any pewer condition to its right (¢.g.

e

h of these power conditions has a set of current, saved and default settings (see A.8). Default settings are

nt

er

dition timers are changeable with the*"SET FEATURES command Extended Power Conditions subcommand

the
ently.

ition
g., a

command ‘completion, all power condition timers that were stopped shall be initialized with their current {imer

As

result of processing any command. the device may change to a different power condition.

If an enabled timer expires and that timer is associated with a lower power condition (see 4.9.2) than the device's
current power condition, then the device shall transition to the power condition associated with the expired timer.
The device shall not transition to a higher power condition as the result of a timer expiring. If the timers
associated with multiple enabled power conditions expire at the same time, the device shall transition to the
lowest of the lower power conditions associated with expired timers.
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If volatile write cache is enabled (i.e., if the VOLATILE WRITE CACHE ENABLED bit (see A.11.6.2.4) is set to one), then
prior to entering into any power condition that prevents access to the media (e.g., before a hard drive stops its
spindle motor during a transition to the Standby_z power condition), the device shall write all cached data to the
media for the device (e.g., as a device does in response to a flush command).

4.9.4 Interaction with resets, commands, and other features if the EPC feature set is enabled

If the device processes a power-on reset or the Enable the EPC feature set subcommand (see 7.45.20.6), the
device shall:

1)
2)

stop all power condition timers (see 4.9.3);
copy the SAVED TIMER ENABLED bit to the CURRENT TIMER ENABLED bit in the power conditions descriptors
(see A.8.4) for all supported power conditions;

If th
shd

If th

If th

If th

S))

4)

e device processes a hardware reset, a software reset, or a DEVICE RESET command, thenthe devic¢

e device processes an IDLE command (see 7.14) without error, then:

1)

2)
3)

e device processes an IDLE IMMEDIATE:command (see 7.15) without error, then:

1)

2)
3)

e device progesses a STANDBY command (see 7.49) without error, then:

1)

COpy the contents of the SAVED TIMER SETTING Tield to the CURRENT TIMER SETTING field in the power
conditions descriptors for all supported power conditions; and

initialize and restart all enabled power condition timers with the values in the CURRENT TIMER-SETTING
fields in the associated power conditions descriptors.

stop all power condition timers;

remain in the current power condition; and
initialize and restart all enabled power condition timers with the values in‘the/ CURRENT TIMER SETTING
fields in the associated power conditions descriptors.

in the Standby_z power condition descriptor of the Standby power conditions page (see A.8.3) in the

Power Conditions log, if the specified Standby timer period_(see table 49) in the IDLE command is get to:

A) a non-zero value, then the device shall set the CURRENT TIMER ENABLED bit to one, convert the
specified timer period to units of 100 ms, and set.the \CURRENT TIMER SETTING field to the convefted
value; or

B) zero, then the device shall clear the CURRENT FIMER ENABLED bit to zero and clear the CURRENT T|IMER
SETTING field to zero;

the device shall transition to the PM1: Idle state (see 4.15.4); and

the device shall enter the Idle_a power cordition.

if the Unload feature (see 7.15.2.2) was selected, then:

A) the device shall perform thejoperations described in 7.15.2.2; and

B) if volatile write cache is énabled (i.e., if the VOLATILE WRITE CACHE ENABLED bit (see A.11.6.2.4) ip set
to one), then the device shall retain data in the write cache and resume writing the cached datajonto
the media after receiving a software reset, a hardware reset, or any new command except IDLE
IMMEDIATE cemmand with unload feature;

the device shalltransition to the PM1:ldle state; and

the device shalkenter the Idle_a power condition.

in the"Standby_z power condition descriptor of the Standby power conditions page (see A.8.3) in the
Pawer Conditions log, if the specified Standby timer period (see table 135) in the STANDBY command
is’set to:

A) a non-zero value, then the device shall set the CURRENT TIMER ENABLED bit to one, convert the

2)
3)

specifiedtimerperiodto units of t00S, and Setthe CURRENT TIMER SETTING fiefd to the tonverted
value; or

B) zero, then the device shall clear the CURRENT TIMER ENABLED bit to zero and clear the CURRENT TIMER
SETTING field to zero;

the device shall transition to the PM2: Standby state (see 4.15.4); and

the device shall enter the Standby_z power condition.
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If the device processes a STANDBY IMMEDIATE command (see 7.50) without error, then the device shall:

1) write all cached data to the media, if volatile write cache is enabled;
2) transition to the PM2:Standby state; and
3) enter the Standby_z power condition.

The EPC feature set and the APM feature set (see 4.6) are mutually exclusive. If the EPC feature set is disabled
(i.e., the EPC ENABLED bit (see A.11.6.2.3) is cleared to zero), the device:

a) shall process the Enable the EPC feature set subcommand (see 7.45.20.6);
b) may process the Set EPC Power Source subcommand (see 7.45.20.8); and
c) shall return command aborted for all other EPC feature set subcommands.

(sep A.11.6.2.3) is set to one, then the device shall dlsable the EPC feature set.

Dufting background activities:

a) all power condition timers may be stopped; and
b) on completion of the background activity, the power condition timers that were stopped'shall be restarted
from where they were stopped.

4.10 Free-fall Control feature set

The Free-fall Control feature set allows the device to attempt to protect itself in the‘event of free-fall detectign. If
thig feature is enabled, upon detecting a free-fall event the device should protect'the user data on the mediaffrom
darhage. The implementation of free-fall detection and protection is vendor-specific.

The following SET FEATURES subcommands are mandatory for devices that implement the Free-fall Contfol
featjure set:

a) SET FEATURES subcommand to Enable the Free-fall Control feature set (see 7.45.16); and
b) SET FEATURES subcommand to Disable the Free-fall.Control feature set.

The settings controlled by the Enable/Disable Free-fall Control subcommands shall persist across all resets.

The FREE-FALL ENABLED bit (see A.11.6.2.12) indicates whether the Free-fall Control feature set is enabled.

4.11 General Purpose Logging (GPL) feature set

The General Purpose Logging (GPL) feature*set provides access to the logs in a device. These logs are

asdociated with specific feature sets (e.g.cthe SMART feature set (see 4.19) and the Streaming feature set
(seg 4.23)). Support of the individual Iogs‘(see table A.2) is determined by support of the associated featurq set.
If the device supports a particular feature set, support for any associated log(s) is mandatory.

Support for the GPL feature set'shall not be disabled by disabling SMART. If the feature set associated witt} a
reguested log is disabled, thé device shall return command aborted.

If the GPL feature set issimplemented, the following commands shall be supported:

a) READ LOG.EXT (see 7.24); and
b) WRITE LOGEXT (see 7.62).

Thg following-commands are optional:

a) READ LOG DMA EXT (see 7.25); and
b)AWRITE LOG DMA EXT (see 7.63).
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4.12 Long Logical Sector (LLS) feature set

The LLS feature set provides a method for a device to indicate that it has more than 256 words per logical sector
(e.g., logical sectors with 520 or 528 bytes). Devices with logical sectors longer than 256 words shall set the
LOGICAL SECTOR SIZE SUPPORTED bit (see A.11.4.3.2) to one. The logical sector size is indicated in the LOGICAL
SECTOR SIZE field (see A.11.4.4).
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Table 6 describes the number of words transferred per COUNT field unit for ATA devices that support the LLS

feature set. Data transfer commands transfer either the logical sector size (see A.11.4.4) or 256 words

depending on the command.

In figure 4, the long logical sector example shows a device formatted with long logical sectors.

EXAMPLE - The READ DMA EXT command and the WRITE DMA EXT command transfer data in units of logical
sectors each of which has a size in words that is indicated by the contents of the LOGICAL SECTOR SIZE field

(see A.11.4.4) while the READ LOG EXT command and the WRITE LOG EXT command transfer 256 words
per DRQ data block, regardless of the logical sector size.

The Long Physical Sector (LPS) feature set (see 4.13) and the LLS feature set are not mutually exclusive. In

fig
set

re 4 the long logical and long physical sector example shows a device that implements both the | PS fe

and the LLS feature set.

Table 6 — Words Transferred Per COUNT Field Unit by Command (part 1 of 2)

Command Words transferred
DATA SET MANAGEMENT 256
DOWNLOAD MICROCODE 256
DOWNLOAD MICROCODE DMA 256
IDENTIFY DEVICE 256
IDENTIFY PACKET DEVICE 256
READ BUFFER 256
READ BUFFER DMA 256

READ DMA

logieal sector size (see A.11.4.4)

READ DMA EXT

logical sector size (see A.11.4.4)

READ FPDMA QUEUED

logical sector size (see A.11.4.4)

READ LOGEXT

256

READ LOG DMA EXT

256

READMULTIPLE

logical sector size (see A.11.4.4

READR\MULTIPLE EXT

logical sector size (see A.11.4.4

READ SECTOR(S)

logical sector size (see A.11.4.4

READ SECTOR(S) EXT

)
)
)
)

logical sector size (see A.11.4.4

READ STREAM DMA EXT

READ STREAM EXT

logical sector size (see A.11.4.4)

READ VERIFY SECTOR(S)

(
(
logical sector size (see A.11.4.4)
(
(

logical sector size (see A.11.4.4)

RECEIVE FPDMA QUEUED 256
SECURITY DISABLE PASSWORD 256
SECURITY ERASE UNIT 256
SECURITY SET PASSWORD 256
SECURITY UNLOCK 256

SEND FPDMA QUEUED 256

SMART READ DATA 256

SMART READ LOG 256

SMART WRITE LOG

256

ture
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Table 6 — Words Transferred Per couNT Field Unit by Command (part 2 of 2)

51

Command Words transferred
TRUSTED RECEIVE 256
TRUSTED RECEIVE DMA 256
TRUSTED SEND 256
TRUSTED SEND DMA 256
WRITE BUFFER 256
WRITE BUFFER DMA 256

WRITE DMA

logical sector size (see A.11.4.4)

WRITE DMA EXT

logical sector size (see A.11.4.4)

WRITE DMA FUA EXT

logical sector size (see A.11.4.4)

WRITE FPDMA QUEUED

logical sector size (see A.11.4.4)

WRITE LOG EXT

256

WRITE LOG DMA EXT

256

WRITE MULTIPLE

logical sector size (see.A.11.4.4)

WRITE MULTIPLE EXT

logical sector size\(see A.11.4.4)

WRITE MULTIPLE FUA EXT

logical sectorsize (see A.11.4.4)

WRITE SECTOR(S)

WRITE SECTOR(S) EXT

logical sector size (see A.11.4.4)

WRITE STREAM DMA EXT

lagical sector size (see A.11.4.4)

WRITE STREAM EXT

(
(
(
logical sector size (see A.11.4.4)
(
(
(

logical sector size (see A.11.4.4)

4.13 Long Physical Sector (LPS) feature set

The LPS feature set allows a device to indicate that'there are multiple logical sectors per physical sector as

shdwn in figure 4.

Long Physical Sector Alignment Error Reporting Control (see 7.45.19) and the LPS Mis-alignment log (see A
are|optional for devices that implement-the LPS feature set.

\.13)
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-4—512 Bytes—p-—512 Bytes—p-¢—512 Bytes—p-—512 Bytes—p¢—512 Bytes— 4512 Bytes—p-4—512 Bytes—p|

Conventional logical sector example: 512 bytes per LBA

LBAO LBA 1 LBA 2 LBA3 LBA 4 LBAS LBA 6

Long logical sector example: 524 bytes per LBA

-4—524 Bytes—p—524 Bytes—p 524 Bytes— 524 Bytes— 4524 Bytes— 524 Bytes—p4—524 Bytes—»|

| BAQ | BA 1 | BA 2 |BA 3 |LBA 4 LBAS LBA 6

Long physical sector example: 512 bytes per LBA, 1,024 bytes per physical sector

<4512 Bytes— 512 Bytes— 512 Bytes— 512 Bytes— 4512 Bytes— 512 Bytes— 512 Bytes—»|

LBAO LBA 1 LBA 2 LBA3 LBA 4 LBAS LBA 6

Physical Sector 0 Physical Sector 1 Physical Sector 2

Long logical and Long physical sector example: 524 bytes per LBA, 1,048 bytes per physical sector

-4—524 Bytes—p-—524 Bytes—p»-—524 Bytes— 4524 Bytes— 524 Bytes— 524 Bytes— 524 Bytes—p»|

LBAO LBA 1 LBA 2 LBA3 LBA 4 LBA S LBA 6

Physical Sector 0 Physical Sector 1 Physical Sector 2

If th
PHY
of t
(se

Exa

Figure 4 — LLS.and LPS Example

€ LOGICAL TO PHYSICAL SECTOR RELATIONSHIP SUPPORTED bit (see A.11.4.3.1) is set to one and the LOGIC/
SICAL SECTOR RELATIONSHIP field (see A.11.4:3.4) is cleared to zero, then the device may report the align
ne first logical sector (LBA 0) within the first_physical sector in the LOGICAL SECTOR OFFSET field

e A.11.4.3.5).

mples of logical/physical sector alignments follow.

EXAMPLE 1 - In Figure 5 there-are two logical sectors within one physical sector, and the first logical sector
is in the first half. The offsetiis/zero, and the LOGICAL SECTOR OFFSET field (see A.11.4.3.5) is set to 0000h.

physical-sector 0 physical sector 1
logical sector 0 logical sector 1 logical sector 2 | logical sector 3

Figure 5 — Alignment 0

EXAMPLE 2 - In Figure 6 there are two logical sectors within one physical sector, and the first logical sector
is,in the second half. The offset is one, and the LOGICAL SECTOR OFFSET field (see A.11.4.3.5) is set to 0001h.

LTO
ment

physical sector 0 physical sector 1
(inaccessible) | logical sector 0 logical sector 1 | logical sector 2

Figure 6 — Alignment 1
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EXAMPLE 3 - In Figure 7 there are four logical sectors within one physical sector, and the first logical sector is
in the second half. The offset is three, and the LOGICAL SECTOR OFFSET field (see A.11.4.3.5) is set to 0003h.

physical sector 0 physical sector 1
(inaccessible)‘(inaccessible)‘(inaccessible)‘ logical O | logical 1 ‘ logical 2 ‘ logical 3 ‘ logical 4

Figure 7 — Alignment 3

4.14 Native Command Queuing (NCQ) feature set

4.14.1 Overview

The

NCQ feature set allows commands within this feature set to be accepted even though the device has'not

NCQ feature set provides support for devices that implement the Serial Transport (see ATA8-AST)~ Th

e

repprted command completion for one or more previously accepted commands in the NCQ feature,set/ A dgvice

repprts command completion for commands in the NCQ feature set by returning a transport dependent indi
(sep ATA8-AST).

The

The

De
the

If th
deV
qud

All

field (see 7.16.3.3)) exceeds the value returngd)in IDENTIFY DEVICE data word 75 (see 7.12.7.33), then the
ice shall return command aborted for the_.new command and for all NCQ commands that are in the quele. If

deV
the

NCQ command in the queue, then the\device shall return command aborted for the new command and for a
NCRQ commands that are in the queue.

If ap error occurs while the device is processing an NCQ command, then the device shall return command

abd
exd

commmand requesting log address 10h (i.e., reading the NCQ Command Error log) without error.

following commands are mandatory for devices that implement the NCQ feature set:

a) READ FPDMA QUEUED (see 7.23); and
b) WRITE FPDMA QUEUED (see 7.61).

following commands are optional for devices that implement the NCQ feature set:

a) NCQ QUEUE MANAGEMENT (see 7.16);
b) RECEIVE FPDMA QUEUED (see 7.34); and
c) SEND FPDMA QUEUED (see 7.43).

ices that report support for the NCQ feature set shall also report support for the GPL feature set (see 4
General Purpose Log Directory log (see A.2) and the NCQ:Command Error log (see A.14).

e device receives a command that is not an NCQ command while NCQ commands are in the queue, the
ice shall return command aborted for the new command and for all of the NCQ commands that are in th
ue.

he commands in the NCQ feature set include:an NCQ Tag. If an NCQ Tag value (i.e., the value in an NCG

device receives an NCQ command.with an NCQ Tag value that is identical to the NCQ Tag value for an

NOTE 1 — The NCQ Tag’identifies return information (e.g., error status, data transfer and command
completion).

rted for all NC@ commands that are in the queue and shall return command aborted for any new comma3
ept a READ_LOG EXT command requesting log address 10h, until the device completes a READ LOG

cator

),

h the
e

TAG

ther
| the

nds,
EXT
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4.14.2 Priority
The priority is specified in the PRIO field for NCQ commands (e.g., the READ FPDMA QUEUED command and

the

WRITE FPDMA QUEUED command). Table 7 describes the meaning of the PRIO field.

Table 7 — PriO field

Code Description

00b Normal priority

Isochronous deadline-dependent priority
01b The device should complete isochronous requests prior to their
associated deadline.

4.14.3 Unload with NCQ commands outstanding

If N
fea
cor

Aftgr receiving the error indication, the host should read the NCQ'Command Error log (see A.14). In the log
ice indicates whether the error was due to accepting an IDLE IMMEDIATE command with the Unload fegture

de\
and
me

Thd
if it
IM

Co

Sud

The
act
of t

41

High priority

The device should attempt to provide better quality of service for
10b the command. The device should complete high priority
requests in a more timely fashion than normal and isochronous
requests.

11b Reserved

CQ commands are outstanding, the device may accept the IDLE IMMEDIATE/command with the Unloa
ure even though the IDLE IMMEDIATE command is not an NCQ command,\Upon acceptance of this
hmand, the device shall:

1) move the heads to a safe position;
2) return command aborted as described in 4.14.1

whether the Unload was processed using the UNL bit (see“A.14.4). The device shall not load the heads t
dia when processing the read command for the NCQ-Command Error log.

read command for the NCQ Command Error logiindicates whether the device has accepted the Unload

4.1E.4 Command Phases

is in the process of moving the heads to a safeposition. For an indication of a successful Unload, the IO
EDIATE command with the Unload feature.should be reissued after the read command for the NCQ
mand Error log is processed. After the read command for the NCQ Command Error log is processed:

a) there are no NCQ commands,etitstanding; and
b) the error is cleared,

h that if the unload process completes without errors, then:

a) the IDLE IMMEDIATE command with the Unload feature should be processed normally; and
b) a non-error status should be returned.

re may be a delayin-transferring an IDLE IMMEDIATE command with the Unload feature to the device d
ve data transfefs for previously received NCQ commands. The delay may be reduced by decreasing the
he data transfers requested by the NCQ commands.

.4.4 Command Acceptance

Th

, the

D the

and
LE

e to
size

device receives a command in the NCQ feature set and returns command acceptance. Once the devi

e

reports command acceptance, it may then accept additional commands in the NCQ feature set.

4.14.4.2 Data transmission

Data transfer should occur after command acceptance.
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4.14.4.3 Command completion

If the transfer of all of the data requested by one or more NCQ commands occurred without error, the device
returns a transport dependent indicator (see ATA8-AST) that informs the host of completion for one or more NCQ
commands.

If an error occurs while processing an NCQ command, then the device shall return command aborted for the
command in error and for all other NCQ commands that are in the queue. The condition of the data for any NCQ
command for which a device reports command aborted is indeterminate.

4.15 Power Management feature set

41

An
ma
deV

Thd
the
eng
by

The

4.1
The

Active mode, Standby mode, or Idle mode. The CHECK POWER MODE command shall not change the po

mo

The
imn
eng
The
Stal
tim
The

the
deV

5.1 Overview

ATA device shall implement the Power Management feature set. An ATAPI device may implement powe
hagement as defined by the command set transported by the PACKET command. Otherwise, an ATAPI
ice shall implement the Power Management feature set as defined in this standard.

Power Management feature set allows a host to modify the behavior of a device in a mannerithat redu
power required to operate. The Power Management feature set provides a set of commands and a time
ble a device to implement low power consumption modes. The Power Management feature set implems
bn ATA device shall include the following (see also 4.6 and 4.16):

a) the Standby timer (see 4.15.3);

b) CHECK POWER MODE command (see 7.3);
c) IDLE command (see 7.14);

d) IDLE IMMEDIATE command (see 7.15);

e) SLEEP command (see 7.47);

f)  STANDBY command (see 7.49); and

g) STANDBY IMMEDIATE command (see 7.50).

Power Management feature set implemented by an ATARLdevice shall include the following:

a) CHECK POWER MODE command;
b) IDLE IMMEDIATE command;

¢) SLEEP command; and

d) STANDBY IMMEDIATE command.

5.2 Power management commands

CHECK POWER MODE command (see7.3) allows a host to determine if a device is in, going to, or leg

de or affect the operation of the Standby timer.
IDLE command (see 7.14)-and IDLE IMMEDIATE command (see 7.15) move a device to ldle mode

bles or disables the Standby timer).

STANDBY command’(see 7.49) and STANDBY IMMEDIATE command (see 7.50) move a device to
hdby mode immediately from the Active mode or Idle mode. The STANDBY command also sets the Sta
pr count.

SLEEP €ommand (see 7.47) moves a device to Sleep mode. The device's interface becomes inactive
applicabte transport standard) after the device reports command completion for the SLEEP command.
ice/Only transitions from Sleep mode after processing a hardware reset, a software reset, or a DEVICE

RE

hediately from the Active maode or Standby mode. The IDLE command also sets the Standby timer count((i

bes
that
nted

ving
wer

=
o

ndby

see

SET command (see 7.6).
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4.15.3 Standby timer

The Standby timer provides a method for the device to enter Standby mode from either Active mode or Idle mode
following a host programmed period of inactivity. If:

a) the Standby timer is enabled,;
b) the device is in the Active mode or the Idle mode; and
c) the Standby timer expires,

then the device enters the Standby mode if no media access command is received.
If a media access command is received and the Standby timer is enabled, the Standby timer is:

a) reinitialized to the value specified by the most recent IDLE command (see 7.14) or STANDBY command
(See 7.49); and
b) started.

If the Standby timer is disabled, the device may automatically enter Standby mode after a vendor spegific time
haq expired for a vendor specific reason.
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4.15.4 Power Management states and transitions

Figure 8 shows the Power Management state transitions.

PMO: Active

-t

reset
> PMO0:PMO

Power-up with PUIS not supported or not enabled

D

et

/

— PMO:PM3

SLEEP command

PM—1:—I-d-I-e\

—————— PM2: Standby
STANDBY or STANDBY
IMMEDIATE command, vendor
specific implementation, or
Standby timer expiration
¢— - PMO0:PM2 —
Media access required — PMO:PM1
— PM2:PM0 —

IDLE or IDLE IMMEDIATE command,
or vendor specific implementation

< reset
PM1:PM1 —

L

Media acCess required

¢

reset )
— PM2:PM2

-t

STANDBY or STANDBY IMMEDIATE command, vendor
specific implementation,/or STANDBY timer expiration

PM1:PM0 —

PM1:PM2 —

IDLE or IDLE IMMEDIATE command
— PM2:PM1

PM3: Sleep

SLEEP command

— PM2:PM3 —————p»
-t PM1:PM3
reset

SLEEP command

/

«— > pm3:PM2 —| ¥

PM6: PUIS and spin-up
subcommand supported

SET FEATURES (&

device spin-Up”) IDENTIFY DEVICE or
~——PM6:PMO~— |DENTIFY PACKET DEVICE

PM5: PUIS and spin-up
subcommand not
supported

Media Access Required
PM5:PM0 —

— PM6a:PM6

>

IDENTIFY PACKET DEVICE or

L.
IDENTIFY DEVICE or

hardware reset or
software reset or
no media access required

PM5:PM5 —

reset
PM6d:PM6 —

( >l
Media acgeg¥ required Media access not required
supported

PM4: PUIS
-
<——— PM4:PM6 —

spin-up subcommand
Power-up with PUIS supported and enabled

— PM4:PM5

L.

PUIS feature set device spin-up
subcommand not supported

Figure 8 — Power management state

diagram
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PMO: Active: This state shall be entered if the device processes a media access command while in Idle mode or
Standby mode. This state shall also be entered after processing a power-on reset if the Power-Up In Standby
feature is not supported or is not enabled (see 4.16).

In Active mode, the device is capable of responding to commands. During the processing of a media access
command a device shall be in the Active mode. Power consumption is greatest in this mode.

Transition PM0:PMO0: The device shall transition to the PMO: Active state after processing a hardware reset,
software reset, or DEVICE RESET command (see 7.6).

Transition PM0:PM1: The device shall transition to the PM1: Idle state if:

a) an IDLE command (see 7.14) is processed without error;
b) anIDIF IMMEDIATE command (see 7 15) is processed without error; or

c) a vendor specific implementation determines a transition to the PM1: Idle state is required.
Transition PM0:PM2: The device shall transition to the PM2: Standby state if:

a) a STANDBY command (see 7.49) is processed without error;

b) a STANDBY IMMEDIATE command (see 7.50) is processed without error;

c) the Standby timer expires (see 4.15.3); or

d) a vendor specific implementation determines a transition to the PM2: Standby state“is required.

Transition PM0:PM3: If a SLEEP command (see 7.47) is processed, the device shall transition to the PM3:
Sleep state.

PMH1: Idle: This state shall be entered if the device processes an IDLE command or IDLE IMMEDIATE command
without error. Some devices may perform vendor specific internal power management and transition to the |dle
moge without host intervention.

In Idle mode, the device is capable of processing commands but the.device may take longer to complete
commands than when in the Active mode. Power consumption may/be reduced from that of Active mode.

TrIsition PM1:PMO: If a media access is required, the device shall transition to the PMO: Active state.

Transition PM1:PM1: The device shall transition to the RM1: Idle state after processing a hardware reset,
soffware reset, or DEVICE RESET command.

Transition PM1:PM2: The device shall transition to the PM2: Standby state if:

a) a STANDBY command is processed without error;

b) a STANDBY IMMEDIATE command is processed without error;

c) the Standby timer expires; or

d) a vendor specific implementation determines a transition to the PM2: Standby state is required.

Sleep state.

T:\Esition PM1:PM3: If a SLEEP'ecommand is processed without error, the device shall transition to the PM3:
P

: Standby: This state-shall be entered if:

a) the device returns completion for a STANDBY command without error;

b) the device retlrns completion for a STANDBY IMMEDIATE command without error;

c) the Standbytimer expires;

d) a device-performs a vendor specific power management function; or

e) the:device processes a hardware reset, a software reset, or returns completion for a DEVICE RESET

command without an error while in PM2: Standby or PM3: Sleep.

In $tandby mode the device is capable of processing commands but the device may take longer (e.g., 30 s) to

comptete commands tham i the tatemode Power consumption mmay be reduced fron that of Tatemode:

Transition PM2:PMO: If a media access is required, the device shall transition to the PMO: Active state.
Transition PM2:PM1: The device shall transition to the PM1: Idle state if:

a) an IDLE command is processed without error; or
b) an IDLE IMMEDIATE command is processed without error.
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Transition PM2:PM2: The device shall transition to the PM2: Standby state after processing a hardware reset,

software reset, or DEVICE RESET command.

Transition PM2:PM3: If a SLEEP command is processed without error, the device shall transition to the PM3:

Sleep state.

PM3: Sleep: This state shall be entered if the device processes a SLEEP command without error.

A device transitions from Sleep mode only after processing a hardware reset, a software reset, or a DEVICE
RESET command. Processing a hardware reset, a software reset, or a DEVICE RESET command may take a

long time (e.g., 30 s). Sleep mode provides the lowest power consumption of any mode.

In Sleep mode, the device interface behavior is defined in the applicable transport standard.

Trajnsition : 5 evice shall transition 10 the . oltandpby state after processing a hardware res

soffware reset, or DEVICE RESET command.

PM4: PUIS: This state shall be entered after processing a power-on reset if the PUIS feature set (see4.16

sugdported and is enabled.

Transition PM4:PM5: A device shall transition to the PM5: PUIS and spin-up subcommand-net supported

if tHe device does not implement the PUIS feature set device spin-up subcommand (see /45.11).

is

state

Transition PM4:PM6: A device shall transition to the PM6: PUIS and spin-up subcommand supported state if

the|device implements the PUIS feature set device spin-up subcommand.

PMS5: PUIS and spin-up subcommand not supported: This state shall be entered after processing a powgr-on

resgt if the PUIS feature set is supported and is enabled and the device does'not implement the PUIS featur

deyice spin-up subcommand.

In this state, the device is capable of processing commands but the device may take longer (e.g., 30 s) to
complete commands than in the Idle mode. Power consumption maybe reduced from that of Idle mode.

Transition PM5:PMO: If the device processes a media access.command, the device shall transition to the |

Actjve state.

Transition PM5:PMS5: A device shall transition to the PM5? PUIS and spin-up subcommand not supported

aftgr processing:

a) an IDENTIFY DEVICE command;

b) an IDENTIFY PACKET DEVICE command;

c) any hardware reset;

d) any software reset; or

e) any command that does not require media access.

PM6: PUIS and spin-up subcommand supported: This state shall be entered after processing a power-g
resgt if the PUIS feature set is Supported, is enabled, and the device implements the PUIS feature set devigq

spin-up command.

In this state, the deviceds.eapable of processing commands but the device may take longer (e.g., 30 s) to
complete commandscthan in the Idle mode. Power consumption may be reduced from that of Idle mode.

Transition PM6:PMO: A device shall transition to the PMO: Active state after processing a SET FEATURES

PUIS feature set-device spin-up subcommand.

Transition:PM6a:PM6: A device shall transition to the PM6: PUIS and spin-up subcommand supported sta

aftgr processing IDENTIFY DEVICE command or IDENTIFY PACKET DEVICE command.

Transition PM6b:PM6: Th hall transition to the PM6: PUIS an in- mman rt
after returning command aborted in response to a command, other than IDENTIFY DEVICE command or
IDENTIFY PACKET DEVICE command, that requires media access.

b set

PMO:

state

>

te

ptate

Transition PM6c¢c:PM6: A device shall transition to the PM6: PUIS and spin-up subcommand supported state

after processing a command, other than IDENTIFY DEVICE command or IDENTIFY PACKET DEVICE
command, that does not require media access.
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Transition PM6d:PM6: A device shall transition to the PM6: PUIS and spin-up subcommand supported state
after processing a hardware reset, software reset, or DEVICE RESET command.

4.16 Power-Up In Standby (PUIS) feature set

4.16.1 Overview

The PUIS feature set allows devices to be powered-up into the PM4: PUIS state (see 4.15.4) to minimize inrush
current at power-up and to allow the host to sequence the spin-up of devices. This feature set may be enabled or
disabled by use of:

a) the Enable the PUIS feature set subcommand of the SET FEATURES command (see 7.45.10); or
b) a jumper or similar means.

The PUIS SUPPORTED bit (see A.11.5.2.18) indicates whether the PUIS feature set is supported. The PUIS ENABLED
bit {see A.11.6.2.10) indicates whether the PUIS feature set is enabled.

If ehabled by a jumper, the PUIS feature set shall not be disabled by the processing of a Disable the-PUIS
feajure set subcommand (see 7.45.10).

While the PUIS feature set is enabled in a device, the device shall not disable the feature set'as a result of
progessing a power-on reset, a hardware reset, or a software reset.

If the device does not support the PUIS feature set device spin-up subcommand (see 4.16.3) and the devic
haqd powered-up into the PM4: PUIS state (see 4.15.4), then the device shall spir>up’upon receipt of the firg
commmand that requires the device to access the media, except the IDENTIFY.DEVICE command or the
IDENTIFY PACKET DEVICE command (see 4.16.2).

4.1B.2 Interactions with IDENTIFY DEVICE and IDENTIFY PACKET DEVICE commands

If the device:

~ (D

a) implements the Enable/disable PUIS subcommand (seé.45.10);

b) has the PUIS ENABLED bit (see A.11.6.2.10) set to onejand

c) receives an IDENTIFY DEVICE command or IDENTHFY PACKET DEVICE command while the device is
in the Standby mode as a result of powering updn-that mode,

thep the device shall respond to the IDENTIFY DEVACE command or IDENTIFY PACKET DEVICE command
without spinning up the media.

If the device is unable to return complete response data without accessing the media, for the IDENTIFY DEYICE

datg and the IDENTIFY PACKET DEVICE-data the device shall set:

a) word 0 bit 2 (see 7.12.7.2) to ‘one to indicate that the response is incomplete;
b) all other bits of word 0 to valid values; and
c) word 2 (see 7.12.7.4) te-a.valid value.

Thase fields in the IDENTIFY.DEVICE data and IDENTIFY PACKET DEVICE data that are not set to valid vdlues
shdll be cleared to zero,

After a device is ableZtg'return all data for an IDENTIFY DEVICE command or IDENTIFY PACKET DEVICE
commmand, the device shall return all data for those commands until the next power-on reset is processed.

4.15.3 PUIS feature set device spin-up subcommand

A device may implement the PUIS feature set device spin-up subcommand (see 7.45.11) that requests the

, the

device spin-up subcommand is processed.

If the device implements the PUIS feature set device spin-up subcommand, the SPIN-UP SUPPORTED bit
(see A.11.5.2.17) shall be set to one.
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4.17 Sanitize Device feature set

41

7.1 Overview

The Sanitize Device feature set allows hosts to request that devices modify the content of all user data areas

int

he device in a way that results in previously existing data in these areas becoming unreadable. Sanitize

operations (see 4.17.4) are initiated using one of the sanitize operation commands.

Devices that support the Sanitize Device feature set shall indicate support of the Sanitize Device feature set by
setting the SANITIZE SUPPORTED bit (see A.11.8.7.4) to one.

41

7.2 Sanitize operation scope

Sanitize operations shall affect user data areas that are currently allocated and user data areas that are not

curfently allocated (e.g., previously allocated areas and physical sectors that have become inaccessible).

Sanitize operations shall cause previously existing data in caches to be unable to be accessed. The metho
usgd to modify the caches is outside the scope of this standard.

Sanitize operations shall not affect non-user data areas (e.g., logs (see Annex A), and the Device'SMART data

strycture (see table 128)).

41

If the Sanitize Device feature set is supported, the following commands shall be supported:

If the Sanitize Device feature set is supported, the SANITIZE ANTIFREEZE-LOCK EXT command (see 7.3p.

ma

If the Sanitize Device feature set is supported, at least one of the following commands shall be supported:

Until a power-on reset is processed, the SANITIZE FREEZE LOCK EXT command (see 7.36.6) causes the
deVice to return command aborted for any subsequent sanitize command except SANITIZE STATUS EXT.

Uniil a power-on reset is processed, the SANITIZE ANTIFREEZE LOCK EXT command (see 7.36.5) cause

de\
AN

4.1
To

The
con

The

The
sarn

/.3 Sanitize commands

a) SANITIZE STATUS EXT (see 7.36.7); and
b) SANITIZE FREEZE LOCK EXT (see 7.36.6).

y be supported.

a) CRYPTO SCRAMBLE EXT (see 7.36.3);
b) BLOCK ERASE EXT (see 7.36.2); or
c) OVERWRITE EXT (see 7.36.4).

ice to return command aborted for any.subsequent SANITIZE FREEZE LOCK EXT command or SANIT]
TIFREEZE LOCK EXT command.

/.4 Sanitize operations
nitiate a sanitize operation thethost issues one of the following sanitize operation commands:

a) CRYPTO SCRAMBLEEXT command (see 7.36.3);
b) BLOCK ERASE-EXT command (see 7.36.2); or
c) OVERWRITE.EXT command (see 7.36.4).

sanitize operdtion may continue after the command that initiated the sanitize operation returns comma
npletion without error.

sanitize.operation shall resume after any interruption (e.g., a power-on reset) as specified in 4.17.9.

nofmal outputs of the SANITIZE STATUS EXT command (see table 214) report progress of an active

5 the
IZE

nd

itize operation or a successful completion of the most recent sanitize operation.

In the absence of other errors, the error outputs of the SANITIZE STATUS EXT command (see table 242) report
failed completion of the most recent sanitize operation.

A crypto scramble sanitize operation (i.e., a sanitize operation that is initiated by a CRYPTO SCRAMBLE EXT

command (see 7.36.3)) or block erase sanitize operation (i.e., a sanitize operation that is initiated by a BLOCK
ERASE EXT command (see 7.36.2)) make previously written contents in the user data area unretrievable (e.g.,
read commands may return command complete with error).
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An overwrite sanitize operation (i.e., a sanitize operation that is initiated by an OVERWRITE EXT command
(see 7.36.4) fills all user data with a four byte pattern passed in the LBA field of the command. Parameters for the
OVERWRITE EXT command include a count for multiple overwrites and whether to invert the four byte pattern
between consecutive overwrite passes.

Sector reallocation is allowed during sanitize operations.
If deferred microcode data (see table 7.7) exists, sanitize operation commands return command aborted.
4.17.5 Command processing during sanitize operations

After a device has started processing a Sanitize operation and until the device transitions to the SDO: Sanitize
Idle state (see 4.17.9.2), the device shall abort all commands other than the:

a) IDENTIFY DEVICE command,

b) IDLE IMMEDIATE command with UNLOAD;

c) READ LOG EXT command or READ LOG DMA EXT command if one of the following log addressgs is
requested:
A) 10h (i.e., NCQ Command Error log);
B) 30h (i.e., IDENTIFY DEVICE data log); or
C) EOh (i.e., SCT Command/Status log);

d) REQUEST SENSE DATA EXT command;

e) SANITIZE ANTIFREEZE LOCK EXT command;

f) SANITIZE STATUS EXT command;

g) SECURITY UNLOCK command;

h) SET FEATURES PUIS feature set device spin-up subcommand;

i)  SMART READ LOG command if one of the following log addresses-is requested:
A) 30h (i.e., IDENTIFY DEVICE data log); or
B) EOh (i.e., SCT Command/Status log);

j)  SMART RETURN STATUS command; and

k) supported sanitize operations commands (see 4.17.4), ifthe device is in the SD3: Sanitize Operatipn
Failed state (see 4.17.9.5) or the SD4: Sanitize Operation Succeeded state (see 4.17.9.6).

If the device processes an IDLE IMMEDIATE commandith UNLOAD (see 7.15) that returns command
completion without error, then the sanitize operation shall be suspended. The sanitize operation shall be
resphimed after the processing of a software reset, ashardware reset, or any new command except IDLE
IMMEDIATE command with UNLOAD.

If the device processes a power-on reset and‘enters the PM5: PUIS and spin-up subcommand not supporté¢d
state (see figure 8), then the device shall fesume processing the sanitize operation after receiving a media
acdess command, even though the media access command returns command aborted.

4.17.6 Sanitize Operation Completed Without Error value

The¢ Sanitize Operation Completed Without Error value is an indication of the success of the last completed
sarlitize operation. The value shall be maintained in non-volatile storage. The Sanitize Operation Complete
Without Error value is:

L=

a) cleared to zero' when the Sanitize Device state machine transitions to the SD2: Sanitize Operation |n
Progressstate (see 4.17.9.4);

b) settoone'when the Sanitize Device state machine transitions to the SD4: Sanitize Operation Succeg¢ded
state\(see 4.17.9.6); and

c) preserved over all resets (e.g., power-on reset).

The Sanitize Operation Completed Without Error value is reported in the SANITIZE OPERATION COMPLETED
WITHOUT ERROR bit(See tabte 214 7:

4.17.7 Failure Mode Policy value

The Failure Mode Policy value is an indication of how the FAILURE MODE bit (see 7.36.2.3.2) was set in the
sanitize operation command that caused the transition SD0:SD2 (see 4.17.9.2). The value shall be maintained
in non-volatile storage.
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If the Failure Mode Policy value is cleared to zero and the FAILURE MODE bit is set to one in a sanitize operation
command processed while in the SD3: Sanitize Operation Failed state (see 4.17.9.5) or in the SD4: Sanitize
Operation Succeeded state (see 4.17.9.6), then the sanitize operation command returns command aborted.

The Failure Mode Policy value is:

a) cleared to zero when the Sanitize Device state machine enters the SDO: Sanitize Idle state
(see 4.17.9.2); and
b) preserved over all resets (e.g., power-on reset).

4.17.8 Sanitize Antifreeze value
The Sanitize Antifreeze value is an indication of whether a SANITIZE ANTIFREEZE LOCK EXT command

(sen 7 36 ’-'a) returned command completion without error

The Sanitize Antifreeze value is:

a) setto one if a SANITIZE ANTIFREEZE LOCK EXT command returns command completion withou
error; and

b) cleared to zero by the processing of:
A) a power-on reset; or
B) a hardware reset with the SSP feature disabled (see 4.21).

4.17.9 Sanitize Device state machine
4.17.9.1 Overview

Figure 9 describes the operation of the Sanitize Device state machine.
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While in the SDO: Sanitize Idle'‘state, the device is ready for a sanitize operation command (see 4.17.4) or 3
SANITIZE FREEZE LOCK-EXT command (see 7.36.6).

While in this state, the.device shall not transition from this state as a result of processing:

Up

Tr
ret
(se

Figure.9’— Sanitize Device state machine

7.9.2 SDO: Sanitize Idle state

a) a hardware reset;
b) a powertenreset; or
c) a SANITIZE STATUS EXT command.

bn entry~io this state, the device shall clear the Failure Mode Policy value (see 4.17.7) to zero.

sition SD0:SD1: If the device processes a SANITIZE FREEZE LOCK EXT command (

see 7.36.6) tha

(40

e 4.17.9.3).

Transition SD0:SD2: If the device processes a supported sanitize operation command (see 4.17.4) that returns

command completion without error, then the device shall transition to the SD2: Sanitize Operation In Progress
state (see 4.17.9.4).
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4.17.9.3 SD1: Sanitize Frozen state
While in the SD1: Sanitize Frozen state, the device shall:

a) abort Sanitize Device feature set commands except SANITIZE STATUS EXT (see 7.36.7); and
b) not transition from this state as a result of processing a SANITIZE STATUS EXT command.

Transition SD1:SDO0: If the device processes a hardware reset or a power-on reset, the device shall transition to
the SDO: Sanitize Idle state (see 4.17.9.2).

4.17.9.4 SD2: Sanitize Operation In Progress state

While in the SD2: Sanitize Operation In Progress state, the device is processing a sanitize operation.

While_in this state the device shall not transition from this state as a result of processing-

a) a hardware reset;
b) a power-on reset; or
c) a SANITIZE STATUS EXT command (see 7.36.7).

While in this state, the device shall process commands as described in 4.17.5. Sector reallocation is allowed
while in this state.

Upon entry to this state, the device shall clear the Sanitize Operation Completed Without Error value (see 4.17.6)
to Zero.

Transition SD2:SD3: After completion of a sanitize operation, the device shall tfansition to SD3: Sanitize
Operation Failed state (see 4.17.9.5) if:

a) any physical sectors that are allocated for user data have not been-successfully sanitized; or
b) any physical areas that are available to be allocated for user data were not successfully sanitized.

Transition SD2:SD4: After completion of a sanitize operation, thedevice shall transition to SD4: Sanitize
Operation Succeeded state (see 4.17.9.6) if:

a) all physical sectors that are allocated for user data have been successfully sanitized; and
b) all physical areas that are available to be allocated,for user data have been successfully sanitized.

4.17.9.5 SD3: Sanitize Operation Failed state
While in the SD3: Sanitize Operation Failed state,the device has failed the sanitize operation.

While in this state, the device shall process aSANITIZE STATUS EXT command (see 7.36.7) by returning
command aborted with the SANITIZE DEVICEERROR REASON field set to Sanitize Command Unsuccessful
(sep table 242).

While in this state, the device shall process commands as described in 4.17.5, with the exception that sanitjze
opgration commands shall be processed in this state.

While in this state, the devicé shall not transition from this state as a result of processing:

a) a hardware reset;

b) a power-on reset; or

c) a SANITIZE'STATUS EXT command (see 7.36.7) with the CLEAR SANITIZE OPERATION FAILED bit cleared
to zero.

Transition SD3:SD0: The device shall transition to the SDO: Sanitize Idle state (see 4.17.9.2) if:

a) « the Failure Mode Policy value (see 4.17.7) is set to one; and
)~ a SANITIZE STATUS EXT command with the CLEAR SANITIZE OPERATION FAILED bit set to one returns
TOommand compietiomwithouterror:

Transition SD3:SD2: If the device processes a supported sanitize operation command (see 4.17.4) that returns
command completion without error, then the device shall transition to the SD2: Sanitize Operation In Progress
state (see 4.17.9.4).
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4.17.9.6 SD4: Sanitize Operation Succeeded state

While in the SD4: Sanitize Operation Succeeded state, the device has completed processing a successful
sanitize operation.

While in this state, in addition to processing commands as described in 4.17.5, the device shall process sanitize
operation commands as described in 4.17.4, with the exception that sanitize operation commands shall be
processed in this state.

Upon entry to this state, the device shall set the Sanitize Operation Completed Without Error value (see 4.17.6)
to one.

Transition SD4:SDO0: The device shall transition to the SDO: Sanitize Idle state (see 4.17.9.2) if the device

processes:

a) a hardware reset;
b) a power-on reset; or
c) a SANITIZE STATUS EXT command (see 7.36.7).

Transition SD4:SD2: If the device processes a supported sanitize operation command (see 4:17:4) that refurns
corhmand completion without error, then the device shall transition to the SD2: Sanitize Operation In Progrgss
state (see 4.17.9.4).

4.18 Security feature set
4.18.1 Overview
The Security feature set is a password system that restricts access to:

a) user data on the device; and
b) specific configuration capabilities.

The Master Password Identifier feature (see 4.18.10) extends the Security feature set.

The Security page of the IDENTIFY DEVICE data log (see A:1.8) contains information about supported segurity
capabilities, current security status, and security settings.

4.18.2 Disabling and enabling the Security feature set

If the Security feature set is supported and there is'no User password (see 4.18.3.2), the Security feature sgt is
dis@bled.

If the Security feature set is disabled, then:

a) the SECURITY ENABLED bit (see A.11.8.3.7) is cleared to zero; and
b) the MASTER PASSWORD CARABILITY bit (see A.11.8.3.2) is cleared to zero (i.e., High (see 4.18.4)).

If the Security feature set is supported and there is a User password, the Security feature set is enabled.
If the Security feature setis\enabled, the SECURITY ENABLED bit is set to one.

4.1B.3 Passwords

4.18.3.1 Overview

The system has‘two types of passwords:

a) User; and
b)A Master.

4.18.3:2 User password

The User password creates a lock to block processing of some commands, including preventing access to all
user data on the device. The User password is used to unlock the device to allow access.

Security is enabled by setting a User password with the SECURITY SET PASSWORD command (see 7.41).

If security is enabled and a power-on reset is processed, then access is denied to user data on the device from
the time the power-on reset is processed until a SECURITY UNLOCK command (see 7.42) returns command
completion without error.
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4.18.3.3 Master password

The Master password is a password that may be used to unlock the device if the User password is lost or if an
administrator requires access (e.g., to repurpose a device).

A factory-installed Master password may be valid before an initial SECURITY SET PASSWORD command has
been completed without error. A device may contain both a valid Master password and a valid User password.
Setting the Master password does not enable security (i.e., does not Lock the device after the next power-on
reset has been processed).

4.18.4 Master password capability

If security is enabled on the device, the use of the Master password is indicated by the MASTER PASSWORD
CAPABLITY bit (see A 11 8 3 2) The MASTER PASSWORD CAPARIIITY bit represents High or Maximum as described

in this subclause (i.e., 4.18.4).

Thg MASTER PASSWORD CAPABILITY bit is modified during the processing of a SECURITY SET PASSWORD
commmand (see 7.41) that specifies a User password.

If the MASTER PASSWORD CAPABILITY bit is set to High (i.e., zero), either the User password or Master password
are{used interchangeably.

If the MASTER PASSWORD CAPABILITY bit is set to Maximum (i.e., one), the Master password is not used with the
SECURITY DISABLE PASSWORD (see 7.37) command and SECURITY UNLOCK command. The SECURITY
ERASE UNIT (see 7.39) command, however, uses either a valid User password,orMaster password.

4.1B.5 Frozen mode

The SECURITY FREEZE LOCK (see 7.40) command prevents changes toall Security states (see 4.18.11.
and 4.18.11.10) until a subsequent power-on reset or hardware reset. Use of the SECURITY FREEZE LOQK
cormmand prevents password setting attacks on the security systemt

4.18.6 Commands

07

A device that implements the Security feature set shall implement the following commands:

a) SECURITY SET PASSWORD (see 7.41);

b) SECURITY UNLOCK (see 7.42);

c) SECURITY ERASE PREPARE (see 7.38);

d) SECURITY ERASE UNIT (see 7.39);

e) SECURITY FREEZE LOCK (see 7.40);and

f) SECURITY DISABLE PASSWORD-(see 7.37).

4.1B.7 Security initial setting

At the time of manufacture of the device, the security feature set shall be disabled (see 4.18.2).
The value of the Master passwerd at the time of manufacture is outside the scope of this standard.
4.18.8 Password Rules

This subclause (i.e., 4.18.8) applies to any security command that accepts a password, and for which there
exists a valid password. This subclause (i.e., 4.18.8) does not apply after the drive has processed a SECURITY
FREEZE LOCK (see 7.40) command without error.

The SECURILY ERASE UNIT command (see 7.39) ignores the MASTER PASSWORD CAPABILITY bit
(sep A.11:8:3.2) when comparing passwords, and accepts either a valid Master password or User passwordl.

If theldser password sent to the device does not match the User password previously set with the SECURITY
SETPASSWORD(see 74ty command; thermthe device teturns command avorted———————————

If the MASTER PASSWORD CAPABILITY bit was set to High (see 4.18.4) during the most recent SECURITY SET
PASSWORD command that set the User password, then the device accepts the Master password and complete
the command without error.

If the MASTER PASSWORD CAPABILITY bit was set to Maximum (see 4.18.4) during the most recent SECURITY SET
PASSWORD command that set the User password, then the device returns command aborted for a SECURITY
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UNLOCK (see 7.42) command or a SECURITY DISABLE PASSWORD (see 7.37) command if the Master
password is supplied.

4.18.9 Password attempt counter and SECURITY COUNT EXPIRED bit
The device shall maintain a password attempt counter and a SECURITY COUNT EXPIRED bit (see A.11.8.3.4).
The password attempt counter shall be decremented if:

a) the device is in the SEC4: Security Enabled/Locked/Not Frozen state (see 4.18.11.8);

b) the SECURITY COUNT EXPIRED bit is cleared to zero; and

c) a SECURITY UNLOCK command (see 7.42) fails as a result of an invalid User password or Master
password.

If tfe password attempt counter reaches zero, the device shall set the SECURITY COUNT EXPIRED DIt tO One.

If the SECURITY COUNT EXPIRED bit is set to one, the device shall return command aborted for all SECURIFY
UNLOCK commands and SECURITY ERASE UNIT commands (see 7.39).

If the device processes a power-on reset or a hardware reset, then the device shall:

a) clear the SECURITY COUNT EXPIRED bit to zero; and
b) set the password attempt counter to five.

4.18.10 Master Password ldentifier feature

The Master Password Identifier feature associates a 16-bit non-volatile value with’'the Master password. Th
master password identifier does not indicate whether a Master password exists\or is valid.

D

Support for this feature is reported in the MASTER PASSWORD IDENTIFIER field-(see A.11.8.2). Valid identifiers [are
00Q1h through FFFEh. A value of 0000h or FFFFh indicates that this feature is not supported.

If the Master Password Identifier feature is supported, then:

a) the host may specify the value of the master password.identifier using the SECURITY SET PASSWORD
command (see 7.41);

b) the MASTER PASSWORD IDENTIFIER field shall not bezmodified by the device except in response to thg
SECURITY SET PASSWORD command; and

c) the MASTER PASSWORD IDENTIFIER field shall.be set to FFFEh at the time of manufacture.

If supported, the Master Password Identifier feature allows an administrator to use several sets of Master
pagdswords (e.g., for use in different deploymehnts of devices). The administrator may:

a) maintain a mapping of actual Master passwords to corresponding Master Password Identifiers;
b) set the corresponding Master(Password Identifier at the same time the Master password is set using a
SECURITY SET PASSWORD command in which the Master password is specified (i.e., the IDENTIFIER
bit is set to one); and
c) retrieve the most recently set Master Password Identifier from the MASTER PASSWORD IDENTIFIER field in
the Security page-of the IDENTIFY DEVICE data log.

If a|User password had been set and lost, an administrator may read the MASTER PASSWORD IDENTIFIER field to
obthin a hint as to which Master password was previously set.
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4.18.11 Security states
4.18.11.1 Overview

Table 8 is a summary of the security states. If the power is off, the security characteristics are as in table 8, but
are not reportable.

Table 8 — Summary of Security States and Security Characteristics

Security Characteristics

Si(t::trt;ty Reference | Power | Enabled? | Locked® | Frozen® | Password Attempts Exceeded d
SECO 4.18.11.4 off 0 N/A N/A N/A
SEC1 4.18.11.5 on 0 0 0 0
SEC2 4.18.11.6 on 0 0 1 Varies
SEC3 4.18.11.7 off 1 N/A N/A N/A
SEC4 4.18.11.8 on 1 1 0 Varies
SEC5 4.18.11.9 on 1 0 Varies

SEC6 | 4.18.11.10 on 1 0 1 Varies

See the SECURITY ENABLED bit (see A.11.8.3.7).

See the SECURITY LOCKED bit (see A.11.8.3.6).

See the SECURITY FROZEN bit (see A.11.8.3.5).

See the SECURITY COUNT EXPIRED bit (see A.11.8.3.4).
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4.18.11.2 Security command actions

Table 9 describes the effect of the security state on commands.

Table 9 — Security Command Actions (part 1 of 3)

Command 2 Locked P Unlocked or Disabled © Frozen ¢
BLOCK ERASE EXT Command aborted Executable Executable
CHECK POWER MODE Executable Executable Executable
CONFIGURE STREAM Command aborted Executable Executable
CRYPTO SCRAMBLE EXT Command aborted Executable Executable
DATA SET MANAGEMENT Command aborted Executable Executable
DHVICE RESET Executable Executable Executable
DQWNLOAD MICROCODE Vendor Specific Vendor Specific Vendor’Specific
DQWNLOAD MICROCODE DMA Vendor Specific Vendor Specific Vendor Specific
EXECUTE DEVICE DIAGNOSTIC Executable Executable Executable
FLUSH CACHE Command aborted Executable Executable
FLUSH CACHE EXT Command aborted Executable Executable
IDENTIFY DEVICE Executable Executable Executable
IDLE Executable Executable Executable
IDILE IMMEDIATE Executable Executable Executable
MEDIA EJECT Command aborted Executable Executable
MEDIA LOCK Command aborted Executable Executable
MEDIA UNLOCK Command aborted Executable Executable
NGQ QUEUE MANAGEMENT Command aborted Executable Executable
NQP Executable Executable Executable
OVERWRITE EXT Command aborted Executable Executable
PACKET Command aborted Executable Executable
RBAD BUFFER Executable Executable Executable
RBAD BUFFER DMA Executable Executable Executable
RBAD DMA Command aborted Executable Executable
RBAD DMA EXT Command aborted Executable Executable
REHAD FPDMA QUEUED Command aborted Executable Executable
RBAD LOG DMA EXT Executable Executable Executable
REHAD LOG EXT Executable Executable Executable
RBAD MULTIPLE Command aborted Executable Executable
RBAD MULTIPEE EXT Command aborted Executable Executable
REHAD SECTOR(S) Command aborted Executable Executable
RBAD'SECTOR(S) EXT Command aborted Executable Executable
READ-STREAM-DMA-EXT Command-aborted Executable Executable

a

All commands not listed in this table are not addressed by the Security feature set.
b Locked indicates that the device is in the SEC4: Security Enabled/Locked/Not Frozen state (see 4.18.11.8).
€ Unlocked or disabled indicates that the device is in the SEC1: Security Disabled/Not Locked/Not Frozen

state (see 4.18.11.5) or the SEC5: Security Enabled/Not Locked/Not Frozen state (see 4.18.11.9).

Frozen indicates that the device is in the SEC2: Security Disabled/Not Locked/Frozen state (see 4.18.11.6)

or the SEC6: Security Enabled/Not Locked/Frozen state (see 4.18.11.10).
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7

Table 9 — Security Command Actions (part 2 of 3)

d

Command 2 Locked P Unlocked or Disabled © Frozen
READ STREAM EXT Command aborted Executable Executable
READ VERIFY SECTOR(S) Command aborted Executable Executable
READ VERIFY SECTOR(S) EXT Command aborted Executable Executable
RECEIVE FPDMA QUEUED Command aborted Executable Executable
REQUEST SENSE DATA EXT Executable Executable Executable
SANITIZE ANTIFREEZE LOCK EXT Command aborted Executable Executable
SA‘]N!T!ZE FREEZEHOGIKEXT Command-aborted Exeeutable Exeeutable
SANITIZE STATUS EXT Executable Executable Executable
SAT WRITE SAME Command aborted Executable Exécutablg
SJT ERROR RECOVERY CONTROL Command aborted Executable Executable
SAT FEATURE CONTROL Command aborted Executable Executable
ST DATA TABLES Command aborted Executable Executable
ST READ STATUS Executable Executable Executable
SHCURITY DISABLE PASSWORD Command aborted Executable Command aborted
SHCURITY ERASE PREPARE Executable Executable Command aborted
SHCURITY ERASE UNIT Executable Executable Command abofted
SHCURITY FREEZE LOCK Command aborted Executable Executable
SHCURITY SET PASSWORD Command aborted Executable Command aborted
SHCURITY UNLOCK Executable Executable Command abofted
SHND FPDMA QUEUED Command aborted Executable Executable
SHRVICE Command aborted Executable Executable
SHT FEATURES Executable Executable Executable
SHT MULTIPLE MODE Execlutable Executable Executable
SLEEP Executable Executable Executable
SMART DISABLE OPERATIONS Executable Executable Executable
it 'IAOR;— AE/'\IJEABLE/DISABLE Executable Executable Executable
SMART ENABLE OPERATIONS Executable Executable Executable
ISI\'A\'\':;E;AE\.;(EECUTE OFF-LINE Executable Executable Executable
SMART READ DATA Executable Executable Executable
SMART READ LOG Executable Executable Executable
SMART RETURN STATUS Executable Executable Executable
SMART WRITE LOG Executable Executable Executable
STANDBY Executable Executable Executable
STANDBY- IMMEDIATE Executable Executable Executable
Z All commands not listed in this table are not addressed by the Security feature set.

Locked indicates that the device is in the SEC4: Security Enabled/Locked/Not Frozen state (see 4.18.11.8).

€ Unlocked or disabled indicates that the device is in the SEC1: Security Disabled/Not Locked/Not Frozen
state (see 4.18.11.5) or the SEC5: Security Enabled/Not Locked/Not Frozen state (see 4.18.11.9).
d' Frozen indicates that the device is in the SEC2: Security Disabled/Not Locked/Frozen state (see 4.18.11.6)
or the SEC6: Security Enabled/Not Locked/Frozen state (see 4.18.11.10).
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Table 9 — Security Command Actions (part 3 of 3)

Command 2 Locked P Unlocked or Disabled © Frozen ¢
TRUSTED NON-DATA Command aborted Executable Executable
TRUSTED RECEIVE Command aborted Executable Executable
TRUSTED RECEIVE DMA Command aborted Executable Executable
TRUSTED SEND Command aborted Executable Executable
TRUSTED SEND DMA Command aborted Executable Executable
WRITE BUFFER Executable Executable Executable
WRHEBUYFERBMA Exeeutable Exeeutable Exeeutable
WRITE DMA Command aborted Executable Executable
WRITE DMA EXT Command aborted Executable Executable
WRITE DMA FUA EXT Command aborted Executable Executable
WRITE FPDMA QUEUED Command aborted Executable Executable
WRITE LOG DMA EXT Command aborted Executable Executable
WRITE LOG EXT Command aborted Executable Executable
WRITE MULTIPLE Command aborted Executaple Executable
WRITE MULTIPLE EXT Command aborted Executable Executable
WRITE MULTIPLE FUA EXT Command aborted Executable Executable
WRITE SECTOR(S) Command aborted Executable Executable
WRITE SECTOR(S) EXT Command aborted Executable Executable
WRITE STREAM DMA EXT Command aborted Executable Executable
WRITE STREAM EXT Command aborted Executable Executable
WRITE UNCORRECTABLE EXT Command aborted Executable Executable

O T Q

o

All commands not listed in this table are not addressed by the Security feature set.
Locked indicates that the device is in the SEC4) Security Enabled/Locked/Not Frozen state (see 4.18.1
Unlocked or disabled indicates that the device is in the SEC1: Security Disabled/Not Locked/Not Froze
state (see 4.18.11.5) or the SEC5: Security Enabled/Not Locked/Not Frozen state (see 4.18.11.9).
Frozen indicates that the device is inthe SEC2: Security Disabled/Not Locked/Frozen state (see 4.18.11.
or the SEC6: Security Enabled/Npt LLocked/Frozen state (see 4.18.11.10).
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4.18.11.3 Security state machine

Figure 10 describes security states and state transitions.

SECO0: Powered down/ SEC2: Disabled/
Disabled/Not Locked/ Not Locked/Frozen
Not Frozen Power-down
g SEC2:SEC0 —

SEC1: Disabled/ Not

Locked/ Not Frozen
Hardware Reset

Power-on reset
| SECO0:SEC1 - SEC2:SEC1 —
Power-down SECURIT.Y FREEZE LOCK command
- SEC1:SECO —[  SEC1:SEC2 >
-
Note: Some events may change iasrgv(\éingRg?et ) SEC5: Enabled/
Security characteristics without ) Not Locked
changing state in this figure SECURITY SET PASSWORD-- Not Frozen
command (user)
— SEC1:SEC5 >
-
(SECURITY SET PASSWORD command (master)|  SECURITY DISABLE PASSWORS
SEC1a:SEC1 — commart
s - SECURITY ERASE UNIT command
SEC3: Powered down/ ~ SECS:SECT —
Enabled/Locked/ SEC4: Enabled/

Not Frozen Locked/Not’Frozen

Successful SECURITY
SECURITY ERASE UNLOCK command

UNIT command | gec4:SECS

N—— -
Power-on reset SECA:SECT — Hardware Reset
— SEC3:SEC4 ,: SEC5:SEC4 —
Power-down Hardware Reset
- SEC4:SEC3 1 SEca:SECA )
|

Failed SECURITY UNLOCK

-

SEC4 ng;nfnd SECURITY SET PASSWORD
& > command
SEC5:SEC5 —

SEC6: Enabled/
Not Locked/Frozen

SECURITY FREEZE

Hardware Reset
LOCK
SEC6:SEC4 —] 90 comin_and
Power-down SECS5-SEC6—
D SECE:SEC3 — Power-down
~ SEC5:SEC3 —

Figure 10 — Security state diagram
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4.18.11.4 SECO: Powered down/Security Disabled/Not Locked/Not Frozen state

The SECO: Powered down/Security Disabled/Not Locked/Not Frozen state shall be entered if the device is
powered-down with the Security feature set disabled.

Transition SEC0:SEC1: After the device processes a power-on reset, the device shall transition to the SECA1:
Security Disabled/Not Locked/Not Frozen state (see 4.18.11.5).

4.18.11.5 SEC1: Security Disabled/Not Locked/Not Frozen state
The SEC1: Security Disabled/Not Locked/Not Frozen state shall be entered if:

a) the Security feature set is disabled and:
A) the device processes a power-on reset; or
B) the device processes a hardware reset,

b) the device processes a SECURITY DISABLE PASSWORD command (see 7.37);

c) the device processes a SECURITY ERASE UNIT command (see 7.39); and

d) the device processes a SECURITY SET PASSWORD command (see 7.41) that sets the Master
password while in this state.

If this state is entered as a result of processing a power-on reset or hardware reset, the device shall set the
pagsword attempt counter and the SECURITY COUNT EXPIRED bit (see A.11.8.3.4) as described in 4.18.9.

In this state, the device shall respond to commands as specified in the Unlocked or Disabled column of table 9.
With the exception of the commands in the Security feature set, processing of commands shall not cause a
transition from this state.

The device shall set the bits in the Security page (see A.11.8) of the IDENTIRY DEVICE data log as describgd in
table 10.

Table 10 — Security page settings for the SEC1: Security-Disabled/Not Locked/Not Frozen state

Bit name Value Description
SECURITY SUPPORTED bit (see A.11.8.3.1) 1 Security feature set is supported
SECURITY ENABLED bit (see A.11.8.3.7) 0 There is no active User password
SECURITY LOCKED bit (see A.11.8.3.6) 0 device is not locked
SECURITY FROZEN bit (see A.11.8.3.5) 0 device is not frozen
SECURITY COUNT EXPIRED bit (see A.11.8.3.4) Varies |Password Attempt Counter Exceeded

1= counter exceeded
0= counter not exceeded

MASTER PASSWORD CAPABILITY bit 0 Master Password Capability is not Maximum
(see A.11.8.3.2)

Transition SEC1:SECO: If'the device is powered-down, the device shall transition to the SEC0: Powered
down/Security Disabled/Not Locked/Not Frozen state (see 4.18.11.4).

Transition SEC1:SECA: If the device processes a hardware reset, the device shall transition to the SEC1:
Segurity Disabled/No6t Locked/Not Frozen state (see 4.18.11.5).

Trapnsition SEC1a:SEC1: If a SECURITY SET PASSWORD command (see 7.41) in which the Master password
is specified(i:e., the IDENTIFIER bit is set to one) returns command completion without error, then the device ghall:

a)_‘'save the Master password and the optional Master Password Identifier;

D a opn-to-the D bled/No ocked/No ozen-state (seg

i _11_‘;); and

c) not change the MASTER PASSWORD CAPABILITY bit (see A.11.8.3.2).
Transition SEC1:SEC2: If a SECURITY FREEZE LOCK command (see 7.40) returns command completion

without error, then the device shall transition to the SEC2: Security Disabled/Not Locked/Frozen state
(see 4.18.11.6).
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Transition SEC1:SECS5: If a SECURITY SET PASSWORD command (see 7.41) in which the User password is
specified (i.e, the IDENTIFIER bit is cleared to zero) returns command completion without error, then the device
shall:

a) save the User password;
b) update the MASTER PASSWORD CAPABILITY bit (see A.11.8.3.2); and
c) transition to the SECS5: Security Enabled/Not Locked/Not Frozen state (see 4.18.11.9).

4.18.11.6 SEC2: Security Disabled/Not Locked/Frozen state

The SEC2: Security Disabled/Not Locked/Frozen state shall be entered when the device processes a
SECURITY FREEZE LOCK command while in the SEC1: Security Disabled/Not Locked/Not Frozen state
(see 4.18.11.5).

In this state, the device shall respond to commands as specified in the Frozen column of table 9. With the
exdeption of the commands in the Security feature set, processing of commands shall not cause a transition from
thid state.

The device shall set the bits in the Security page (see A.11.8) of the IDENTIFY DEVICE data log.as describgd in
table 11.

Table 11 — Security page settings for the SEC2: Security Disabled/Not Locked/Frozen state

Bit name Value Description
SHCURITY SUPPORTED bit (see A.11.8.3.1) 1 Security feature setis/supported
SHCURITY ENABLED bit (see A.11.8.3.7) 0 There is no active-User password
SHCURITY LOCKED bit (see A.11.8.3.6) 0 device is not locked
SHCURITY FROZEN bit (see A.11.8.3.5) 1 device i§/frozen
SHCURITY COUNT EXPIRED bit (see A.11.8.3.4) Varies |Password Attempt Counter Exceeded

1= counter exceeded

0= counter not exceeded

MASTER PASSWORD CAPABILITY bit Varies~| Master Password Capability (see 4.18.4)
(spe A.11.8.3.2) 0=High (i.e., Master password enabled)
1=Maximum (i.e., Master password disablgd)

Transition SEC2:SECO: If the device is powered-down, the device shall transition to the SECO: Powered
down/Security Disabled/Not Locked/Not Frozen state (see 4.18.11.4).

Trajnsition SEC2:SEC1: If the device\receives a hardware reset, the device shall transition to the SEC1:
Segurity Disabled/Not Locked/Not«rozen state (see 4.18.11.5).

4.18.11.7 SEC3: Powered down/Security Enabled/Locked/Not Frozen state

Theg SEC3: Powered down/Security Enabled/Locked/Not Frozen state shall be entered if the device is
powered-down with the(Security feature set enabled.

Transition SEC3:SEC4: If the device processes a power-on reset, the device shall transition to the SEC4:
Segurity Enabled/locked/Not Frozen state (see 4.18.11.8).

4.18.11.8 SEC4: Security Enabled/Locked/Not Frozen state
The SEC4=~Security Enabled/Locked/Not Frozen state shall be entered if:

a)) the Security feature set is enabled and:
A) the device processes a power-on reset; or
B) the device processes a hardware reset;
or

b) while in this state, the device processes a SECURITY ERASE PREPARE command (see 7.38) or a
SECURITY UNLOCK command (see 7.42) and:
A) the SECURITY COUNT EXPIRED bit (see A.11.8.3.4) is set to one; or
B) the password supplied is incorrect.
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In this state, the device shall respond to commands as specified in the Locked column of table 9. With the
exception of the commands in the Security feature set, processing of commands shall not cause a transition from

this

state.

If this state is entered due to power-on reset or hardware reset, the device shall set the password attempt

counter and the SECURITY COUNT EXPIRED bit as described in 4.18.9.
The device shall set the bits in the Security page (see A.11.8) of the IDENTIFY DEVICE data log as described in
table 12.
Table 12 — Security page settings for the SEC4: Security Enabled/Locked/Not Frozen state
Bit name Value Description
SHCURITY SUPPORTED bit (see A.11.8.3.1) 1 Security feature set is supported
SHCURITY ENABLED bit (see A.11.8.3.7) 1 There is an active User password
SHCURITY LOCKED bit (see A.11.8.3.6) 1 device is locked
SHCURITY FROZEN bit (see A.11.8.3.5) 0 device is not frozen
SHCURITY COUNT EXPIRED bit (see A.11.8.3.4) Varies |Password Attempt Counter Exceeded
1= counter exceeded
0= counter not exceeded
MASTER PASSWORD CAPABILITY bit Varies |Master Password Capability (see 4.18.4)
(ske A.11.8.3.2) 0=High (i.e., Master password enabled)
1=Maximum\(ile., Master password disablgd)

wit
(se

Transition SEC4:SEC3: If the device is powered-down, the dévice shall transition to the SEC3: Powered

doy

Transition SEC4:SECA4: If the device processes a hardware reset, the device shall transition to the SEC4:

Se

Transition SEC4a:SECA4: If a SECURITY UNLOCK command (see 7.42) is processed with an incorrect

pas

Aftgr processing of the SECURITY\ERASE PREPARE command (see 7.38), the device shall transition to th

SE

err
4.1

The
foll

TrTsition SEC4:SEC1: If a SECURITY ERASE UNIT command (see(@.39) returns command completion

TrTsition SEC4:SECS5: fa-SECURITY UNLOCK command (see 7.42) returns command completion with
r, the device shall transition to the SEC5: Security Enabled/Not Locked/Not Frozen state (see 4.18.11.9).

out error, then the device shall transition to the SEC1: Security-Disabled/Not Locked/Not Frozen state
£ 4.18.11.5).

yn/Security Enabled/Locked/Not Frozen state (see 4.18.11.7).

urity Enabled/Locked/Not Frozen state (see 4.18:11.8).

sword, then the device shall:

a) process the password attempt eounter as described in 4.18.9; and

b) transition to the SEC4: Security/Enabled/Locked/Not Frozen state (see 4.18.11.8).

C4: Security Enabled/Locked/Not Frozen state.

B.11.9 SEC5: Security Enabled/Not Locked/Not Frozen state

SECS5: Security Enabled/Not Locked/Not Frozen state shall be entered if the device processes one of t
bwing commands that returns command completion without error:

a) ,While in the SEC1: Security Disabled/Not Locked/Not Frozen state (see 4.18.11.5) the device proce]

e

but

he

5ses
the

a SECURITY SET PASSWORD command (see 7.41) in which the User password is specified (i.e.,

IDENTIEIER hit 1o olaarad a6 zara):
e E RS- 61e e a—10-=-£810);

b) while in the SEC4: Security Enabled/Locked/Not Frozen state (see 4.18.11.8) the device processes a

SECURITY UNLOCK command (see 7.42); or

¢) while in the SEC5: Security Enabled/Not Locked/Not Frozen state (see 4.18.11.9) the device processes

a:
A) SECURITY SET PASSWORD command; or
B) SECURITY ERASE PREPARE command (see 7.38).
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In this state, the device shall respond to commands as specified in the Unlocked or Disabled column of table 9.
With the exception of the commands in the Security feature set, processing of commands shall not cause a
transition from this state.

The device shall set the bits in the Security page (see A.11.8) of the IDENTIFY DEVICE data log as described in

table 13.
Table 13 — Security page settings for the SEC5: Security Enabled/Not Locked/Not Frozen state
Bit name Value Description
SECURITY SUPPORTED bit (see A.11.8.3.1) 1 Security feature set is supported
SECURITY ENABLED bit (see A.11.8.3.7) 1 There is an active User password
SHCURITY LOCKED bit (see A.11.8.3.6) 0 device is not locked
SHCURITY FROZEN bit (see A.11.8.3.5) 0 device is not frozen
SHCURITY COUNT EXPIRED bit (see A.11.8.3.4) Varies |Password Attempt Counter Exceeded
1= counter exceeded
0= counter not exceeded
MASTER PASSWORD CAPABILITY bit Varies |Master Password Capability (see 4.18.4)
(spe A.11.8.3.2) 0=High (i.e., Master password enabled)
1=Maximum (i.e., Master password disablgd)
Transition SEC5:SEC1: If a SECURITY DISABLE PASSWORD command (see 7.37) or a SECURITY ERASE

UN
SE

Transition SEC5:SEC3: If the device is powered-down, the device-shall transition to the SEC3: Powered

doy

Transition SEC5:SECA4: If the device processes a hardware reset, the device shall transition to the SEC4:

Se

Transition SEC5:SECS5: If a SECURITY SET PASSWORD command (see 7.41) in which the Master passy
pecified (i.e., the IDENTIFIER bit is set to one) returns command completion without error, then the device ghall:

iss

If a

clegred to zero) or a SECURITY UNLOCK command (see 7.42) returns command completion without error,

the

If a

dey
Tra'rsition SEC5:SEC6: If a SECURITY FREEZE LOCK command (see 7.40) returns command completio

wit

T command (see 7.39) returns command completion without error, thenthe device shall transition to the
C1: Security Disabled/Not Locked/Not Frozen state (see 4.18.11.5).

yn/Security Enabled/Locked/Not Frozen state (see 4.18.11.7).

urity Enabled/Locked/Not Frozen state (see 4.18.11.8),

a) save the Master password and the optional Master Password Identifier;
b) not change the MASTER PASSWORD CAPABILITY bit (see A.11.8.3.2); and
c) transition to the SEC5: Security. Enabled/Not Locked/Not Frozen state (see 4.18.11.9).

SECURITY SET PASSWORD command in which the User password is specified (i.e., the IDENTIFIER bi

device shall:

a) save the User password;
b) update the MASTER PASSWORD CAPABILITY bit (see A.11.8.3.2); and
c) transition to the. SEC5: Security Enabled/Not Locked/Not Frozen state.

ice shall trapsition to the SEC5: Security Enabled/Not Locked/Not Frozen state.

out.etrer, the device shall transition to the SEC6: Security Enabled/Not Locked/Frozen state

(se

e 4.18.11.10).

SECURITY ERASE PREPARE command (see 7.38) returns command completion without error, then the

vord

is

then

-
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4.18.11.10 SECG6: Security Enabled/Not Locked/Frozen state

The SEC6: Security Enabled/Not Locked/Frozen state shall be entered when the device receives a SECURITY

FREEZE LOCK command (see 7.40) while in the SECS5: Security Enabled/Not Locked/Not Frozen state
(see 4.18.11.9).

In this state, the device shall respond to commands as specified in the Frozen column of table 9. With the

exception of the commands in the Security feature set, processing of commands shall not cause a transition from

this state.
The device shall set the bits in the Security page (see A.11.8) of the IDENTIFY DEVICE data log as described in
table 14.
Fable44—S 4 thi for-the-SEC6—S - EnablediNottockediF tat
Bit name Value Description
SHCURITY SUPPORTED bit (see A.11.8.3.1) 1 Security feature set is supported
SHCURITY ENABLED bit (see A.11.8.3.7) 1 There is an active User password
SHCURITY LOCKED bit (see A.11.8.3.6) 0 device is not locked
SHCURITY FROZEN bit (see A.11.8.3.5) 1 device is frozen
SHCURITY COUNT EXPIRED bit (see A.11.8.3.4) Varies |Password Attempt Counter Exceeded
1= counter exceéded
0= counter not\exceeded
MASTER PASSWORD CAPABILITY bit Varies |Master Password Capability (see 4.18.4)
(ske A.11.8.3.2) 0=Highi.e., Master password enabled)
1=Maximum (i.e., Master password disablgd)
Transition SEC6:SECA4: If the device processes a hardware reset, the device shall transition to the SEC4:
Segurity Enabled/Locked/Not Frozen state (see 4.18.11.8).

Transition SEC6:SEC3: If the device is powered-down,.the device shall transition to the SEC3: Powered
down/Security Enabled/Locked/Not Frozen state (see 4.18.11.7).

4.19 Self-Monitoring, Analysis, and Reporting Technology (SMART) feature set
4.19.1 Overview

The SMART feature set allows for the protection of user data on the device and minimizes the likelihood of
ungcheduled system downtime that may be caused by predictable degradation and/or fault of the device.
SMART feature set devices attempt to predict the likelihood of near-term degradation or fault condition. The
SMART feature set provides the*host with the knowledge of a negative reliability condition. Support of this
feajure set is indicated in the IDENTIFY DEVICE data.

4.1D.2 Device SMART data structure

SMART feature set.capability and status information for the device are stored in the device SMART data
strycture. The device SMART data structure (see table 128) is returned to the host by the SMART READ
DATA command-(see 7.48.6)

4.1p.3 Background data collection

Collection of SMART data in the background shall have no impact on device performance. The SMART datz

that

llected or the methods by which data is collected in the background may be different than those in the

off-line data collection mode for any particular device.

4.19.4 Off-line/Captive mode data collection

If the device is required to respond to commands from the host while performing data collection, then the device

shall use the off-line mode or captive mode for data collection and self-test routines that have an impact on
performance. This impact on performance may vary from device to device. The data that is collected or the
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methods by which the data is collected in this mode may be different than those in the background data collection
mode for any particular device and may vary from one device to another.

4.19.5 Threshold exceeded condition

If the device’s SMART reliability status indicates an impending degrading or fault condition (see 7.48.8), a
threshold exceeded condition occurs.

4.19.6 SMART feature set commands

These commands use a single command code and are differentiated from one another by the value placed in the
FEATURE field (see 7.48).

If the SMART feature set is implemented, the following commands shall be implemented:

a) SMART DISABLE OPERATIONS (see 7.48.2);

b) SMART ENABLE/DISABLE ATTRIBUTE AUTOSAVE (see 7.48.3);
c) SMART ENABLE OPERATIONS (see 7.48.4); and

d) SMART RETURN STATUS (see 7.48.8).

If the SMART feature set is implemented, the following commands are optional:

a) SMART EXECUTE OFF-LINE IMMEDIATE (see 7.48.5);
b) SMART READ DATA (see 7.48.6);

¢) SMART READ LOG (see 7.48.7); and

d) SMART WRITE LOG (see 7.48.9).

4.1D.7 SMART operation with power management modes

If the SMART feature set is enabled (i.e., if the SMART ENABLED bit (see A:11.6.2.9) is set to one), a device should
save the device accumulated SMART data upon receipt of an IDLE IMMEDIATE command, STANDBY
IMMEDIATE command, or SLEEP command or upon return to an/Active mode or Idle mode from a Standby
mofle (see 7.48.6).

If a|SMART feature set enabled device has been set to use.the Standby timer (see 4.15.3), the device shoJld
save the device accumulated SMART data prior to going from an Idle mode to the Standby mode or upon return
to gn Active mode or Idle mode from a Standby mode.

A device shall not process any routine to save the device accumulated SMART data while the device is in 3
Stahdby mode or Sleep mode.

4.1p.8 SMART device error log reporting

The logging of reported errors is an optiohal SMART feature. If error logging is supported by a device, suppart for
errgr logging is indicated in byte 370 of-the SMART READ DATA command response data (see table 128) Ind
IDENTIFY DEVICE data word 84 bit 0 (see 7.12.7.40). If error logging is supported, the device shall provid
infgrmation on the last five errars)that the device reported as described in the SMART READ LOG commarid
(sep 7.48.7). The device may_also provide additional vendor specific information on these reported errors.

If efror logging is supported; error logging shall not be disabled when SMART is disabled. Error log information
shdll be gathered while'the device is powered-on and in a normal power mode. The logging of errors while jn a
reduced power mode is optional. If errors are logged while in a reduced power mode, the reduced power mode
shdll not change:Disabling SMART shall disable the delivering of error log information via the SMART READ
LO5 command:

The SMART error logs are:

d)~ the Summary SMART Error Log (see A.21);

) theComprehensive SMART Error tog (See A4, and
c) the Extended Comprehensive SMART Error Log (see A.7).

4.20 Sense Data Reporting feature set

The Sense Data Reporting feature set allows devices to report that additional error or non-error informational
status (i.e., sense data) is available from the device and may be retrieved by the host. The sense data (i.e.,
sense key, additional sense code, and additional sense code qualifier) used by this standard is defined in SPC-4.
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The REQUEST SENSE DATA EXT command (see 7.35) and the SET FEATURES subcommand Enable/Disable
the Sense Data Reporting feature set (see 7.45.18) are mandatory for this feature set.

This feature is enabled by issuing a SET FEATURES subcommand Enable/Disable the Sense Data Reporting
feature set (see 7.45.18) to the device. The host may disable this capability by issuing a SET FEATURES
subcommand Enable/Disable the Sense Data Reporting feature set (see 7.45.18) to the device.

If the Sense Data Reporting feature set has been enabled (see 7.45.18), the device notifies the host of available
sense data by setting the SENSE DATA AVAILABLE bit to one (see 6.2.10) in the STATUS field. The ERROR field shall
comply with the requirements in clause 6. The host retrieves the sense data described in table 212 by issuing a
REQUEST SENSE DATA EXT command (see 7.35) to the device. The device may set the SENSE DATA AVAILABLE
bit to one in the STATUS field and clear the ERROR bit to zero in the STATUS field to indicate that the command

. . G ) : actable

errgr occurred).
If the Sense Data Reporting feature set is supported and is not enabled, then:

a) if the REQUEST SENSE DEVICE FAULT SUPPORTED bit (see A.11.5.2.38) is set to one, then the_device shall
make the sense data described in table 212 available through the REQUEST SENSE DATA EXT
command; and

b) if the REQUEST SENSE DEVICE FAULT SUPPORTED bit is cleared to zero, then the devVice may make thg
sense data described in table 212 available through the REQUEST SENSE DATA EXT command.

The¢ device maintains only the most recent sense data. If more than one reportable.event has occurred befgre
the|host issues a REQUEST SENSE DATA EXT command, then the device shallreturn the most recent sepse
datg.

The sense data shall stop being available to be returned by the REQUEST*SENSE EXT command after:

a) receiving any reset;

b) acceptance of a command other than REQUEST SENSE'DATA EXT command that does not read the
NCQ Command Error log; or

c) completion of a REQUEST SENSE DATA EXT command.

This feature set shall be disabled upon the processing of\@’power-on reset (see ATA8-AAM).

4.21 Software Settings Preservation (SSP) feature set

The SSP feature set provides a method for a_host to cause a SATA device to retain the settings of some feafures
that are enabled or disabled using a SET EEATURES command after the device has received a COMRESET. If
a dpvice supports the SSP feature set, then the SSP feature set shall be enabled by default.
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The software settings that shall be preserved across COMRESET are listed in table 15. The device is only
required to preserve the indicated software setting if it supports the particular feature/command with which the
setting is associated.

Table 15 — Preserved Feature Sets and Settings

Capability | Preserved Setting

Security Mode | Current Security State as defined in the security state transition diagram
(see 4.18.11)

Standby Timer | Setting for the Standby timer (see 4.15.3)

Read/Write Stream Error Logs | Contents of these logs (see A.15 and A.22)

Password Attempt Counter | Value of the Password Attempt Counter (see 4.18.9)

Volatile Write Cache | Enabled or disabled (see 7.45.7)

Transfer Mode | PIO, DMA, and UDMA transfer mode settings (see 7.45.8)

APM feature set | Enabled or disabled (see 7.45.9)

Read look-ahead | Enabled or disabled (see 7.45.14)

Reverting to defaults mode | Enabled or disabled (see 7.45.15)

Multiple Mode | Block size from the last set multiple mode (see 7.46)

Sanitize Device state machine | Whether the device is in the SD1: SanitizéFrozen state (see 4.17.9.3)

Write-Read-Verify | Settings of the Write-Read-Verify feature set (i.e., the contents of the
WRV ENABLED bit (see A.11.6.2.13), the WRvV MODE 3 COUNT field
(see A.11.5.6), and IDENTIFY BEVICE data word 220 bits 7:0). The
device shall not return to itsWrite-Read-Verify factory default setting
after processing a COMRESET.

NCQ Streaming commands

.~ | The state of the wDNC\bit (see 7.16.9.3) and the RDNC bit (see 7.16]9.3)
processing

4.22 SATA Hardware Feature Control

Seg¢ SATA 3.1 for more information.
If Hardware Feature Control is supported, then:

a) the IDENTIFY DEVICE data log 4ARDWARE FEATURE CONTROL IS SUPPORTED bit (see A.11.10.2.19) shall
be set to one;
b) the SET FEATURES Select Hardware Feature Control subcommand (see 7.45.17.9) shall be supp¢rted;
c) page 08h of the IDENTIEY*DEVICE data log (see A.11) shall be supported;
d) if the device processes a power on reset, then the device shall clear to zero:
A) the IDENTIFY-DEVICE data log HARDWARE FEATURE CONTROL IS ENABLED bit (see A.11.10.3.6);
B) the IDENTIEX DEVICE data log CURRENT HARDWARE FEATURE CONTROL IDENTIFIER field
(see A.1410.4); and
C) the IDENTIFY DEVICE data log SUPPORTED HARDWARE FEATURE CONTROL IDENTIFIER field
(seeA.11.10.5);
and
e) if thedevice processes a SET FEATURES Enable Hardware Feature Control subcommand withouf
efror, then:
A) the device shall set the IDENTIFY DEVICE data log HARDWARE FEATURE CONTROL IS ENABLED b
(see A.11.10.3.0) to one;
B) the device shall set the IDENTIFY DEVICE data log CURRENT HARDWARE FEATURE CONTROL
IDENTIFIER field (see A.11.10.4) to a nonzero value;
C) the device shall set the IDENTIFY DEVICE data log SUPPORTED HARDWARE FEATURE CONTROL
IDENTIFIER field (see A.11.10.5) to a non-zero value; and
D) the behavior of the Hardware Feature Control is specified by the SET FEATURES Enable Hardware
Feature Control subcommand (see 7.45.17.9).

—
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If Hardware Feature Control is not supported, then:

a) the IDENTIFY DEVICE data log HARDWARE FEATURE CONTROL IS SUPPORTED bit (see A.11.10.2.19) shall
be cleared to zero;

b) the IDENTIFY DEVICE data log HARDWARE FEATURE CONTROL IS ENABLED bit (see A.11.10.3.6) shall be
cleared to zero;

c) the SET FEATURES Select Hardware Feature Control subcommand (see 7.45.17.9) shall not be
supported;

d) the IDENTIFY DEVICE data log SUPPORTED HARDWARE FEATURE CONTROL IDENTIFIER field
(see A.11.10.5) shall be cleared to zero; and

e) the IDENTIFY DEVICE data log CURRENT HARDWARE FEATURE CONTROL IDENTIFIER field (see A.11.10.4)
shall be cleared to zero.

4.23 Streaming feature set
4.2B.1 Streaming feature set overview

The¢ Streaming feature set allows a host to request delivery of data within an allotted time, placing’a priority|on
thel|time to transfer the data rather than the integrity of the data. While processing commands,in the Streamling
feature set, devices may process background tasks if the specified command processing,time limits for the
commmands are met. The Streaming feature set only defines commands that use 48-bit’addressing.

Deyices that implement the Streaming feature set shall implement the:

a) GPL feature set (see 4.11);

b) CONFIGURE STREAM command (see 7.4);

c¢) READ STREAM EXT command (see 7.31); and
d) READ STREAM DMA EXT command (see 7.30);
e) WRITE STREAM EXT command (see 7.70); and
f) WRITE STREAM DMA EXT command (see 7.69).

SE[ FEATURES Set Maximum Host Interface Sector Times subcommand (see 7.45.13) is an optional feature of
the|Streaming feature set.

port of the Streaming feature set is indicated STREAMING SUPPORTED bit (see A.11.5.2.24).

4.2B.2 Streaming commands
4.2B.2.1 Streaming command overview

The CONFIGURE STREAM command (sge=7.4) is used by a host to define the properties of a stream to agsist
the|device in configuring its caching for best performance. The STREAM ID field in the CONFIGURE STREAM
commmand is used by the host to specify’'the number of the stream to which the operating parameters in the
commmand apply. Up to a total of eight streams may be configured. The value in the STREAM ID field may be
usgd by the device to configure its resources to support the streaming requirements of the Audio/Video content.

A hiost may use read stream commands and write stream commands to access any stream.

The CONFIGURE STREAM command DEFAULT cCTL field (see 7.4.3.4) provides a method for a host to set|the
limit for a device to process read stream commands and write stream commands. If the host does not use
a QONFIGURE STREAM command to set default CCTL, the host may specify the time limit for command
profpessing with.the cOMMAND ccTL field (see 7.30.3.2) in each read stream command or write stream command,
where the time'limit is effective for that command only. Each stream may be configured with different comnmjand
completion-time limits.

The fead stream commands and write stream commands may access all the user data on the device. Thege
commands may be interspersed with commands not in the Sfreaming feature sef. However, if commands not in
the Streaming feature set are interspersed with read stream commands and write stream commands, there may
be an impact on performance due to the unknown time required to complete the commands not in the Streaming
feature set.

The host should send read stream commands and write stream commands specifying a transfer length that is a
multiple of the Stream Minimum Request Size indicated in the STREAM MIN REQUEST SIZE field (see A.11.6.6).
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4.23.2.2 FLUSH bit

The FLUSH bit when set to one in the write stream commands (see 7.69.3.3) specifies that the device flushes all
volatile cache data for the specified stream to the media before command completion. If a host requests flushes
at times other than the end of each Allocation Unit (see 7.4.3.5), streaming performance may be degraded. The
SET FEATURES Enable/Disable Volatile Write Cache subcommand (see 7.45.7) may affect caching for
commands in the Streaming feature set.

4.23.2.3 NOT SEQUENTIAL bit

The NOT SEQUENTIAL bit in the read stream commands (see 7.30.3.4) specifies that the next read stream
command with the same Stream ID may not start with the next LBA following the last LBA of the previous read
stream command.

NOTE 2 — The NOT SEQUENTIAL bit provides information for the device to optimize pre-fetching decisions.

4.28.2.4 READ CONTINUOUS bit

The¢ READ CONTINUOUS bit in the read stream commands (see 7.30.3.3) specifies that the device shall transfer
the|requested amount of data to the host within the time specified by the DEFAULT CCTL field(see 7.4.3.4) of the
COMMAND cCTL field (see 7.30.3.2) even if an error occurs. The data sent to the host by theldevice in an errpr
corldition is vendor specific.

4.28.2.5 WRITE CONTINUOUS bit

The WRITE CONTINUOUS bit in the write stream commands (see 7.69.3.2) specifies that the device shall trangfer
the|requested amount of data from the host within the time specified by the-DEFAULT cCTL field (see 7.4.3.4) or
the|COMMAND ccCTL field (see 7.30.3.2) even if an error occurs. If the device.is unable to resolve an error within
the|time specified by the DEFAULT CCTL field or the COMMAND cCTL field,(fhe erroneous section on the medialmay
be Linchanged or may contain undefined data. A future read of this.aréa may not report an error, even though the
datp is erroneous.

4.2B.2.6 Streaming Logs

A device implementing the Streaming feature set shall implement the Read Stream Error Log (see A.15) and the
Write Stream Error Log (see A.22). These logs are accéssed using any supported read log command in the [GPL
feajure set (see 4.11).

4.24 Trusted Computing feature set

The¢ Trusted Computing feature set provides an interface between a security component embedded in a deyice
and a host.

The following commands are mandatory for devices that implement the Trusted Computing feature set:

a) TRUSTED NON-DATA.(see 7.51);

b) TRUSTED SEND(se€’7.54);

c) TRUSTED SEND-DMA (see 7.55);

d) TRUSTED REGEIVE (see 7.52); and
e) TRUSTED/RECEIVE DMA (see 7.53).

Theg TRUSTED;SEND command and the TRUSTED SEND DMA command may be may be used
intgrchangeably. The two commands only differ by the type of data transport protocol used (i.e., PIO Data-Qut

Command er DMA Command). Similarly, the TRUSTED RECEIVE command and the TRUSTED RECEIVE PMA
coqimangd are interchangeabile (i.e., PIO Data-In Command or DMA Command).

The data streams and subsequent actions resulting from these commands are defined by the security protocol
identified in the command parameters. The definition of Security Protocols, other than Security Protocol 00h, are
outside the scope of this standard (see table 139 and table 149).
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4.25 Write-Read-Verify feature set
The Write-Read-Verify feature set allows a host to control Read After Write behavior in a device.

To enable or disable the Write-Read-Verify feature set, the host may send a SET FEATURES Enable/Disable
Write-Read-Verify feature set subcommand (see 7.45.12).

Ad

evice may experience a performance degradation if the Write-Read-Verify feature set is enabled.

These commands are affected by the Write-Read-Verify feature set:

a) WRITE DMA (see 7.58);
b) WRITE DMA EXT (see 7.59);
c) WRITE DMA FUA EXT (see 7.60);

021

Se¢ 7.45.12 for a description of device behavior if this feature set is supported and enabled.
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d) WRITE FPDMA QUEUED (see 7.67).

e) WRITE MULTIPLE (see 7.64);

f) WRITE MULITIPLE EXT (see 7.65);

g) WRITE MULTIPLE FUA EXT (see 7.66);
h) WRITE SECTOR(S) (see 7.67); and

i) WRITE SECTOR(S) EXT (see 7.68).

WRV SUPPORTED bit (see A.11.5.2.33) shall indicate whether this feature set is supported. The WRV ENA
see A.11.6.2.13) indicates the supported and enabled or disabled state of this feature set.

e device’s volatile write cache is enabled, the device may return command\completion without error to t
t even if the user data is in the device’s volatile write cache and not written and verified to the non-volati
dia.

a) the volatile write cache is disabled and any write command is processed by the device;
b) a forced unit access write command is processed by the device; or
¢) aflush command is processed by the device,

n the device shall only return command completion®after the user data has been verified.
e Write-Read-Verify feature set is enabled andihe device has not already verified the maximum numbe
cal sectors configured for this feature set, then after the device has written the logical sectors to the

bad from the non-volatile media shall be‘performed before verification. The verification of logical sectors
dor specific.

e Write-Read-Verify feature set. is-disabled or if the device has already verified the maximum number of
cal sectors configured for thisfeature set, then no verification by this feature set shall be performed afte
ice has written the logicalsectors to the non-volatile media.

h unrecoverable error. ‘condition is encountered by the device during the write operation, read operation,
fy operation, the déevice shall set the DEVICE FAULT bit (see 6.2.7) to one.

BLED

I of

-volatile media, the device shall read the ‘data from the non-volatile media and verify that there are no efrors.

is

r the

or
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5 ATA protocols

ATA Protocols are described in the transport standards (e.g., ATA8-APT and ATA8-AST). The protocols listed in
this clause shall be implemented by all transports that use the commands defined in this standard. The following
list of protocols are described in ATA8-AAM and the implementation of each protocol is described in the transport
standards:

a) Non-Data Command Protocol;

b) PIO Data-In Command Protocol;

c¢) PIO Data-Out Command Protocol;

d) DMA Command Protocaol;

e) PACKET command Protocol;
H—DBMAQueued-Command-Protocek:

g) Execute Device Diagnostic Command Protocol; and
h) Device Reset Command Protocol.
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6 Normal and Error Output field descriptions

6.1

Overview

Clause 6 describes requirements for all commands. Individual commands may describe additional requirements.
The normal outputs (see 9.2) and error outputs (see 9.3) for each command include:

6.2
6.2

The
sta

6.2
The

ndard). Each bit, when valid, is defined in table 16. Details about individual normal outputs are defined in
Defails about individual error outputs are defined in 9.3.

a) aone byte STATUS field (see 6.2);
b) a one byte ERROR field (see 6.3);
c) aone byte INTERRUPT REASON field (see 6.4), if required, for certain commands (e.g., PACKET, READ

DMA QUEUED, READ DMA QUEUED EXT, WRITE DMA QUEUED, and WRITE DMA QUEUED EXT);

d) a COuNT field (see 6.5), SACTIVE field (see 6.6), and SATA STATUS field (see 6.7), if required, for certain

- iti i nd
WRITE FPDMA QUEUED command); and

e) an LBA field (see 6.8) that may contain the LBA of First Unrecoverable Error (see 6.8.2).

STATUS field

1 Overview

STATUS field is one byte and is conveyed as an output from the device to the host (see applicable transport

Table 16 — sTATUS field

Bit |Name Reference
7 |BUSY bit 6.2.3
DEVICE READY bit 6.2.8
DEVICE FAULT bit 6.2.7
> STREAM ERROR bit 6.2.11
4 | DEFERRED WRITE ERROR bit 6.2.6
3 | DATA REQUEST (it 6.2.5
2 | ALIGNMENT.ERROR bit 6.2.2
1 | SENSE.DATA AVAILABLE bit 6.2.10
CHECK CONDITION bit 6.2.4
0 ERROR bit 6.2.9

2 ALIGNMENT ERROR bit
ALIGNMENT ERROR bit(shall be set to one if:

a) the LOGICAL TO,PHYSICAL SECTOR RELATIONSHIP SUPPORTED bit (see A.11.4.3.1) is set to one;
b) the LPS MISALIGNMENT REPORTING SUPPORTED bit (see A.11.5.2.3) is set to one;
c) the ALIGNMENT ERROR REPORTING field (see A.11.4.3.3) contains 01b or 10b; and
d) the device returns completion for a write command without an error where:
A)the first byte of data transfer does not begin at the first byte of a physical sector (see the LOGICAL
SECTOR OFFSET field (see A.11.4.3.5)); or
B) the last byte of data transfer does not end at the last byte of a physical sector (see the LOGICAL

SECTOR OFFSET fieta):

Otherwise, the ALIGNMENT ERROR bit shall be cleared to zero.

If an alignment error and another error occur during the processing of a write command, the other error is
returned and the alignment error is not reported in the STATUS field (i.e., the ALIGNMENT ERROR bit shall be cleared
to zero). If an alignment error occurs, even if it is not reported in the STATUS field and there is space remaining in
the LPS Mis-alignment log (see A.13), then an entry shall be made in the log.

9.2.
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6.2.

3 BUSY bit

The BUSY bit is transport dependent (see 6.2.12). Refer to the applicable transport standard for the usage of the
BUSY bit.

6.2.4 CHECK CONDITION bit

An ATAPI device shall set the CHECK CONDITION bit to one if the:

a) value in the SENSE KEY field (see 6.3.8) is greater than zero;
b) ABORT bit (see 6.3.2) is set to one;

C) END OF MEDIA bit (see 6.3.4) is set to one; or

d) ILLEGAL LENGTH INDICATOR bit (see 6.3.6) is set to one.

OtH
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erwise, an ATAPT device shall clear the CHECK CONDITION Dit to Zero.
5 DATA REQUEST bit

DATA REQUEST bit is transport dependent (see 6.2.12). Refer to the appropriate transport standard for the
ge of the DATA REQUEST bit.

6 DEFERRED WRITE ERROR bit

vious WRITE STREAM DMA EXT command (see 7.69) or WRITE STREAM EXT command (see 7.70).
erwise, the DEFERRED WRITE ERROR bit shall be cleared to zero.

7 DEVICE FAULT bit

a) return command aborted with the DEVICE FAULT bit sebto one in response to all commands (e.g.,
IDENTIFY DEVICE commands, IDENTIFY PACKET DEVICE commands) except REQUEST SENSE
DATA EXT commands;

b) complete a REQUEST SENSE DATA EXT command without error with a sense key of HARDWARIE
ERROR with additional sense code of INFERNAL TARGET FAILURE (see SPC-4), if:
A) the SENSE DATA SUPPORTED bit (see A.11.5.2.28) is set to one; and
B) the REQUEST SENSE DEVICE FAULT'SUPPORTED bit (see A.11.5.2.38) is set to one;
or

EXT command, if:

A) the SENSE DATA SURPORTED bit (see A.11.5.2.28) is cleared to zero; or

B) the SENSE DATA SUPPORTED bit is set to one and the REQUEST SENSE DEVICE FAULT SUPPORTED Hit
(see A.11.5.2.38)"is cleared to zero.

ver cycling the device.is the only mechanism that may clear the DEVICE FAULT bit to zero.

grity is received by the device.
8 DEVICE READY bit

DEYIGE READY bit is transport dependent (see 6.2.12). Refer to the applicable transport standard for the
ge-of the DEVICE READY bit.

6.2.9 ERROR bit

An

ATA device shall set the ERROR bit to one if any bit in the ERROR field (see 6.3) is set to one. Otherwise, an

ATA device shall clear the ERROR bit to zero.

DEFERRED WRITE ERROR bit shall be set to one if an error was detected in a deferred write to the media ffor a

e DEFERRED WRITE ERROR bit is set to one, then the location of the deferrederror is only reported in the Vrite
Strgam Error Log (see A.22).

e device is in a condition where continued operation may affeetthe integrity of user data on the device (e.g.,
faillire to spin-up without error, or no spares remaining for reallocation), then the device shall:

c) return command aborted with(the DEVICE FAULT bit set to one in response to a REQUEST SENSE DATA

e DEVICE FAULT.bit has been cleared to zero, then it may remain clear until a command that affects user|data
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10 SENSE DATA AVAILABLE bit
SENSE DATA AVAILABLE bit shall be set to one if:

a) the SENSE DATA SUPPORTED bit (see A.11.5.2.28) is set to one;
b) the SENSE DATA ENABLED bit (see A.11.6.2.6) is set to one; and
c) the device has sense data to report (see 4.20) after processing any command.

Otherwise, the SENSE DATA AVAILABLE bit shall be cleared to zero.

The ERROR bit and the SENSE DATA AVAILABLE bit may both be set to one.

Bit 1 of the STATUS field is obsolete if:

6.2
The

Strgaming feature set (see 4.23) and the:

Oth
If th

logical sector in error, and the COUNT field contains the number of consecutive logical sectors that may cont
errors.

If:

then:

6.2
Al

a) the SENSF DATA SUUIPPORTED bit (see A 11 5 2 28) is cleared to zera: or
b) the SENSE DATA ENABLED bit (see A.11.6.2.6) is cleared to zero.

11 STREAM ERROR bit

STREAM ERROR bit shall be set to one if an error occurred during the processing of a command_in the

a) READ CONTINUOUS bit is set to one in a read stream command (see 7.30.3.3); or
b) WRITE CONTINUOUS bit is set to one in a write stream command (see 7.69.3.2).

erwise, the STREAM ERROR bit shall be cleared to zero.

e STREAM ERROR bit is set to one, the value returned in the LBA field (47:0) contains the address of the fi

a) the READ CONTINUOUS bit is set to one in a read stream cemmand or the WRITE CONTINUOUS bit is s§
one in a write stream command; and

b) the INTERFACE CRC bit, the UNCORRECTABLE ERROR bit,)the ID NOT FOUND bit, the ABORT bit, or the
COMMAND COMPLETION TIME OUT bit is set to one inrthe ERROR field (see 6.3),

a) the STREAM ERROR bit shall be set to one;

b) the ERROR bit shall be cleared to zero;-and

c) the error information (e.g., bits set in the ERROR field) shall be saved in the appropriate:
A) Read Stream Error Log (see A;15); or
B) Write Stream Error log (s€ejA.22).

12 Transport Dependent bits\and fields

bits and fields that are labelled transport dependent are defined in the transport standards.

st
ain

t to
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6.3 ERROR field

6.3.

1 Overview

The ERROR field is one byte and is conveyed as an output from the device to the host (see applicable transport
standard). Each bit, when valid, is defined in table 17. Details about individual normal outputs are defined in 9.2.
Details about individual error outputs are defined in 9.3.

Table 17 — ERROR field

Bit |Name Reference
7:4 | SENSE KEY field 6.3.8
7 INTERFAUE URU IUIt 637
6 | UNCORRECTABLE ERROR bit 6.3.9
5 |Obsolete
4 |ID NOT FOUND bit 6.3.5
3 |Obsolete
2 | ABORT bit 6.3.2
1 | END OF MEDIA bit 6.34
ILLEGAL LENGTH INDICATOR bit 6:3.6
0 |COMMAND COMPLETION TIME OUT bit 6.3.3
CFA ERROR bit CFA-CF
6.3|2 ABORT bit
The ABORT bit shall be set to one if the device aborts the command? The ABORT bit shall be cleared to zero i

de\
If th

If a
If tH
6.3
The

Oth
6.3

The
SF

6.3

ice does not abort the command.
e host requested an address outside of the range of user addressable addresses, then:

a) the ID NOT FOUND bit (see 6.3.5) shall be set to one and the ABORT bit shall be cleared to zero; or
b) the ID NOT FOUND bit shall be cleared to zerg-and the ABORT bit shall be set to one.

user addressable address was not found (see 6.3.5), the ABORT bit shall be cleared to zero.
e INTERFACE CRC bit (see 6.3.7) is set to-one, the ABORT bit shall be set to one.

3 COMMAND COMPLETION TIME ouUT(bit

COMMAND COMPLETION TIME QUT bit shall be set to one if:

a) the STREAMING SUPPORTED bit (see A.11.5.2.23) is set to one (i.e., the Streaming feature set (see 4.2
supported); and
b) acommand completion time out has occurred in response to a Streaming feature set command.

erwise, an ATA device shall clear the COMMAND COMPLETION TIME OUT bit to zero.
4 END OF MEDIA bit

END OFMEDIA bit set to one indicates that the end of the media has been reached by an ATAPI device
F 8020i): Otherwise, the END OF MEDIA bit is cleared to zero.

50Ib NOT FOUND bit

f the

3)is

|see

The ID NOT FOUND bit shall be set to one if:

a) a user-addressable address was not found; or
b) an address outside of the range of user-addressable addresses is requested and the ABORT bit
(see 6.3.2) is cleared to zero.

Otherwise, the ID NOT FOUND bit shall be cleared to zero.
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6.3.6 ILLEGAL LENGTH INDICATOR bit

The operation of the ILLEGAL LENGTH INDICATOR bit is specific to the SCSI command set implemented by ATAPI
devices (e.g., devices defined by MMC-6).

6.3.7 INTERFACE CRC bit

The INTERFACE CRC bit shall be set to one if an interface CRC error occurred during an Ultra DMA data transfer.
The INTERFACE CRC bit shall be cleared to zero if an interface CRC error did not occur during an Ultra DMA data
transfer.

The value of the INTERFACE CRC bit may be applicable to Multiword DMA transfers and PIO data transfers. If the
INTERFACE CRC bit is set to one, the ABORT bit is set to one.

6.3[8 SENSE KEY field

The operation of this field is specific to the SCSI command set implemented by ATAPI devices (e.g., devices
deflned by MMC-6).

6.3|/9 UNCORRECTABLE ERROR bit

The UNCORRECTABLE ERROR bit shall be set to one if the data contains an uncorrectable error.)The
UNQORRECTABLE ERROR bit shall be cleared to zero if the data does not contain an uncorrectable error.
6.4 INTERRUPT REASON field

6.4/1 Overview

The INTERRUPT REASON field (see table 18) is an output from the device to the)host for commands in the PAQKET
feature set (see 4.3) and NCQ feature set (see 4.14).

Table 18 — INTERRUPT REASON:- field

Bit Description
7:2 | Obsolete

INPUT/OUTPUT bit{(see 6.4.3)
0 | COMMAND/DATA'bIt (see 6.4.2)

6.4{2 COMMAND/DATA bit

Th¢ COMMAND/DATA bit shall be cleared to-zero if the transfer is data. Otherwise, the COMMAND/DATA bit shall be
set|to one.

6.4{3 INPUT/OUTPUT bit
The¢ INPUT/OUTPUT bit shall be-cleared to zero if the transfer is to the device. The INPUT/OUTPUT bit shall be det to
ong if the transfer is to the_host.
6.3 COUNT field

6.5|1 Overview

The couNT fieldis an output from the device to the host. The uses of the COUNT field depend on the commgnd
beipg processed (see clause 9). Commands may use the COUNT field to indicate the:

a) “number of contiguous logical sectors that contain potentially bad data (see 6.5.2) for commands in the
Streaming feature set: or
b) the tag of an NCQ command (see 6.5.3) for commands in the NCQ feature set.

6.5.2 Contiguous stream logical sectors that contain potentially bad data

For commands in the Streaming feature set (see 4.23), the COUNT field may be used to indicate the number of
contiguous logical sectors that contain potentially bad data.
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6.5.3 NCQ Tag

For commands in the NCQ feature set (see 4.14), the COUNT field (see table 19) may be used to indicate the tag
of an NCQ command that caused an error.

Table 19 — couNT field use for NCQ Tag

Bit Description
7:3 |NcQ TAG field (see 7.16.3.3)
2:0 |Reserved

6.6 SACTIVE field

Se

6.7

ATA8-AST for a description of the SACTIVE field.

SATA STATUS field

Seg¢ ATA8-AST for a description of the SATA STATUS field (i.e., word 0 of the Set Device Bits FIS).

6.8
6.8

Thg
pro
(se

6.8

Forn
to g
Thi
the

LBA field
1 Overview

LBA field is an output from the device to the host. The uses of the LBA field.dépend on the command be
cessed (see clause 9). Commands may use the LBA field to indicate the LBBA of the first unrecovered err
£ 6.8.2).

2 LBA of First Unrecoverable Error

commands that return LBA of the first unrecoverable error, if.an unrecoverable error was encountered j

5 value does not provide any status information regarding.any data transferred by the command that rety
error. The value may be outside the LBA range of the . gommand that returned the error.

ng

rior

r during the processing of that command, then the LBA field.contains the LBA of the first unrecoverable efror.

rned
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7 Command descriptions

7.1 Command description introduction

71

.1 Overview

ATA commands are delivered using the following fields (see table 20):

ATA commands may use the Icc field and the AUXILIARY field (see table 20).

Fie
Thi
as
71

The

EXAMPLE - A heading reads:

Pra
pro

71
The
ind
forn

If a

EXA

a) FEATURE;

b) COUNT;

C) LBA;

d) DEVICE; and
€) COMMAND.

d lengths are different based on the type of command (see 7.1.3).

5 standard describes the ATA command set in a transport independent fashion. Each command-is defing
bries of subclauses as described in 7.1.2 through 7.1.8. See Annex B for a command set.summary.

2 Command Name — Command Code [[Subcommand Code], Command Protocol

READ SECTOR(S) — 20h, PIO Data-In

In this example heading the name of the command is READ SECTOR(S). The command code is 20h. The
protocol used to transfer the data is PIO Data-In.

tocols are defined in ATA8-AAM. The transport protocol‘standards define the implementation of each
focol.

3 Feature Set

cates if the command uses 28-bit field formatting or 48-bit field formatting. If a command uses 28-bit
hatting, then:

a) the FEATURE field, COUNT field,DEVICE field, ERROR field, STATUS field, and COMMAND field are each ¢
bits in length; and
b) the LBA field is 28 bits indength.

command uses 48-bit formatting, then:

a) the DEVICE field,-ERROR field, STATUS field, and COMMAND field are each eight bits in length;
b) the FEATURE field-and COUNT field are 16 bits in length; and
c) the LBA fieldhis48 bits in length.

AMPLE - A feature set subclause reads:
Feature Set

This 28-bit command is for all ATA devices.

feature set subclause for each command lists\the feature set (see clause 4) along with a statement that

d by

heading for each command starts with the name of the command. The name is followed by “-” and thenf the
commmand code, subcommand code if applicable, and protocol used to process thé_ command.

ight
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7.1.4 Inputs

The Inputs subclause contains a table showing the inputs for the command. An example command structure is
shown in table 20.

Table 20 — Example Command Structure

Field Description

FEATURE | Each transport standard defines how the FEATURE field is mapped for proper functionality. Each
transport standard also defines how 28-bit commands are mapped differently than 48-bit
commands.

COUNT | Each transport standard defines how the COUNT field is mapped for proper functionality. Each
transport standard also defines how 28-bit commands are mapped differently than 48-bit
commands.

LBA | For many commands, the LBA field contains the LBA of the first logical sector to be transferred.
Each transport standard defines how the LBA field is mapped to the appropriate fields or registers.
Icc?@| Each transport standard defines how the Icc field, if present, is mapped to the.appropriate figlds
or registers. The Icc field is not present in all commands.
AUXILIARY? | Each transport standard defines how the AUXILIARY field, if present, is mapped to the appropriate
fields or registers. The AUXILIARY field is not present in all commands.

DEVICE | Each transport standard defines how the DEVICE field bits 7:4 are.faapped. Bits 3:0 are markgd
reserved in every reference to the DEVICE field.

COMMAND | The COMMAND field contains the command code.
Commands that depend on the transport of this field are defined by this standard in a way that prevenfs
the operation codes from being valid on devices that implement/a transport standard that does not define
a mapping for this field.
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7.1.5 Normal Outputs

The Normal Outputs subclause describes normal outputs (as shown in table 21). A command with Normal
Outputs does not return command completion with an error. Therefore, the ERROR field in the Normal Outputs is
reserved in every command. The COUNT field and LBA field may be reserved. However, in some commands the
COUNT field and LBA field may have return parameters in Normal Outputs. The STATUS field shows the DEVICE
FAULT bit, the ALIGNMENT ERROR bit, the SENSE DATA AVAILABLE bit, and the ERROR bit. Bit 7, bit 6, and bit 3 of the
STATUS field are marked Transport Dependent in many of the Normal Outputs.

Table 21 — Example Normal Output

Field Description

B !
ERRURNTI\CSCIVEU

COUNT | Reserved

LBA | Reserved

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transport Dependent — See 6.2.42

5 DEVICE FAULT bit — See 6.2.7
N/A
Transport Dependent <~See 6.2.12.
N/A or ALIGNMENT-ERROR bit — See 6.2.2
SENSE DATA AVAIELABLE bit — See 6.2.10
ERROR bit £ See 6.2.9

o =~ N W b
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7.1.6 Error Outputs

The Error Outputs subclause shows the ERROR field, COUNT field, LBA field, and STATUS field (as shown in

table 22). An Error Output occurs when a bit in the STATUS field (e.g., the ERROR bit, the DEVICE FAULT bit, or the
STREAM ERROR bit) is set to one, indicating that an error occurred. If the ERROR bit is set to one, the ERROR field
indicates the type of error that occurred.

Table 22 — Example Error Output

Field Description

ERROR
Bit Description

7 INTERFACE CRC bit — See 6.3.7

6 UNCORRECTABLE ERROR bit — See 6.3.9
5 Obsolete

4 ID NOT FOUND bit — See 6.3.5

3 Obsolete

2 ABORT bit — See 6.3.2

1 Obsolete

0 Obsolete

COUNT | Reserved

LBA | LBA of First Unrecoverable Error (see 6.8.2)

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent= See 6.2.12
3:0 Reserved

STATUS
Bit Desecription
7:6 Transport Dependent — See 6.2.12
5\.DEVICE FAULT bit — See 6.2.7
4 N/A
3 Transport Dependent — See 6.2.12
2:1 N/A
0 ERROR bit — See 6.2.9

7.1.7 Input from the Device to the Host Data Structure

Some commands (e.g., IDENTIFY DEVICE command), return a data structure to the host. This data structure is
referred to as an input data structure and is documented following the Error Outputs subclause.
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7.1.8 Output From the Host to the Device Data Structure

Some commands, (e.g., SECURITY SET PASSWORD command) accept a data structure from the host. This
data structure is referred to as an Output Data Structure and is defined in the associated Error Outputs
subclause.

7.1.9 Unsupported commands

The host should not issue commands that are indicated as not supported. If the device receives an unsupported
command, then the device shall respond with command aborted using the Error Outputs shown in table 215.

7.1.10 Command Code Usage

Table 23 defines the usage of command codes.

Table 23 — Command Code Usage Matrix
x0h | x1h | x2h | x3h | x4h | x5h | x6h | x7h | x8h | x9h | xAh | xBh | xCh | xDh | XEh | XFh
Oxh| C R R | A2 R R C R C R R ca R R R R
xh| O E E E E E E E E E E E E E E E
Pxh| C O O o] C C o | o° R C C C R R R C
8xh| C 0] 0] (0] C C O | 02 | A® C C C (0] C | 0% | [C
4xh| C 0] C R R C R C R R R R R R R R
oxh| O C R R R R R C R R R C C C C C
6xh| C C S ca | ca| c? S S R R R R R R R R
fxh| O E E E E E E ca | c8 E E E E E E E
th Vv \Y \Y \Y \Y \Y, \Y, A Vv vV \Y \Y \Y \Y, \Y, \
9xh| C 0] C C E E E E E E \Y R R R R R
Axh| C C (0] R R R R R R R R R R R R R
Bxh| C O R R C R | 02 | A% A A A | A® R R R R
Cxh| A \Y \Y \Y C C C O C 0] C O | 02 | A® C R
Dxh| R (0] R R R R R R R R (0] E E E ] O
Exh| C C C C C C C C C c@ C c@ C O O C
Fxh| V C C C C C C vV |08 | 02| V \Y, \Y \Y, \Y, \
Key: C = defined command O = Obsolete
R = Reserved, undefined_ in-current E = retired command
specifications A = Reserved for CFA
V = Vendor specific commands S = Reserved for Serial ATA
P This entry has changed from ACS-2.
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7.2
7.2

Accessible Max Address Configuration

1 Accessible Max Address Configuration overview

Individual Accessible Max Address Configuration commands are identified by the value placed in the FEATURE
field. Table 24 defines these FEATURE field values.

Table 24 — Accessible Max Address Configuration FEATURE field values

7.2
7.2

Thig 48-bit command is for devices that implement the Accessible Max Address Configuration feature set
(seg 4.5).

7.2

The
fo

7.2

=

Seg table 25 for the GET NATIVE MAX ADDRESS EXT command inputs.

the physical device.

Value Command

0000h GET NATIVE MAX ADDRESS EXT (see 7.2.2)

0001h SET ACCESSIBLE MAX ADDRESS EXT (see 7.2.3)

0002h FREEZE ACCESSIBLE MAX ADDRESS EXT (see 7.2.4)
0003h..FFFFh |Reserved

2 GET NATIVE MAX ADDRESS EXT — 78h/0000h, Non-Data
2.1 Feature Set

2.2 Description
GET NATIVE MAX ADDRESS EXT command returns the maximum LBAthat is available to be access|

2.3 Inputs

Table 25 — GET NATIVE MAX ADDRESS EXT command inputs

ble

Field Description
FEATURE | 0000h
COUNT | Reserved
LBA | Reserved
DEVICE
Bit Description
7 Obsolete
6 N/A
7:5 _Obsolete
4y Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 78h

2

2.4'Normal Outputs

»n N

a
C

tabl 242
WAaoTC ZTY

7.2.2.5 Error Outputs
See table 217.
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7.2.3 SET ACCESSIBLE MAX ADDRESS EXT — 78h/0001h, Non-Data
7.2.3.1 Feature Set

This 48-bit command is for devices that implement the Accessible Max Address Configuration feature set
(see 4.5).

7.2.3.2 Description

The SET ACCESSIBLE MAX ADDRESS EXT command sets the accessible max address to the value contained
in the LBA field.

The capacity values reported by the IDENTIFY DEVICE command and by the IDENTIFY DEVICE data log are
described in table 5.

If a|]SET ACCESSIBLE MAX ADDRESS EXT command has completed without error, a subsequent SET
AC[CESSIBLE MAX EXT command that is received before a power-on reset is processed shall returnceommand
abqrted.

After a SET ACCESSIBLE MAX ADDRESS EXT command using a new maximum LBA returns‘command
completion without an error, the content of all IDENTIFY DEVICE data words shall comply with 4.1.2.

The contents of IDENTIFY DEVICE data (see 7.12.7) and the maximum LBA shall not bé changed if a SET]
AC[CESSIBLE MAX ADDRESS EXT command returns command aborted.

7.2|3.3 Inputs
Seg¢ table 26 for the SET ACCESSIBLE MAX ADDRESS EXT command inputs:

Table 26 — SET ACCESSIBLE MAX ADDRESS EXT'command inputs

Field Description
FEATURE | 0001h
COUNT | Reserved
LBA | Requested maximum LBA value
DEVICE
Bit Description
7 Obsolete
6 N/A
7:5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reseryed
COMMAND 7¢078h

7.2{3.4 Normal Outputs
Seg¢ table 209.
7.2{3.5 Error Outputs

If the-value in the LBA field is greater than the native max address, the device shall return an ID Not Found grror.
The_devdce shall return command aborted if since the last power-on resef.

a) a SET ACCESSIBLE MAX ADDRESS EXT command has returned command completion without an
error; or

b) a FREEZE ACCESSIBLE MAX ADDRESS EXT command (see 7.2.4) has returned command
completion without an error.

See table 236.
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7.2.4 FREEZE ACCESSIBLE MAX ADDRESS EXT — 78h/0002h, Non-Data
7.2.4.1 Feature Set

This 48-bit command is for devices that implement the Accessible Max Address Configuration feature set
(see 4.5).

7.2.4.2 Description

If the device returns command completion for a FREEZE ACCESSIBLE MAX ADDRESS EXT command without
an error, then the device shall return command aborted for any subsequent SET ACCESSIBLE MAX ADDRESS
EXT commands (see 7.2.3) until a power-on reset has been processed by the device. A device shall not exit this
mode of operation as the result of processing a hardware reset or a software reset.

7.2[2 3 Tnputs
Seg¢ table 27 for the FREEZE ACCESSIBLE MAX ADDRESS EXT command inputs.

Table 27 — FREEZE ACCESSIBLE MAX ADDRESS EXT command inputs

Field Description
FEATURE | 0002h
COUNT | Reserved
LBA | Reserved
DEVICE
Bit Description
7 Obsolete
6 N/A
7:5 Obsolete
4 Transport Dependent — See 6.2.42
3:0 Reserved
COMMAND 7:0 78h

7.2{4.4 Normal Outputs
Seg table 209.

7.2{4.5 Error Outputs
Seg table 217.



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

100 ISO/IEC 17760-103:2021 © ISO/IEC 2021

7.3 CHECK POWER MODE - E5h, Non-Data

7.3.1 Feature Set

This 28-bit command is for devices that implement the Power Management feature set (see 4.15).
7.3.2 Description

The CHECK POWER MODE command allows the host to determine the current power mode of the device. The
CHECK POWER MODE command shall not cause the device to change its power management state or affect
the operation of the Standby timer.

NOTE 3 — The device may be in transition to the reported state.

7.3|3 Inputs
Seg¢ table 28 for the CHECK POWER MODE command inputs.

Table 28 — CHECK POWER MODE command inputs.

Field Description
FEATURE | N/A
COUNT | N/A
LBA [ N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 E5h

7.3]4 Normal Outputs
Seg table 202.

7.3|5 Error Outputs
Seg table 216.
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7.4 CONFIGURE STREAM - 51h, Non-Data

7.4.1 Feature Set
This 48-bit command is for devices that implement the Streaming feature set (see 4.23).

7.4.2 Description

The CONFIGURE STREAM command specifies the operating parameters for a stream. A CONFIGURE

STREAM command may be issued for each stream that is to be added or removed from the current operating

configuration.
7.4.3 Inputs

7 4 3 1 e\"c“l:ﬂ\l'

TV ICvy

Sel table 29 for the CONFIGURE STREAM command inputs.
Table 29 — CONFIGURE STREAM command inputs

Field Description

FEATURE
Bit Description
15:8 DEFAULT CCTL field — See 7.4.3.4
7 ADD/REMOVE STREAM bit — See 7.4.3.2
6 Obsolete
5:3 Reserved
2:0 STREAM ID field — See 7.4.3.3

COUNT | Allocation Unit — See 7.4.3.5

LBA | Reserved

DEVICE
Bit Description
7:5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 51h

7.4]/3.2 ADD/REMOVE STREAM bit

If the ADD/REMOVE STREAM bit is set to one (i.e., the host is adding a stream), then the device shall set the
opgrating parameters for the stream specified by the STREAM ID field. If the stream specified by the STREAM
field was configured by a previous CONFIGURE STREAM command, and the current CONFIGURE STREA
commmand returhs command completion without an error, then the operating parameters specified by the cu
CONFIGURE"STREAM command shall have replaced the operating parameters specified by the previous

CONFIGYRE STREAM command for the stream.

If the ADD/REMOVE STREAM bit is cleared to zero (i.e.. the host is removing a stream). then the device shall ¢

D
AM
rrent

ear

the operating characteristics for the stream specified by the STREAM ID field in this command.

7.4.3.3 sTREAM ID field
The STREAM ID field specifies the stream to which the operating parameters apply.
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7.4.3.4 DEFAULT ccTL field

The DEFAULT ccCTL field indicates the time in which the device shall return command completion for a read stream
command or a write stream command for this stream with the COMMAND cCTL field cleared to zero (see 7.30.3.2)
according to the following formula:

maximum command completion time = ((DEFAULT CCTL field) x

The

(STREAM GRANULARITY field (see A.11.6.8)) microseconds

device shall measure the time from command acceptance to command completion.

If the ADD/REMOVE STREAM bit is cleared to zero (see 7.4.3.2), the DEFAULT CCTL field is reserved.

7.4.3.5 ALLOCATION UNIT field

The
and

ALLOCATION UNIT field specifies the number of logical blocks that the device should use for read look-ah
write cache operations for the stream being configured.

NOTE 4 — Setting the ALLOCATION UNIT field does not restrict or change command behavior.

7.4]4 Normal Outputs

Se¢

table 203.

7.4]5 Error Outputs

The

ABORT bit shall be set to one if any of the following are true:

a) the device does not support the requested stream configuration;

b) the ADD/REMOVE STREAM bit is cleared to zero and the STREAM ID. field specifies the stream that has
been configured by a previous CONFIGURE STREAM command; or

c) the device does not support the value requested in the DEFAULT CCTL field.

If the ABORT bit is set to one, then the previous parameters configured for all streams shall remain in effect.
table 220 for the definition of Error Outputs.

ead

not

See
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7.5 DATA SET MANAGEMENT - 06h, DMA
7.5.1 Feature Set

This 48-bit command is for ATA devices (see 4.2).
7.5.2 Description

The DATA SET MANAGEMENT command provides information for device optimization (e.g., file system
information).

7.5.3 Inputs

7.5.3.1 Overview

Se¢ table 30 for the DATA SET MANAGEMENT command inputs.

Table 30 — DATA SET MANAGEMENT command inputs

Field Description

FEATURE
Bit Description
15:1 Reserved
0 TRIM bit — See 7.5.3.2

COUNT | Number of 512-byte blocks to be transferred (see 7.5.6). The-value zero is reserved.

LBA | Reserved

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent =~ See 6.2.12
3:0 Reserved

COMMAND 7:0 06h
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If the TRIM bit is set to one, then a trim operation is being requested on the LBAs addressed by the DATA SET
MANAGEMENT command’s output data (see 7.5.6). For a logical block that has been trimmed (i.e., for none,
some, or all of the LBAs requested by the DATA SET MANAGEMENT command), if a subsequent write of that
logical block returns command completion with an error and the data from that logical block is read, then the data
is returned as described in table 31.

Table 31 shows the interactions between the TRIM SUPPORTED bit (see A.11.5.9), the DRAT SUPPORTED bit
(see A.11.5.2.2), and the RZAT SUPPORTED bit (see A.11.5.2.8).

Table 31 — Trim related interactions

Bit
TRIM DRAT RZAT
SUPPORTED SUPPORTED SUPPORTED Description

0 see A.11.5.9 | see A.11.5.9 |The Trim function of the DATA SET MANAGEMENT
command (see 7.5.3.2) is not supported. The data is
unaffected by the DATA SET MANAGEMENT command

0 see A.11.5.2.8 | The Trim function of the DATA SETAMMANAGEMENT
command (see 7.5.3.2) causes non=deterministic read after
trim behavior 2.

1 1 0 The Trim function of the DATA SET MANAGEMENT
command (see 7.5.3.2)shall cause deterministic read affer
trim behavior P with data Set to any value.

1 1 The Trim functionof the DATA SET MANAGEMENT
command (see(715.3.2) shall cause deterministic read affer
trim behaviof? with data cleared to zero.

F non-deterministic read after trim behavior: Each read command to the logical block may return different
data.

P deterministic read after trim behavior: After a read‘command has completed processing, the data in that
logical block becomes determinate (i.e., subseguent read commands to that logical block shall return the
same data).

The
fron

On
dat

7.5

Se¢ table 209.

7.5
If th

the

data read from an LBA that has been ttimmed shall not be retrieved from data that was previously recg
h a host addressed to any other LBA;

ce a trimmed LBA has been written {e.g., a write command or a SECURITY ERASE UNIT command), th
b in that logical block becomes.determinate (i.e., the logical block contains the written data).

4 Normal Outputs

5 Error Outputs
e TRIM bit is set-to one and:

a) the.device detects an invalid LBA Range Entry (see 7.5.6); or
b) count is greater than IDENTIFY DEVICE data word 105 (see 7.12.7.55),

h the‘device shall return command aborted.

ived

Ad

evice may trim one or more LBA Range Entries before it returns command aborted. See table 228.
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7.5.6 Output from the Host to the Device Data Structure

7.5.6.1 Overview

DATA SET MANAGEMENT Request Data is a list of one or more LBA Range Entries. If the TRIM bit is set to one,
then LBA Range Entries may overlap and are not required to be sorted. See table 32.

Table 32 — LBA Range Entries

Offset Type Description
0.7 QWord Entry O
63:48 RANGE LENGTH field (see 7.5.6.2)

7.5

The
to (

7.5

The
tha

7.5
Exa

47°0 LBA VALUE field (Se€ 7.5.6.3)
8..15 QWord Entry 1
63:48 RANGE LENGTH field

47:0 LBA VALUE field

496..511 QWord Entry 63
63:48 RANGE LENGTH field
47:0 LBA VALUE field

6.2 RANGE LENGTH field

RANGE LENGTH field specifies the number of logical sectors in the LBA range. If the RANGE LENGTH field ip set
000h, the LBA Range Entry shall be ignored.

6.3 LBA VALUE field

LBA VALUE field specifies the starting LBA of the LBA range: If the LBA value plus the range length is gre¢ater
h the accessible capacity (see A.11.4.2), the device shall return command aborted.

6.4 Examples

mples of how to combine LBA values and rangé€’lengths to form a LBA Range Entry follow.

EXAMPLE 1 - Logical blocks 11 through 18 miake one LBA Range Entry that has LBA 11 as its LBA VALUE field
and the value of 8 as its RANGE LENGTH field (i.e., 0008_0000_0000_000Bh).

EXAMPLE 2 - If only logical block.20-is represented in an LBA Range Entry, the range value is one (i.e.,
0001_0000_0000_0014h).
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7.6 DEVICE RESET - 08h, Device Reset
7.6.1 Feature Set

This 28-bit command is for ATAPI devices (see 4.3).
7.6.2 Description

The DEVICE RESET command resets the device.
7.6.3 Inputs

See table 33 for the DEVICE RESET command inputs.

Table 33 — DEVICF RESFT command inputs

Field Description

FEATURE | N/A

COUNT | N/A

LBA | N/A

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 08h

7.6]4 Normal Outputs

ATAPI devices shall not report an error. If the devi¢e is able to complete the DEVICE RESET and maintain the

deyice setting, then DEVICE RESET shall complete with the CHECK CONDITION bit (see 6.2.4) cleared to zerp. If
the|device reverts to its default state, the device shall report an exception by setting the CHECK CONDITION bt to
ong in the STATUS field.

Seg¢ table 204.
7.6|5 Error Outputs
Seg¢ table 204.



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

ISO/IEC 17760-103:2021 © ISO/IEC 2021 107

7.7 DOWNLOAD MICROCODE - 92h, PIO Data-Out/Non-Data

7.7

.1 Feature Set

This 28-bit command is for ATA devices (see 4.2).

7.7
7.7

.2 Description

.2.1 Overview

The DOWNLOAD MICROCODE command allows the host to alter the device’s microcode. The data transferred
using the DOWNLOAD MICROCODE command and the DOWNLOAD MICROCODE DMA command is vendor
specific.

The

Do

The
fiel

Actjvation may change device feature configuration (e.g,,dDENTIFY DEVICE, SET FEATURES settings or

cor
Se

If th

After successful activation, any deferred microcode shall be discarded.

Tal

The
req

Tre-TTrtor SO IO troT O

a) active microcode: the microcode that the device is currently running;

b) updated microcode: the microcode that the device is in the process of receiving from the host;

¢) saved microcode: updated microcode that has been completely downloaded, validated, and-saved
non-volatile storage; and

d) deferred microcode: saved microcode that is not automatically activated.

vnloading and activating microcode involves the following steps:

1) download: the host transfers updated microcode data to the device in one or miore DOWNLOAD
MICROCODE commands or DOWNLOAD MICROCODE DMA commands;

2) save: after receiving the complete updated microcode data, if specified\by the download microcode
mode, then the device shall save the updated microcode data to nenvolatile storage; and

3) activate: the device begins using the saved or deferred microcode data for the first time after an ev
specified by the download microcode mode and the saved or deferred microcode data becomes th
active microcode data.

BLOCK COUNT field specifies the number of 512-byte data blocks that shall be transferred. The BLOCK C
i is specified in the COUNT field and the LBA field (see table.35).

tents of any logs). If the Security feature set is supparted, then activation shall not change the following
urity feature set items:

a) User Password;
b) Master Password; and
c) Master Password Capability.

e Security feature set (see 4.18) is_supported, then:
a) activation as a result of any.DOWNLOAD MICROCODE subcommand shall not change the Securif
feature set Frozen Mode} and

(see 4.18.5).

le 34 lists the/DOWNLOAD MICROCODE subcommands.

state machine (see 7.7.2.6) for the DOWNLOAD MICROCODE subcommands describes additional
Lirements.

b) activation as a result.of a power-on reset shall set the Security feature set Frozen Mode to not froz¢n

to

Nt
3

DUNT

the

y
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Table 34 — DOWNLOAD MICROCODE suBCOMMAND field

Phases Included
Code Subcommand Name -
Download Save | Activate
01h Obsolete
03h Download with offsets and save microcode for one or more Yes Yes @
immediate and future use (see 7.7.2.2) segments
07h Download and save microcode for immediate and one segmentonly | Yes Yes
future use (see 7.7.2.3)
OEh Download with offsets and save microcode for future one or more Yes NoP
use (see 7.7.2.4) segments
OFh Activate downloaded microcode (see 7.7.2.5) No No Yes
all others Reserved

Activation occurs after the complete updated microcode data has been downloaded.
Activation does not occur as part of the processing of the command, but is triggered\by events that oc
after command completion (e.g., power cycle or Activate downloaded microcode.subcommand).

cur

7.7

The
mid

commmands. This subcommand downloads data containing a segment of-the updated microcode data. On ng
command completion, the COUNT field may contain additional indigators (see 7.7.4).

If th
vali

Aftgr transferring a segment where the value of the BUFRER’OFFSET field is cleared to zero, if the device begi

pro
DM

7.7

The
dat

After the updated microcodeldata has been downloaded:

7.7

The
or

2.2 Download with offsets and save microcode for immediate and futurese subcommand (i.e.,

Download with offsets and save microcode for immediate and future use-subcommand transfers the upad
rocode data in one or more DOWNLOAD MICROCODE commands ar POWNLOAD MICROCODE DM

e final segment has been downloaded, the device validates the downloaded updated microcode. If the
dation is successful, the downloaded updated microcode-is 'saved to non-volatile storage and is activate

cess a command that is not a DOWNLOAD MICROCODE command and is not a DOWNLOAD MICROC
A command, then the device:

1) may discard any updated microcode data that has not been saved; and
2) shall continue to process the new command.

2.3 Download and save microcode for immediate and future use subcommand (i.e., 07h)

Download and save microcode for immediate and future use subcommand transfers the updated micro
A in one DOWNLOAD MICROEODE command or in one DOWNLOAD MICROCODE DMA command.

1) the device shall'save the updated microcode data;

2) the device shalhactivate the updated microcode data; and

3) if command gompletion has not previously been returned, then the device shall return command
completien:

2.4 Download with offsets and save microcode for future use subcommand (i.e., 0Eh)

Download and save microcode for future use subcommand transfers the updated microcode data in or
nore DOWNLOAD MICROCODE commands or DOWNLOAD MICROCODE DMA commands. On norm|

D3h)

ated

rmal

d.

ns to
DDE

code

cor

TMTand cCompietion, the COUNT fiefd may contaim additiormat imaicators (See 7.7-4 -

If the final segment has been downloaded, the device validates the downloaded updated microcode. If the
validation is successful, the downloaded updated microcode is saved to non-volatile storage and becomes the

deferred microcode. The deferred microcode data is activated as a result of processing the next power on reset
or processing an Activate downloaded microcode subcommand (see 7.7.2.5).
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The processing of commands other than the DOWNLOAD MICROCODE command and the DOWNLOAD
MICROCODE DMA command shall not affect any:

a) updated microcode; and
b) saved microcode.

7.7.2.5 Activate downloaded microcode subcommand (i.e., OFh)

The Activate downloaded microcode subcommand shall activate deferred microcode data that had been
previously downloaded and saved by the Download with offsets and save microcode for future use subcommand
(see 7.7.2.4).

If there is no deferred microcode data that has been saved using the Download with offsets and save microcode
for future use subcommand then the device shall retiirn command aborted

If the activation attempt fails, the device shall return command aborted.
7.7|12.6 DOWNLOAD MICROCODE state machine
7.7|12.6.1 Overview

Subclause 7.7.2.6 and figure 11 describe the DOWNLOAD MICROCODE state machine for'all subcommangs of
the| DOWNLOAD MICROCODE command and the DOWNLOAD MICROCODE DMA cofmmand.
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Figure 11 — DOWNLOAD MICROCODE State Machine
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7.7.2.6.2 DLO: Power On state

In the DLO: Power On state, the device processes a power-on reset. If there is any deferred microcode data, then

the

device shall activate the deferred microcode data.

The device shall discard all updated microcode data that has not been saved.

Transition DLO:DL1: After deferred microcode data, if any, has been activated, then the device shall transition to

the

DL1: No DL In Process (see 7.7.2.6.3) state.

7.7.2.6.3 DL1: No DL In Process state

In the DL1: No DL In Process state, there is no download microcode command sequence in process. In this
state, any ATA command for which command acceptance occurs shall be processed.

If a
the

If a

the

Transition DL1:DL2: If the device processes a Download and save micro€ode for immediate and future us

sul

Transition DL1:DL3: If the device processes a Download with offsets and save microcode for immediate a

futy
tran

download microcode command is processed and the value of the BLOCK COUNT field is cleared to zero,
Non-Data transfer protocol shall be used. This condition shall not be considered as an error.

download microcode command is processed and:

a) the subcommand is not supported;

b) the Download with offsets and save microcode for immediate and future use subcemmand is proce
and the value of the BUFFER OFFSET field is non-zero; or

c) the Download with offsets and save microcode for future use subcommand is processed and the val
the BUFFER OFFSET field is non-zero,

h the device shall return command aborted.

command, then the device shall transition to the DL2: SubCmd 07h DL(see 7.7.2.6.4) state.

re use subcommand and the value of the BUFFER OFFSET field,is/cleared to zero, then the device shall
sition to the DL3: First Segment SubCmd 03h (see 7.7.2.6.5)\state.

Tr

sugcommand and the value of the BUFFER OFFSET field-is-¢leared to zero, then the device shall transition to
DL6&: First Segment SubCmd OEh (see 7.7.2.6.8) state.

Tr
shd

7.7

Int
futy
tran

Transition.DL2b:DLA1: If the device processes a hardware reset or a software reset prior to activating the

upg

IO(Iion.
Transition DL2a:DL1: If the device detects an error, then the device shall:

sition DL1:DL6: If the device processes a Download with offsets and save microcode for future use

sition DL1:DL9: If the device processes an Ac¢tivate downloaded microcode subcommand, then the dg
Il transition to the DL9: Activate SubCmd OEh (see 7.7.2.6.11) state.

2.6.4 DL2: SubCmd 07h DL state

he DL2: SubCmd 07h DL state, thé device processes a Download and save microcode for immediate ar
re use subcommand. The device shall download updated microcode data from the host. After the data
sfer is complete and there isthe ‘error, the device shall save the updated microcode data in a non-volatil

1) discard all updated microcode data that has not been saved;
2) retain all defefred microcode data;

3) return command aborted; and

4) transition to the DL1: No DL In Process (see 7.7.2.6.3) state.

atedumicrocode data, then the device shall:

hen

5sed

e of

the

vice

D

t—distardthe updated microcode data;
2) retain all deferred microcode data; and
3) transition to the DL1: No DL In Process (see 7.7.2.6.3) state.


https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

Tra

112 ISO/IEC 17760-103:2021 © ISO/IEC 2

nsition DL2c:DLA1: If the device does not detect an error, then the device:

021

1) should activate the updated microcode data before the device returns command completion without

error;

2) shall activate the updated microcode data if the device returned command completion without error

3) shall return command completion without error if the device has not previously returned command
completion; and

4) shall transition to the DL1: No DL In Process (see 7.7.2.6.3) state.

7.7.2.6.5 DL3: First Segment SubCmd 03h state

In the DL3: First Segment SubCmd 03h state, the device processes a Download with offsets and save microcode
for immediate and future use subcommand and the value of the BUFFER OFFSET field is cleared to zero. The

dey
If a

con

Transition DL3a:DL1: If the device processes a Download with offsets and save microcode-for immediate

futy

the

Transition DL3b:DL1: If the device processes a hardware reset or a software reset, then the device shall:

Transition DL3:DL4:If\the data transfer is complete and not all of the updated microcode data has been

rec

Ice shall transter the Tirst segment of updated microcode data rrom the nost.

dition shall not be considered as an error.

re use subcommand and:

a) the value of the DM MINIMUM TRANSFER SIZE field (see A.11.5.3.5) is:
A) not 0000h;
B) not FFFFh; and
C) greater than the BLOCK COUNT field of the Download with offsets @nd‘save microcode for immed
and future use subcommand;
b) the value of the DM MAXIMUM TRANSFER SIZE field (see A.11.5.3.4) is:
A) not 0000h;
B) not FFFFh; and
C) less than the value of the BLOCK COUNT field of the Bownload with offsets and save microcode f
immediate and future use subcommand,
or
c) the device detects an error,

n the device shall:

1) discard all updated microcode data that-has not been saved;
2) retain all deferred microcode data;

3) return command aborted; and

4) transition to the DL1: No DL In-Rrocess (see 7.7.2.6.3) state.

1) discard all updated microcode data that has not been saved;
2) retain all deferred microcode data; and
3) transition to the DL 1:"No DL In Process (see 7.7.2.6.3) state.

eived by the devicé (e.g., the first segment is not the last segment), then the device:

1) shall rétain all deferred microcode data;

2) shallreturn command completion with no error;

3)  may set the COUNT field to 01h (see 7.7.4); and

4)"“shall transition to the DL4: Next Segment SubCmd 03h (see 7.7.2.6.6) state.

Tra
the

o DSBSt - N N—— N .

device, then the device shall:

1) not return command completion; and
2) transition to the DL5: SubCmd 03h Save & Activate (see 7.7.2.6.7) state.

first;

Download with offsets and save microcode for immediate and future use subcommand is processed ang the
vallie of the BLOCK COUNT field is cleared to zero, then the Non-Data transfer protocol shall be used. This

and

iate

d by
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7.7.

2.6.6 DL4: Next Segment SubCmd 03h state

In the DL4: Next Segment SubCmd 03h state, the device waits for and processes additional Download with
offsets and save microcode for immediate and future use subcommands. In this state, any ATA command for
which command acceptance occurs between segments may be processed.

If a Download with offsets and save microcode for immediate and future use subcommand is processed and the
value of the BLOCK COUNT field is cleared to zero, then the Non-Data transfer protocol shall be used. This
condition shall not be considered as an error.

If the device processes a Download with offsets and save microcode for immediate and future use subcommand
and the value of the BLOCK COUNT field is cleared to zero, then the device shall:

If th

in W

the

If th
mig

Transition DL4a:DL1: If the device processes a Download with offsets and save microcode for immediate

futy

the

If th

ang:

1) ignore the BUFFER OFFSFET field: and
2) return command completion without error

e device processes a Download with offsets and save microcode for immediate and future use subcomn
hich:

a) the segment is not the last segment;
b) the value of the BLOCK COUNT field is non-zero; and
c) the value of the BUFFER OFFSET field is non-zero and is equal to the sum of:
A) the value of the BUFFER OFFSET field of the previous Download with offsets and save microcode
immediate and future use subcommand; and
B) the value of the BLOCK COUNT field of the previous Download with offsets and save microcode f
immediate and future use subcommand,

h the device:

1) shall retain all deferred microcode data;
2) may set the COUNT field to 01h (see 7.7.4); and
3) shall return command completion without error.

e device processes a command that is not a download migrocode command and the device retains upd
rocode data that has not been saved, then the device shall process the new command.

re use subcommand in which:

a) the value of the BLOCK COUNT field is nen-zero; and
b) the value of the BUFFER OFFSET field is-not equal to the sum of:
A) the value of the BUFFER OFFSET field of the previous Download with offsets and save microcode
immediate and future use{subcommand; and
B) the value of the BLOCK COUNT field of the previous Download with offsets and save microcode fi
immediate and futurg:use subcommand,

h the device shall:

1) discard all updated“microcode data that has not been saved;
2) retain all deferred microcode data;

3) return command aborted; and

4) transitiohdo the DL1: No DL In Process (see 7.7.2.6.3) state.

e device processes a Download with offsets and save microcode for immediate and future use subcomn

d)~ the value of the DM MINIMUM TRANSFER SIZE field (see A.11.5.3.5) is:

nand

for

ated

and

for

nand

Ay Tot 00001,
B) not FFFFh; and

C) greater than the BLOCK COUNT field of the Download with offsets and save microcode for immediate

and future use subcommand;
or
b) the value of the DM MAXIMUM TRANSFER SIZE field (see A.11.5.3.4) is:
A) not 0000h;
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B) not FFFFh; and

021

C) less than the value of the BLOCK COUNT field of the Download with offsets and save microcode for

immediate and future use subcommand,

then the device shall:

1) discard all updated microcode data that has not been saved;
2) retain all deferred microcode data;

3) return command aborted; and

4) transition to the DL1: No DL In Process (see 7.7.2.6.3) state.

Transition DL4b:DL1: If the device processes a hardware reset or a software reset, then the device shall:

1) discard all updated microcode data that has not been saved:

2) retain all deferred microcode data; and
3) transition to the DL1: No DL In Process (see 7.7.2.6.3) state.

Transition DL4c:DL1: If the device processes a command that is not a download microcode command angl the

de\

Transition DL4:DL2: If the device processes a Download and save microcode for immediate and future us

sul

Transition DL4:DL3: If the device processes a Download with offsets and save microcode for immediate a

futd

Transition DL4:DL5: If the device determines that all'segments of the updated microcode data have been

doy

Transition DL4:DL6: If the device processes @Download with offsets and save microcode for future use

sul

7.7

Int
de\
an

Transition DL5a:DL1: If the device detects an error, then the device shall:

ice discards unsaved updated microcode data, then the device shall:

1) retain all deferred microcode data; and
2) transition to the DL1: No DL In Process (see 7.7.2.6.3) state.

command, then the device shall:

1) discard all updated microcode data that has not been saved;
2) retain all deferred microcode data; and
3) transition to the DL1: No DL In Process (see 7.7.2.6.3) state.

re use subcommand and the value of the BUFFER OFFSET field is/cleared to zero, then the device shall:

1) discard all updated microcode data that has not beensaved;
2) retain all deferred microcode data; and
3) transition to the SubCmd 03h (see 7.7.2.6.5) state:

ynloaded, then the device shall transition to the BL5: SubCmd 03h Save & Activate (see 7.7.2.6.7) state

command and the value of the BUFFER'OFFSET field is cleared to zero, then the device shall:

1) discard all updated microcodée data that has not been saved;
2) retain all deferred microcode data; and
3) transition to the DL6: First-Segment SubCmd OEh (see 7.7.2.6.8) state.

2.6.7 DL5: SubCmd 03h Save & Activate state

he DL5: SubCmd 03h-Save & Activate state, the device has received all of the updated microcode data.
ice shall perform any verification required by the device. The device shall save the updated microcode dé
pn-volatile location; replacing any deferred microcode data.

1) diseard all updated microcode data that has not been saved;
2) ¢ retain all deferred microcode data;

The
tain

3)~ return command aborted; and

4, transition to the DENo Dt Process (S€c 7.7.£.0.9) Sldle.

Transition DL5b:DL1: If the device processes a hardware reset or a software reset prior to saving the updated
microcode data, then the device shall:

1) discard all updated microcode data that has not been saved;
2) retain all deferred microcode data; and
3) transition to the DL1: No DL In Process (see 7.7.2.6.3) state.
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Tra

nsition DL5c:DL1: If the device does not detect an error, then the device:

1) may change the feature configuration (e.g., SET FEATURES settings);
2) should activate the updated microcode data;

3) may set the COUNT field to 02h (see 7.7.4);

4) shall return command completion without error; and

5) shall transition to DL1: No DL In Process (see 7.7.2.6.3) state.

7.7.2.6.8 DL6: First Segment SubCmd OEh state

In the DLG6: First Segment SubCmd OEh state, the device processes a Download with offsets and save
microcode for future use subcommand if the value of the BUFFER OFFSET field is equal to zero. The device shall
transfer the first segment of updated microcode data from the host.

If a
BLQ
be

Transition DL6a:DL1: If the device processes a Download with offsets and save microcode forfuture use

sul

the

Transition DL6b:DL1: If the device processes a hardware reset or a software reset, then the device shall:

Transition DL6:DL7: If the.data transfer is complete and not all of the updated microcode data have been

rec

Download with offsets and save microcode for future use subcommand is processed and the value of\h
CK COUNT field is cleared to zero, then the Non-Data transfer protocol shall be used. This condition-shal
considered as an error.

command and:

a) the value of the DM MINIMUM TRANSFER SIZE field (see A.11.5.3.5) is:
A) not 0000h;
B) not FFFFh; and
C) greater than the BLOCK COUNT field of the Download with offsets and.save microcode for future
subcommand;
or
b) the value of the DM MAXIMUM TRANSFER SIZE field (see A.11.5.3.4) is:
A) not 0000h;
B) not FFFFh; and
C) less than the value of the BLOCK COUNT field of the Bownload with offsets and save microcode f
future use subcommand,

h the device shall:

1) discard all updated microcode data that has not-been saved;
2) retain all deferred microcode data;

3) return command aborted; and

4) transition to the DL1: No DL In Process) (see 7.7.2.6.3) state.

1) discard all updated microcode-data that has not been saved;
2) retain all deferred microcode data; and
3) transition to the DL1: No\DL In Process (see 7.7.2.6.3) state.

eived by the device (e.gr, the first segment is not the last segment), then the device shall:

1) discard all updated microcode data that has not been saved;

2) retain all-déferred microcode data;

3) return €emmand completion without error;

4) setthe' COUNT field to 01h (see 7.7.4); and

5) transition to the DL7: Next Segment SubCmd OEh (see 7.7.2.6.9) state.

Tr

sition DL6:DL8: If the data transfer is complete and all of the updated microcode data has been receivg

not

use

d by

the

devite, themthe device statt:

1) not return command completion; and
2) transition to the DL8: SubCmd OEh Save (see 7.7.2.6.10) state.
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7.7.2.6.9 DL7: Next Segment SubCmd OEh state

In the DL7: Next Segment SubCmd OEh state, the device waits for additional Download with offsets and save
microcode for future use subcommands. The device shall transfer all remaining segments of updated microcode
data from the host. In this state, any ATA command for which command acceptance occurs between segments
shall be processed.

If a Download with offsets and save microcode for future use subcommand is processed and the value of the
BLOCK COUNT field is cleared to zero, then the Non-Data transfer protocol shall be used. This condition shall not
be considered as an error.

If the device processes a Download with offsets and save microcode for future use subcommand in which:

a) the segment is naot the last segment:

b) the value of the BLOCK COUNT field is non-zero; and

c) the value of the BUFFER OFFSET field is non-zero and is equal to the sum of:
A) the value of the BUFFER OFFSET field of the previous download microcode command; and
B) the value of the BLOCK COUNT field of the previous download microcode command,

theh the device:

1) shall set the cOuUNT field to 01h (see 7.7.4); and
2) shall return command completion without error.

If the device processes a command that is not a download microcode command,/then the device shall:

1) retain all updated microcode data that has not been saved; and
2) process the new command.

Transition DL7a:DL1: If the device processes a Download with offsets-and save microcode for future use
suhjcommand in which:

a) the value of the BLOCK COUNT field is non-zero;

b) the value of the BUFFER OFFSET field is not equal to the.sum of:
A) the value of the BUFFER OFFSET field of the previous download microcode command; and
B) the value of the BLOCK COUNT field of the previous download microcode command,

theh the device shall:

1) discard all updated microcode data that-has not been saved;
2) retain all deferred microcode data;

3) return command aborted; and

4) transition to the DL1: No DL In-Rrocess (see 7.7.2.6.3) state.

If the device processes a Download with offsets and save microcode for future use subcommand and:

a) the value of the DM MINIMUM TRANSFER SIZE field (see A.11.5.3.5) is:
A) not 0000h;
B) not FFFFh; and
C) greater thandhe BLOCK COUNT field of the Download with offsets and save microcode for future use
subcomuiand;
or
b) the value-of the DM MAXIMUM TRANSFER SIZE field (see A.11.5.3.4) is:
A) <hot 0000h;
B)>not FFFFh; and
C) less than the value of the BLOCK COUNT field of the Download with offsets and save microcode for
future use subcommand

then the device shall:

1) discard all updated microcode data that has not been saved;
2) retain all deferred microcode data;

3) return command aborted; and

4) transition to the DL1: No DL In Process (see 7.7.2.6.3) state.
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Transition DL7b:DLA1: If the device processes a hardware reset or a software reset, then the device shall:

1)
2)
3)

discard all updated microcode data that has not been saved;
retain all deferred microcode data; and
transition to the DL1: No DL In Process (see 7.7.2.6.3) state.

Transition DL7:DL2: If the device processes a Download and save microcode for immediate and future use
subcommand, then the device shall:

1)
2)
3)

Tra
futd

1)
2)
3)

discard all updated microcode data that has not been saved;
retain all deferred microcode data; and
transition to the DL2: SubCmd 07h DL (see 7.7.2.6.4) state.

discard all updated microcode data that has not been saved;
retain all deferred microcode data; and
transition to the DL3: First Segment SubCmd 03h (see 7.7.2.6.5) state.

Transition DL7:DL6: If the device processes a Download with offsets and save microcodg for future use
subjcommand and the value of the BUFFER OFFSET field is cleared to zero, then the devicé shall:

1)
2)
3)

discard all updated microcode data that has not been saved;
retain all deferred microcode data; and
transition to the DL6: First Segment SubCmd OEh (see 7.7.2.6.8) state,

Transition DL7:DL8: If the device determines that all segments of the updated microcode data have been
downloaded, then the device shall transition to the DL8: SubCmd OEh Save (see 7.7.2.6.10) state.

7.7/12.6.10 DL8: SubCmd 0Eh Save state
In the DL8: SubCmd OEh Save state, the device shall:

1)
2)

perform any verification required by the device; and
save the updated microcode data in a non-volatileslocation, replacing any deferred microcode data

Transition DL8a:DL1: If the device detects an error, then the device shall:

1)
2)
3)
4)

Transition DL8b:DL1: If the device precesses a hardware reset or a software reset prior to saving the upd
drocode data, then the device shall:

m
1)
2)
3)

discard all updated microcode data that has’not been saved;
retain all deferred microcode data;

return command aborted; and

transition to the DL1: No DL In Process (see 7.7.2.6.3) state.

discard all updated micrecode data that has not been saved;
retain all deferred-microcode data; and
transition to the’Di1: No DL In Process (see 7.7.2.6.3) state.

Transition DL8c:DL12If the device does not detect an error, then the device:

1)
2)
3)

shall set\the COuNT field to 03h (see 7.7.4);
shallreturn command completion with no error; and
shalhtransition to DL1: No DL In Process (see 7.7.2.6.3) state.

7.712.6.11 DL9: Activate SubCmd OFh state

In thre DS Activate SubCmd-0Ftrstate, the deferred microcode data s activated

Transition DL9a:DL1: If the device has deferred microcode data, then the device shall:

1)

2)
3)
4)

activate the deferred microcode data;
discard the deferred microcode data;
set the COUNT field to 03h (see 7.7.4);
return command completion without error; and

ated
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5) transition to DL1: No DL In Process (see 7.7.2.6.3) state.
Transition DL9b:DLA1: If the device:

a) has updated microcode data that has not been saved,;
b) does not have deferred microcode data; or
c) is unable to activate the deferred microcode data,

then the device shall:

1) discard all updated microcode data that has not been saved;
2) discard all deferred microcode data;

3) return command a

borted; and

7.7
7.7

3 Inputs

3.1 Overview

4) transitionto DI 1- No DI In Pracess (see 77 2 6 3) state

Seg¢ table 35 for the DOWNLOAD MICROCODE command inputs.

Table 35 — DOWNLOAD MICROCODE command inputs

Field Description
FEATURE | SUBCOMMAND field (see 7.7.3.2)
COUNT | BLOCK COUNT field (7:0) (see 7.7.3.3)
LBA
Bit Description
27:24 Reserved
23:8 BUFFER OFFSET field (see 7.7.3.4)
7:0 BLOCK COUNT field (15:8) (see 7.7.3.3)
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transpert Dependent — See 6.2.12
3:0 Reseryed
COMMAND 7¢0,92h
7.7{3.2 SUBCOMMAND field
Seg¢ table 34.
7.7{3.3 BLOCK COUNT field

The

BLOCK COUNT field contains the number of 512-byte data blocks that shaII be transferred. The BLOCK Cd

H 17N

ldandithairnoa fiold T

f N fiad $ o =
|U|u 1S opUulllUu H-the-CoOUNTHe

is 03h, 07h, or OEh, and is reserved for all other subcommands.

7.7.3.4 BUFFER OFFSET field

MTfiald L ol
- ahatAetBAHeta— e BEOCK-COUNTHEIGS Ullly yaretRe-SYBCOMMAND

UNT
field

The BUFFER OFFSET field specifies the offset into the updated microcode data that the data transferred by this
download microcode command contains. The BUFFER OFFSET field is only valid if the SUBCOMMAND field is 03h
or OEh, and is reserved for all other subcommands.
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7.7.4 Normal Outputs

If the subcommand is Download with offsets and save microcode for future use, then table 36 describes the
indicator returned in the COUNT field.

If the subcommand is Download with offsets and save microcode for immediate and future use and the:

a) DM MINIMUM TRANSFER SIZE field (see A.11.5.3.5) has a value other than 0000h or FFFFh; or
b) DM MAXIMUM TRANSFER SIZE field (see A.11.5.3.4) has a value other than 0000h or FFFFh,

then table 36 describes the indicator returned in the COUNT field.

Table 36 — COUNT field output for DOWNLOAD MICROCODE requesting the offset transfer method

| Valid for -
Value Subcommands Description
00h 03h No indication of download microcode status.
01h 03h and OEh Indicates the ATA device is expecting more download microcode~commands to
follow.
02h 03h and OFh Indicates that the ATA device has applied the new microcaode:
03h OEh All segments of the updated microcode data have been received and saveq,
and the device is waiting for activation of the updated microcode data.
04h-FFh None Reserved

Forladditional returns, see table 201.
7.7{5 Error Outputs

The device shall return command aborted if the device did not acéept part or all of the microcode data. The
deVice shall return command aborted if the subcommand codg is.not a supported value. See table 218.
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7.8 DOWNLOAD MICROCODE DMA - 93h, DMA

7.8.1 Feature Set

This 28-bit command is for ATA devices (see 4.2).

7.8.2 Description

See 7.7.2.

7.8.3 Inputs

See table 37 for the DOWNLOAD MICROCODE DMA command inputs.

Table 37 — DOWNI OAD MICROCODE DMA command inputs

Field Description
FEATURE | See the FEATURE field in 7.7.3
COUNT | See the COUNT field in 7.7.3
LBA | See the LBA field in 7.7.3
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 93h

7.8]4 Normal Outputs
Se¢ 7.7.4.

7.8]5 Error Outputs
Seg¢ 7.7.5.
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7.9 EXECUTE DEVICE DIAGNOSTIC - 90h, Execute Device Diagnostic

7.9.1 Feature Set

This 28-bit command is for ATA devices (see 4.2) and ATAPI devices (see 4.3).

7.9.2 Description

The EXECUTE DEVICE DIAGNOSTIC command causes the device to perform internal diagnostic tests.

If the host issues an EXECUTE DEVICE DIAGNOSTIC command while a device is in, or transitioning to, a power
management state other than the PM3:Sleep state (see figure 8), then the device shall process the diagnostic

sequence.

7.9

Table 38 — EXECUTE DEVICE DIAGNOSTIC command inputs

Sel table 38 for the EXECUTE DEVICE DIAGNOSTIC command inputs.

Field Description
FEATURE | N/A
COUNT | N/A
LBA [ N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 90h
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7.9.4 Normal Outputs

The diagnostic code written into the ERROR field is an eight-bit code defined in table 39. See table 204.

Table 39 — Diagnostic codes

Code? Description

When this code is in the Device 0 ° ERROR field
01h Device 0P passed, Device 1 b passed or not present

00h, 02h..7Fh Device 0 P failed, Device 1P passed or not present

81h Device 0P passed, Device 1 b failed
80h, 82h..FFh Device 0P failed, Device 1 b failed
When this code is in the Device 1 ? ERROR field

01h Device 1P passed ©
00h, 02h..7Fh Device 1 ° failed ©
80h..FFh Reserved

@ Codes other than 01h and 81h may indicate additional informatiofi, about
the failure(s).

b See the appropriate transport standard for the definition of-device 0 and
device 1.

 If Device 1 is not present, the host may see the information from Device
0 even though Device 1 is selected.

7.915 Error Outputs

This command shall complete without setting the ERROR bit to-one (see 7.9.4).
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7.10 FLUSH CACHE - E7h, Non-Data

7.10.1 Feature Set

This 28-bit command is for ATA devices (see 4.2) and ATAPI devices (see 4.3).
7.10.2 Description

The FLUSH CACHE command requests the device to flush the volatile write cache. If there is data in the volatile
write cache, that data shall be written to the non-volatile media. This command shall not indicate completion until
the data is flushed to the non-volatile media or an error occurs. If the device supports more than 28 bits of
addressing this command shall attempt to flush all the data in the volatile write cache. If the volatile write cache is
disabled or no volatile write cache is present, the device shall indicate command completion without error.

NOTE 5 — This command may take longer than 30 s to complete.

7.10.3 Inputs
Seg¢ table 40 for the FLUSH CACHE command inputs.

Table 40 — FLUSH CACHE command inputs

Field Description
FEATURE | N/A

COUNT | N/A

LBA | N/A

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 E7h

7.1D.4 Normal Outputs
Seg¢ table 200.
7.1D.5 Error Outputs

If ap unrecoverable errat-occurs while the device is writing data to its media, the device shall terminate
progessing the commiand and report the error, including the LBA of First Unrecoverable Error (see 6.8.2). If|the
de\ice receives a.subsequent FLUSH CACHE command, the device shall continue the process of flushing the
cadhe. See table221.

If ap error oceurs during the flush process and the LBA of the data in error is outside the 28-bit address ranpe,
theh the LBA of the logical sector in error is incorrectly reported. For correct error reporting in a device that has
mole-than a 28-bit address range, use the FLUSH CACHE EXT command (see 7.11).
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7.11 FLUSH CACHE EXT — EAh, Non-Data

7.11.1 Feature Set

This 48-bit command is for devices that implement the 48-bit Address feature set (see 4.4).
7.11.2 Description

The FLUSH CACHE EXT command requests the device to flush the volatile write cache. If there is data in the
volatile write cache, that data shall be written to the non-volatile media. This command shall not indicate
completion until the data is flushed to the non-volatile media or an error occurs. If the volatile write cache is
disabled or no volatile write cache is present, the device shall indicate command completion without error.

NOTE 6 — This caommand may take Inngpr than 30 sto r-nmplntp

7.11.3 Inputs
Seg¢ table 41 for the FLUSH CACHE EXT command inputs.

Table 41 — FLUSH CACHE EXT command inputs

Field Description
FEATURE | Reserved
COUNT | Reserved
LBA | Reserved
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See.6.2/12
3:0 Reserved
COMMAND 7:0 EAh

7.11.4 Normal Outputs
Seg¢ table 209.
7.11.5 Error Outputs

If ap unrecoverable error pecurs while the device is writing data to its media, the device shall terminate
progessing the command-and report the error, including the LBA of First Unrecoverable Error (see 6.8.2). Ifla
deyice receives a subsequent FLUSH CACHE EXT command, then the device shall continue the process d
flughing its cache.See table 222.

=
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7.1

2 IDENTIFY DEVICE - ECh, PIO Data-In

7.12.1 Feature Set
This 28-bit command is for ATA devices (see 4.2) and ATAPI devices (see 4.3).
7.12.2 Description

The IDENTIFY DEVICE command specifies that the device shall send a 512-byte block of data to the host. See
7.12.7 for a description of the return data.

Incomplete data may be returned by this command (see 7.12.7.2).

The IDENTIFY DEVICE data contains information regardlng optlonal features and command support If the host

unsupported command has been recelved (see 7.1. 9)

d as

if a
7.12.3 Inputs
Seg table 42 for the IDENTIFY DEVICE command inputs.
Table 42 — IDENTIFY DEVICE command inputs
Field Description
FEATURE | N/A
COUNT | N/A
LBA [ N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See“6.2.12
3:0 Reserved
COMMAND 7:0 ECh
7.1R.4 Normal Outputs for ATA devices
Se¢ table 200.
7.12.5 Outputs for ATAPI déevices

Inn
sig
71
AT/

esponse to this command, ATAPI devices shall return command aborted and place the ATAPI device
nature in the appropriate fields (see table 204).

P.6 Error Outputs
\ devices shall not report an error, except:

a) while an NCQ command is outstanding;
b)~Aafter an NCQ Feature Set command error and before the NCQ Command Error Log is read;

c)D if the device is in device fault condition (see 6.2.7); or

d) if an Interface CRC error has occurred.

NOTE 7 — There is no defined mechanism for a device to return an Interface CRC error status that may have
occurred during the last data block of a PIO Data-In transfer. There may be other mechanisms in which a host
may verify that an Interface CRC error occurred in these cases.

See table 218.
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7.12.7 Input from the Device to the Host Data Structure
7.12.7.1 Overview
Table 43 specifies the format of the IDENTIFY DEVICE data.

Table 43 — IDENTIFY DEVICE data (part 1 of 20)

by the device.
X — The fixed or variable type of this field is not
defined in this standard.

O|S|F
Word| M | P |V Description
0Ol M| B General configuration (see 7.12.7.2)
F 15 0 = ATA device
X T4-8 Retired
X 7:6 Obsolete
X 5:3 Retired
\Y 2 Incomplete response
X 1 Retired
0 Reserved
1 X | Obsolete
2| O | B | V |Specific configuration (see 7.12.7.4)
3 X | Obsolete
4.5 X | Retired
6 X | Obsolete
7.8 N Reserved for CFA (see 7.12.7.8)
9 X |Retired
10..19| M | B | F |Serial number (see 7.12.7.10)
20..21 X |Retired
22 X | Obsolete
23..26| M | B | F |Firmware revision (see/:12.7.13)
27.46| M | B | F | Model number (see712.7.14)
47| M See 7.12.7.15
B 15:8 80h
B 7:0..00h = Reserved
01h-FFh = Maximum number of logical sectors that shall be transferred
per DRQ data block
Key: O/M — Mandatory/optional requirement.
F/Y — Fixed/variable-content M — Support of the word is mandatory.
F — The cantent of the field does not change O — Support of the word is optional.
exeept following a download microcode  S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport
V.=\The contents of the field is variable and P — Parallel Transport
may change depending on the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transpart other than Serial

or Parallel
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Table 43 — IDENTIFY DEVICE data (part 2 of 20)

O|S|F
Word M | P |V Description
48| O | B Trusted Computing feature set options (see 7.12.7.16)
F 15 Shall be cleared to zero
F 14 Shall be set to one
13:1 Reserved for the Trusted Computing Group
F 0 Trusted Computing feature set is supported
49| M Capabilities (see 7.12.7.17)
15:14 Reserved for the IDENTIFY PACKET DEVICE command.
B |F 13 1 = Standby timer values as specified in this standard are supported:
0 = Standby timer values shall be vendor specific.
12 Reserved for the IDENTIFY PACKET DEVICE command.
P|F 11 1 =10RDY (see ATA8-APT) supported
0 = IORDY (see ATA8-APT) may be supported
P|F 10 IORDY (see ATA8-APT) may be disabled
B|F 9 Shall be set to one (i.e., LBA is supported).
P|F 8 DMA supported
7:2 Reserved
B |V 1:0 Long Physical Sector Alignment Errorf reporting
50| M Capabilities (see 7.12.7.17)
B|F 15 Shall be cleared to zero
B|F 14 Shall be set to one
13:2 Reserved
1 Obsolete
B|F 0 1 =There is.aminimum Standby time value and it is vendor specific.
0 = There i$ no minimum Standby timer value.
51..52 X | Obsolete
53| M See 7.12.7.19
B |V 15:8 Free-fall Control Sensitivity
7:3 Reserved
B | F 2 the fields reported in word 88 are valid
B CF 1 the fields reported in words 64..70 are valid
X 0 Obsolete
Key: O/M — Mandatory/optional requirement.
F/Y — Fixed/yariable content M — Support of the word is mandatory.

F'=-The content of the field does not change O — Support of the word is optional.
except following a download microcode  S/P — Content applies to Serial or Parallel transport
of-power-ofreset: S—Serat-Transport

V — The contents of the field is variable and P — Parallel Transport
may change depending on the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial
by the device. or Parallel

X — The fixed or variable type of this field is not

defined in this standard.
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Table 43 — IDENTIFY DEVICE data (part 3 of 20)

O|S|F
Word| M | P |V Description
54..58 X | Obsolete
59| M See 7.12.7.21

15 The BLOCK ERASE EXT command is supported (see 7.36.2)

14 The OVERWRITE EXT command is supported (see 7.36.4)

13 The CRYPTO SCRAMBLE EXT command is supported (see 7.36.3)
12 The Sanitize feature set is supported (see 4.17)

W W W W
m|m m M M

11 1 = The commands allowed during a sanitize operation are as specified by
this standard (see 4.17.5)

0 = The commands allowed during a sanitize operation are as specified by

ACS-2
B|F 10 The SANITIZE ANTIFREEZE LOCK EXT command is supported
(see 7.36.5)
9 Reserved
B |V 8 Multiple logical sector setting is valid
B |V 7:0 Current setting for number of logical sectors'that shall be transferred per

DRQ data block

60..61| M | B | F | Total number of user addressable logical sectors for 28-bit commands (DWord)
(see 7.12.7.22)

62 X | Obsolete
63| M See 7.12.7.24
15:11 Reserved
PV 10 Multiword DMA mode. 2 is selected
PV 9 Multiword DMA made 1 is selected
PV 8 Multiword DMA 'mode 0 is selected
7:3 Reserved
P|F 2 Multiwéerd DMA mode 2 and below are supported
P|F 1 Multiword DMA mode 1 and below are supported
P|F O-Multiword DMA mode 0 is supported
64| M See 7:12.7.25
15:2 Reserved
P |-F 1:0 PIO mode 3 and mode 4 supported
Kdy: O/M — Mandatory/optional requirement.
F/Y — Fixed/variable content M — Support of the word is mandatory.
F — Fhe'content of the field does not change O — Support of the word is optional.
except following a download microcode  S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport
V — The contents of the field is variable and P — Parallel Transport
may change depending on the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial
by the device. or Parallel

X — The fixed or variable type of this field is not
defined in this standard.
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Table 43 — IDENTIFY DEVICE data (part 4 of 20)

O|S|F
Word| M | P |V Description

65| M | P | F [Minimum Multiword DMA transfer cycle time per word (see 7.12.7.26)

66| M | P | F |Manufacturer’'s recommended Multiword DMA transfer cycle time (see 7.12.7.27)

67| M | P | F [Minimum PIO transfer cycle time without flow control (see 7.12.7.28)

68| M | P | F [Minimum PIO transfer cycle time with IORDY (see ATA8-APT) flow control

(see 7.12.7.29)
69| M Additional Supported (see 7.12.7.30)
N 15 Reserved for CFA
B|F 14 Deterministic data in trimmed LBA range(s) is supported
B |F 13 Long Physical Sector Alignment Error Reporting Control is supported
X 12 Obsolete
B|F 11 READ BUFFER DMA is supported
B|F 10 WRITE BUFFER DMA is supported
X 9 Obsolete
B|F 8 DOWNLOAD MICROCODE DMA is supported
7 Reserved for IEEE 1667
B|F 6 0 = Optional ATA device 28-bit commands supported
B|F 5 Trimmed LBA range(s) returning zeroed data is supported
B|F 4 Device Encrypts All User Data.enithe device
B |F 3 Extended Number of User Addressable Sectors is supported
B |V 2 All write cache is non-volatile
1:0 Reserved
70 Reserved
71..74 Reserved for the IDENTIFY PACKET DEVICE command
75| O Queue depth (see #12.7.33)
15:5 Reserved
S| F 4:0 Maximum queue depth — 1
Key: O/M — Mandatory/optional requirement.
F/Y — Fixed/variable content M — Support of the word is mandatory.

F — The content of the-field does not change O — Support of the word is optional.
except following a download microcode  S/P — Content applies to Serial or Parallel transport
or power-on-reset. S — Serial Transport

V — The contents of the field is variable and P — Parallel Transport
may'change depending on the state of B — Both Serial and Parallel Transports
thedevice or the commands processed N — Belongs to a transport other than Serial
by the device. or Parallel

X\="The fixed or variable type of this field is not
defined in this standard.
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Table 43 — IDENTIFY DEVICE data (part 5 of 20)

=0
oTwm
<m

Word

Description

76| O Serial ATA Capabilities (see 7.12.7.34)

15 Supports READ LOG DMA EXT as equivalent to READ LOG EXT
14 Supports Device Automatic Partial to Slumber transitions

13 Supports Host Automatic Partial to Slumber transitions

12 Supports NCQ priority information

11 Supports Unload while NCQ commands are outstanding

“u o nwm o nu n on
M M MM M m M m

7:4 Reserved for Serial ATA

nw o nu mw
M M M M

0 Shall be cleared to zero

10 Supports the SATA Phy Event Counters log
9 Supports receipt of host initiated power management requests
8 Supports the NCQ feature set

3 Supports SATA Gen3 Signaling Speed (6.0Gb/s)
2 Supports SATA Gen2 Signaling Speed (3.0Gb/s)
1 Supports SATA Gen1 Signaling Speed (1.5Gb/s)

77| O Serial ATA Additional Capabilities (see 7.12.7.35)

15:7 Reserved for Serial ATA

commands

mw o nu mn
m < M
w

0 Shall be clearedto zero

S |F 6 Supports RECEIVE FPDMA QUEUED and SEND FPDMA QUEUED

5 Supports NCQ Queue Management Command
4 Supports NCQ Streaming
Coded value indigating current negotiated Serial ATA signal speed

Kay:

F/

— Fixed/variable content
F — The content of the field does not-change

except following a download:imicrocode  S/P — Content applies to Serial or Parallel transport

or power-on reset.

V — The contents of the figld.is variable and
may change depending on the state of
the device or the.commands processed
by the device!

X — The fixed or variable type of this field is not
defined-in-this standard.

O/M —

Mandatory/optional requirement.
M — Support of the word is mandatory.
O — Support of the word is optional.

S — Serial Transport

P — Parallel Transport

B — Both Serial and Parallel Transports

N — Belongs to a transport other than Serial
or Parallel
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Table 43 — IDENTIFY

131

DEVICE data (part 6 of 20)

=0
oTwm
<m

Word

Description

78| O Serial ATA features supported (see 7.12.7.36)

Device supports
Device supports
Device supports
Device supports

15:8 Reserved for Serial ATA

NCQ Autosense

Software Settings Preservation
Hardware Feature Control
in-order data delivery

Device supports
Device supports

= N Wl 00 O N

Device supports
0 Shall be cleared

“u nmo o nwm ono non
M M M m|m T M

initiating power management
DMA Setup auto-activation
non-zero buffer offsets

to zero

79| O Serial ATA features enabled

DMA Setup auto

w0 nuononunuonuon
M<K <K<K <KL

O =~ N W »d» O OO N

Shall be cleared

(see 7.12.7.37)

15:8 Reserved for Serial ATA

Automatic Partial to Slumber transitions enahbfed
Software Settings Preservation enabled
Hardware Feature Control is enabled

In-order data delivery enabled

Device initiated power management enabled
-activation‘enabled

Non-zero buffer offsets enabled

to zero

F/

Kgy:

— Fixed/variable content

F — The content of the field does not change
except following a download micrecode
or power-on reset.

V — The contents of the field is variable and
may change depending on_the state of
the device or the commands processed
by the device.

X — The fixed or variabletype of this field is not
defined in thig'standard.

O/M — Mandatory/optional requirement.
M — Support of the word is mandatory.
O - Support of the word is optional.
S/P — Content applies to Serial or Parallel transport
S — Serial Transport
P — Parallel Transport
B — Both Serial and Parallel Transports
N — Belongs to a transport other than Serial
or Parallel
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Table 43 — IDENTIFY DEVICE data (part 7 of 20)

O|S|F
Word| M | P |V Description
80| M Major version number (see 7.12.7.38)
15:11 Reserved
B|F 10 supports ACS-3
B |F 9 supports ACS-2
B|F 8 supports ATA8-ACS
B|F 7 supports ATA/ATAPI-7
B |F 6 supports ATA/ATAPI-6
B|F 5 supports ATA/ATAPI-5
X 4 Obsolete
X 3 Obsolete
X 2 Obsolete
X 1 Obsolete
0 Reserved
81| M | B | F |Minor version number (see 7.12.7.39)
82| M Commands and feature sets supported (see 7.12:7.40)
X 15 Obsolete
B |F 14 The NOP command is supported
B |F 13 The READ BUFFER command'is’supported
B|F 12 The WRITE BUFFER command is supported
X | 11:10 Obsolete
B|F 9 Shall be cleared to Zero (i.e., the DEVICE RESET command is not
supported)
X 8:7 Obsolete
B |F 6 Read look*ahead is supported
B |F 5 The volatile write cache is supported
B|F 4 Shalkbe cleared to zero (i.e., the PACKET feature set is not supported)
B|F 3-Shall be set to one (i.e., the Power Management feature set is supported)
X 2 Obsolete
B |F 1 The Security feature set is supported
B |-F 0 The SMART feature set is supported
Kdy: O/M — Mandatory/optional requirement.
F/Y — Fixed/variable content M — Support of the word is mandatory.
F — Fhe'content of the field does not change O — Support of the word is optional.
except following a download microcode  S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport
V — The contents of the field is variable and P — Parallel Transport
may change depending on the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial
by the device. or Parallel

X — The fixed or variable type of this field is not
defined in this standard.
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Table 43 — IDENTIFY DEVICE data (part 8 of 20)

O|S|F
Word| M | P |V Description
83| M Commands and feature sets supported (see 7.12.7.40)

B|F 15 Shall be cleared to zero

B|F 14 Shall be set to one

B|F 13 The FLUSH CACHE EXT command is supported

B|F 12 Shall be set to one (i.e., the FLUSH CACHE command is supported)
X 11 Obsolete

B |F 10 The 48-bit Address feature set is supported
X 9:8 Obsolete
X 7 Obsolete

B|F 6 SET FEATURES subcommand is required to spin-up after power-up

B|F 5 The PUIS feature set is supported
X 4 Obsolete

B|F 3 The APM feature set is supported

N 2 Reserved for CFA
X 1 Obsolete

B|F 0 The DOWNLOAD MICROCODE conimand is supported

Kdy: O/M — Mandatory/optional requirement.
F/Y — Fixed/variable content M =<Support of the word is mandatory.

F — The content of the field does not change O'< Support of the word is optional.
except following a download microcode  S/P.~'Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport

V — The contents of the field is variable and P — Parallel Transport
may change depending on the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial
by the device. or Parallel

X — The fixed or variable type of this field is not
defined in this standard.
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Table 43 — IDENTIFY DEVICE data (part 9 of 20)

O|S|F
Word M | P |V Description
84| M Commands and feature sets supported (see 7.12.7.40)
B|F 15 Shall be cleared to zero
B|F 14 Shall be set to one
B|F 13 The IDLE IMMEDIATE command with UNLOAD feature is supported
X | 12:11 Obsolete
X 10:9 Obsolete
B|F 8 Shall be set to one (i.e., the World Wide Name is supported)
X 7 Obsolete
B|F 6 The WRITE DMA FUA EXT command and WRITE MULTIPLEFUA EXT|
command are supported
B |F 5 The GPL feature set is supported
B|F 4 The Streaming feature set is supported
X 3 Obsolete
2 Reserved
B|F 1 The SMART self-test is supported
B |F 0 SMART error logging is supported
Key: O/M — Mandatory/optional requirement.

F/

— Fixed/variable content
F — The content of the field does not change O+ Support of the word is optional.
except following a download microcode  S/P —Coentent applies to Serial or Parallel transport

or power-on reset.

V — The contents of the field is variable and
may change depending on the state of
the device or the commands processed

by the device.

X — The fixed or variable type of this field is not
defined in this standard.

M —Support of the word is mandatory.

S — Serial Transport

P — Parallel Transport

B — Both Serial and Parallel Transports

N — Belongs to a transport other than Serial
or Parallel
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Table 43 — IDENTIFY DEVICE data (part 10 of 20)

F/

— Fixed/variable content

O|S|F
Word| M | P Description
85| M Commands and feature sets supported or enabled (see 7.12.7.41)

X 15 Obsolete

B|F 14 The NOP command is supported

B|F 13 The READ BUFFER command is supported

B |F 12 The WRITE BUFFER command is supported
X 11 Obsolete
X 10 Obsolete

B|F 9 Shall be cleared to zero (i.e., the DEVICE RESET command is not

supported)

X 8:7 Obsolete

B |V 6 Read look-ahead is enabled

B |V 5 The volatile write cache is enabled

B|F 4 Shall be cleared to zero (i.e., the PACKET feature sét is not supported)

B|F 3 Shall be set to one (i.e., the Power Management feature set is supported
X 2 Obsolete

B |V 1 The Security feature set is enabled

B |V 0 The SMART feature set is enabled

Kdy: O/M — Mandatory/optional requirement.

M'< Support of the word is mandatory.

F — The content of the field does not change O — Support of the word is optional.
except following a download microcode  S/R,— Content applies to Serial or Parallel transport

or power-on reset.

S — Serial Transport

V — The contents of the field is variable and P — Parallel Transport
may change depending on the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial

by the device.

or Parallel

X — The fixed or variable type of this,field is not
defined in this standard.
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Table 43 — IDENTIFY DEVICE data (part 11 of 20)

O|S|F
Word| M | P |V Description
86| M Commands and feature sets supported or enabled (see 7.12.7.41)
B|F 15 Words 119..120 are valid
14 Reserved
B |F 13 FLUSH CACHE EXT command supported
B|F 12 FLUSH CACHE command supported
X 11 Obsolete
B |F 10 The 48-bit Address features set is supported
X 9:8 Obsolete
X 7 Obsolete
B |F 6 SET FEATURES subcommand is required to spin-up after power-up
B |V 5 The PUIS feature set is enabled
X 4 Obsolete
B |V 3 The APM feature set is enabled
N 2 Reserved for CFA
X 1 Obsolete
B|F 0 The DOWNLOAD MICROCODE conimand is supported
Kdy: O/M — Mandatory/optional requirement.

F/

— Fixed/variable content

F — The content of the field does not change
except following a download microcode
or power-on reset.

V — The contents of the field is variable and
may change depending on the state of
the device or the commands processed
by the device.

X — The fixed or variable type of this field is not
defined in this standard.

M =<Support of the word is mandatory.

O'< Support of the word is optional.
S/P='Content applies to Serial or Parallel transport

S — Serial Transport

P — Parallel Transport

B — Both Serial and Parallel Transports

N — Belongs to a transport other than Serial

or Parallel
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Table 43 — IDENTIFY DEVICE data (part 12 of 20)

F/

— Fixed/variable content

F — The content of the field does not change
except following a download microcode
or power-on reset.

V — The contents of the field is variable and
may change depending on the state of
the device or the commands processed
by the device.

X — The fixed or variable type of this field is not
defined in this standard.

O|S|F
Word| M | P |V Description
87| M Commands and feature sets supported or enabled (see 7.12.7.41)
B|F 15 Shall be cleared to zero
B|F 14 Shall be set to one
B|F 13 The IDLE IMMEDIATE command with UNLOAD FEATURE is supported
X | 12:11 Obsolete
X 10:9 Obsolete
B|F 8 Shall be set to one (i.e., the World Wide Name is supported)
X 7 Obsolete
B|F 6 The WRITE DMA FUA EXT command and WRITE MULTIPLEFUA EXT
command are supported
B |F 5 The GPL feature set is supported
X 4 Obsolete
X 3 Obsolete
B |V 2 Media serial number is valid
B|F 1 SMART self-test supported
B |F 0 SMART error logging is supported
Key: O/M — Mandatory/optional requirement.

M —Support of the word is mandatory.
O+ Support of the word is optional.
S/P —Content applies to Serial or Parallel transport
S — Serial Transport
P — Parallel Transport
B — Both Serial and Parallel Transports
N — Belongs to a transport other than Serial
or Parallel
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Table 43 — IDENTIFY DEVICE data (part 13 of 20)

O|S|F
Word| M | P |V Description
88| O Ultra DMA modes (see 7.12.7.42)
15 Reserved
PV 14 Ultra DMA mode 6 is selected.
PV 13 Ultra DMA mode 5 is selected.
PV 12 Ultra DMA mode 4 is selected.
PV 11 Ultra DMA mode 3 is selected.
PV 10 Ultra DMA mode 2 is selected.
PV 9 Ultra DMA mode 1 is selected.
PV 8 Ultra DMA mode 0 is selected.
7 Reserved
P|F 6 Ultra DMA mode 6 and below are supported.
P|F 5 Ultra DMA mode 5 and below are supported.
P|F 4 Ultra DMA mode 4 and below are supported.
P|F 3 Ultra DMA mode 3 and below are supported;
P|F 2 Ultra DMA mode 2 and below are supported.
P|F 1 Ultra DMA mode 1 and below are supported.
P|F 0 Ultra DMA mode 0 is supported
89| O | B | F |See7.12.7.43
15 1=Extended Time is reported-in bits 14:0
0=Time is reported in bits\7:0
If bit 15 is set to one
14:0 Extended Time required for Normal Erase mode SECURITY ERASE UN|T
command
If bit 15 is set to.zero
14:8 Reserved
7:0 Timerequired for Normal Erase mode SECURITY ERASE UNIT command
Key: O/M — Mandatory/optional requirement.
F/Y — Fixed/variable content M — Support of the word is mandatory.
F — The content of the field does not change O — Support of the word is optional.
except following a download microcode  S/P — Content applies to Serial or Parallel transport
or power-onreset. S — Serial Transport
V — The coptents of the field is variable and P — Parallel Transport
may.ohange depending on the state of B — Both Serial and Parallel Transports
thedevice or the commands processed N — Belongs to a transport other than Serial
by’the device. or Parallel
Xi=-The fixed or variable type of this field is not
defined in this standard.
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Table 43 — IDENTIFY DEVICE data (part 14 of 20)

F — The content of the field does not change
except following a download microcode
or power-on reset.

V — The contents of the field is variable and
may change depending on the state of
the device or the commands processed
by the device.

X — The fixed or variable type of this field is not
defined in this standard.

O|S |F
Word| M | P |V Description
90| O | B | F |See7.12.7.44
15 1=Extended Time is reported in bits 14:0
0=Time is reported in bits 7:0
If bit 15 is set to one
14:0 Extended Time required for Enhanced Erase mode SECURITY ERASE UNIT
command
if IUIt 15 ib Dci tU PAS] 1Y)
14:8 Reserved
7:0 Time required for Enhanced Erase mode SECURITY ERASE UNIT,
command
91 15:8 Reserved
O |B|V 7:0 Current APM level value (see 7.12.7.45)
92| O | B | V |Master Password Identifier (see 7.12.7.46)
Kdy: O/M — Mandatory/optional tequirement.
F/Y — Fixed/variable content M — Support of the‘word is mandatory.

O — Support of the word is optional.
S/P — Content applies to Serial or Parallel transport
S — SeriakTransport
P — Parallel Transport
B,~'Both Serial and Parallel Transports
N = Belongs to a transport other than Serial
or Parallel
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Table 43 — IDENTIFY DEVICE data (part 15 of 20)

O[S |F
Word| M | P |V Description
93| M Hardware reset results (see 7.12.7.47)
For SATA devices, word 93 shall be set to the value 0000h.
B |F 15 Shall be cleared to zero.
B |F 14 Shall be set to one for PATA devices.
PV 13 1 = device detected the CBLID- above Vg (see ATA8-APT)
0 = device detected the CBLID- below V;_(see ATA8-APT)
P 12:8 Device 1 hardware reset result. Device 0 shall clear these bits to zero
Device 1 shall set these bits as follows:
12 Reserved
\Y 11 Device 1 asserted PDIAG-.
\Y 10:9 These bits indicate how Device 1 determined the.device numbegr:
00 = Reserved
01 = a jumper was used.
10 = the CSEL signal was used.
11 = some other method was used 'or the method is unknown.
F 8 Shall be set to one.
P 7:0 Device 0 hardware reset result. Dévice 1 shall clear these bits to zero
Device 0 shall set these bits as{ollows:
7 Reserved
F 6 Device 0 responds when Device 1 is selected.
\Y 5 Device 0 detected the assertion of DASP-.
\ 4 Device 0 détected the assertion of PDIAG-.
Vv 3 DevicéD passed diagnostics.
V 2:1 These bits indicate how Device 0 determined the device numbgr:
00 = Reserved
01 = a jumper was used.
10 = the CSEL signal was used.
11 = some other method was used or the method is unknown.
F 0 Shall be set to one for PATA devices.
94 X_+Obsolete
Key: O/M — Mandatory/optional requirement.
F/Y - Fixed/varigble’ content M — Support of the word is mandatory.
F — Thé eontent of the field does not change O — Support of the word is optional.
except following a download microcode  S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport
V.~ The contents of the field is variable and P — Parallel Transport
114 I-IO‘.‘O‘IOIO On 1ne e 0 = RNnth erial and P e nsnori

the device or the commands processed N — Belongs to a transport other than Serial
by the device. or Parallel

X — The fixed or variable type of this field is not

defined in this standard.
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Table 43 — IDENTIFY DEVICE data (part 16 of 20)

F/Y — Fixed/variable content

F — The content of the field does not changde
except following a download microcode  S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport

V — The contents of the field is variable and
may change depending on the state of
the device or the commands processed
by the device. or Parallel

X — The fixed or variable-type of this field is not
defined in this-standard.

O|S|F
Word| M | P |V Description
95| O | B | F |Stream Minimum Request Size (see 7.12.7.49)
96| O | B | V |Streaming Transfer Time — DMA (see 7.12.7.50)
97| O | B | V |Streaming Access Latency — DMA and PIO (see 7.12.7.51)
98..99| O | B | F |Streaming Performance Granularity (DWord) (see 7.12.7.52)
100..103| O | B | V | Number of User Addressable Logical Sectors (QWord) (see 7.12.7.53)
104| O | B | V |Streaming Transfer Time — PIO (see 7.12.7.54)
105| O | B | V |Maximum number of 512-byte blocks per DATA SET MANAGEMENT command
(see 7.5)
106| O Physical sector size / logical sector size (see 7.12.7.56)
B|F 15 Shall be cleared to zero
B|F 14 Shall be set to one
B |F 13 Device has multiple logical sectors per physical sector.
B|F 12 Device Logical Sector longer than 256 words
11:4 Reserved
B |F 3.0 2X logical sectors per physical sector
107| O | B | F |Inter-seek delay for ISO 7779 standard acoustic'testing (see 7.12.7.57)
108..111| M | B | F | World wide name (see 7.12.7.58)
12..115 Reserved
116 X | Obsolete
17.118| O | B | F |Logical sector size (DWord) (see ~12.7.61)
Kdy: O/M — Mandatory/optional requirement.

M — Support of the word is mandatory.
O — Support of the word is optional.

P — Parallel Transport
B — Both Serial and Parallel Transports
N — Belongs to a transport other than Serial
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Table 43 — IDENTIFY DEVICE data (part 17 of 20)

O|S|F
Word| M | P |V Description
19| M Commands and feature sets supported (Continued from words 82..84) (see 7.12.7.40)
B 15 Shall be cleared to zero
B 14 Shall be set to one
13:10 Reserved
B|F 9 DSN feature set is supported
S| F 8 Accessible Max Address Configuration feature set is supported
S|F 7 EPC feature set is supported
B|F 6 Sense Data Reporting feature set is supported
B|F 5 The Free-fall Control feature set is supported
B|F 4 Download Microcode mode 3 is supported
B|F 3 The READ LOG DMA EXT command and WRITE LOG-DMA EXT
command are supported
B|F 2 The WRITE UNCORRECTABLE EXT command is supported
B|F 1 The Write-Read-Verify feature set is suppofted
X 0 Obsolete
120 M Commands and feature sets supported or enabled’(Continued from words 85..87
(see 7.12.7.41)
B|F 15 Shall be cleared to zero
B|F 14 Shall be set to one
13:10 Reserved
B |V 9 DSN feature set isenabled
8 Reserved
B |V 7 EPC feature'set is enabled
B |V 6 Sense Data Reporting feature set is enabled
B |V 5 The Free-fall Control feature set is enabled
B |F 4 Download Microcode mode 3 is supported
B|F 3. The READ LOG DMA EXT command and WRITE LOG DMA EXT
command are supported
B|F 2 The WRITE UNCORRECTABLE EXT command is supported
B |V 1 The Write-Read-Verify feature set is enabled
X 0 Obsolete
1R1..126 Reserved for expanded supported and enabled settings
Kdy: O/M — Mandatory/optional requirement.
F/Y — Fixed/variable content M — Support of the word is mandatory.

F %+ The content of the field does not change O — Support of the word is optional.
except following a download microcode  S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport

V — The contents of the field is variable and P — Parallel Transport
may change depending on the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial
by the device. or Parallel

X — The fixed or variable type of this field is not
defined in this standard.
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Table 43 — IDENTIFY DEVICE data (part 18 of 20)

F/Y — Fixed/variable content

F — The content of the field does nat change
except following a downlgad-microcode  S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport

V — The contents of the field*is variable and
may change depending on the state of
the device or the~eommands processed
by the deviee: or Parallel

X — The fixedrorwariable type of this field is not
defined inthis standard.

O|S|F
Word| M | P |V Description
127 X | Obsolete
128| O Security status (see 7.12.7.66)
15:9 Reserved
B |V 8 Master Password Capability: 0 = High, 1 = Maximum
7:6 Reserved
B|F 5 Enhanced security erase supported
B |V 4 Security count expired
B |V 3 Security frozen
B |V 2 Security locked
B |V 1 Security enabled
B|F 0 Security supported
1P9..159 X | Vendor specific
160..167 Reserved for CFA (see 7.12.7.68)
168 See 7.12.7.69
15:4 Reserved
O|B|F 3:0 Device Nominal Form Factor
169 DATA SET MANAGEMENT command support (see 7.12.7.70)
15:1 Reserved
O|B|F 0 the TRIM bit in the DATASET MANAGEMENT command is supported
170..173| O | B | F | Additional Product Identifier (seg,7:12.7.71)
174..175 Reserved
176..205| O | B | V |Current media serial number (see 7.12.7.73)
Key: O/M — Mandatory/optional requirement.

M — Support of the word is mandatory.
O — Support of the word is optional.

P — Parallel Transport
B — Both Serial and Parallel Transports
N — Belongs to a transport other than Serial
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Table 43 — IDENTIFY DEVICE data (part 19 of 20)

O|S|F
Word| M | P |V Description
206 O | B SCT Command Transport (see 7.12.7.74)
X 15:12 Vendor Specific
11:8 Reserved
7 Reserved for Serial ATA
6 Reserved
F 5 The SCT Data Tables command is supported
F 4 The SCT Feature Control command is supported
F 3 The SCT Error Recovery Control command is supported
F 2 The SCT Write Same command is supported
X 1 Obsolete
F 0 The SCT Command Transport is supported
20D7..208 Reserved
209| O | B | F |Alignment of logical sectors within a physical sector (see7.12.7.75)
15 Shall be cleared to zero
14 Shall be set to one
13:0 Logical sector offset within the first‘physical sector where the first logigal
sector is placed
210..211| O | B | V | Write-Read-Verify Sector Mode 3 Count{(DWord) (see 7.12.7.76)
212..213| O | B | F | Write-Read-Verify Sector Mode 2 Count (DWord) (see 7.12.7.77)
214..216 X | Obsolete
217| M | B | F |Nominal media rotation rate (See 7.12.7.79)
218 Reserved
219 X | Obsolete
220| O See 7.12.7.82
15:8 Reserved
B |V 7:0, Write-Read-Verify feature set current mode
221 Reserved
Kdy: O/M — Mandatory/optional requirement.
F/Y — Fixed/variable content M — Support of the word is mandatory.
F — The contentlof the field does not change O — Support of the word is optional.
except fallowing a download microcode  S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport
V — The-centents of the field is variable and P — Parallel Transport
may change depending on the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial
by the device. or Parallel
X — The fixed or variable type of this field is not

defined in this standard.
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Table 43 — IDENTIFY DEVICE data (part 20 of 20)

Word P |V Description

222\ M | B Transport major version number (see 7.12.7.84)
0000h or FFFFh = device does not report version

F 15:12 Transport Type
Oh = Parallel
1h = Serial

2h-Fh = Reserved

Parallel Serial
11:7 Reserved Reserved
F 6 Reserved SATA 3.1
F 5 Reserved SATA 3.0
F 4 Reserved SATA 2.6
F 3 Reserved SATA 2.5
F 2 Reserved SATA |l: Extensions
F 1 ATA/ATAPI-7 SATA 1.0a
F 0 ATA8-APT ATA8-AST
223| M | B | F |Transport minor version number (see 7.12.7.85)
2p4..229 Reserved
2B0..233| O | B | V |Extended Number of User Addressable*Sectors (QWord) (see 7.12.7.87)
234| O | B | F |Minimum number of 512-byte data-blocks per Download Microcode operation

(see 7.12.7.88)

235| O | B | F |Maximum number of 512-byte data blocks per Download Microcode operation
(see 7.12.7.89)

2B6..254 Reserved

255 M | B | V |Integrity word (see-7.12.7.91)
15:8 Checksum
7:0 Checksum Validity Indicator

Key: O/M — Mandatory/optional requirement.
F/Y — Fixed/variable content M — Support of the word is mandatory.
F — The content of the field does not change O — Support of the word is optional.
except following a download microcode  S/P — Content applies to Serial or Parallel transport
or power=on reset. S — Serial Transport
V — The conteénts of the field is variable and P — Parallel Transport
may-change depending on the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial
by the device. or Parallel

X = The fixed or variable type of this field is not
defined in this standard
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7.12.7.2 Word 0: General configuration

If the device is an ATA device, then bit 15 of word 0 shall be cleared to zero.
Bits 14:8 of word 0 are retired.

Bits 7:6 of word 0 are obsolete.

Bits 5:3 of word 0 are retired.

If bit 2 of word 0 is set to one, then the content of the IDENTIFY DEVICE data is incomplete (e.g., the device
supports the Power-up In Standby feature set and required data is contained on the device media (see 4.16)).

Bit 1 of word O is retired.

Bit prof word U IS reserved.

The content of IDENTIFY DEVICE data word 0 shall be valid.

7.1R.7.3 Word 1

Word 1 is obsolete.

7.1R.7.4 Word 2: Specific configuration

Word 2 shall be set as defined in table 44. The content of IDENTIFY DEVICE data word\2 shall be valid.

Table 44 — Specific configuration

Value Description

37C8h Device requires SET FEATURES subcommand to spin-up after power-up and
IDENTIFY DEVICE data is incomplete (see 4.16).

738Ch Device requires SET FEATURES subcommand to spin-up after power-up and
IDENTIFY DEVICE data is complete.(see 4.16).

8C73h Device does not require SET FEATURES subcommand to spin-up after
power-up and IDENTIFY DEMIGE data is incomplete (see 4.16).

C837h Device does not require SET FEATURES subcommand to spin-up after
power-up and IDENTIFY.DEVICE data is complete (see 4.16).

All other values | Reserved

7.1R.7.5 Word 3

Word 3 is obsolete.

7.1R.7.6 Words 4..5

Words 4..5 are retired.

7.1R.7.7 Word 6

Word 6 is obsolete;

7.1R.7.8 Words>7:.8: Reserved for CFA

Words 7..8.-are reserved for use by CFA (e.g., for use in CFA-CF).
7.1R.79 Word 9

Woke-SHsretired-

7.12.7.10 Words 10..19: Serial number

Words 10..19 are a copy of the SERIAL NUMBER field (see A.11.7.2).
7.12.7.11 Words 20..21

Words 20..21 are retired.
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7.12.7.12 Word 22

Wo

rd 22 is obsolete.

7.12.7.13 Words 23..26: Firmware revision

Wo

rds 23..26 are a copy of the FIRMWARE REVISION field (see A.11.7.3).

7.12.7.14 Words 27..46: Model number

Wo

rds 27..46 are a copy of the MODEL NUMBER field (see A.11.7.4).

7.12.7.15 Word 47

Bits 7:0 of this word define the maximum number of logical sectors per DRQ data block that the device supports

for
cor
cor

For
71
Bit
71
Bits

Ifb
of |

Bi

—

For

For
Bi

—

For
For
Bits
Bits
Bi
Bi
Bits
Bi

—~

—

EAD MULTIPLE commands (Se€ 7.26), READ MULTIPLE EXT commands (see 7.27), WRITE MULTTH
nmands (see 7.64), WRITE MULTIPLE EXT commands (see 7.65), and WRITE MULTIPLE EXT FUA
hmands (see 7.66).

SATA devices, bits 7:0 shall be set to 16 or less.

P.7.16 Word 48: Trusted Computing feature set options

D of word 48 is a copy of the TRUSTED COMPUTING SUPPORTED bit (see A.11.8.6).
P.7.17 Words 49..50: Capabilities

15:14 of word 49 are reserved.

t 13 of word 49 is set to one, then table 50 shall define the Standby timerivalues used by the device. If b
bord 49 is cleared to zero, then the Standby timer values used by the device shall be vendor specific.

12 of word 49 is reserved for use in the IDENTIFY PACKET DEVICE’data.
PATA devices:

a) bit 11 of word 49 is a copy of the IORDY SUPPORTED bit\(see A.11.9.2.1); and
b) bit 10 of word 49 is a copy of the IORDY DISABLE SUPRORTED bit (see A.11.9.2.2).

SATA devices, bits 11:10 of word 49 shall be set to<}1b.

O of word 49 shall be set to one (i.e., LBA is supported).

PATA devices, bit 8 of word 49 is a copy of-the DMA SUPPORTED bit (see A.11.9.2.3).
SATA devices, bit 8 of word 49 shall be!set to one.

7:2 of word 49 are reserved.

1:0 of word 49 are a copy of the ALIGNMENT ERROR REPORTING field (see A.11.4.3.3).
15 of word 50 shall be cleared to zero.

14 of word 50 shall be(sét to one.

13:2 of word 50 are-reserved.

1 of word 50 is)obsolete.

If b
cle

71

t 0 of word"50 is set to one, the device has a minimum Standby timer value that is vendor specific. If this
red to«zero, there is no minimum Standby timer value.

.7:18'Words 51..52

PLE

it 13

bit is

Wo

ras 5152 are obsolete:

7.12.7.19 Word 53
Bit O of word 53 is obsolete.

For PATA devices, if bit 1 of word 53 is set to one, the values reported in words 64..70 are valid. If this bit is
cleared to zero, the values reported in words 64..70 are not valid. All devices except CFA-APT devices shall
support PIO mode 3 or above and shall set bit 1 of word 53 to one and support the fields contained in words
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64..70. If Minimum PIO transfer cycle time without flow control is supported (see A.11.9.5.2), bit 1 of word 53
shall be set to one.

For SATA devices, bit 1 of word 53 shall be set to one.

For PATA devices, if the device supports Ultra DMA and the values reported in word 88 are valid, then bit 2 of
word 53 shall be set to one. If the device does not support Ultra DMA and the values reported in word 88 are not
valid, then this bit shall be cleared to zero.

For SATA devices, bit 2 of word 53 shall be set to one.

Bits 15:8 of word 53 are a copy of the FREE-FALL SENSITIVITY field (see A.11.6.9).

71

Words 54..58 are obsolete.

71
Bi
Bi
Bi
Bi
Bi
Bi
Bit

Ifb
DR

P = =

a WRITE MULTIPLE command (see 7.64), a WRITE MULTIPLE"EXT command (see 7.65), and a WRITE
MULTIPLE EXT FUA commands (see 7.66). The default setting of this field is the optimum value for the de
or Zero (see 7.46).

71

Words 60..61 contain a value that is one greater thah the maximum user addressable LBA. The maximum v

tha
add
corn

71
Wo,
71
Bits
Bi
Bit
Bit
Bits

—

For

2.7.20 Words 54..58

P.7.21 Word 59

15 of word 59 is a copy of the BLOCK ERASE SUPPORTED bit (see A.11.8.7.1).

14 of word 59 is a copy of the OVERWRITE SUPPORTED bit (see A.11.8.7.2).

13 of word 59 is a copy of the CRYPTO SCRAMBLE SUPPORTED bit (see A.11.8.7.3).

12 of word 59 is a copy of the SANITIZE SUPPORTED bit (see A.11.8.7.4).

11 of word 59 is a copy of the ACS-3 COMMANDS ALLOWED BY SANITIZE bit(see A.11.8.7.7).
10 of word 59 is a copy of the SANITIZE ANTIFREEZE LOCK SUPPORTED bit (see A.11.8.7.5).

D of word 59 is reserved.

t 8 of word 59 is set to one, then bits 7:0 indicate the number of logical sectors that shall be transferred
(Q data block for a READ MULTIPLE command (see 7.26), a READ MULTIPLE EXT command (see 7.2}

P.7.22 Words 60..61: Total number of user addressable logical sectors for 28-bit commands

shall be placed in this field is OFFF_FFFFh. If words 60..61 contain OFFF_FFFFh and the device has u
ressable LBAs greater than or equal to OFFF_FFFFh, then the ACCESSIBLE CAPACITY field (see A.11.4.2
tains the total number of user addressable LBAs (see 4.1).

P.7.23 Word 62

rd 62 is obsolete.

P.7.24 Word 63

15:11 of word 63 are-reserved.
10 of word 63 shall’have the content described for the MULTIWORD DMA MODE 2 ENABLED bit (see A.11.9.2
O of word 63 stall have the content described for the MULTIWORD DMA MODE 1 ENABLED bit (see A.11.9.2.
8 of word 63 shall have the content described for the MULTIWORD DMA MODE 0 ENABLED bit (see A.11.9.2.

7:3 of' word 63 are reserved.

ber

ce

alue
ser

14.2).
4 3).
4 4).

PATA devices:

a) bit 2 of word 63 is a copy of the MULTIWORD DMA MODE 2 SUPPORTED bit (see A.11.9.2.4.5);
b) bit 1 of word 63 is a copy of the MULTIWORD DMA MODE 1 SUPPORTED bit (see A.11.9.2.4.6); and
c) bit 0 of word 63 is a copy of the MULTIWORD DMA MODE 0 SUPPORTED bit (see A.11.9.2.4.7).

For SATA devices, bits 2:0 of word 63 shall be set to 111b.
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7.12.7.25 Word 64

Bits 15:2 of word 64 are reserved.

For

For

PATA devices:

a) bit 1 of word 64 is a copy of the PIO MODE 4 IS SUPPORTED bit (see A.11.9.3.1); and
b) bit O of word 64 is a copy of the PIO MODE 3 IS SUPPORTED bit (see A.11.9.3.2).

SATA devices, bits 1:0 of word 64 shall be set to 11b.

7.12.7.26 Word 65: Minimum Multiword DMA transfer cycle time per word

For

PATA devices, word 65 is a copy the MIN MULTIWORD CYCLE TIME field (see A.11.9.4.2).

For

SATA devices, word bo shall be set 10 UU/on.

7.1R.7.27 Word 66: Manufacturer’s recommended Multiword DMA transfer cycle time

For
For
71
For
For
71
For
For
71

Wo
the

PATA devices, word 66 is a copy the RECOMMENDED MULTIWORD CYCLE TIME field (see A.11.9.4.1):
SATA devices, word 66 shall be set to 0078h.

P.7.28 Word 67: Minimum PIO transfer cycle time without IORDY flow control

PATA devices, word 67 is a copy of the MIN PIO TRANSFER TIME WITHOUT IORDY field (see A.11.9.5.2).
SATA devices, word 67 shall be set to 0078h.

P.7.29 Word 68: Minimum PIO transfer cycle time with IORDY flow control

PATA devices, word 68 is a copy of the MIN PIO TRANSFER TIME WITH JORDY field (see A.11.9.5.1).
SATA devices, word 68 shall be set to 0078h.

P.7.30 Word 69: Additional Supported

rd 69 shall indicate features, feature sets, or commands thatare supported. If a defined bit is cleared to
indicated feature, feature set or command is not supported. Feature sets and commands for which bits

wold 69 indicate support do not include a mechanism to-disable them.

Bi
Bi
Bi
Bi
Bi
Bi
Bit
Bit
Bit
Bit
Bit
Bit

—~ o~ o~ o~ o~ o~

15 of word 69 is reserved for CFA (e.g., for use in:CFast).

14 of word 69 is a copy of the DRAT SUPPORTED bit (see A.11.5.2.2).

13 of word 69 is a copy of the LPS MISALIGNMENT REPORTING SUPPORTED bit (see A.11.5.2.3).
12 of word 69 is obsolete.

11 of word 69 is a copy of the READ BUFFER DMA SUPPORTED bit (see A.11.5.2.4).

10 of word 69 is a copy of theyWRITE BUFFER DMA SUPPORTED bit (see A.11.5.2.5).

D of word 69 is obsolete.

8 of word 69 is a copy/of the DOWNLOAD MICROCODE DMA SUPPORTED bit (see A.11.5.2.6).
7 is reserved for IEEE 1667.

6 of word 69;is' a copy of the 28-BIT SUPPORTED bit (see A.11.5.2.7).

b of wordh69 is a copy of the RZAT SUPPORTED bit (see A.11.5.2.8).

4 of word 69 is a copy of the ENCRYPT ALL SUPPORTED bit (see A.11.8.7.6).

rero,

If

ord 69 bit 35 Settoone, themwords 230-233(see 7- 12-7-87)are valid if word 69 bit 3isTleared to ze

then words 230..233 (see 7.12.7.87) are reserved.
Bit 2 of word 69 is a copy of the NON-VOLATILE WRITE CACHE bit (see A.11.6.2.7).

Bits 2:0 of word 69 are reserved.
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7.12.7.31 Word 70

Wo

rd 70 is reserved.

7.12.7.32 Words 71..74: Reserved for ATAPI

Wo

rds 71..74 are reserved for ATAPI.

7.12.7.33 Word 75: Queue depth

Bits 4:0 of word 75 indicate the maximum queue depth supported by the device. The queue depth includes all

commands for which command acceptance has occurred and command completion has not occurred. The value
in bits 4:0 of word 75 shall be set to one less than the maximum queue depth (e.g., a value of zero in bits 4:0 of
word 75 indicates a queue depth of one, and a value of 31 in bits 4:0 of word 75 indicates a queue depth of 32).

Ifb
the
sugd

71

Wo
76

T Of word /6 Is cleared 10 zero Indicating that the device does not support NCJ feature set commands,
value in bits 4:0 of word 75 shall be zero. Support of this word is mandatory if the NCQ feature set is
ported.

P.7.34 Word 76: Serial ATA Capabilities
Fd 76 indicates the capabilities of a SATA device. A PATA device shall set word 76 to 0008h-or FFFFh. If

If
wo

Bit
(se
Bit
(se
Bit
(se
Bi
Bit
(se
Bi
Bit
(se
Bi
Bits
Bi
Bit
Bit
Bi
71
Wo

—

—

—

—

—

rd 76 is not set to 0000h or FFFFh, then the device claims compliance with the"Serial ATA specification
ds 77..79 shall be valid.

15 of word 76 is a copy of the READ LOG DMA EXT AS EQUIVALENT TO READ LOG EXT SUPPORTED bit
e A.11.10.2.11).

14 of word 76 is a copy of the DEVICE AUTOMATIC PARTIAL TO SLUMBER’ TRANSITIONS SUPPORTED bit
e A.11.10.2.10).

13 of word 76 is a copy of the HOST AUTOMATIC PARTIAL TO.SLUMBER TRANSITIONS SUPPORTED bit
e A.11.10.2.9).

12 of word 76 is a copy of the NCQ PRIORITY INFORMAFION SUPPORTED bit (see A.11.10.2.8).

11 of word 76 is a copy of the UNLOAD WHILE NCQ GOMMANDS ARE OUTSTANDING SUPPORTED bit
e A.11.10.2.7).

10 of word 76 is a copy of the SATA PHY EVENT COUNTERS LOG SUPPORTED bit (see A.11.10.2.6).

O of word 76 is a copy of the RECEIPT OF HOST INITIATED POWER MANAGEMENT REQUESTS SUPPORTED bit
e A.11.10.2.5).

8 of word 76 is a copy of the NCQ FEATURE SET SUPPORTED bit (see A.11.10.2.4).

7:4 of word 76 are reseryed-for Serial ATA.
3 of word 76 is a copy(ofjthe SATA GEN3 SIGNALING SPEED SUPPORTED bit (see A.11.10.2.3).
P of word 76 is a copy of the SATA GEN2 SIGNALING SPEED SUPPORTED bit (see A.11.10.2.2).
1 of word 76 is)a-Copy of the SATA GEN1 SIGNALING SPEED SUPPORTED bit (see A.11.10.2.1).
D of word/76{shall be cleared to zero.
P.7.35-Word 77: Serial ATA Additional Capabilities

rd_ 7/ reports additional capabilities supported by the device. Support for this word is optional and if not

s set to 0000h or FFFFh, then the device does not claim compliance with the Serial ATA specification apd
wst 76..79 are not valid and shall be ignored.

then

vord

and

supported; the word-shattbe zero ndicating the device hras no support for additiomat-Serrat ATA capabitities.

Bits 15:7 of word 77 are reserved for Serial ATA.

Bit 6 of word 77 is a copy of the SEND AND RECEIVE QUEUED COMMANDS SUPPORTED bit (see A.11.10.2.14).
Bit 5 of word 77 is a copy of the NCQ QUEUE MANAGEMENT COMMAND SUPPORTED bit (see A.11.10.2.13).

Bit 4 of word 77 is a copy of the NCQ STREAMING SUPPORTED bit (see A.11.10.2.12).
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Bits 3:1 of word 77 are a copy of the CURRENT SERIAL ATA SIGNAL SPEED field (see A.11.10.2.21).
Bit 0 of word 77 shall be cleared to zero.
7.12.7.36 Word 78: Serial ATA features supported

If word 76 is not 0000h or FFFFh, word 78 reports the features supported by the device. If this word is not
supported, the word shall be cleared to zero.

Bits 15:8 of word 78 are reserved for Serial ATA.
Bit 7 of word 78 is a copy of the NCQ AUTOSENSE SUPPORTED bit (see A.11.10.2.21).

Bit 6 of word 78 is a copy of the SOFTWARE SETTINGS PRESERVATION SUPPORTED bit (see A.11.10.2.20).

Bit p of word 78 1S a copy of the HARDWARE FEATURE CONTROL SUPPORTED DIt (S€€ A.11.10-2-19).

Bit # of word 78 is a copy of the IN-ORDER DATA DELIVERY SUPPORTED bit (see A.11.10.2.18).

Bit B of word 78 is a copy of the DEVICE INITIATED POWER MANAGEMENT SUPPORTED bit (see A.11.10;2.17).
Bit P of word 78 is a copy of the DMA SETUP AUTO-ACTIVATION SUPPORTED bit (see A.11.10.2.16).

Bitfl of word 78 is a copy of the NON-ZERO BUFFER OFFSETS SUPPORTED bit (see A.11.10.2.45):

Bit D of word 78 shall be cleared to zero.

7.12.7.37 Word 79: Serial ATA features enabled

If Word 76 is not 0000h or FFFFh, word 79 reports which features supported by 'the device are enabled. Thi
wold shall be supported if word 78 is supported and shall not be supported_if,word 78 is not supported.

Bitg 15:8 of word 79 are reserved for Serial ATA.

L4

Bit |/ of word 79 is a copy of the AUTOMATIC PARTIAL TO SLUMBER TRANSITIONS ENABLED bit (see A.11.10.3.8),
Bit p of word 79 is a copy of the SOFTWARE SETTINGS PRESERVATION ENABLED bit (see A.11.10.3.7).
Bi

—

b of word 79 is a copy of the HARDWARE FEATURE CONTROL"IS ENABLED bit (see A.11.10.3.6).
Bit # of word 79 is a copy of the IN-ORDER DATA DELIVERY.ENABLED bit (see A.11.10.3.5).
Bi

—

3 of word 79 is a copy of the DEVICE INITIATED POWER MANAGEMENT ENABLED bit (see A.11.10.3.4).
Bit P of word 79 is a copy of the DMA SETUP AUTO-ACTIVATION ENABLED bit (see A.11.10.3.3).

Bit[1 of word 79 is a copy of the NON-ZERO'BUFFER OFFSETS ENABLED bit (see A.11.10.3.2).

Bit D of word 79 shall be cleared to zefro;

7.1R.7.38 Word 80: Major version.number

—

If word 80 is not set to 0000h-or-FFFFh, then the device claims compliance with the major version(s) as indidated
by bits 10:5 being set to ope. Values other than 0000h and FFFFh are bit significant. A device may set more(than
ong bit.

7.12.7.39 Word 81:-Minor version number

Talle 45 defines'the value that shall be reported in word 81 to indicate the version of the standard that guideql the
imglementation

Table 45 — Minor version number (part 1 of 3)

Value Minor Version

0000h Minor version is not reported
0001h Obsolete
0002h Obsolete
0003h Obsolete
0004h Obsolete
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Table 45 — Minor version number (part 2 of 3)

Value Minor Version

0005h Obsolete

0006h Obsolete

0007h Obsolete

0008h Obsolete

0009h Obsolete

000Ah Obsolete

000Bh Obhsolete

000Ch Obsolete

000Dh Obsolete

000Eh Obsolete

000Fh Obsolete

0010h Obsolete

0011h Obsolete

0012h Obsolete

0013h ATA/ATAPI-5 T13 1321D version 3

0014h Obsolete

0015h ATA/ATAPI-5 T13 1321D versiond

0016h ATA/ATAPI-5 published, ANSI INCITS 340-2000

0017h Obsolete

0018h ATA/ATAPI-6 T13 1410D version 0

0019h ATA/ATAPI-6 T13@410D version 3a

001Ah ATA/ATAPI-7 T13 1532D version 1

001Bh ATA/ATAPI6 T13 1410D version 2

001Ch ATA/ATAPI-6 T13 1410D version 1

001Dh ATA/ATAPI-7 published ANSI INCITS 397-2005

001Eh ATA/ATAPI-7 T13 1532D version 0

001Fh ACS-3 Revision 3b

0020h Reserved

0021h ATA/ATAPI-7 T13 1532D version 4a

0022h ATA/ATAPI-6 published, ANSI INCITS 361-2002

0023h..0026h | Reserved

0027h ATA8-ACS version 3c

0028h ATA8-ACS version 6

0029h ATA8-ACS version 4

0030h Reserved

0037Th ACS-2 Revision 2

0032h Reserved

0033h ATA8-ACS version 3e

0034h..0038h | Reserved

0039%9h ATA8-ACS version 4c
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Table 45 — Minor version number (part 3 of 3)

Value

Minor Version

003Ah..0041h

Reserved

0042h

ATA8-ACS version 3f

0043h..0051h

Reserved

0052h

ATA8-ACS version 3b

0053h..006Ch

Reserved

006Dh

ACS-3 Revision 5

006Fh 0081h

Reserved

71

Wo
the

If b
val

If b
val

Ifb
the

119.

Bit
Bit
Bit
Bit
Bits
Bit
Bits
Bit

0082h

ACS-2 published, ANSI INCITS 482-2012

0083h..0106h

Reserved

0107h

ATA8-ACS version 2d

0108h..010Fh

Reserved

0110h

ACS-2 Revision 3

0111h..011Ah

Reserved

011Bh ACS-3 Revision 4
011Ch..FFFEh | Reserved
FFFFh Minor version is not reported

P.7.40 Words 82..84, 119: Commands and feature sets supported

rds 82..84 and 119 indicate features, feature sets, or commands supported. If a defined bit is cleared to :
indicated feature, feature set, or command is not supported.

t 14 of word 83 is set to one and bit 15 of word 83 is cleared to zero, then the contents of words 82..83 co
d support information. Otherwise, support informatien.is' not valid in words 82..83.

t 14 of word 84 is set to one and bit 15 of word 84is cleared to zero, then the contents of word 84 conta
d support information. Otherwise, support infarmhation is not valid in word 84.

t 15 of word 86 is set to one, bit 14 of word. 119 is set to one, and bit 15 of word 119 is cleared to zero, t
contents of word 119 contain valid support information. Otherwise, support information is not valid in wo

15 of word 82 is obsolete.

14 of word 82 is a copy of théyNOP SUPPORTED bit (see A.11.5.2.9).

13 of word 82 is a copy-of.the READ BUFFER SUPPORTED bit (see A.11.5.2.10).

12 of word 82 is a_copy of the WRITE BUFFER SUPPORTED bit (see A.11.5.2.11).
11:10 of word 82 are obsolete.

O shall be cleared to zero (i.e., the DEVICE RESET command is not supported).
8:7 ofword 82 are obsolete

b of word 82 is a copy of the READ LOOK-AHEAD SUPPORTED bit (see A.11.5.2.12).

rero,

htain

ins

hen
rd

Bit

of word-8275a copy Of tHe VOTATILE WRITE CACHE SUPPORTED Dit(SEe A 11-5:27137:

Bit 4 of word 82 shall be cleared to zero (i.e., the PACKET feature set is not supported).

Bit

3 of word 82 shall be set to one.

Bit 2 of word 82 is obsolete.

Bit

1 of word 82 is a copy of the SECURITY SUPPORTED bit (see A.11.8.3.1).
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Bit O of word 82 is a copy of the SMART bit (see A.11.5.2.14).

Bit 13 of word 83 is a copy of the FLUSH CACHE EXT SUPPORTED bit (see A.11.5.2.15).
Bit 12 of word 83 shall be set to one (i.e., the FLUSH CACHE command is supported).
Bit 11 of word 83 is obsolete.

Bit 10 of word 83 is a copy of the 48-BIT SUPPORTED bit (see A.11.5.2.16).

Bits 9:8 of word 83 are obsolete.

Bit 7 of word 83 is obsolete.

Bit 6 of word 83 is a copy of the SPIN-UP SUPPORTED bit (see A.11.5.2.17).

Bit p of word 83 is a copy of the PUIS SUPPORTED bit (see A.11.5.2.18).

Bit ¢ of word 83 is obsolete.

Bit B of word 83 is a copy of the APM SUPPORTED bit (see A.11.5.2.19).

Bit P of word 83 is reserved for CFA (e.g., for use in CFA-CF).

Bit [| of word 83 is obsolete.

Bit D of word 83 is a copy of the DOWNLOAD MICROCODE SUPPORTED bit (see A.11.5.2.20).

Bit 13 of word 84 is a copy of the UNLOAD SUPPORTED bit (see A.11.5.2.21).

Bitg 12:11 of word 84 are obsolete.

Bitg 10:9 of word 84 are obsolete.

Bit B of word 84 shall be set to one (i.e., the World Wide Name (see7.12.7.58) is supported).
Bit |7 of word 84 is obsolete.

Bit p of word 84 is a copy of the WRITE FUA EXT SUPPORTED bif(see A.11.5.2.22).

Bit p of word 84 is a copy of the GPL SUPPORTED bit (seeAA11.5.2.23).

Bit # of word 84 is a copy of the STREAMING SUPPORTED bit (see A.11.5.2.24).

Bit B of word 84 is obsolete.

Bit R of word 84 is reserved.

Bitf1 of word 84 is a copy of the SMART-SELF-TEST SUPPORTED bit (see A.11.5.2.25).

Bit D of word 84 is a copy of the SMART ERROR LOGGING SUPPORTED bit (see A.11.5.2.26).

Bitg 13:10 of word 119 are reserved.

Bi
Bi
Bi
Bi
Bi

Bit ¢ of word 119 is a copy of the DM MODE 3 SUPPORTED bit (see A.11.5.2.30).

—

D of word 119 is a copy-of;the DSN SUPPORTED bit (see A.11.5.2.37).

—

8 of word 119 is a_copy of the AMAX ADDR SUPPORTED bit (see A.11.5.2.34).

—

7 of word 119 js @ Copy of the EPC SUPPORTED bit (see A.11.5.2.27).

—

b of word 119-is a copy of the SENSE DATA SUPPORTED bit (see A.11.5.2.28).

—

b of wordx119 is a copy of the FREE-FALL SUPPORTED bit (see A.11.5.2.29).

—

Bit 3of word—t197sacopy of the GPT DMA SUPPORTED Dit (SEe A T15:2-31):

Bit 2 of word 119 is a copy of the WRITE UNCORRECTABLE SUPPORTED bit (see A.11.5.2.32).
Bit 1 of word 119 is a copy of the WRv SUPPORTED bit (see A.11.5.2.33).

Bit 0 of word 119 is obsolete.
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7.12.7.41 Words 85..87, 120: Commands and feature sets supported or enabled

Words 85..87 and 120 indicate features, feature sets, or commands enabled. If a defined bit is cleared to zero,
the indicated feature, feature set, or command is not enabled. If a supported feature or feature set is supported
and there is no defined method to disable the feature or feature set, then it is defined as supported and the bit

shall be set to one.

If bit 14 of word 87 is set to one and bit 15 of word 87 is cleared to zero, then the contents of words 85..87 contain
valid information. Otherwise, the information is not valid in words 85..87.

If bit 15 of word 86 is set to one, bit 14 of word 120 is set to one, and bit 15 of word 120 is cleared to zero, then
the contents of word 120 contain valid information. Otherwise, the information is not valid in word 120.

Bit 14 of word 85 is a copy of bit 14 of word 82
Bit 13 of word 85 is a copy of bit 13 of word 82.
Bit 12 of word 85 is a copy of bit 12 of word 82.
Bit 10 of word 85 is a copy of bit 10 of word 82.
Bit P of word 85 shall be cleared to zero (i.e., the DEVICE RESET command is not supported).

—

— .

Bitg 8:7 of word 85 are obsolete.
Bi
Bi
Bi
Bi
Bi
Bi

—

6 of word 85 is a copy of the READ LOOK-AHEAD ENABLED bit (see A.11.6.2.8).

—

b of word 85 is a copy of the VOLATILE WRITE CACHE ENABLED bit (see A.11.6.2.4).

—

4 of word 85 is a copy of bit 4 of word 82.

—

3 of word 85 is a copy of bit 3 of word 82.

—

1 of word 85 is a copy of bit 1 in word 128.

—

D of word 85 is a copy of the SMART ENABLED bit (see A.11.6.2:9).

If b|t 15 of word 86 is set to one, bit 14 of word 119 is set to"ene, and bit 15 of word 119 is cleared to zero, then
wold 119 is valid. If bit 15 of word 86 is set to one, bit 14~-0f word 120 is set to one, and bit 15 of word 120 ig
cleared to zero, then word 120 is valid.

Bi
Bi
Bi
Bi
Bi

—

14 of word 86 is reserved.

13 of word 86 is a copy of bit 13 of word 83.
12 of word 86 is a copy of bit 12 of word*83.
11 of word 86 is obsolete.

10 of word 86 is a copy of bjt10 of word 83.
Bitg 9:8 of word 86 are obsolete.

Bit |7 of word 86 is obsolete:

— o~ o~ -

Bit b of word 86 is a-.copy of bit 6 of word 83.

Bit p of word 86_is a copy of the PUIS ENABLED bit (see A.11.6.2.10).
Bit B of word 86 is a copy of the APM ENABLED bit (see A.11.6.2.11)
Bit P ofcword 86 is reserved for CFA (e.g., for use in CFA-CF).

Bit l_of'word 86 is obsolete.

Bit 0 of word 86 is a copy of bit 0 of word 83.

Bit 13 of word 87 is a copy of bit 13 of word 84.

Bits 12:11 of word 87 are obsolete.

Bits 10:9 of word 87 are obsolete.
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Bit 8 of word 87 is a copy of word 84 bit 8.
Bit 7 of word 87 is obsolete.

Bit 6 of word 87 is a copy of bit 6 of word 84.
Bit 5 of word 87 is a copy of bit 5 of word 84.
If bit 3 of word 87 is obsolete

If bit 2 of word 87 is set to one, then the media serial number in words 176..205 is valid. This bit shall be cleared
to zero if the media does not contain a valid serial number or if no media is present.

Bit 1 of word 87 is a copy of bit 1 of word 84.

Bit J"of word 87 1S a copy of bit U of word 84-.

Bitg 13:10 of word 120 are reserved.

Bit P of word 120 is a copy of the DSN ENABLED bit (see A.11.6.2.2).

Bit B of word 120 is reserved.

Bit |/ of word 120 is a copy of the EPC ENABLED bit (see A.11.6.2.3).

Bit p of word 120 is a copy of the SENSE DATA ENABLED bit (see A.11.6.2.6).

Bit p of word 120 is a copy of the FREE-FALL ENABLED bit (see A.11.6.2.12).

Bit # of word 120 is a copy of bit 4 of word 119.

Bit B of word 120 is a copy of bit 3 of word 119.

Bit P of word 120 is a copy of bit 2 of word 119.

Bit1 of word 120 is a copy of the WRV ENABLED bit (see A.11.6.2A43).

Bit D of word 120 is obsolete.

7.1R.7.42 Word 88: Ultra DMA modes

Bit [15 of word 88 is reserved.

Bit 14 of word 88 shall have the content described.for the UDMA MODE 6 ENABLED bit (see A.11.9.2.5.2).
Bit 13 of word 88 shall have the content deseribed for the UDMA MODE 5 ENABLED bit (see A.11.9.2.5.3).
Bit 12 of word 88 shall have the content-described for the UDMA MODE 4 ENABLED bit (see A.11.9.2.5.4).
Bit 11 of word 88 shall have the content’described for the UDMA MODE 3 ENABLED bit (see A.11.9.2.5.5).
Bit 10 of word 88 shall have the-Gontent described for the UDMA MODE 2 ENABLED bit (see A.11.9.2.5.6).
Bit P of word 88 shall have the content described for the UDMA MODE 1 ENABLED bit (see A.11.9.2.5.7).
Bit B of word 88 shall have-the content described for the UDMA MODE 0 ENABLED bit (see A.11.9.2.5.8).
Bit |7 of word 88 is reséerved.

Forn PATA devices; bit 6 of word 88 is a copy of the UDMA MODE 6 SUPPORTED bit (see A.11.9.2.5.9).

Forl SATA devices, bit 6 of word 88 may be set to one.

For PATAdevices:

a)~ bit 5 of word 88 is a copy of the UDMA MODE 5 SUPPORTED bit (see A.11.9.2.5.10):
b) bit 4 of word 88 is a copy of the UDMA MODE 4 SUPPORTED bit (see A.11.9.2.5.11);
c) bit 3 of word 88 is a copy of the UDMA MODE 3 SUPPORTED bit (see A.11.9.2.5.12);
d) bit 2 of word 88 is a copy of the UDMA MODE 2 SUPPORTED bit (see A.11.9.2.5.13);
).
)

e) bit 1 of word 88 is a copy of the UDMA MODE 1 SUPPORTED bit (see A.11.9.2.5.14); and
f)  bit O of word 88 is a copy of the UDMA MODE 0 SUPPORTED bit (see A.11.9.2.5.15).

For SATA devices, bits 5:0 of word 88 shall be set to 3Fh.
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7.12.7.43 Word 89

Word 89 is a copy of the NORMAL SECURITY ERASE TIME field (see A.11.8.5).
7.12.7.44 Word 90

Word 90 is a copy of the ENHANCED SECURITY ERASE TIME field (see A.11.8.4).

7.12.7.45 Word 91: Current advanced power management level value

Bits 15:8 of word 91 are reserved.

Bits 7:0 of word 91 are a copy of the APM LEVEL field (see A.11.6.3.2).
7.12.7.46 Word 92: Master Password ldentifier

Word 92 is a copy of the MASTER PASSWORD IDENTIFIER field (see A.11.8.2).
7.1R.7.47 Word 93: Hardware reset results

Forl PATA devices, if bit 14 of word 93 is set to one and bit 15 of word 93 is cleared to zero, then-the conten

wo
Bi
Bi
Bi
Bits
Bit
Bit
Bit
Bit
Bit
Bit
Bits
Bit

—~ o~ o~

For
71
Wo,
71
Wo,
71
Wo,
71
Wo,

d 93 contains valid information.

13 of word 93 is a copy of the CBLID bit (see A.11.9.2.6.1).

12 of word 93 is reserved.

11 of word 93 is a copy of the D1 PDIAG bit (see A.11.9.2.6.2).

10:9 of word 93 are a copy of the D1 DEVICE NUMBER DETECT field (see A¢11.9.2.6.3).
8 of word 93 shall be set to one for a PATA device.

7 of word 93 is reserved.

b of word 93 is a copy of the DO/D1 SELECTION bit (see A.11.9.2:6.6),
b of word 93 is a copy of the DO DASP bit (see A.11.9.2.6.5):

4 of word 93 is a copy of the DO PDIAG bit (see A.11.9.2:6.4).

3 of word 93 is a copy of the DO DIAGNOSTICS bit (see*A.11.9.2.6.7).
2:1 of word 93 are a copy of the DO DEVICE NUMBER DETECT field (see A.11.9.2.6.8).
D of word 93 shall be set to one for a PATA device.

SATA devices, word 93 shall be set tg_the value 0000h.

P.7.48 Word 94

rd 94 is obsolete.

P.7.49 Word 95: Stream Minimum Request Size

rd 95 is a copy of the:STREAM MIN REQUEST SIZE field (see A.11.6.6).
P.7.50 Word 96:-Streaming Transfer Time — DMA

rd 96 is a copy of the DMA SECTOR TIME field (see A.11.6.4).

P.7.51 Word 97: Streaming Access Latency — DMA and PIO

rd 97 is a copy of the STREAM ACCESS LATENCY field (see A.11.6.7).

71
Wo

R.7.52 Words 98..99: Streaming Performance Granularity

| of

rds 98..99 are a copy of the STREAM GRANULARITY field (see A.11.6.8).
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7.12.7.53 Words 100..103: Number of User Addressable Logical Sectors

Words 100..103 contain a value that is one greater than the maximum LBA in user accessible space. The
maximum value placed in the words 100..103:

a) shall be 0000 _FFFF_FFFF_FFFFh if bit 3 in word 69 is cleared to zero; and
b) may be 0000_0000_FFFF_FFFFh if bit 3 in word 69 is set to one.

The contents of words 100..103 may be affected by commands in the Accessible Max Address Configuration
feature set (see 4.5).

Support of words 100..103 is mandatory if the 48-bit Address feature set is supported.
7.12.7.54 Word 104: Streaming Transfer Time — PIO
Word 104 is a copy of the PIO SECTOR TIME field (see A.11.6.5).

7.1R.7.55 Word 105: Maximum number of 512-byte blocks of LBA Range Entries per DATA SET,MANAGE-
MENT command

Word 105 contains the maximum number of 512-byte blocks of LBA Range Entries per DATA SET
MANAGEMENT command that the ATA device shall accept. A value of 0000_0000h indicatesythat the maxijum
number of 512-byte blocks of LBA Range Entries is not specified.

If the TRIM SUPPORTED bit is cleared to zero, then word 105 is reserved.
7.1R.7.56 Word 106: Physical sector size / logical sector size

If blt 14 of word 106 is set to one and bit 15 of word 106 is cleared to zero, then'the contents of word 106 cohtain
valid information. Otherwise, information is not valid in this word.

Bi
Bi

—

13 of word 106 is a copy of the LOGICAL TO PHYSICAL SECTOR RELATIONSHIP SUPPORTED bit (see A.11.4.3/1).

—

12 of word 106 is a copy of the LOGICAL SECTOR SIZE SUPPORFED,bit (see A.11.4.3.2).

Bitg 11:4 of word 106 are reserved.

Bitg 3:0 of word 106 are a copy of the LOGICAL TO PHYSICAL,SECTOR RELATIONSHIP field (see A.11.4.3.4).
7.1R.7.57 Word 107: Inter-seek delay for ISO 7779 standard acoustic testing

Word 107 is the manufacturer’s recommended time“delay between seeks in microseconds during ISO 7774
standard acoustic testing (i.e., the ISO 7779 value tp (see ISO 7779)).

7.1R.7.58 Words 108..111: World wide name

Words 108..111 are a copy of the WORLD'WIDE NAME field (see A.11.5.8)
7.1R.7.59 Words 112..115: Reserved for extending the world wide name
Words 112..115 are reserved-forextending the world wide name.
7.1R.7.60 Word 116

Word 116 is obsolete:

7.1R.7.61 Words'117..118: Logical sector size

Words 117..118are a copy of the LOGICAL SECTOR SIZE field (see A.11.4.4).
7.1R.7.62.Word 119

Word 419 is described in 7.12.7.40.

7.12.7.63 Word 120

Word 120 is described in 7.12.7.41.

7.12.7.64 Words 121..126

Words 121..126 are reserved for expanded supported and enabled settings.
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7.12.7.65 Word 127
Word 127 is obsolete.
7.12.7.66 Word 128: Security status

Support of word 128 is mandatory if the Security feature set is supported. If the Security feature set is not
supported, word 128 shall be cleared to zero.

Bits 15:9 of word 128 are reserved.
Bit 8 of word 128 is a copy of the MASTER PASSWORD CAPABILITY bit (see A.11.8.3.2).

Bits 7:6 of word 128 are reserved.

Bit pof word 12815 a copy of the ENHANCED SECURITY ERASE SUPPORTED DIt (SE€ A.11.8-3.3).
Bi
Bi
Bi
Bi
Bi
Bit D of word 128 is a copy of the SECURITY SUPPORTED bit (see A.11.8.3.1).

7.1R.7.67 Words 129..159

Words 129..159 are vendor specific.

7.1R.7.68 Words 160..167: Reserved for CFA

Words 160..167 are reserved for use by CFA (e.g., for use in CEA~CF or CFA-CFast).
7.1R.7.69 Word 168: Device Nominal Form Factor

Bitg 15:4 of 168 are reserved.

—

4 of word 128 is a copy of the SECURITY COUNT EXPIRED bit (see A.11.8.3.4).

=3

3 of word 128 is a copy of the SECURITY FROZEN bit (see A.11.8.3.5).

—

P of word 128 is a copy of the SECURITY LOCKED bit (see A.11.8.3.6).

—

1 of word 128 is a copy of the SECURITY ENABLED bit (see A.11.8.3.7).

—

D of word 128 is a copy of the SECURITY SUPPORTED bit (see A.11.8.3.1).

—

Bitg 3:0 of word 168 is a copy of the NOMINAL FORM FACTOR field (see A.11.5.5).
7.1R.7.70 Word 169: DATA SET MANAGEMENT-support

Bitg 15:1 of 169 are reserved.

Bit D of word 169 is a copy of the TRIM SUPRORTED bit (see A.11.5.9).

7.1R.7.71 Words 170..173: Additional-Product Identifier

Words 170..173 are a copy of th&:ADDITIONAL PRODUCT IDENTIFIER field (see A.11.7.5).
7.1R.7.72 Words 174..175

Words 174..175 are reseryed.

7.1R.7.73 Words 176..205: Current media serial number

—

Words 176..205 ‘are the current media serial number. Media serial numbers shall be an ATA string of 60 byfes

in the format-defined by 3.3.10. The first 40 bytes shall indicate the media serial number and the remaining

bytes shalkindicate the media manufacturer.
7.1R.774'Word 206: SCT Command Transport

20

Bits—t5t2of word-206are verndor Specific:

Bits 11:6 of word 206 are reserved.

If bit 5 of word 206 is set to one, then the device supports SCT Data Tables (see 8.3.5).

If bit 4 of word 206 is set to one, then the device supports SCT Feature Control (see 8.3.4).

If bit 3 of word 206 is set to one, then the device supports SCT Error Recovery Control (see 8.3.3).
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If bit 2 of word 206 is set to one, then the device supports SCT Write Same (see 8.3.2).
Bit 1 of word 206 is obsolete.

If bit 0 of word 206 is set to one, then the device supports the SCT Command Transport including SCT Read
Status (see clause 8).

7.12.7.75 Word 209: Alignment of logical blocks within a physical block

Word 209 indicates the location of logical sector zero within the first physical sector of the media. See Annex D
for more information. Word 209 is valid if the LOGICAL TO PHYSICAL SECTOR RELATIONSHIP SUPPORTED bit
(see A.11.4.3.1) is set to one.

Bit 15 of word 209 shall be cleared to zero.
Bi
Bitg 13:0 of word 209 are a copy of the LOGICAL SECTOR OFFSET field (see A.11.4.3.5).
7.1R.7.76 Words 210..211: Write-Read-Verify Sector Mode 3 Count

Words 210..211 are a copy of the wRv MODE 3 COUNT field (see A.11.5.6).

7.1R.7.77 Words 212..213: Write-Read-Verify Sector Mode 2 Count

Words 212..213 are a copy of the WRV MODE 2 COUNT field (see A.11.5.7).

7.1R.7.78 Words 214..216

Words 214..216 are obsolete.

7.1R.7.79 Word 217: Nominal media rotation rate

—

14 of word 209 shall be set to one.

Wofd 217 is a copy of the NOMINAL MEDIA ROTATION RATE field (see AA11.5.4).
7.1R.7.80 Word 218

Word 218 is reserved.

7.1R.7.81 Word 219

Word 219 is obsolete.

7.1R.7.82 Word 220

Bitg 15:8 of word 220 are reserved.

Bitg 7:0 of word 220 are a copy of the WRV"MODE field (see A.11.6.3.3).
7.1R.7.83 Word 221

Word 221: reserved

7.1R.7.84 Word 222: Transport major version number

If word 222 is not set te"'EFFFh or 0000h, then the device claims compliance with one or more of the ATA
transport standard mgdjor versions as indicated by bits 11:0. Bits 15:12 indicate the transport type. Values other
thah 0000h and FEFFh are bit significant. A device may set more than one bit to one.
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7.12.7.85 Word 223: Transport minor version number

Table 46 defines the value that shall be reported in word 223 to indicate the version of the standard that guided

the

implementation.

Table 46 — Transport minor version number

Value Minor Version

0000h Minor version not reported
0001h..0020h |Reserved
0021h ATA8-AST T13 Project D1697 Version Ob

faVaVa¥all FaVa¥Xat)

71
Wo
71

If W
ma
00d

71

n !
UUZZTT..UUOUII MNCSCTIVCU

0051h ATA-AST T13 Project D1697 Version 1
0052h..FFFEh | Reserved
FFFFh Minor version not reported

P.7.86 Words 224..229
rds 224..229 are reserved.
P.7.87 Words 230..233: Extended Number of User Addressable Sectors

Kimum LBA in user accessible space. The maximum value that shall belplaced in this field is
0_FFFF_FFFF_FFFFh.

tio

Word 234 is a copy of the DM MINIMUM TRANSFER SIZE field (see)A.11.5.3.5).

7.1R.7.89 Word 235: Maximum number of 512-byte data,blocks per Download Microcode mode 03h d

ati

P.7.88 Word 234: Minimum number of 512-byte data blocks per Download Microcode mode 03h o

n
rd 235 is a copy of the DM MAXIMUM TRANSFER SIZE field (see A.11.5.3.4).
P.7.90 Words 236..254

Fds 236..254 are reserved.

P.7.91 Word 255: Integrity word

ts 7:0 of this word contain the €hecksum Validity Indicator ASh, then bits 15:8 contain the data structure
cksum. The data structure checksum is the two’s complement of the sum of all bytes in words 0..254 an
b consisting of bits 7:0 in word 255. Each byte shall be added with unsigned arithmetic, and overflow sh4
bred. The sum of all 512)bytes is zero if the checksum is correct.

ord 69 bit 3 (see 7.12.7.30) is set to one, then words 230..233 contain a value that is one greater than the

pera-

per-

1 the
Il be
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7.13 IDENTIFY PACKET DEVICE - A1h, PIO Data-In
7.13.1 Feature Set

This 28-bit command is for ATAPI devices (see 4.3).

7.13.2 Description

The IDENTIFY PACKET DEVICE command enables the host to receive parameter information from a device that
implements the PACKET feature set. See table 48 for a description of the return data.

Incomplete data may be returned by this command (see 7.13.6.2).

The IDENTIFY PACKET DEVICE data contains |nformat|on regardlng feature or command support. If the host
isst yoported-inthe se-shall
retyrn command aborted for the command

7.13.3 Inputs
Seg table 47 for the IDENTIFY PACKET DEVICE command inputs.

Table 47 — IDENTIFY PACKET DEVICE command inputs

Field Description
FEATURE | N/A
COUNT | N/A
LBA [ N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See“6.2.12
3:0 Reserved
COMMAND 7:0 Alh

7.13.4 Normal Outputs

Seg¢ table 200.

7.1B.5 Error Outputs

ATA devices shall not repert an error, except:

a) if the device‘does not implement this command;
b) if the deyice/s in a device fault condition (see 6.2.7); or
c) if an Interface CRC error has occurred.

NOTE8"— There is no defined mechanism for a device to return an Interface CRC error status that may have
occurred during the last data block of a PIO Data-In transfer. There may be other mechanisms in which a host
may verify that an Interface CRC error occurred in these cases.

See table 218.
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7.13.6 Input From the Device to the Host Data Structure
7.13.6.1 Overview
Table 48 specifies the format of IDENTIFY PACKET DEVICE data.

Table 48 — IDENTIFY PACKET DEVICE data (part 1 of 13)

F — The content of the field does not change
exceptfollowing a download microcode
or\power-on reset.

V =-Fhe contents of the field is variable and
may change depending on the state of

the device or the commands processed

O|S|F
Word| M | P |V Description
OlM | B General configuration
F | 15:14 10b = ATAPI device
TTb = Reserved
13 Reserved
F 12:8 Indicates command set used by the device
X 7 Obsolete
F 6:5 00b = Device shall set DRQ to one within 3 ms of receiving/PACKET
command
01b = Obsolete
10b = Device shall set DRQ to one within 50 ys ‘of’receiving PACKET
command
11b = Reserved
4:3 Reserved
\ 2 Incomplete response
F 1:0 00b = 12 byte command packet
01b = 16 byte command packet
1xb = Reserved
1 Reserved
2 B | V | Specific configuration
3.9 Reserved
10..19| M | B | F |Serial number (ATA String)
20..22 Reserved
23..26| M | B | F |Firmware revision (ATA String)
27.46| M | B | F | Modelnumber (ATA String)
47.48 Reserved
Key: O/M — Mandatory/optional requirement.
F/V — Fixed/variable content M — Support of the word is mandatory.

O — Support of the word is optional.
S/P — Content applies to Serial or Parallel transport
S — Serial Transport
P — Parallel Transport
B — Both Serial and Parallel Transports
N — Belongs to a transport other than Serial g

by the device.
X — The fixed or variable type of this field is
not defined in this standard.

Parallel
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Table 48 — IDENTIFY PACKET DEVICE data (part 2 of 13)

O|S|F
Word| M | P |V Description
49| M Capabilities
X | 15:12 Obsolete
P|F 11 1 =I10RDY supported
P|F 10 1 =10RDY may be disabled
F 9 Shall be set to one
P|F 8 1 = DMA supported. Devices that require the DMADIR bit in the PACKET
command (see 7.18) shall clear this bit to 0
X 7:0 Vendor specific
50| O Capabilities
F 15 Shall be cleared to zero
F 14 Shall be set to one
13:2 Reserved
X 1 Obsolete
B|F 0 Shall be set to one to indicate a device specific/Standby timer value minium
51..52 X | Obsolete
53| M 15:3 Reserved
B|F 2 1 = the fields reported in word 88 are-walid
B|F 1 1 = the fields reported in words‘64..70 are valid
X 0 Obsolete
54..61 Reserved
Key: O/M — Mandatory/optional requirement.
F/V — Fixed/variable content M — Support of the word is mandatory.
F — The content of the field does not change O — Support of the word is optional.
except following a download microcode  S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport
V — The contents of the field is variable and P — Parallel Transport
may change depending an the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial or
by the device. Parallel
X — The fixed or variabletype of this field is

not defined in-this’standard.



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

ISO/IEC 17760-103:2021 © ISO/IEC 2021 165

Table 48 — IDENTIFY PACKET DEVICE data (part 3 of 13)

O|S|F
Word| M | P |V Description
62| M DMA information (see 7.13.6.17)
S|F 15 1 = DMADIR bit in the PACKET command (see 7.18) is required for DMA

transfers
0 = DMADIR bit in PACKET command is not required for DMA transfers.

14:11 Reserved
1 = DMA is supported

1 = TV‘iuitiWUId D?v'i/—\ IIIUUIC 2 ib auppuﬁcu'

1 = Multiword DMA mode 1 is supported

1 = Multiword DMA mode 0 is supported

1 = Ultra DMA mode 6 and below are supported
1 = Ultra DMA mode 5 and below are supported
1 = Ultra DMA mode 4 and below are supported
1 = Ultra DMA mode 3 and below are supported
1 = Ultra DMA mode 2 and below are supported
1 = Ultra DMA mode 1 and below are supported
1 = Ultra DMA mode 0 is supported

W U U U U U U U U P T
M M M M T M M M m T

—
O =~ N W b OO N 00O G O

63| M 15:11 Reserved

P |V 10 1 = Multiword DMA mode 2 is selected
P |V 9 1 = Multiword DMA mode 1.is'Selected
P |V 8 1 = Multiword DMA modéQis selected
7:3 Reserved
P|F 2 1 = Multiword DMA\mode 2 and below are supported
P|F 1 1 = Multiword DMA mode 1 and below are supported
P|F 0 1 = Multiwerd DMA mode 0 is supported Multiword DMA mode selected.
64| M 15:8 Reserved
P|F 7:0 PIQO.transfer modes supported
65| M Minimum:Multiword DMA transfer cycle time per word
P|F 15:0) Cycle time in nanoseconds
66| M Manufacturer’s recommended Multiword DMA transfer cycle time
P | E 15:0 Cycle time in nanoseconds
Key: O/M — Mandatory/optional requirement.
F/V — Fixed/variable content M — Support of the word is mandatory.
F — The(content of the field does not change O — Support of the word is optional.
except following a download microcode  S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport
V — The contents of the field is variable and P — Parallel Transport
————maychangedependingon-the-stateof——————B—BothSertarand Paratter Transports
the device or the commands processed N — Belongs to a transport other than Serial or
by the device. Parallel

X — The fixed or variable type of this field is
not defined in this standard.
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Table 48 — IDENTIFY PACKET DEVICE data (part 4 of 13)

O|S|F
Word| M | P |V Description
67| M Minimum PI1O transfer cycle time without flow control
P|F 15:0 Cycle time in nanoseconds
68| M Minimum PIO transfer cycle time with IORDY (see ATA8-APT) flow control
P|F 15:0 Cycle time in nanoseconds
69..70 Reserved
71..72 X | Obsolete
73..74 Reserved
75 X | Obsolete

76| O | S Serial ATA Capabilities

15 Reserved for Serial ATA

F 14 1 = Supports Device Automatic Partial to Slumber transitions
F 13 1 = Supports Host Automatic Partial to Slumber fransitions
12:11 Reserved for Serial ATA

F 10 1 = The SATA Phy Event Counters log is supported

F 9 1 = Receipt of host initiated power management requests are supportgd
8:4 Reserved for Serial ATA

F 3 1 =The SATA Gen3 Signaling Speed (6.0Gb/s) is supported

F 2 1 =The SATA Gen2 Signaling.Speed (3.0Gb/s) is supported

F 1 1 =The SATA Gen1 Signaling Speed (1.5Gb/s) is supported

F 0 Shall be cleared to zero

771 0 | S Serial ATA Additional Capabilities
15:6 Reserved for Serial ATA

F 5 1 = Supports host environment detect
F 4 1 = Supports Device Attention on slimline connected device
Vv 3:1 Coded value indicating current negotiated Serial ATA signal speed
F 0 -Shall be cleared to zero
Key: O/M — Mandatory/optional requirement.
F/V — Fixed/variable content M — Support of the word is mandatory.
F — The content of the field does not change O — Support of the word is optional.
except following a download microcode  S/P — Content applies to Serial or Parallel transport
or powef-0n reset. S — Serial Transport
V — The contents of the field is variable and P — Parallel Transport
may change depending on the state of B — Both Serial and Parallel Transports
the'device or the commands processed N — Belongs to a transport other than Serial dr
by the device. Parallel

X'— The fixed or variable type of this field is

not defined in this standard.
-
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Table 48 — IDENTIFY PACKET DEVICE data (part 5 of 13)

Word PV Description

78 O | S Serial ATA features supported
15:7 Reserved for Serial ATA

F 6 1= The SSP feature set is supported
F 5 1 = Asynchronous notification supported
4 Reserved for Serial ATA
F 3 1 = Device initiated power management is supported
2:1 Reserved for Serial ATA
F 0 Shall be cleared to zero

791 O | S Serial ATA features enabled
15:7 Reserved for Serial ATA

Vv 6 1 =The SSP feature set is enabled
V 5 1 = Asynchronous noatification enabled
4 Reserved for Serial ATA
\% 3 1 = Device initiated power management is'€habled
2:1 Reserved for Serial ATA
F 0 Shall be cleared to zero
80| M | B Major version number

0000h or FFFFh = device does not repoft yersion
15:11 Reserved
10 1 =ACS-3 is supported
1 =ACS-2 is supported
1 = ATA8-ACS is.suipported
1 = ATA/ATAPIST7 is supported
1 = ATA/ATAPI-6 is supported
1 = ATA/ATAPI-5 is supported
Obselete
Obsolete
Obsolete
Obsolete
0 Reserved

©

X X X M m m m Tm T T
-~ NJw » 00 O N

81| M |.B.) F [Minor version number

Key: O/M — Mandatory/optional requirement.
F/V — Fixed/variable content M — Support of the word is mandatory.
F.=>The content of the field does not change O — Support of the word is optional.
except following a download microcode  S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport
V — The contents of the field is variable and P — Parallel Transport
may change depending on the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial or
by the device. Parallel

X — The fixed or variable type of this field is
not defined in this standard.
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Table 48 — IDENTIFY PACKET DEVICE data (part 6 of 13)

O|S|F
Word| M | P |V Description
82| M | B Commands and feature sets supported
X 15 Obsolete
F 14 Shall be set to one (i.e., the NOP command is supported)
F 13 Shall be cleared to zero (i.e., the READ BUFFER command is not supported)
F 12 Shall be cleared to zero (i.e., the WRITE BUFFER command is not
supported)
X 11 Obsolete
F 10 Obsolete
F 9 Shall be set to one (i.e., the DEVICE RESET command is supperted)
X 8 Obsolete
X 7 Obsolete
F 6 1 = Read look-ahead supported
F 5 1 = The volatile write cache is supported
F 4 Shall be set to one indicating the PACKET feature set is supported
F 3 1 = The Power Management feature set stpported
X 2 Obsolete
X 1 Obsolete
F 0 Shall be cleared to zero (i.e., the SMART feature set is not supported)
Key: O/M —Mandatory/optional requirement.
F/V — Fixed/variable content M — Support of the word is mandatory.

F — The content of the field does not change O — Support of the word is optional.
except following a download microcode  *“S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport

V — The contents of the field is variable and P — Parallel Transport
may change depending on the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial dr
by the device. Parallel

X — The fixed or variable type‘of'this field is
not defined in this standard.



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

ISO/IEC 17760-103:2021 © ISO/IEC 2021

169

Table 48 — IDENTIFY PACKET DEVICE data (part 7 of 13)

F — The content of the field dees not change
except following a,download microcode
or power-on resgt.

V — The contents of\the field is variable and
may change-depending on the state of
the device)or the commands processed
by the\device.

X — The-fixed or variable type of this field is
not'defined in this standard.

O — Support of the word is optional.
S/P — Content applies to Serial or Parallel transport
S — Serial Transport
P — Parallel Transport
B — Both Serial and Parallel Transports
N — Belongs to a transport other than Serial o
Parallel

=

O|S|F
Word| M | P |V Description
83| M | B Commands and feature sets supported
F 15 Shall be cleared to zero
F 14 Shall be set to one
13 Reserved
F 12 1 =The FLUSH CACHE command is supported
F 11 Obsolete
10 Reserved
F 9:8 Obsolete
X 7 Obsolete
F 6 1=The SET FEATURES subcommand is required to spin-up.after powef-up
F 5 1 =The PUIS feature set is supported
X 4 Obsolete
F 3 1 =The APM feature set is supported
2:1 Reserved
F 0 Shall be cleared to zero (i.e., the DOWNEOAD MICROCODE command (s
not supported)
84| M | B Commands and feature sets supported
F 15 Shall be cleared to zero
F 14 Shall be set to one
13:9 Reserved
F 8 shall be set to one (i:e.; the WWN is supported)
7:6 Reserved
F 5 1 =The GPL feature set is supported
4:0 Reserved
Key: O/M — Mandatory/optional requirement.
F/V — Fixed/variable content M — Support of the word is mandatory.
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Table 48 — IDENTIFY PACKET DEVICE data (part 8 of 13)

O|S|F
Word| M | P |V Description
85| M | B Commands and feature sets supported or enabled
X 15 Obsolete
F 14 Shall be set to one (i.e., the NOP command is supported)
F 13 Shall be cleared to zero (i.e., the READ BUFFER command is not supported)
F 12 Shall be cleared to zero (i.e., the WRITE BUFFER command is not
supported)
X 11 Obsolete
Vv 10 Obsolete
F 9 Shall be set to one (i.e., the DEVICE RESET command is supperted)
X 8 Obsolete
X 7 Obsolete
\% 6 1 = Read look-ahead is enabled
\% 5 1 = The volatile write cache is enabled
F 4 Shall be set to one indicating the PACKET feature set is supported.
F 3 1 = Power Management feature set is enabled
X 2 Obsolete
X 1 Obsolete
F 0 Shall be cleared to zero (i.e., the SMART feature set is not supported)
Key: O/M —Mandatory/optional requirement.
F/V — Fixed/variable content M — Support of the word is mandatory.

F — The content of the field does not change O — Support of the word is optional.
except following a download microcode  *“S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport

V — The contents of the field is variable and P — Parallel Transport
may Chgnge depending on the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial dr
by the device. Parallel

X — The fixed or variable type‘of'this field is
not defined in this standard.
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Table 48 — IDENTIFY PACKET DEVICE data (part 9 of 13)

O|S|F
Word| M | P |V Description
86| M | B Commands and feature sets supported or enabled
15:13 Reserved
12 1 =The FLUSH CACHE command is supported
F 11 Obsolete
10 Reserved
V 9:8 Obsolete
X 7 Obsolete
F 6 1=SET FEATURES subcommand required to spin-up after power‘up
Vv 5 1 =The PUIS feature set is enabled
X 4 Obsolete
\% 3 1 =The APM feature set is enabled
2:1 Reserved
F 0 Shall be cleared to zero (i.e., the DOWNLOAD MICROCODE command (s
not supported)
87| M Commands and feature sets supported or enabled
F 15 Shall be cleared to zero
F 14 Shall be set to one
13:9 Reserved
F 8 Shall be set to one (i.e., theXWWWN is supported)
7:6 Reserved
F 5 This bit is a copy of word 84 bit 5
4:0 Reserved
Key: O/M — Mandatory/optional requirement.
F/V — Fixed/variable content M — Support of the word is mandatory.

F — The content of the field does net-change O — Support of the word is optional.
except following a download:microcode  S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport

V — The contents of the field is variable and P — Parallel Transport
may change depending on the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial or
by the device. Parallel

X — The fixed. orvariable type of this field is
not defined in this standard.
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Table 48 — IDENTIFY PACKET DEVICE data (part 10 of 13)

O|S|F
Word| M | P |V Description
88| M | B Ultra DMA modes
15 Reserved
Vv 14 1 = Ultra DMA mode 6 is selected.
V 13 1 = Ultra DMA mode 5 is selected.
Vv 12 1 = Ultra DMA mode 4 is selected.
V 11 1 = Ultra DMA mode 3 is selected.
V 10 1 = Ultra DMA mode 2 is selected.
\Y, 9 1 = Ultra DMA mode 1 is selected.
Vv 8 1 = Ultra DMA mode 0 is selected.
7 Reserved
F 6 1 = Ultra DMA mode 6 and below are supported.
F 5 1 = Ultra DMA mode 5 and below are supported.
F 4 1 = Ultra DMA mode 4 and below are supported:
F 3 1 = Ultra DMA mode 3 and below are supported:
F 2 1 = Ultra DMA mode 2 and below are supported.
F 1 1 = Ultra DMA mode 1 and below are‘supported.
F 0 1 = Ultra DMA mode 0 is supported.
89| O | B | F |Time required for Normal Erase mode SECURITY ERASE UNIT command
90| O | B | F |Time required for an Enhanced Erasesmode SECURITY ERASE UNIT command
91| O | B | V |Current APM level value (see 7.43.6.39)
92| O | B | V |Master Password Identifier
Key: O/M — Mandatory/optional requirement.
F/V — Fixed/variable content M — Support of the word is mandatory.

F — The content of the field does not:change
except following a download mierocode
or power-on reset.

V — The contents of the field.is-variable and
may change depending on the state of
the device or the commands processed
by the device.

X — The fixed or_variable type of this field is
not defined’in this standard.

S/P — Content applies to Serial or Parallel transport

O — Support of the word is optional.

S — Serial Transport

P — Parallel Transport

B — Both Serial and Parallel Transports

N — Belongs to a transport other than Serial gr
Parallel
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Table 48 — IDENTIFY PACKET DEVICE data (part 11 of 13)

O|S|F
Word| M | P |V Description
93| M | B Hardware reset result
The contents of bits 12:0 of this word shall change only during the processing of a
hardware reset.
F 15 Shall be cleared to zero
F 14 Shall be set to one
V 13 1 = device detected CBLID- (see ATA8-APT) above Viy
t—=devicedetected-CBHB-—(see ATAS-APT betow -V
12:8 Device 1 hardware reset result. Device 0 shall clear these bits to zerof Deyice
1 shall set these bits as follows:
12 Reserved
V 11 0 = Device 1 did not assert PDIAG-
1 = Device 1 asserted PDIAG-
V 10:9 These bits indicate how Device 1 determined the device numbgr:
00b = Reserved
01b = a jumper was used
10b = the CSEL signal was uséd
11b = some other method was used or the method is unknown
F 8 Shall be set to one
Key: O/M — Mandatory/optional requirement.
F/V — Fixed/variable content M.— Support of the word is mandatory.
F — The content of the field does not change O — Support of the word is optional.
except following a download microcode  -3/P’— Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport
V — The contents of the field is variable and P — Parallel Transport
may change depending on the state-of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial or
by the device. Parallel
X — The fixed or variable type of\this field is
not defined in this standard.
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Table 48 — IDENTIFY PACKET DEVICE data (part 12 of 13)

O|S|F
Word| M | P |V Description
93 7:0 Device 0 hardware reset result. Device 1 shall clear these bits to zero. Device
(cont.) 0 shall set these bits as follows:
7 Reserved
F 6 0 = Device 0 does not respond when Device 1 is selected
1 = Device 0 responds when Device 1 is selected
V 5 0 = Device 0 did not detect the assertion of DASP-
1 = Device 0 detected the assertion of DASP-
\Y, 4 0 = Device 0 did not detect the assertion of PDIAG-
1 = Device 0 detected the assertion of PDIAG-
V 3 0 = Device 0 failed diagnostics
1 = Device 0 passed diagnostics
\Y, 2:1 These bits indicate how Device 0 determined the device numbdr:
00b = Reserved
01b = a jumper was used
10b = the CSEL signal was used
11b = some other method was\used or the method is unknown
F 0 Shall be set to one
94 Obsolete
PD5..107 Reserved
108..111| M | B | F | World wide name
112..115 Reserved for world wide namg. extension to 128 bits
116..118 Reserved
119 Commands and feature\sets supported
15:0 Reserved
120 Commands and\feature sets supported or enabled
15:0 Reserved
1p1..125 Reserved
125| M | B | F | ATAP}byte count = 0 behavior
1p6..127 X _|Obsolete
128 X.[Obsolete
1R9..159 X | Vendor specific
Key: O/M — Mandatory/optional requirement.
F/V — Fixed/variable content M — Support of the word is mandatory.
F.=>The content of the field does not change O — Support of the word is optional.
except following a download microcode  S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport
V — The contents of the field is variable and P — Parallel Transport
may change depending on the state of B — Both Serial and Parallel Transports
the device or the commands processed N — Belongs to a transport other than Serial or
by the device. Parallel

X — The fixed or variable type of this field is
not defined in this standard.
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Table 48 — IDENTIFY PACKET DEVICE data (part 13 of 13)

O|S|F
Word| M | P |V Description
160..175 Reserved for CFA
176..221 Reserved
222\ M | B Transport Major version number. 0000h or FFFFh = device does not report version
F 15:12 Transport Type
Oh = Parallel
1h = Serial
2h-Fh = Reserved
Parallel
11:7 Reserved Reserved
F 6 Reserved SATA 3.1
F 5 Reserved SATA 3.0
F 4 Reserved SATA 2.6
F 3 Reserved SATA 2.5
F 2 Reserved SATA II: Extensions
F 1 ATA/ATAPI-7 SATA 1.0a
F 0 ATA8-APT ATA8-AST
223| M | B | F | Transport Minor version number
2p4..254 Reserved
255| O | B | V |Integrity word
15:8 Checksum
7:0 Checksum Validity*Indicator
Key: O/M — Mandatory/optional requirement.
F/V — Fixed/variable content M — Support of the word is mandatory.
F — The content of the field does not'change O — Support of the word is optional.
except following a downlgad-microcode  S/P — Content applies to Serial or Parallel transport
or power-on reset. S — Serial Transport
V — The contents of the field is variable and P — Parallel Transport
may change depending on the state of B — Both Serial and Parallel Transports
the device or the-commands processed N — Belongs to a transport other than Serial or
by the deviee: Parallel
X — The fixed-orvariable type of this field is
not defined in this standard.
7.1B.6.2 Word,0: General configuration
Bitg 15:14.0of word 0 indicate the type of device. Bit 15 shall be set to one and bit 14 shall be cleared to zerg to
indicate\the device is an ATAPI device.
Blt\‘. 128 Uf VVUIL; G il |u'ibaic ti 1< bUIIIIIIdIId DUi uacu' Il.)y ii 1< UIUVibU. T;Iib vaiuc fU”UVVD ii 1< pUlip;lUldi UIUVibU ty e as

defined in SPC-4 (e.g., 05h indicates a CD/DVD device).

Bit 7 of word 0 is obsolete.

For PATA devices, bits 6:5 of word 0 indicate the DRQ response time after a PACKET command is received. A
value of 00b indicates that the maximum time for a device to set DRQ to one after receiving a PACKET command
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is 3 ms. The value 01b is obsolete. A value of 10b indicates that the maximum time for a device to set DRQ to
one after receiving a PACKET command is 50 ys. The value 11b is reserved.

If bit 2 of word 0 is set to one, then the content of the IDENTIFY PACKET DEVICE data is incomplete (e.g., the
device supports the Power-up In Standby feature set and required data is contained on the device media
(see 4.16)).

Bits 1:0 of word 0 indicate the packet size the device supports. A value of 00b indicates that a 12-byte packet is
supported and a value of 01b indicates a 16 byte packet. The values 10b and 11b are reserved.

The content of IDENTIFY PACKET DEVICE data word 0 shall be valid.
7.13.6.3 Word 1

Word T1s reserved.

7.1B.6.4 Word 2: Specific configuration

Word 2 shall have the same content described for IDENTIFY DEVICE data word 2 (see 7.12.7.4).-The’contgnt of
IDENTIFY PACKET DEVICE data word 2 shall be valid.

7.1B.6.5 Words 3..9
Wofds 3..9 are reserved.
7.1B.6.6 Words 10..19: Serial number

If the ATAPI device does not report the serial number, then the content of these'words shall be 0000h in eagh
wold. Otherwise, the content of these words shall be as described for IDENTIEY DEVICE data words 10..1P
(sep 7.12.7).

7.18.6.7 Words 20..22

Words 20..22 are reserved.

7.1B.6.8 Words 23..26: Firmware revision

Words 23..26 shall have the content described for IDENTIFY DEVICE data words 23..26 (see 7.12.7.13).
7.1B8.6.9 Words 27..46: Model number

Words 27..46 shall have the content described for{DENTIFY DEVICE data words 27..46 (see 7.12.7.14).
7.18.6.10 Words 47..48

Words 47..48 are reserved.

7.13.6.11 Word 49: Capabilities

Bitg 15:12 of word 49 are obsolete:

Bit [11 of word 49 indicates whether a device supports IORDY (see ATA8-APT). If bit 11 of word 49 is set to pne,
thep the device supports IORDY operation. If bit 11 of word 49 is cleared to zero, the device may support IORDY
opgration. If a device supports PIO mode 3 or higher, then bit 11 of word 49 shall be set to one. For SATA
deVices, bit 11 of werd 49 shall be set to one.

Bit 10 of word 49«ndicates a device’s ability to enable or disable the use of IORDY (see ATA8-APT). If bit 1D of
wold 49 is setto one, then the device supports the disabling of IORDY. Disabling and enabling of IORDY g
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oTdicate and
(see 7.18) shall clear bit 8 of word 49 to 0

7.13.6.12 Word 50: Capabilities

Word 50 shall have the content described for IDENTIFY DEVICE data word 50 (see 7.12.7.17). Support of this
word is mandatory if the STANDBY command is supported.
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7.13.6.13 Word 51
Word 51 is obsolete.
7.13.6.14 Word 52
Word 52 is obsolete.
7.13.6.15 Word 53

Word 53 bits 2:0 shall have the content described for IDENTIFY DEVICE data word 53 bits 2:0. Bits 15:3 are

reserved.
7.13.6.16 Words 54..61

WoFds 54, 6T are reserved.
7.18.6.17 Word 62: DMA information

ATAPI devices may require use of the DMADIR bit to indicate transfer direction for PACKET commands‘(see ]

using the DMA data transfer protocol. Word 62 indicates if such support is required.

If word 62 bit 15 is set to one, then the DMADIR bit in the PACKET command is required by the device for PAC
coimands using the DMA data transfer protocol and the following bits in the IDENTIFY."/RACKET DEVICE

shdll be cleared to zero:

a) word 63 bits 2:0;
b) word 49 bit 15;

c) word 49 bit 8; and
d) word 88 bits 6:0.

If Word 62 bit 15 is cleared to zero, then:

a) the DMADIR bit in the PACKET command is not required;-and
b) word 62 shall be cleared to zero.

Bit§ 14:11 of word 62 are reserved.
If Word 62 bit 15 is set to one and word 62 bit:

a) 10 is set to one, then DMA is supported;
b) 10 is cleared to zero, then DMA is not supported;
c) 9is setto one, then Multiword DMA mode 2 is supported;
d) 9is cleared to zero, then Multiword-DMA mode 2 is not supported;
e) 8is setto one, then Multiword-BDMA mode 1 is supported;
f) 8 is cleared to zero, then Multiword DMA mode 1 is not supported;
g) 7 is setto one, then Multiword DMA mode 0 is supported;
h) 7 is cleared to zero, thenyMultiword DMA mode 0 is not supported;
i) 6 is setto one, then Ulira DMA mode 6 and below are supported;
j) 6 is cleared to zeto, then Ultra DMA mode 6 and below are not supported;
k) 5 is setto oneythen Ultra DMA mode 5 and below are supported;
I) 5is cleared-to.zero, then Ultra DMA mode 5 and below are not supported;
m) 4 is set to)one, then Ultra DMA mode 4 and below are supported;
n) 4 is cleared to zero, then Ultra DMA mode 4 and below are not supported;
) 3isset to one, then Ultra DMA mode 3 and below are supported;
) 3-is.cleared to zero, then Ultra DMA mode 3 and below are not supported;
) "2'is set to one, then Ultra DMA mode 2 and below are supported;
2 is cleared to zero, then Ultra DMA mode 2 and below are not supported:

7.18)

KET
Hata

s) 1is setto one, then Ultra DMA mode 1 and below are supported;

t) 1is cleared to zero, then Ultra DMA mode 1 and below are not supported;
u) O is setto one, then Ultra DMA mode 0 is supported; and

v) O is cleared to zero, then Ultra DMA mode 0 is not supported.
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7.13.6.18 Word 63: Multiword DMA transfer

Word 63 identifies the Multiword DMA transfer modes supported by the device and indicates the mode that is
currently selected. Only one DMA mode shall be selected at any given time. If an Ultra DMA mode is enabled, no
Multiword DMA mode shall be enabled. If a Multiword DMA mode is enabled, no Ultra DMA mode shall be
enabled.

Bits 15:11 of word 63 are reserved.
Bits 10:8 of word 63 shall have the content described for IDENTIFY DEVICE data word 63 (see 7.12.7.24).

Bits 7:3 of word 63 are reserved

If bit 2 of word 63 is set to one, Multiword DMA modes 2 and below are supported. If bit 2 of word 63 is cleared to

zer
and

For

Ifb
zer
shd

For

Ifb

For

71
Wo
71
Wo
71
Wo
71
Wo
71
Wo
71
Wo

b, Multiword DVIA mode Z 1s not supported. It Multiword DMA mode Z IS supported, Multiword DMA mod
0 shall also be supported (i.e., if bit 2 of word 63 is set to one, bits 1:0 of word 63 shall be set to one).

SATA devices:

a) if bit 15 of word 62 (see 7.13.6.17) is set to one, bit 2 of word 63 shall be cleared to zero; and
b) if bit 15 of word 62 is cleared to zero, bit 2 of word 63 shall be set to one.

t 1 of word 63 is set to one, Multiword DMA modes 1 and below are supported. If bit 3of'word 63 is clear
D, Multiword DMA mode 1 is not supported. If Multiword DMA mode 1 is supported, Multiword DMA mod
Il also be supported (i.e., if bit 1 of word 63 is set to one, bit 0 of word 63 shall be,set to one).

SATA devices:

a) if bit 15 of word 62 (see 7.13.6.17) is set to one, bit 1 of word 63 shall'be cleared to zero; and
b) if bit 15 of word 62 is cleared to zero, bit 1 of word 63 shall be sét to one.

t 0 of word 63 is set to one, Multiword DMA mode 0 is supported.
SATA devices:

a) if bit 15 of word 62 (see 7.13.6.17) is set to one, bit0 of word 63 shall be cleared to zero; and
b) if bit 15 of word 62 is cleared to zero, bit 0 of word>63 shall be set to one.

B3.6.19 Word 64: PIO transfer modes supported

rd 64 shall have the content described for IDENTIFY DEVICE data word 64 (see 7.12.7.25).
B.6.20 Word 65: Minimum multiword DMA transfer cycle time per word

rd 65 shall have the content described for IDENTIFY DEVICE data word 65 (see 7.12.7.26).
B.6.21 Word 66: Device recommended multiword DMA transfer cycle time

rd 66 shall have the content.described for IDENTIFY DEVICE data word 66 (see 7.12.7.27).
B.6.22 Word 67: Minimum PIO transfer cycle time without flow control

rd 67 shall have thecontent described for IDENTIFY DEVICE data word 67 (see 7.12.7.28).
B.6.23 Word 68:-Minimum PIO transfer cycle time with IORDY

rd 68 shall havethe content described for IDENTIFY DEVICE data word 68 (see 7.12.7.29).
B.6.24 Words 69..70

rds,69..70 are reserved.

es 1

pd to
e0

71
Wo

B.6.25 Words 71..72

rds 71..72 are obsolete.

7.13.6.26 Words 73..74

Wo

rds 73..74 are reserved.
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7.13.6.27 Word 75

Wo

rd 75 is obsolete.

7.13.6.28 Word 76: Serial ATA Capabilities
Bits 15 of word 76 is reserved for Serial ATA.

Bits 14:13 of word 76 shall have the content described for IDENTIFY DEVICE data word 76 bits 14:13
(see 7.12.7.34).

Bits 12:11 of word 76 are reserved for Serial ATA.
Bits 10:9 of word 76 shall have the content described for IDENTIFY DEVICE data word 76 bits 10:9

(se
Bits
Bits
Bi
71
Bits

If b
ma

Ifb
If th

Bits
Bit
71
Bits
Bit
If b

—

0 7 12 7 34)
8:4 of word 76 are reserved for Serial ATA.
3:1 of word 76 shall have the content described for IDENTIFY DEVICE data word 76 bits 3:1 (see|7.12.1
D of word 76 shall be cleared to zero.
B.6.29 Word 77: Serial ATA Additional Capabilities
15:6 of word 77 are reserved for Serial ATA.

t 5 of word 77 is set to one, then the device supports the ability to detect whether,or not the device is in
hufacturing test or PC application environment (see SATA 3.1).

t 4 of word 77 is set to one, then the device supports the Device Attention\capability in the slimline conne
e device does not use the slimline connector (see SATA 3.1), then thexdevice shall clear this bit to zero.

3:1 of word 77 shall have the content described for IDENTIFY DEVICE data word 77 bits 3:1 (see 7.12,
D of word 77 shall be cleared to zero.
B3.6.30 Word 78: Serial ATA features supported

15:7 of word 78 are reserved for Serial ATA.
6 of word 78 shall have the content described for IDENTIFY DEVICE data word 78 bit 6 (see 7.12.7.36)

t 5 of word 78 is set to one, then the device shall support initiating notification events. If bit 5 of word 78

clegred to zero, then the device shall not suppert initiating notification events (See SATA 3.1).

Bit
Bit
Bits
Bi
71
Bits
Bit
Bit
attg
(eg

—

4 is reserved for Serial ATA.

3 of word 78 shall have the content described for IDENTIFY DEVICE data word 78 bit 3 (see 7.12.7.36)
2:1 of word 78 are reserved for.Serial ATA.

D of word 78 shall be cleared-to zero.

B.6.31 Word 79: Serial ATA features enabled
15:7 of word 79 are-reserved for Serial ATA.

6 of word 79 shall have the content described for IDENTIFY DEVICE data word 79 bit 6 (see 7.12.7.37)

b of word 79l indicates whether device support for asynchronous notification to indicate to the host that
ntion is-fequired is enabled (see SATA 3.1). If this bit is set to one, the device may initiate notification ey
., acmedia change). If this bit is cleared to zero, the device shall not initiate notification events. This bit s

be

r.34).

ctor.

7.35)

is

ents
hall

Cleared to zero by default.

Bit 4 of word 79 is reserved for Serial ATA.

Bit 3 of word 79 shall have the content described for IDENTIFY DEVICE data word 79 bit 3 (see 7.12.7.37).

Bits 2:1 of word 79 are reserved for Serial ATA.

Bit O of word 79 shall be cleared to zero.
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7.13.6.32 Word 80: Major version number

Wo

rd 80 shall have the content described for IDENTIFY DEVICE data word 80 (see 7.12.7.38).

7.13.6.33 Word 81: Minor version number

Wo

rd 81 shall have the content described for IDENTIFY DEVICE data word 81 (see 7.12.7.39).

7.13.6.34 Words 82..84, 119: Commands and feature sets supported

Wo

rds 82..84 and 119 shall have the content described for IDENTIFY DEVICE data words 82..84 and 119

(see 7.12.7.40) except as specified in table 48.
7.13.6.35 Words 85..87, 120: Commands and feature sets supported or enabled

Wo
(se

71

Wo,
(se

If W
dat

If W

71
Wo
71
Wo
71
Wo
71
Wo
71
Wo
71
Wo
71
Wo
71
Wo

Fds 85..87 and 120 shall have the content described jor IDENTIFY DEVICE data words 85..87 and 120
e 7.12.7.41) except as specified in table 48.

B3.6.36 Word 88:Ultra DMA modes

rd 88 bits 15:7 shall have the content described for IDENTIFY DEVICE data word 88 bits 1537
P 7.12.7.42).

ord 62 bit 15 is cleared to zero, then word 88 bits 6:0 shall have the content described for IDENTIFY DE
b word 88 bits 6:0 (see 7.12.7.42).

ord 62 bit 15 is set to one, then:

a) word 88 bit 6 may be set to one; and
b) word 88 bits 5:0 shall be cleared to zero.

B.6.37 Word 89: Time required for Normal Erase mode SECURITY-ERASE UNIT command

rd 89 shall have the content described for IDENTIFY DEVICE data word 89 (see 7.12.7.43).

B3.6.38 Word 90: Time required for an Enhanced Erase mode SECURITY ERASE UNIT command
rd 90 shall have the content described for IDENTIFY DEVICE data word 90 (see 7.12.7.44).

B.6.39 Word 91: Current APM level value

rd 91 shall have the content described for IDENTIFY DEVICE data word 91 (see 7.12.7.45)

B.6.40 Word 92: Master Password ldentifier

rd 92 shall have the content described for IDENTIFY DEVICE data word 92 (see 7.12.7.46).

B.6.41 Word 93: Hardware reset rfesults

rd 93 shall have the content described for IDENTIFY DEVICE data word 93 (see 7.12.7.47).

B.6.42 Word 94

rd 94 is obsolete.

B.6.43 Word 95..107

rd 95..107 aregreserved.

B.6.44 Words 108..111: World wide name

rds 108.:111 shall have the content described for IDENTIFY DEVICE data words 108..111 (see 7.12.7.5

71

B:6:45 Words 112..115

Wo

rds 112..115 are reserved for a 128-bit world wide name.

7.13.6.46 Words 116..118

Wo

rds 116..118 are reserved.

7.13.6.47 Word 119

Wo

rd 119 is described in 7.13.6.34.

CE

~


https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

ISO/IEC 17760-103:2021 © ISO/IEC 2021 181

7.13.6.48 Word 120

Wo

rd 120 is described in 7.13.6.35.

7.13.6.49 Words 121..124

Wo

rds 121..124 are reserved.

7.13.6.50 Word 125 ATAPI byte count = 0 behavior

If the contents of word 125 are 0000h and the value of the BYTE COUNT LIMIT field in a PACKET command
(see 7.18) is zero, then the device shall return command aborted.

If the contents of word 125 are non-zero and the value of the BYTE COUNT LIMIT field in a PACKET command is

zer

and

and

The
rep

71

0 _then the device shall use the contents of word 125 as the actual byte count limit for the current comm
shall not return command aborted.

device may be reconfigured to report a new value in word 125. However, after the device is recopfigureg
prted content of word 125 shall not change until after the next power-on reset or hardware reset,

B.6.51 Word 126..127

rd 126..127 are obsolete.

B.6.52 Word 128

rd 128 is obsolete.

B.6.53 Words 129..159

rds 129..159 are reserved.

B.6.54 Words 160..167: Reserved for CFA

Fds 160..167 are reserved for use by the CFA (see 7.12.7.68):

B.6.55 Words 168..221

Fds 168..221 are reserved.

B.6.56 Word 222: Transport major version number

rd 222 shall have the content described for IDENTIFY DEVICE data word 222 (see 7.12.7.84).
B.6.57 Word 223: Transport minor version number

rd 223 shall have the content described,for IDENTIFY DEVICE data word 223 (see 7.12.7.85).
B.6.58 Words 224..254

rds 224..254 are reserved.

B.6.59 Word 255: Integrity)word

rd 255 shall have the:content described for IDENTIFY DEVICE data word 255 (see 7.12.7.91).

, the
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7.14 IDLE - E3h, Non-Data

7.14.1 Feature Set

This 28-bit command is for devices that implement the Power Management feature set (see 4.15).
7.14.2 Description

The IDLE command places the device in the Idle mode and sets the Standby timer. Command completion may
occur even though the device has not fully transitioned into the Idle mode.

If the host sets the COUNT field to a value > 00h, the device shall prepare to enable the Standby timer (see 4.15.3)
and set the Standby timer to the period defined by table 50. If the host sets the COUNT field to 00h, the device
shall disable the Standby timer.

Seg¢ 4.9.4 for interactions with the EPC feature set.
7.14.3 Inputs
Seg table 49 for the IDLE command inputs.

Table 49 — IDLE command inputs

Field Description
FEATURE | Reserved
COUNT | Standby timer period (see table 50)
LBA | Reserved
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See“6.2.12
3:0 Reserved
COMMAND 7:0 E3h

The¢ Standby timer periods are defined.in table 50.

Table 50 — Standby timer periods

COUNT field Description
Q0K Standby timer disabled
07h-FOh | (value x 5) s (i.e., 5sto 1200 s (i.e., 20 min))
F1h-FBh | ((value — 240) x 30) min (i.e., 30 min to 330 min (i.e., 5.5 h))
FCh 21 min
FDh Between 8 hand 12 h
FEh Reserved
FFh 21T min195s
Note - Times are approximate.

7.14.4 Normal Outputs
See table 200.



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

ISO/IEC 17760-103:2021 © ISO/IEC 2021 183

7.14.5 Error Outputs
See table 217.
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7.15 IDLE IMMEDIATE - E1h, Non-Data

7.15.1 Feature Set

This 28-bit command is for devices that implement the Power Management feature set (see 4.15).

7.15.2 Description

7.15.2.1 Default function

The IDLE IMMEDIATE command places the device in the Idle mode. Command completion may occur even
though the device has not fully transitioned into the Idle mode.

See 4.9.4 for interactions with the EPC feature set.

7.1p.2.2 Unload feature

The¢ Unload feature of the IDLE IMMEDIATE command causes a device that has movable read/write hieadq to
moye them to a safe position.

Upon receiving an IDLE IMMEDIATE command with the Unload feature, the device shall:

media; and

The device shall retain any data in any write cache and resume writing thé.cached data onto the media aftg
recgiving a software reset, a hardware reset, or any new command except IDLE IMMEDIATE command with

Unload feature.

A device shall return command completion after the heads hayesbeen unloaded or parked.

a) stop read look-ahead if that operation is in process;

b) stop writing cached data to the media if that operation is in process;
c) retract the heads onto the ramp if the device implements unloading its heads/ento a ramp;

d) park its heads in the landing zone if the device implements parking its heads)in a landing zone on t

e) transition to the Idle mode.

7.15.3 Inputs (Default function)
Seg¢ table 51 for the IDLE IMMEDIATE command inputs

Table 51 — IDLE IMMEDIATE command inputs

e

r

Field

Description

FEATURE | N/A except when the Unload\feature is requested, see 7.15.4

COUNT | N/A except when the Unload feature is requested, see 7.15.4

LBA | N/A except when the Unload feature is requested, see 7.15.4

DEVICE
Bit

Description

7+ Obsolete

N/A

Obsolete

Transport Dependent — See 6.2.12
Reserved

COMMAND 70

ETh
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7.15.4 Inputs (Unload feature)
See table 52 for the IDLE IMMEDIATE with Unload feature command inputs.

Table 52 — IDLE IMMEDIATE with Unload feature command inputs

Field Description

FEATURE |44h

COUNT | 00h

LBA|055_4E4Ch

DEVICE

Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 E1h

7.15.5 Normal Outputs (Default function)
Seg table 200.

7.15.6 Normal Outputs (Unload feature)
Seg table 205.

7.15.7 Error Outputs

Seg table 217.
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7.16 NCQ QUEUE MANAGEMENT - 63h, Non-Data

7.16.1 Overview

This 48-bit command is for devices that implement the NCQ feature set (see 4.14).
7.16.2 Description

The NCQ QUEUE MANAGEMENT command is a non-data NCQ command.

The queueing behavior of the device depends on which subcommand is specified. This standard identifies which
NCQ QUEUE MANAGEMENT subcommands are executed as Immediate NCQ commands (see SATA 3.1).

7.16.3 Inputs
7.1f.3.1 Overview
Seg table 53 for the NCQ QUEUE MANAGEMENT command inputs.

Table 53 — NCQ QUEUE MANAGEMENT command inputs

Field Description

FEATURE
Bit Description

15:8 Reserved

7:4 Subcommand specific

3:0 suBCOMMAND field — See 7.16.3.2

COUNT
Bit Description
15:14 PRIO field — See 4.14.2
13:8 Reserved
7:3 NCQ TAG field — See 7.16.3:3
2:0 Reserved

LBA
Bit Description

47:8 Reserved

7:3 Subcommand specific
2:0Reserved

AUXILIARY 15:0 Subcommand specific

DEVICE
Bit Description
7 Reserved

6 Shall be set to one

5 Reserved
4 Shall be cleared to zero
3:0 Reserved

COMMAND 7:0 63h
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7.16.3.2 Subcommand

Table 54 defines the NCQ QUEUE MANAGEMENT subcommands.

The
tha

71
The
71
The
71
The
71
The

Table 54 — NCQ QUEUE MANAGEMENT Subcommands

Subcommand |Description Reference
Oh ABORT NCQ QUEUE 7.16.8
1h DEADLINE HANDLING 7.16.9
2h..Fh Reserved

TOTO- NS TR O TICTO

NcQ TAG field shall contain the NCQ Tag value for this NCQ command. An NCQ Tag value may be_ any \
does not exceed the value in word 75 in the IDENTIFY DEVICE data (see 7.12.7.33).

6.4 Output from the Host to the Device Data Structure
output from the host to the device is subcommand-specific.

6.5 Command Acceptance Outputs

command acceptance outputs for this command are subcommand specific.

6.6 Normal Outputs
normal outputs for this command are subcommand specific.
6.7 Error Outputs

error outputs for this command are subcommand specific.

alue
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7.16.8 ABORT NCQ QUEUE - 63h/0h, Non-Data

7.16.8.1 Overview

This 48-bit command is for devices that implement the NCQ feature set (see 4.14).

7.16.8.2 Description

The ABORT NCQ QUEUE command is a subcommand of the NCQ QUEUE MANAGEMENT command.

The ABORT NCQ QUEUE subcommand is an Immediate NCQ command (see SATA 3.1). Support for this
subcommand is indicated in the SATA NCQ Queue Management Log (see A.17).

The ABORT NCQ QUEUE command shall affect only those NCQ commands for which the device has indicated
command acceptance hefore m‘(‘ppting this ABORT NCQ QUFUF command
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7.16.8.3 Inputs
7.16.8.3.1 Overview
See table 55 for the ABORT NCQ QUEUE command inputs.

Table 55 — ABORT NCQ QUEUE command inputs

Field Description

FEATURE
Bit Description
15:8 Reserved

7:4 ABORT TYPE field — See 7.16.8.3.2
3:0 Subcommand field — shall be set to Oh

COUNT
Bit Description
15:14 PRIO field — See 4.14.2
13:8 Reserved
7:3 NCQ TAG field — See 7.16.3.3
2:0 Reserved

LBA
Bit Description

47:8 Reserved

7:3 TTAG field — See 7.16.8.3.3
2:0 Reserved

DEVICE
Bit Description

7 Reserved

6 Shall be setto one

5 Resefved

4 Shall'be cleared to zero
3,0\ Reserved

COMMAND 7:0 63h
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7.16.8.3.2 ABORT TYPE field

The ABORT TYPE field describes the action requested. Table 56 shows the defined abort types. The SATA NCQ
Queue Management log (see A.17) provides a list of abort types supported by the device.
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Table 56 — ABORT NCQ QUEUE Abort Types

Abort Type Name Description

Oh Abort All The device shall attempt to abort all outstanding NCQ commands.

1h Abort Streaming | The device shall attempt to abort all outstanding NCQ Streaming
commands. All non-streaming NCQ commands shall be unaffected.

2h Abort Non-Streaming | The device shall attempt to abort all outstanding NCQ
Non-Streaming commands. All NCQ Streaming commands shall
be unaffected.

3h Abort Selected The device shall attempt to abort the outstanding NCQ comimand
associated with the tag represented in TTAG field.

4h..Fh Reserved

7.16.8.3.3 TTAG field

The TTAG field contains the value of the NCQ Tag (see 4.14.1) of the outstanding,command that is requestgd to
be pborted.The TTAG value is only valid if the ABORT TYPE field is set to 3h (i.e. Abort Selected). TTAG sha|l not

exdeed the value specified in IDENTIFY DEVICE data word 75.

7.16.8.4 Command Acceptance Outputs

Se¢ table 210.

7.16.8.5 Normal Outputs

Settable 211.
7.16.8.6 Error Outputs

The device shall return command aborted if:

the NCQ feature set is disabled;

the value of the TTAG field equals the, value of the TAG field;
the value of the TTAG field is an invalid NCQ Tag number; or
the ABORT TYPE field contains anunsupported value.

O 0O T O
= ==
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7.16.9 DEADLINE HANDLING - 63h/1h, Non-Data

7.16.9.1 Overview

This 48-bit command is for devices that implement the NCQ feature set (see 4.14).

7.16.9.2 Description

The DEADLINE HANDLING command controls how NCQ Streaming commands are processed by the device.
The DEADLINE HANDLING command is a subcommand of the NCQ QUEUE MANAGEMENT command.
Support for this subcommand is indicated in the NCQ Queue Management Log (see A.17).

The DEADLINE HANDLING command shall affect only those NCQ commands for which the device has indicated
corfimand acceptance before accepting this NCQ QUEUE MANAGEMENT command.
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7.16.9.3 Inputs
7.16.9.3.1 Overview
See table 57 for the DEADLINE HANDLING command inputs.

Table 57 — DEADLINE HANDLING command inputs

Field Description

FEATURE
Bit Description
15:6 Reserved
5 RDNC bit — See 7.16.9.3.3
4 WDNC bit — See 7.16.9.3.2
3:0 Subcommand (1h)

COUNT
Bit Description
15:14 PRIO field — See 4.14.2
13:8 Reserved
7:3 NcQ TAG field — See 7.16.3.3
2:0 Reserved

LBA
Bit Description

47:8 Reserved
7:3 TTAG field — See SATA 3.1
2:0 Reserved

DEVICE
Bit Description

7 Reserved

6 Shall.be set to one

5 Reserved

4\ Shall be cleared to zero
3:0° Reserved

COMMAND 7:0 63h

7.1p.9.3.2’WDNC bit

If the"Write Data Not Continue (WDNC) bit is cleared to zero, then the device may allow WRITE FPDMA QUEUED
command completion times to exceed the time specified by the Icc field (see 7.23.3.3 and 7.61.3.3). If the wDNC
bit is set to one, then all WRITE FPDMA QUEUED commands shall be completed by the time specified by the
Icc field, otherwise the device shall return command aborted for all outstanding commands. The WDNC bit is only
applicable to WRITE FPDMA QUEUED commands (see 7.61) with the PRIO field set to 01b (i.e., Isochronous —
deadline dependent priority).
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The state of the wWDNC bit:

a) shall be preserved across:
A) software resets; and
B) COMRESETSs if the SSP feature set (see 4.21) is enabled (see 7.45.17.7);
and

b) shall not be preserved across power cycles.

7.16.9.3.3 RDNC bit

If the Read Data Not Continue (RDNC) bit is cleared to zero, then the device may allow READ FPDMA QUEUED
command completion times to exceed the time specified by the Icc field (see 7.23.3.3 and 7.61.3.3). If the RDNC
bit is set to one, then all READ FPDMA QUEUED commands shall be completed by the time specified by the icc
fieldl, otherwise the device shall return command aborted for all outstanding commands. The RDNC bit Is only
applicable to READ FPDMA QUEUED commands (see 7.23) with the PRIO field set to 01b (i.e., Isochranoup —
degdline dependent priority).

The state of the RDNC bit:

a) shall be preserved across:
A) software resets; and
B) COMRESETs if the SSP feature set (see 4.21) is enabled (see 7.45.17.7);
and

b) shall not be preserved across power cycles.

7.16.9.4 Command Acceptance Outputs
Se¢ table 210.

7.16.9.5 Normal Outputs

Se¢ table 211.

7.16.9.6 Error Outputs

The device shall return command aborted if:

a) the NCQ feature set is disabled; or
b) the ABORT TYPE field contains an unsupported value.
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7.17 NOP - 00h, Non-Data

7.17.1 Feature Set

This 28-bit command is for ATA devices (see 4.2) and ATAPI devices (see 4.3).
7.17.2 Description

The NOP command shall return command completion with an error (see table 59).
7.17.3 Inputs

See table 58 for the NOP command inputs.

Table 538 — NOP command inputs
Field Description
FEATURE | Subcommand Code (see table 59)
COUNT | Value to be returned in the error outputs (see table 232)
LBA | Value to be returned in the error outputs (see table 232)
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 00h
Table 59 — NOP ‘Subcommand Code
Subcommand
Code Description Action
00h NOP Return command aborted.
01h..FFh Obsolete

7.17.4 Normal Outputs
Whien processed by a device; this command always returns command completion with an error (see table §9).
7.17.5 Error Outputs
Seg table 232.
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7.18 PACKET - AOh, Packet

7.18.1 Feature Set

This 28-bit command is for devices that implement the PACKET feature set (see 4.3).
7.18.2 Description

The PACKET command transfers a SCSI CDB (see SPC-4) via a command packet. If the native form of the
encapsulated command is shorter than the packet size reported in IDENTIFY PACKET DEVICE data word 0
bits 1:0 (see 7.13.6.2), then the encapsulated command shall begin at byte 0 of the packet. Packet bytes beyond
the end of the encapsulated command are reserved.

7.18.3 Inputs
SeJa table 60 for the PACKET command inputs.

Table 60 — PACKET command inputs

Field Description

FEATURE
Bit Description
7:3 Reserved
2 DMADIR bit— See 7.18.4
1 Obsolete
0 DMA bit—See 7.18.4

COUNT
Bit Description
7:3 Obsolete
2:0 N/A

LBA
Bit Description
27:24 Reserved
23:8 BYTE COUNTIMIT field — See 7.18.5
7:0 Reserved

DEVICE
Bit' Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3.0 Reserved

COMMAND 7:0 AOh
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7.18.4 pMA bit and DMADIR bit

A DMA bit set to one specifies that the data transfer (i.e., not the command packet transfer) associated with the
PACKET command uses Multiword DMA or Ultra DMA mode. A DMA bit cleared to zero specifies that the data
transfers, if any, associated with the PACKET command does not use Multiword DMA or Ultra DMA mode (e.g.,
P10 mode).

If IDENTIFY PACKET DEVICE data word 62 bit 15 (see 7.13.6.17) is set to one and the DMA bit is set one, the
DMADIR bit specifies the direction of the DMA data transfer for the PACKET command as follows:

a) if the DMADIR bit is cleared to zero, the DMA data transfer occurs from the host to the ATAPI device, or
b) if the DMADIR bit is set to one, the DMA data transfer occurs from the ATAPI device to the host.

o  bit

e ars e A alire
indicate this requirement by setting IDENTIFY PACKET DEVICE data word 62 bit 15 to one.
The ATAPI device should ignore the contents of the DMADIR bit if:

a) IDENTIFY PACKET DEVICE data word 62 bit 15 is cleared to zero; or
b) the DMA bit is cleared to zero.

If a|difference is detected between the direction of a DMA data transfer associated with a PACKET command
and the DMADIR bit, the ATAPI device should return with an ABORTED command, and the‘sense key set to
ILLEGAL REQUEST.

If the IDENTIFY PACKET DEVICE data word 62 bit 15 is cleared to zero, then;

a) the DMADIR bit should be cleared to zero; and
b) the ATAPI device may return command aborted for a PACKET command that has the DMADIR bit s4t to
one.

7.18.5 BYTE COUNT LIMIT field

The BYTE COUNT LIMIT field is the maximum byte count that is to be transferred in any single DRQ data block for
P1Q transfers. The BYTE COUNT LIMIT field does not apply toithe command packet transfer. If the PACKET
command does not transfer data, the BYTE COUNT LIMIT field is ignored.

NOTE 9 — The amount of data transferred by this command is specified in the SCSI CDB.

If the PACKET command results in a data transfer, then:

a) the host should not set the BYTE CQUNT LIMIT field to zero (see 7.13.6.50);

b) if the total requested data transferlength is greater than the value in the BYTE COUNT LIMIT field, thep the
value set in the BYTE COUNT LIMIT field shall be even;

c) if the total requested datadransfer length is equal to or less than the value in the BYTE COUNT LIMIT field,
then the value set in thesBYTE COUNT LIMIT field may be odd; and

d) the value FFFFh shall be interpreted by the device as though the value were FFFEh.

7.1B.6 Normal Outputs
7.1B.6.1 Awaiting command

Whien the devicelis-ready to accept the command packet from the host the return structure shall be set accofding
to thble 206. Fhe INPUT/OUTPUT bit shall be cleared to zero, and the COMMAND/DATA bit shall be set to one. The

BYTE COUNTfield shall reflect the value set by the host in the BYTE COUNT LIMIT field when the command was
isstied,

7.18!6.2 Data transmission

Data transfer shall occur after the receipt of the command packet. See table 206 for the return structure when the
device is ready to transfer data requested by a data transfer command. The INPUT/OUTPUT bit is ignored, and the
COMMAND/DATA bit shall be cleared to zero.
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If the transfer is to be in PIO mode, the byte count of the data to be transferred for this DRQ data block shall be:

a) not equal to zero;

b) less than or equal to the value in the BYTE COUNT LIMIT field received from the host;
c) less than or equal to FFFEh; and

d) even if this is not the last transfer of a command.

If this is the last transfer for a command in PIO mode, the byte count for the DRQ data block may be odd. If the
byte count for the DRQ data block is odd, the last byte transferred shall be a pad byte (i.e., to make the total
number of bytes transferred be even). The value of the pad byte is undefined.

7.18.6.3 Normal command completion

If the_device has returned command completion without an error_the device returns the data structure found in

table 206. The INPUT/OUTPUT bit shall be set to one, and the COMMAND/DATA bit shall be set to one. The BYTE
COUNT field is reserved at command completion.

7.1B.7 Error Outputs

The device shall not terminate the PACKET command with an error before the last byte of the command pgcket
hag been written. See table 233.
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7.19 READ BUFFER - E4h, PIO Data-In

7.19.1 Feature Set

This 28-bit command is for ATA devices (see 4.2).

7.19.2 Description

The READ BUFFER command enables the host to read a 512-byte block of data.

The command prior to a READ BUFFER command should be a WRITE BUFFER command. If the READ
BUFFER command is not preceded by a WRITE BUFFER command, the data returned by READ BUFFER
command may be indeterminate.

7.1f4—l»pu(-s
Seg table 61 for the READ BUFFER command inputs.

Table 61 — READ BUFFER command inputs

Field Description

FEATURE | N/A

COUNT | N/A

LBA | N/A

DEVICE
Bit Description
7:5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 E4h

7.1p.4 Normal Outputs
Seg¢ table 200.
7.1P.5 Error Outputs

A device may return command completion with the ERROR bit set to one if an Interface CRC error has occu
Seg table 218.

NOTE 10 — There is no defined mechanism for a device to return an Interface CRC error status that may have
occurred during the last data block of a PIO Data-In transfer. There may be other mechanisms in which a host
may verify that an Intefface CRC error occurred in these cases.

red.
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7.20 READ BUFFER DMA - E9h, DMA

7.20.1 Feature Set

This 28-bit command is for ATA devices (see 4.2).

7.20.2 Description

See 7.19.2.

7.20.3 Inputs

See table 62 for the READ BUFFER DMA command inputs.

Table 62 — READ BUFFFR DMA command inputs

Field Description
FEATURE | N/A
COUNT | N/A
LBA [ N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 E9h

7.2D.4 Normal Outputs
Se¢ 7.19.4.

7.2D.5 Error Outputs
Se¢ 7.19.5.



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

200 ISO/IEC 17760-103:2021 © ISO/IEC 2021

7.21 READ DMA - C8h, DMA

7.21.1 Feature Set

This 28-bit command is for ATA devices (see 4.2).
7.21.2 Description

The READ DMA command allows the host to read data using the DMA data transfer protocol.
7.21.3 Inputs
See table 63 for the READ DMA command inputs.

Table 63 — READ DMA command inputs

Field Description

FEATURE | N/A

COUNT | The number of logical sectors to be transferred. A value of 00h indicates that 256(lagical sec
are to be transferred

ors

LBA | LBA of first logical sector to be transferred

DEVICE
Bit Description
7:5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 C8h

7.2

1.4 Normal Outputs

Se¢ table 200.

7.2

If a
cor
The

1.5 Error Outputs

npletion with the ERROR bit set to one and the LBA field set to the LBA of First Unrecoverable Error (see 6
validity of the data transferred is indeterminate. See table 225.

N unrecoverable error occurs while the device is processing this command, the device shall return command

8.2).



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

ISO/IEC 17760-103:2021 © ISO/IEC 2021 201

7.22 READ DMA EXT - 25h, DMA

7.22.1 Feature Set

This 48-bit command is for devices that implement the 48-bit Address feature set (see 4.4).

7.22.2 Description

The READ DMA EXT command allows the host to read data using the DMA data transfer protocol.
7.22.3 Inputs

See table 64 for the READ DMA EXT command inputs.

Table 64 — READ DMA EXT command inputs

Field Description
FEATURE | Reserved
COUNT | The number of logical sectors to be transferred. A value of 0000h indicates that 65536 logical
sectors are to be transferred
LBA | LBA of first logical sector to be transferred
DEVICE
Bit Description
7 Obsolete
6 Shall be set to one
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 25h

7.2R.4 Normal Outputs
Se¢ table 209.
7.2R.5 Error Outputs

If ah unrecoverable error occurs whilethe device is processing this command, the device shall return comnpand
completion with the ERROR bit set to one and the LBA field set to the LBA of First Unrecoverable Error (see 6{8.2).
The validity of the data transferred\is indeterminate. See table 223.
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7.23 READ FPDMA QUEUED - 60h, DMA Queued

7.23.1 Feature Set

This 48-bit command is for devices that implement the NCQ feature set (see 4.14).

7.23.2 Description

The READ FPDMA QUEUED command requests that user data be transferred from the device to the host.
7.23.3 Inputs

7.23.3.1 Overview

See table 65 for the READ FPDMA QUEUED command inputs.

Table 65 — READ FPDMA QUEUED command inputs

Field Description

FEATURE | The number of logical sectors to be transferred. A value of 0000h indicates that 66636 logical
sectors are to be transferred

COUNT
Bit Description
15:14 PRIO field — See 4.14.2
13:8 Reserved
7:3 NCQ TAG field — See 7.16.3.3
2:0 Reserved

LBA | LBA of first logical sector to be transferred

Icc 7:0 ICC field — See 7.23.3.3

DEVICE
Bit Description

7 FUA bit — See 7.23.3.2

6 Shall be set to one

5 Reserved

4 Shall be cléared to zero
3:0 Reserved

COMMAND 7:0,-60h

7.2B.3.2 FUA bit

If the Forced Unif /Access (FUA) bit is set to one, the device shall retrieve the data from the non-volatile medja
regprdless of whether the device holds the requested information in its volatile cache. If the device holds a
modglified copy.of the requested data as a result of having volatile cached writes, the modified data shall be wiitten
to the non=volatile media before being retrieved from the non-volatile media as part of this operation. If the FUA bit
is deared to zero, the data shall be retrieved either from the device's non-volatile media or cache.

7.23.3.3Ticc Tield

The Isochronous Command Completion (Icc) field is valid if the PRIO field is set to 01b. It is assigned by the host
based on the intended deadline associated with the command issued. If a deadline has expired, the device shall
continue to complete the command as soon as possible. This behavior may be modified by the host if the device
supports the NCQ QUEUE MANAGEMENT command (see 7.16) and supports the DEADLINE HANDLING
subcommand (see 7.16.9). This subcommand allows the host to set whether the device shall abort or continue
processing commands that have exceeded the time set by the Icc field.
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There are several parameters encoded in the Icc field:

The Interval indicates the time units of the Time Limit parameter.

a) Fine or Coarse timing;
b) Interval,

c) Time Limit; and

d) Max Time.

If the Icc field bit 7 is cleared to zero, then:

If th

7.2

a) the time interval is fine-grained;
b) Interval = 10 ms;

c) Time | imit = (Icc field (6:0) + 1) x 10 ms: and

d) Max Fine Time = 128 x 10 ms = 1.28 s.
e Icc field bit 7 is set to one, then:

a) the time interval is coarse-grained;

b) Interval =0.5s;

c) Time Limit = (Icc field (6:0) + 1) x 0.5 s; and
d) Max Coarse Time =128 x 0.5 s =64 s.

B.4 Command Acceptance Outputs

Seg¢ table 210.

7.2

B.5 Normal Outputs

Seg¢ table 211.

7.2

The
tag

Err
ind

3.6 Error Outputs

device sets the ERROR bit to one and aborts the command i'résponse to an LBA out of range, a duplig
number, an invalid tag number, or an Interface CRC error{(See table 239).

brs that occur during the processing of this command are reported by returning a transport dependent
cator (see table 240) with additional information available in the NCQ Command Error log (see A.14).

ate
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7.24 READ LOG EXT - 2Fh, PIO Data-In

7.24.1 Feature Set

This 48-bit command is for devices that implement the GPL feature set (see 4.11).

7.24.2 Description

The READ LOG EXT command returns the specified log to the host. See table A.2 for the list of logs.
7.24.3 Inputs

7.24.3.1 Overview

All the logs in this standard reserve the FEATURE field unless otherwise specified. See table 66 for the READ LOG
EXJ command inputs.

Table 66 — READ LOG EXT command inputs

Field Description

FEATURE | If not defined by the log (see A.1) specified by the LOG ADDRESS field, this field-isrreserved.

COUNT | LOG PAGE COUNT field — See 7.24.3.2

LBA
Bit Description
47:40 Reserved
39:32 PAGE NUMBER field (15:8) — See 7.24.3.4
31:16 Reserved
15:8 PAGE NUMBER field (7:0) — See 7.24.3.4
7:0 LOG ADDRESS field — See 7.24.3.3

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0,-2Fh

7.24.3.2 LOG PAGE COUNT field

The LOG PAGE C@UNT field specifies the number of 512-byte log pages (see A.1) to be read from the specifieq
A vplue of zerog\is'invalid (see 7.24.5).

og.

7.24.3.3 LOG*ADDRESS field

The LOG-ADDRESS field specifies the log to be read as described in A.1. A device may support a subset of the
avdilable Inge inr_\pnrf for individual Incc is determined h\]/ support for the associated feature set anpnrf af the

associated logs is mandatory for devices that implement the associated feature set.

7.24.3.4 PAGE NUMBER field

The PAGE NUMBER field specifies the first page number to be read from the specified log (see A.1).
7.24.4 Normal Outputs

See table 209.
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7.24.5 Error Outputs
A device shall return command aborted if:

a) the feature set associated with the log (see A.1) specified in the LOG ADDRESS field is not supported or
not enabled;

b) the values in other fields are invalid (e.g., the LOG PAGE COUNT field is cleared to zero); or

c) the value in the PAGE NUMBER field plus the value in the LOG PAGE COUNT field is larger than the log size
reported in the General Purpose Log Directory.

A device may return command aborted if an Interface CRC error has occurred. The validity of the data
transferred is indeterminate.

See table 224

NOTE 11 — There is no defined mechanism for a device to return an Interface CRC error status that may have
occurred during the last data block of a PIO Data-In transfer. There may be other mechanisms in which a host
may verify that an Interface CRC error occurred in these cases.
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7.25 READ LOG DMA EXT - 47h, DMA

7.25.1 Feature Set

This 48-bit command is for devices that implement the General Purpose Logging feature set (see 4.11).
7.25.2 Description

See 7.24.2.

7.25.3 Inputs

All the logs in this standard reserve the FEATURE field unless otherwise specified. See table 67 for the READ LOG
DMA EXT command inputs.

Table 67 — READ LOG DMA EXT command inputs

Field Description

FEATURE | If not defined by the log (see A.1) specified by the LOG ADDRESS field, this field is reserved.

COUNT | Block Count — See 7.24.3.2

LBA
Bit Description
47:40 Reserved
39:32 PAGE NUMBER field (15:8) — See 7.24.3.4
31:16 Reserved
15:8 PAGE NUMBER field (7:0) — See 7.24.3.4
7:0 LOG ADDRESS field — See 7.24.3.3

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 47h

7.2p.4 Normal Outputs
Se¢ 7.24 4.

7.2p5.5 Error Outputs
Se¢ 7.24.5.
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7.26 READ MULTIPLE - C4h, PIO Data-In
7.26.1 Feature Set

This 28-bit command is for ATA devices (see 4.2).
7.26.2 Description

The READ MULTIPLE command reads the number of logical sectors specified in the COUNT field.

The number of logical sectors per DRQ data block is defined by the content of IDENTIFY DEVICE data word 59
(see 7.12.7.21). The device shall interrupt (See ATA8-APT and ATA8-AST) for each DRQ data block transferred.

If the number of requested logical sectors is not evenly divisible by the DRQ data block count (see 7.46), as

ma

De
blo

If a

the
cor

7.2

N full DROQ data hlacke-ae nossible-aretransfarrad followead-byva-final nartial DROQ _data hlaock trancsfar
H—oErest-GataB106%kEaSsS Stte—atretaRSteHeaonowe e yaHhdrpPortaroret-Gata-pD16k—ahRSHer

Ck or partial DRQ data block transfer.
READ MULTIPLE command is received by the device and:

a) IDENTIFY DEVICE data word 59 bit 8 (see 7.12.7.21) is cleared to zero; or
b) IDENTIFY DEVICE data word 59 bit 8 (see 7.12.7.21) is set to one and IDENTIFY, DEVICE data wo
bits 7:0 are cleared to zero,

npletion without an error should precede a READ MULTIPLE command.
b.3 Inputs

Seg table 68 for the READ MULTIPLE command inputs.

Table 68 — READ MULTIPLE command inputs

ice errors encountered during READ MULTIPLE commands are returned at the beginning of the DRQ ¢

h the device shall return command aborted. A SET MULTIPLE MODE command that returned commangd

ata

d 59

Field Description

FEATURE | N/A

COUNT | The number of logical sectors to be transferred. A value of 00h indicates that 256 logical sect
are to be transferred

DI'S

LBA | LBA of first logical sector to be transferred

DEVICE
Bit Description
7:5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0) C4h

7.2

6.4 Normal Qutputs

Se¢ table 200.

7.2
If a

5.5 Efror Outputs

h‘unrecoverable error occurs while the device is processing this command, the device shall return com

and

complefion with the ERROR bit sef to one and the LBA field set to the LBA of First Unrecoverable Error (see 6.8.2).
The validity of the data transferred is indeterminate. A device may return command completion with the ERROR bit

set

to one if an Interface CRC error has occurred. See table 225.

NOTE 12 — There is no defined mechanism for a device to return an Interface CRC error status that may have
occurred during the last data block of a PIO Data-In transfer. There may be other mechanisms in which a host
may verify that an Interface CRC error occurred in these cases.
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7.27 READ MULTIPLE EXT - 29h, PIO Data-In

7.2

7.1 Feature Set

This 48-bit command is for devices that implement the 48-bit Address feature set (see 4.4).

7.27.2 Description

The READ MULTIPLE EXT command reads the number of logical sectors specified in the COUNT field.

The number of logical sectors per DRQ data block is defined by the content of IDENTIFY DEVICE data word 59
(see 7.12.7.21). The device shall interrupt for each DRQ data block transferred.

If the number of requested logical sectors is not evenly divisible by the DRQ data block count (see 7.46), as

mapy- full PROQ data bhlacke-3e nasciblae-aretransfarrad followead byva final nartial DROQ _data hlack transfar
H—oh-Pret-GataB1e06%kEaSsS Stte—atretaRSteHea1onowe e yaHhdrpPartarore-Gata-pD186Kk—ahSHer

Deyice errors encountered during READ MULTIPLE EXT commands are returned at the beginning of the, DRQ

dath block or partial DRQ data block transfer.
If IDENTIFY DEVICE data word 59 bit 8 (see 7.12.7.21) is cleared to zero, and a READ MULTIPLE'EXT

command is received by the device, and the device has not returned command completion without an error ffor a

SET MULTIPLE MODE command, the device shall return command aborted. A SET MULFIRLE MODE
command that returned command completion without an error should precede a READ\MULTIPLE EXT
coimand.

7.27.3 Inputs

Se

table 69 for the READ MULTIPLE EXT command inputs.

Table 69 — READ MULTIPLE EXT command inputs

Field Description

FEATURE | Reserved

COUNT | The number of logical sectors to be transferred.\;A value of 0000h indicates that 65 536 logical
sectors are to be transferred

LBA | LBA of first logical sector to be transferred

DEVICE
Bit Description
7:5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 29h

7.2

Se¢ table 209.

7.2

If a
cor
The

/.4 Normal Outputs

7.5 Error Outputs

hpletioh with the ERROR bit set to one and the LBA field set to the LBA of First Unrecoverable Error (see 6{8.2).
validity of the data transferred is indeterminate. A device may return command completion with the ERRQR bit

N unrecoverable error occurs while the device is processing this command, the device shall return com:lvé':md

set

to one It an Interface CRC error has occurred. See table 2595.

NOTE 13 — There is no defined mechanism for a device to return an Interface CRC error status that may have
occurred during the last data block of a PIO Data-In transfer. There may be other mechanisms in which a host
may verify that an Interface CRC error occurred in these cases.
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7.28 READ SECTOR(S) — 20h, PIO Data-In

7.28.1 Feature Set

This 28-bit command is for ATA devices (see 4.2) and ATAPI devices (see 4.3).
7.28.2 Description

The READ SECTOR(S) command reads a maximum of 256 logical sectors as specified in the COUNT field. The
transfer shall begin at the logical sector specified in the LBA field.

7.28.3 Inputs
See table 70 for the READ SECTOR(S) command inputs.

Table 70 — READ SECTOR(S) command inputs

Field Description

FEATURE | N/A

COUNT | The number of logical sectors to be transferred. A value of 00h indicates that 256"logical sec
are to be transferred

ors

LBA | LBA of first logical sector to be transferred

DEVICE
Bit Description
7:5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 20h

7.2B.4 Outputs

7.2B.5 Normal Outputs

Seg table 200.

7.2B.6 Outputs for ATAPI feature set devices

In 1
sig
7.2

The
set

esponse to this command, an ATAPIdevice shall report command aborted and place the ATAPI device
hature in the LBA field. See table 204 for the list of signatures.

B.7 Error Outputs

validity of the data transferred is indeterminate. A device may return command completion with the ERRC
to one if an Interface.CRC error has occurred. See table 225.

NOTE 14 — There/is no defined mechanism for a device to return an Interface CRC error status that may have
occurred during.the last data block of a PIO Data-In transfer. There may be other mechanisms in which a host
may verifyithat an Interface CRC error occurred in these cases.

R bit
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7.29 READ SECTOR(S) EXT — 24h, PIO Data-In
7.29.1 Feature Set

This 48-bit command is for devices that implement the 48-bit Address feature set (see 4.4).

7.29.2 Description

The READ SECTOR(S) EXT command reads a maximum of 65 536 logical sectors as specified in the COUNT
field. The transfer shall begin at the logical sector specified in the LBA field.

7.29.3 Inputs

See table 71 for the READ SECTOR(S) EXT command inputs.

Table 71 — READ SECTOR(S) EXT command inputs

Field Description
FEATURE | Reserved
COUNT | The number of logical sectors to be transferred. A value of 0000h indicates that,65 536 logical
sectors are to be transferred
LBA | LBA of first logical sector to be transferred
DEVICE
Bit Description
7 Obsolete
6 Shall be set to one
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 24h

7.2p.4 Normal Outputs
Se¢ table 209.
7.2p.5 Error Outputs

The validity of the data transferred is‘indeterminate. A device may return command completion with the ERRQ

setfto one if an Interface CRC errer*has occurred. See table 235.

NOTE 15 — There is no defined mechanism for a device to return an Interface CRC error status that may have
occurred during the last data block of a PIO Data-In transfer. There may be other mechanisms in which a host
may verify that an oterface CRC error occurred in these cases.

R bit
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7.30 READ STREAM DMA EXT — 2Ah, DMA

7.30.1 Feature Set

This 48-bit command is for devices that implement the Streaming feature set (see 4.23).
7.30.2 Description

The READ STREAM DMA EXT command provides a method for a host to read data within an allotted time. This
command allows the host to specify that additional actions are to be performed by the device prior to the
completion of the command.

7.30.3 Inputs
7.3f4—1—lﬂpu(-s. - Overview
Seg table 72 for the READ STREAM DMA EXT command inputs.
Table 72 — READ STREAM DMA EXT command inputs
Field Description
FEATURE

Bit Description

15:8 COMMAND CCTL field — See 7.30.3.2
7 Obsolete

READ CONTINUOUS bit — See 7.30.3.3

NOT SEQUENTIAL bit — See 7.30.3.4

Obsolete

Reserved

STREAM ID field — See 7.30.3.5

S w A o0 o»

COUNT | The number of logical sectors to be transferred. A value of 0000h indicates that 65 536 logica
sectors are to be transferred

LBA | LBA of first logical sector to be transferred

DEVICE
Bit Description

7 Obsolete

6 Shall.be set to one

5 Obsolete

4\ Transport Dependent — See 6.2.12
3:0° Reserved

COMMAND 7:0 2Ah

7.3D.3.2 coMMAND ccTL field

Thg COMMAND cCTL field specifies the time allowed for the device to process the command before reporting
command completion.

If the COMMAND cCTL field is not cleared to zero, then the device shall return command completion within ((the
contents of the COMMAND cCCTL field) x (the contents of the STREAM GRANULARITY field (see A.11.6.8))) us. The
device shall measure the time before reporting command completion from command acceptance.


https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

212 ISO/IEC 17760-103:2021 © ISO/IEC 2

If the coOMMAND ccTL field is cleared to zero, and the DEFAULT cCTL field was not cleared to zero in the most
recent CONFIGURE STREAM command (see 7.4) for the stream specified by the STREAM ID field, then the
device shall return command completion within the time specified by the DEFAULT cCTL field (see 7.4.3.4).

The result is vendor specific if:

021

a) the commAND ccTL field is cleared to zero, and the DEFAULT cCTL field was cleared to zero in the most
recent CONFIGURE STREAM command (see 7.4) for the stream specified by the STREAM ID field; or
b) the coMMAND ccCTL field is cleared to zero and no previous CONFIGURE STREAM command was used

to specify a default CCTL for the stream specified by the STREAM ID field.

7.30.3.3 READ CONTINUOUS bit

If th

e RFAD CONTINUOUS bit is set to one _then:

If th

7.3

If th
STR
ma
sary
de\

7.3

The
spg
tha

7.3

Seg¢ table 203 fordhe definition of Normal Outputs.

7.3
If:

a) the device shall not stop processing the command due to errors associated with reading the media
b) if an error occurs during data transfer, while reading data from the media before command cemplet
before the amount of time allowed for command completion based on the setting of the COMMAND d
field (see 7.30.3.2), or the DEFAULT CCTL field (see 7.4.3) is reached, then the device:
1) shall continue to transfer the amount of data requested;
2) may continue reading data from the media;
3) shall return command completion after all data for the command has been‘transferred; and
4) shall save the error information in the Read Streaming Error log;
and
c) if the amount of time allowed for command completion based on the sétting of the COMMAND CCTL fi
(see 7.30.3.2) or the DEFAULT cCTL field (see 7.4.3) is reached, then the device:
1) shall stop processing the command;
2) shall return command completion; and
3) shall set the COMMAND COMPLETION TIME OUT bit in the Read Streaming Error log to one.

€ READ CONTINUOUS bit is cleared to zero and an error occurs; then the device:

a) may continue transferring data; and
b) shall return command completion after the data transfer has been completed.

D.3.4 NOT SEQUENTIAL bit

EAM ID field may not be sequential in the LBA space. If the NOT SEQUENTIAL bit is cleared to zero, the de
ne stream in the STREAM ID field to be.§equential in the LBA space. Any read of the device media or inte
ice buffer management as a result of the state of the NOT SEQUENTIAL bit is vendor specific.

D.3.5 STREAM ID field

STREAM ID field specifies-the’stream to be read. The device shall operate according to the parameters
cified by the most recent CONFIGURE STREAM command specifying this stream in the STREAM ID field
returned commandcompletion without an error.

D.4 Normal Outputs

D.5 Error Outputs

e NOT SEQUENTIAL bit is set to one, the next read stream command that specifies the same stream in the

y perform operations (e.g., read ahead.gpérations) that anticipate the next read stream command with the

CTL

eld

ice

nal

a)” the READ CONTINUOUS bit was set to one in the read stream command, and

b) the device is able to return the amount of data requested for the read stream command (e.g., an er!
occurred while reading from the media),

then the device shall set the STREAM ERROR bit to one and clear the ERROR bit to zero.

If:

a) the READ CONTINUOUS bit was set to one in the read stream command, and

ror
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b) the device is not able to return the amount of data requested for the read stream command (e.g., an

Interface CRC error is reported at command completion),

then the device shall clear STREAM ERROR bit to zero and set the ERROR bit to one.

If:

a) the READ CONTINUOUS bit was cleared to zero;

b) the coMMAND cCTL field (see 7.30.3.2) was not cleared to zero, or the COMMAND cCTL field was cleared

to zero and the DEFAULT cCTL field (see 7.4.3) specified in the most recent CONFIGURE STREAM
command (see 7.4) for this stream was not cleared to zero; and

c) the time specified for command completion by the COMMAND ccTL field or the DEFAULT cCTL field has

been reached,

int
and

int
INT
The

ne read stream command, then the device shall clear the STREAM ERROR bit to zero, set the ERROR bit 'to
set:

a) the COMMAND COMPLETION TIME OUT bit to one; or
b) the ABORT bit to one.

a) the READ CONTINUOUS bit was cleared to zero;

b) the coMMAND cCTL field was cleared to zero; and

c) the DEFAULT ccCTL field was cleared to zero in the most recent CONFIGURE.STREAM command
(see 7.4) for this stream,

ne read stream command, then the device shall clear the STREAM ERROR-DIt to zero, set the ERROR bit to
ERFACE CRC bit to one, ID NOT FOUND bit to one, and/or ABORT bit to ofe (i.e., indicating the error type).

validity of the data transferred is indeterminate. See table 226,

one,

one,
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7.31 READ STREAM EXT - 2Bh, PIO Data-In

7.31.1 Feature Set

This 48-bit command is for devices that implement the Streaming feature set (see 4.23).
7.31.2 Description

See 7.30.2.

7.31.3 Inputs

See table 73 for the READ STREAM EXT command inputs.

Table 73 — READ STREAM EXT command inputs

Field Description

FEATURE
Bit Description

15:8 COMMAND CCTL field — See 7.30.3.2
7 Obsolete

READ CONTINUOUS bit — See 7.30.3.3

NOT SEQUENTIAL bit — See 7.30.3.4

Obsolete

Reserved

STREAM ID field — See 7.30.3.5

S w A oo

COUNT | The number of logical sectors to be transferred. .Avalue of 0000h indicates that 65 536 logical
sectors are to be transferred

LBA | LBA of first logical sector to be transferred

DEVICE
Bit Description

7 Obsolete

6 Shall be set to ohe

5 Obsolete

4 Transpert Dependent — See 6.2.12
3:0 Reseryed

COMMAND 7¢0y2Bh

7.3/1.4 Normal Qutputs
Se¢ 7.30.4.

7.311.5 Error Outputs
Seef 7.30.5.
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7.32 READ VERIFY SECTOR(S) — 40h, Non-Data
7.32.1 Feature Set

This 28-bit command is for ATA devices (see 4.2).

7.32.2 Description

The READ VERIFY SECTOR(S) command verifies a maximum of 256 logical sectors as specified in the COUNT
field, without transferring data to the host. The device shall begin verifying at the logical sector specified in the
LBA field. The device shall read the data from the non-volatile media and verify that there are no errors.

7.32.3 Inputs
See-tableFf4forthe READMERIEY- SECTOR(Sycommandiapute——MM

Table 74 — READ VERIFY SECTOR(S) command inputs

Field Description

FEATURE | N/A

COUNT | The number of logical sectors to be verified. A value of 00h indicates that 256 1ogical sectors|are
to be verified

LBA | LBA of first logical sector to be verified

DEVICE
Bit Description
7:5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 40h

7.3R.4 Normal Outputs
Seg table 200.

7.3R.5 Error Outputs
Seg table 225.
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7.33 READ VERIFY SECTOR(S) EXT — 42h, Non-Data

7.33.1 Feature Set

This 48-bit command is for devices that implement the 48-bit Address feature set (see 4.4).
7.33.2 Description

The READ VERIFY SECTOR(S) EXT command verifies a maximum of 65 536 logical sectors as specified in the
COUNT field, without transferring data to the host. The device shall begin verifying at the logical sector specified in
the LBA field. The device shall read the data from the non-volatile media and verify that there are no errors.

7.33.3 Inputs
See-table—£5-forthe-READMERIFY-SECTOR(S}EXFcommandinpits—mM8m —M8M8M8 —

Table 75 — READ VERIFY SECTOR(S) EXT command inputs

Field Description
FEATURE | Reserved
COUNT | The number of logical sectors to be verified. A value of 0000h indicates that 65536 logical sedtors
are to be verified
LBA | LBA of first logical sector to be verified
DEVICE
Bit Description
7 Obsolete
6 Shall be set to one
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 42h

7.3B.4 Normal Outputs
Seg¢ table 209.

7.3B.5 Error Outputs
Seg¢ table 235.
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7.34 RECEIVE FPDMA QUEUED - 65h, DMA Queued

7.34.1 Overview

This 48-bit command is for devices that implement the NCQ feature set (see 4.14).
7.34.2 Description

The RECEIVE FPDMA QUEUED command requests that data to be transferred from the device to the host in

512-byte data units.
7.34.3 Inputs
7.34.3.1 Overview

Se¢ table 76 for the RECEIVE FPDMA QUEUED command inputs.

Table 76 — RECEIVE FPDMA QUEUED command inputs

Field Description

FEATURE | The number of 512-byte blocks of data to be transferred. A value of 0000h indicates that 65 5
512-byte blocks of data are to be transferred

36

COUNT
Bit Description
15:14 PRIO field — See 4.14.2
13 Reserved
12:8 SUBCOMMAND field — See 7.34.3.2
7:3 NcQ TAG field — See 7.16.3.3
2:0 Reserved

LBA | Reserved

DEVICE
Bit Description

7 Reserved

6 Shall be set to ene

5 Reserved

4 Shall be cleared to zero
3:0 Reseryed

COMMAND 7:0:-65h

7.34.3.2 Subcommand
Table 77 defines'the RECEIVE FPDMA QUEUED subcommands.

Table 77 — RECEIVE FPDMA QUEUED Subcommands

Subcommand |Description Reference

00h..1Fh Reserved

7.34.3.3 Command Acceptance Outputs
See table 210.
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7.34.3.4 Normal Outputs
See table 211.
7.34.3.5 Error Outputs

The device sets the ERROR bit to one and aborts the command in response to an invalid value in the
SUBCOMMAND field, a duplicate tag number, an invalid tag number, or an Interface CRC error (see table 239).

Errors that occur during the processing of this command are reported by returning a transport dependent
indicator (see table 240) with additional information available in the NCQ Command Error log (see A.14).
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7.35 REQUEST SENSE DATA EXT - 0Bh, Non-Data

7.35.1 Feature Set

This 48-bit command is for devices that implement the Sense Data Reporting feature set (see 4.20).

7.35.2 Description

The REQUEST SENSE DATA EXT command allows the reporting of the most recent sense data from the device.
7.35.3 Inputs

See table 78 for the REQUEST SENSE DATA EXT command inputs.

Table 78 — REQUEST SENSFE DATA EXT command inputs

Field Description

FEATURE | Reserved

COUNT | Reserved

LBA | Reserved

DEVICE
Bit Description
7:5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 0Bh

7.3p.4 Normal Outputs

If sense data is available (see 4.20), the SENSE KEY field, ADDITIONAL SENSE CODE field, and ADDITIONAL SENS$E
COIDE QUALIFIER field shall be set to values that are defined in the SPC-4 standard. Otherwise, the SENSE KEly
fieII, ADDITIONAL SENSE CODE field, and ADDITIONAL SENSE CODE QUALIFIER field shall be cleared to zero.

Seg¢ table 212.
7.3p.5 Error Outputs
Seg¢ table 217.
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7.36 Sanitize Device
7.36.1 Sanitize Device Overview

Individual Sanitize Device feature set commands are identified by the value specified in the FEATURE field.
Table 79 shows these FEATURE field values.

Table 79 — Sanitize Device FEATURE field values

Value Command
0000h SANITIZE STATUS EXT (see 7.36.7)
0001h..0010h |Reserved

0011h CRYPTO SCRAMBLE EXT (see 7.36.3)
0012h BLOCK ERASE EXT (see 7.36.2)
0013h Reserved

0014h OVERWRITE EXT (see 7.36.4)
0015h..001Fh |Reserved

0020h SANITIZE FREEZE LOCK EXT (see 7.36.6)
0021h..003Fh |Reserved

0040h SANITIZE ANTIFREEZE LOCK EXT (seé7.36.5)
0041h..FFFFh |Reserved
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7.36.2 BLOCK ERASE EXT - B4h/0012h, Non-Data

7.36.2.1 Feature Set

This 48-bit command is for devices that support the Sanitize Device feature set (see 4.17).
7.36.2.2 Description

The BLOCK ERASE EXT command starts a block erase sanitize operation (i.e., a sanitize operation (see 4.17.4)
that uses the block erase method on the user data areas, including user data areas that are not currently
allocated (e.g., previously allocated areas and physical sectors that have become inaccessible)) to cause the
user data to become unretrievable.

The BLOCK ERASE EXT command shall only be reported as supported if the internal media supports block
era{e (I.e., an internal operation that sets the contents of a blocK of the Internal media to a vendor speciic Jalue

and may precondition the internal media for subsequent write operations).

After a block erase operation has been successfully completed, the contents of the user data area are
indeterminate.

The¢ BLOCK ERASE EXT command shall only start a block erase sanitize operation if:

a) the Sanitize Device feature set is supported;

b) the BLOCK ERASE EXT command is supported;

c) LBA field bits 31:0 are set to 426B_4572h; and

d) the device is in the SDO: Sanitize Idle state (see 4.17.9.2), the SD3: Sanitize Operation Failed statsg
(see 4.17.9.5), or the SD4: Sanitize Operation Succeeded state (see4.,17.9.6).
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7.36.2.3 Inputs
7.36.2.3.1 Overview
See table 80 for the BLOCK ERASE EXT command inputs.

Table 80 — BLOCK ERASE EXT command inputs

Field Description
FEATURE | 0012h
COUNT
Bit Description
15:5 Reserved
4 FAILURE MODE bit — See 7.36.2.3.2
3:0 Reserved
LBA
Bit Description
47:32 Reserved
31:0 shall be set to 426B_4572h (DWord)
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See6.2.12
3:0 Reserved
COMMAND 7:0 B4h
7.3p.2.3.2 FAILURE MODE bit
The contents of the FAILURE MODE bit in the command that causes the Sanitize Device state machine to take the
SDP:SD2 transition (see 4.17.9.2) shall be stored as the Failure Mode Policy value (see 4.17.7).

7.3

b.2.4 Normal Outputs

Se¢ table 214.

7.3
The

6.2.5 Error Outputs
device shallreturn command aborted if:

a) thedevice does not support the Sanitize feature set;
b)Athe device does not support the BLOCK ERASE EXT command;

6)") the value of LBA field bits 31:0 is not set to 426B_4572h;

d) deferred microcode data exists (see 7.7);

e) the deviceis in:
A) the SD1: Sanitize Frozen state (see 4.17.9.3); or
B) the SD2: Sanitize Operation In Progress state (see 4.17.9.4);
or



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

ISO/IEC 17760-103:2021 © ISO/IEC 2021 223

f) the following conditions exist:
A) the device is in the SD3: Sanitize Operation Failed state (see 4.17.9.5) or the SD4: Sanitize
Operation Succeeded state (see 4.17.9.6);
B) the Failure Mode Policy value (see 4.17.7) is zero; and
C) the FAILURE MODE bit is set to one (see 7.36.2.3.2).

See table 242.
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7.36.3 CRYPTO SCRAMBLE EXT - B4h/0011h, Non-Data
7.36.3.1 Feature Set

This 48-bit command is for devices that support the Sanitize Device feature set (see 4.17).

7.36.3.2 Description

ISO/IEC 17760-103:2021 © ISO/IEC 2021

The CRYPTO SCRAMBLE EXT command starts a crypto scramble sanitize operation (i.e., a sanitize operation

(see 4.17.4) that changes the internal encryption keys that are used for user data) causing the user data to

become unretrievable.

The CRYPTO SCRAMBLE EXT command shall only be reported as supported if all user data is affected by

changing internal encryption keys.

Aftelar a successful crypto scramble sanitize operation, the contents of the user data area may be indeterminate.
Thg CRYPTO SCRAMBLE EXT command shall only be processed if:
a) the Sanitize Device feature set is supported;
b) the CRYPTO SCRAMBLE EXT command is supported,;
c) LBA field bits 31:0 are set to 4372_7970h; and
d) the device is in the SDO: Sanitize Idle state (see 4.17.9.2), the SD3: Sanitize Opeération Failed statg
(see 4.17.9.5), or the SD4: Sanitize Operation Succeeded state (see 4.17.9.6).
7.3p6.3.3 Inputs
Seg¢ table 81 for the CRYPTO SCRAMBLE EXT command inputs.
Table 81 — CRYPTO SCRAMBLE EXT command inputs
Field Description
FEATURE |0011h
COUNT
Bit Description
15:5 Reserved
4 FAILURE MODE bit — See(@:36.2.3.2
3:0 Reserved
LBA
Bit Description
47:32 Reserved
31:0 shall be set to 4372_7970h (DWord)
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
Z—Transport Dependent—See 6:2712
3:0 Reserved
COMMAND 7:0 B4h
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7.36.3.4 Normal Outputs

See table 214.

7.36.3.5 Error Outputs

The device shall return command aborted if:

a) the device does not support the Sanitize feature set;

b) the device does not support the CRYPTO SCRAMBLE EXT command,;
c) the value of LBA field bits 31:0 is not set to 4372_7970h;

d) deferred microcode data exists (see 7.7);

e) thedeviceisin:

A) the SD1: Sanitize Frozen state (see 4 17 9 3): or
B) the SD2: Sanitize Operation In Progress state (see 4.17.9.4);
or
f) the following conditions exist:
A) the device is in the SD3: Sanitize Operation Failed state (see 4.17.9.5) or the SD4: Sanitize
Operation Succeeded state (see 4.17.9.6);
B) the Failure Mode Policy value (see 4.17.7) is zero; and
C) the FAILURE MODE bit is set to one (see 7.36.2.3.2).

Seg¢ table 242.
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7.36.4 OVERWRITE EXT - B4h/0014h, Non-Data

7.36.4.1 Feature Set

This 48-bit command is for devices that support the Sanitize Device feature set (see 4.17).
7.36.4.2 Description

The OVERWRITE EXT command starts an overwrite sanitize operation (i.e., a sanitize operation (see 4.17.4) to
overwrite the internal media with a constant value) that fills physical sectors within the Sanitize operation scope
(see 4.17.2) with a four byte pattern specified by the OVERWRITE PATTERN field (see 7.36.4.3.4) of the command.

The host also specifies a count for multiple overwrites (see 7.36.4.3.3) and whether to invert the four byte pattern
between consecutive overwrite passes (see 7.36.4.3.2).

Aftelar a successful overwrite sanitize operation, affected data blocks shall be readable without error.
The OVERWRITE EXT command shall only start an overwrite sanitize operation if:

a) the Sanitize Device feature set is supported;

b) the OVERWRITE EXT command is supported,;

c) the value of the LBA field bits 47:32 is set to 4F57h; and

d) the device is in the SDO: Sanitize Idle state (see 4.17.9.2), the SD3: Sanitize Operation Failed statsg
(see 4.17.9.5), or the SD4: Sanitize Operation Succeeded state (see 4.17.9.6).
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7.36.4.3 Inputs
7.36.4.3.1 Overview
See table 82 for the OVERWRITE EXT command inputs.

Table 82 — OVERWRITE EXT command inputs

Field Description

FEATURE | 0014h

COUNT
Bit Description
15:8 Reserved
7 INVERT PATTERN BETWEEN OVERWRITE PASSES bit — See 7.36.4.3.2
6:5 Reserved
4 FAILURE MODE bit — See 7.36.2.3.2
3:0 OVERWRITE PASS COUNT field — See 7.36.4.3.3

LBA
Bit Description
47:32 shall be set to 4F57h (word)
31:0 OVERWRITE PATTERN field (DWord) — See 7.36.4:3.4

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent= See 6.2.12
3:0 Reserved

COMMAND 7:0 B4h

7.3p.4.3.2 INVERT PATTERN BETWEEN OVERWRITE PASSES bit

An INVERT PATTERN BETWEEN ‘OVERWRITE PASSES bit set to one specifies that the OVERWRITE PATTERN ﬁTd
shdll be inverted on ea¢h overwrite pass. An INVERT PATTERN BETWEEN OVERWRITE PASSES bit cleared to zefo
spqcifies that the ovérwrite pattern shall not be inverted.

7.3p.4.3.3 OVERWRITE PASS COUNT field

rite

The OVERWRITE PATTERN field specifies a 32-bit pattern that shall be repeated as necessary to fill each physical
sector within the Sanitize operation scope (see 4.17.2).

7.36.4.4 Normal Outputs
See table 214.
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7.36.4.5 Error Outputs
The device shall return command aborted if:

a) the device does not support the Sanitize feature set;
b) the device does not support the OVERWRITE EXT command;
c) the value of LBA field bits 47:32 are not set to 4F57h;
d) deferred microcode data exists (see 7.7);
e) the deviceis in:
A) the SD1: Sanitize Frozen state (see 4.17.9.3); or
B) the SD2: Sanitize Operation In Progress state (see 4.17.9.4);
or
f) the following conditions exist
A) the device is in the SD3: Sanitize Operation Failed state (see 4.17.9.5) or the SD4: Sanitize
Operation Succeeded state (see 4.17.9.6);
B) the Failure Mode Policy value (see 4.17.7) is zero; and
C) the FAILURE MODE bit is set to one (see 7.36.2.3.2).

Seg¢ table 242.
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7.36.5 SANITIZE ANTIFREEZE LOCK EXT — B4h/0040h, Non-Data

7.36.5.1 Feature Set

This 48-bit command is for devices that support the Sanitize Device feature set (see 4.17).
7.36.5.2 Description

The SANITIZE ANTIFREEZE LOCK EXT command requests that all subsequent SANITIZE FREEZE LOCK
EXT commands (see 7.36.6) return command aborted until the device clears the Sanitize Antifreeze value to
zero (see 4.17.8). If a SANITIZE ANTIFREEZE LOCK EXT command returns command completion without
error, the device sets the Sanitize Antifreeze value to one.

The SANITIZE ANTIFREEZE LOCK EXT command shall only be processed if:

a) the Sanitize Device feature set is supported;

b) the SANITIZE ANTIFREEZE LOCK EXT command is supported; and

c) LBA field bits 31:0 are set to 416E_7469h;

d) the Sanitize Antifreeze value is set to zero (see 4.17.8); and

e) the device is in any state except SD1: Sanitize Frozen state (see 4.17.9.3).

7.3p.5.3 Inputs
Seg¢ table 83 for the SANITIZE ANTIFREEZE LOCK EXT command inputs.

Table 83 — SANITIZE ANTIFREEZE LOCK EXT command-inputs

Field Description
FEATURE | 0040h
COUNT | Reserved
LBA
Bit Description
47:32 Reserved
31:0 shall be set to 416E_7469h(DWord)
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3,0\ Reserved
COMMAND 7:0 B4h

7.3p.5.4 Normal Outputs
Se¢ tahle214.
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7.36.5.5 Error Outputs
The device shall return command aborted if:

a) the device does not support the Sanitize feature set;

b) the device does not support the SANITIZE ANTIFREEZE LOCK EXT command;
c) the value of LBA field bits 31:0 is not set to 416E_7469h;

d) the device is in the SD1: Sanitize Frozen state (see 4.17.9.3); or

e) the Sanitize Antifreeze value is set to one (see 4.17.8).

See table 242.
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7.36.6 SANITIZE FREEZE LOCK EXT — B4h/0020h, Non-Data

7.36.6.1 Feature Set

This 48-bit command is for devices that support the Sanitize Device feature set (see 4.17).
7.36.6.2 Description

The SANITIZE FREEZE LOCK EXT command causes any subsequent sanitize command other than the
SANITIZE STATUS EXT command (see 7.36.7) to be aborted (see 4.17.9.3) until a power-on reset or hardware
reset is processed with SSP disabled (see 4.21).

7.36.6.3 Inputs
Seetable 84 for the SANITIZE FREFZF | OCK EXT command inputs

Table 84 — SANITIZE FREEZE LOCK EXT command inputs

Field Description
FEATURE | 0020h
COUNT | Reserved
LBA
Bit Description
47:32 Reserved
31:0 shall be set to 4672_4C6Bh (DWord)
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 B4h

7.3p6.6.4 Normal Outputs

Se¢ table 214.

7.3p.6.5 Error Outputs

The device shall return,command aborted if:

a) the deviee does not support the Sanitize feature set;

b) the value-of LBA field bits 31:0 is not set to 4672_4C6Bh,;

c) the:device is in the SD1: Sanitize Frozen state (see 4.17.9.3); or
d) theSanitize Antifreeze value is set to one (see 4.17.8).

Seef table 242.
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7.36.7 SANITIZE STATUS EXT — B4h/0000h, Non-Data

7.36.7.1 Feature Set

This 48-bit command is for devices that support the Sanitize Device feature set (see 4.17).
7.36.7.2 Description

The SANITIZE STATUS EXT command returns the following information about current or previously completed
sanitize operations:

a) progress indication on a current sanitize operation;
b) whether a previous sanitize operation completed successfully or unsuccessfully; and
c) if an unsupported Sanitize Device feature set command was received.

The SANITIZE STATUS EXT command allows the host to request the device to return to normal operations jafter
a sfnitize operation has failed (see 4.17.9.5 and 7.36.7.3.2).

7.3p.7.3 Inputs
7.3p.7.3.1 Overview
Seg¢ table 85 for the SANITIZE STATUS EXT command inputs.

Table 85 — SANITIZE STATUS EXT command inputs

Field Description
FEATURE | 0000h

COUNT
Bit Description
15:1 Reserved
0 CLEAR SANITIZE OPERATION FAILED bit—See 7.36.7.3.2

LBA | Reserved

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 70" B4h

7.3p.7.3.2 CLEARSANITIZE OPERATION FAILED bit

A JLEAR SANITIZE OPERATION FAILED bit set to one may affect the Sanitize Device state machine (see 4.17.9) if
the|device.is in the SD3: Sanitize Operation Failed state (see 4.17.9.5). A CLEAR SANITIZE OPERATION FAILED bit

cleared\to zero does not affect the Sanitize Device state machine.
7.3L1'4‘N'0'rm=1'0mpms. :

See table 214.
7.36.7.5 Error Outputs

The device shall return command aborted if:

a) the device does not support the Sanitize feature set; or
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b) the following conditions exist:
A) the CLEAR SANITIZE OPERATION FAILED bit (see 7.36.7.3.2) is set to one; and
B) the Failure Mode Policy value (see 4.17.7) is cleared to zero.

If the device is in the SD3: Sanitize Operation Failed state (see 4.17.9.5) (i.e., after a sanitize operation has
completed with physical sectors that are available to be allocated for user data not successfully sanitized) and
the CLEAR SANITIZE OPERATION FAILED bit (see 7.36.7.3.2) is cleared to zero, then this command:

a) shall return the ABORT bit set to one; and
b) should set the SANITIZE DEVICE ERROR REASON field (see table 242) to Sanitize Command Unsuccessful
(i.e., 01h).

See table 242.
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7.37 SECURITY DISABLE PASSWORD - F6h, PIO Data-Out

7.37.1 Feature Set

This 28-bit command is for devices that implement the Security feature set (see 4.18).
7.37.2 Description

The SECURITY DISABLE PASSWORD command transfers 512 bytes of data from the host. Table 87 defines
the content of this information.

If the password selected by the IDENTIFIER bit (see table 87) matches the password previously saved by the
device, then the device shall disable the User password, and return the device to the SEC1: Security
Disabled/Not Locked/Not Frozen state (see 4.18.11.5).

Thi

If th

If th
zer|

If th

(i.e

7.3

a)

b)

a)

b)

a)

b)

5 command shall not change the Master password or the Master Password Identifier (see 4.18.10).

e SECURITY ENABLED bit (see A.11.8.3.7) is cleared to zero, then:

€ SECURITY ENABLED bit is set to one and the MASTER PASSWORD CAPABILITY bit (see*A.11.8.3.2) is cleare
D (i.e., High), then:

€ SECURITY ENABLED bit is set to one and the MASTER PASSW@RDB/CAPABILITY bit (see A.11.8.3.2) is set to
, Maximum), then:

/.3 Inputs
Seg table 86 for the SECURITY DISABLE-RPASSWORD command inputs.

if the IDENTIFIER bit is cleared to zero (i.e., compare User password), the device shall returr’comma
aborted; or

if the IDENTIFIER bit is set to one (i.e., compare Master password), the device may compare the con
of the PASSWORD field (see table 87) with the stored Master password.

if the IDENTIFIER bit is set to one (i.e., compare Master password), the device shall compare content
the PASSWORD field with the stored Master password; or

if the IDENTIFIER bit is cleared to zero (i.e., compare User password), the device shall compare cont
of the PASSWORD field with the stored User password.

if the IDENTIFIER bit is set to one (i.e., compare Master password), the device shall return command
aborted, even if the supplied Master passwordis\wvalid; or

if the IDENTIFIER bit is cleared to zero (i.e., compare User password), the device shall compare cont
of the PASSWORD field with the stored Useripassword.

Table 86 — SECURITY DISABLE PASSWORD command inputs

nd

ents

d to

S of

bnts

one

bnts

Field Description

FEATURE | N/A

COUNT | N/A

LBA | N/A

DEVICE

Bit Description
Obsolete
N/A

Ok

lat.
TIISUICTC

Transport Dependent — See 6.2.12

S~ o~

Reserved

COMMAND 7:0 F6h
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7.37.4 Normal Outputs

See table 200.

7.37.5 Error Outputs

The device shall return command aborted if:

a) the Security feature set is not supported;

b) security is Locked (i.e., the device is in the SEC4: Security Enabled/Locked/Not Frozen state
(see 4.18.11.8));

c) security is Frozen (i.e., the device is in the SEC2: Security Disabled/Not Locked/Frozen state
(see 4.18.11.6) or the SEC6: Security Enabled/Not Locked/Frozen state (see 4.18.11.10)); or

does not match the stored passwaord

A device may return command completion with the ERROR bit set to one if an Interface CRC error has accufred.
table 218.

7.3F.6 Output from the Host to the Device Data Structure
The output from the host to the device for a SECURITY DISABLE PASSWORD command is-shown in tablg 87.

Table 87 — SECURITY DISABLE PASSWORD data content

Word Description

0 | Control word
Bit Field Name Description
15:1 Reserved

0 IDENTIFIER  O=compare User password
1=compare Master password

1..16 | PASSWORD field (32 bytes)
17..255 | Reserved
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7.38 SECURITY ERASE PREPARE - F3h, Non-Data

7.38.1 Feature Set

This 28-bit command is for devices that implement the Security feature set (see 4.18).
7.38.2 Description

The SECURITY ERASE PREPARE command shall be issued immediately before the SECURITY ERASE UNIT
command.

7.38.3 Inputs
See table 88 for the SECURITY ERASE PREPARE command inputs.

Table 88 — SECURITY ERASE PREPARE command inputs

Field Description

FEATURE | N/A

COUNT | N/A

LBA | N/A

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 F3h

7.3B.4 Normal Outputs
Seg¢ table 200.
7.3B.5 Error Outputs

The¢ ABORT bit shall be set to one if the"device is in Frozen mode. See table 217.
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7.39 SECURITY ERASE UNIT - F4h, PIO Data-Out

7.39.1 Feature Set

This 28-bit command is for devices that implement the Security feature set (see 4.18).

7.39.2 Description

The SECURITY ERASE UNIT command transfers 512 bytes of data from the host. Table 91 defines the content

of this information.

The SECURITY ERASE PREPARE command shall be completed immediately prior to the SECURITY ERASE
UNIT command. If the device processes a SECURITY ERASE UNIT command and the previous command was
not a successful SECURITY ERASE PREPARE command, the device shall return command aborted for the

SECURITY ERASE UNIT command.

If the SECURITY ENABLED bit (see A.11.8.3.7) is cleared to zero and the IDENTIFIER bit (see table 91) is Clearef to
zerp (i.e.,compare User password), then the device shall return command aborted.

If the SECURITY ENABLED bit is set to one and the:

Table 89 — Erase Mode characteristics

ERASE Reallocated
MODE user data Data User data
bit Erase Mode erased @ pattern ® erased ?
0 Normal No biqary O'S, or 0'_'
binary 1's native
1 Enhanced © Yes vendor specific | max address

8 User data sectors that were preyiously written and are no longer in use due
to reallocation are written by<the SECURITY ERASE UNIT command.

b The SECURITY ERASEUNIT command shall write the specified data
pattern to the specified'-BA range.

¢ The ENHANCED SEEGURITY ERASE SUPPORTED bit (see A.11.8.3.3) indicates
whether the Enhanced Erase mode is supported.

The NORMAL SECURITY ERASE-TIME field (see A.11.8.5) gives an estimate of the time required to complete th

eragure.

The ENHANCED SECURITY.ERASE TIME field (see A.11.8.4) gives an estimate of the time required to complete

eragure.

On|successful completion, this command shall disable Security (i.e., return the device to the SEC1: Securit
Dispbled/Nothocked/Not Frozen state (see 4.18.11.5)), and invalidate any existing User password. Any
prepiously«valid Master password and the MASTER PASSWORD IDENTIFIER field (see A.11.8.2) remain valid.

a) IDENTIFIER bit (see table 91) is set to one (i.e.,compare Master password), the contents of the PASSWORD
field shall be compared with the stored Master password; or
b) IDENTIFIER bit is cleared to zero (i.e.,compare User password), the contents ofithe PASSWORD field shall
be compared with the stored User password.

The ERASE MODE bit (see table 89) specifies the operation of the SECURITY ERASE UNIT command.

1%

the



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

238 ISO/IEC 17760-103:2021 © ISO/IEC 2021

7.39.3 Inputs
See table 90 for the SECURITY ERASE UNIT command inputs.

Table 90 — SECURITY ERASE UNIT command inputs

Field Description
FEATURE | N/A
COUNT | N/A
LBA [ N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 F4h

7.3p.4 Normal Outputs

Seg table 200.

7.3p.5 Error Outputs

The device shall return command aborted if:

a) this command was not immediately preceded by a SECURITY ERASE PREPARE command;
b) the ERASE MODE bit was set to one and the devicedoes not support Enhanced Erase mode;
c) the contents of the PASSWORD field do not match the stored password;

d) the PASSWORD field contained an invalid value; or

e) the data area is not successfully overwritten.

A device may return command completion with the ERROR bit set to one if an Interface CRC error has occufred.
Seg table 218.

7.3P.6 Output from the Host to the Device Data Structure
The output from the host to the-device for a SECURITY ERASE UNIT command is shown in table 91.

Table 91 — SECURITY ERASE UNIT data content

Word Description

0 | Control word
Bit Field Name Description
15:2 Reserved

1 ERASE MODE 0=Normal Erase mode
1=Enhanced Erase mode

0 IDENTIFIER  0=Compare User password
1=Compare Master password

1..16 | PASSWORD field (32 bytes)
17..255 | Reserved
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7.40 SECURITY FREEZE LOCK - F5h, Non-Data

7.40.1 Feature Set

This 28-bit command is for devices that implement the Security feature set (see 4.18).
7.40.2 Description

The SECURITY FREEZE LOCK command sets the device to Frozen mode. Frozen mode shall be disabled by
power-off or hardware reset. If a SECURITY FREEZE LOCK command is issued and the device is in Frozen
mode, then the command is processed and the device shall remain in Frozen mode.

If a SECURITY FREEZE LOCK command returns command completion without error, the device shall:
-a—setthe-SEGURIFFROZEN-bit{see-A-11-8-3-6-o-ene—and

b) respond to commands as specified in the Frozen column of table 9.
7.4D.3 Inputs
Seg table 92 for the SECURITY FREEZE LOCK command inputs.

Table 92 — SECURITY FREEZE LOCK command inputs

Field Description

FEATURE | N/A

COUNT | N/A

LBA | N/A

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See“6.2.12
3:0 Reserved

COMMAND 7:0 F5h

7.4D.4 Normal Outputs
Seg¢ table 200.
7.40.5 Error Outputs

The ABORT bit shall be sette one if the device is in the SEC3: Powered down/Security Enabled/Locked/Not
Frozen state (see 4.18:1%.7) or the SEC4: Security Enabled/Locked/Not Frozen state (see 4.18.11.8). See
table 217.
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7.41 SECURITY SET PASSWORD - F1h, PIO Data-Out

7.41.1 Feature Set

This 28-bit command is for devices that implement the Security feature set (see 4.18).
7.41.2 Description

7.41.2.1 Overview

The SECURITY SET PASSWORD command transfers 512 bytes of data from the host. Table 94 defines the
content of this information. If the SECURITY SET PASSWORD commands returns command completion without

error, the command sets only one of the following:

-a—the-Userpassword{see4-148-3-2)-oF
b) the Master password (see 4.18.3.3).

7.41.2.2 Setting the Master Password

If the IDENTIFIER bit (see table 94) is set to one (i.e., set Master password), the device shall save'the contenfs of

the|NEwW PASSWORD field (see table 94) as the stored Master password in a non-volatile location:>The MASTER

PAYSWORD CAPABILITY bit (see A.11.8.3.2) shall remain unchanged.

If the device supports the Master Password Identifier feature (see 4.18.10) and the NEW\MASTER PASSWORD

IDENTIFIER field (see table 94) contains a value other than 0000h or FFFFh, then the device shall save the

corftents of the NEW MASTER PASSWORD IDENTIFIER field in the MASTER PASSWORD/PENTIFIER field (see A.11.8.2).

If the NEW MASTER PASSWORD IDENTIFIER field contains 0000h or FFFFh, the device shall preserve the existi

corftents of the MASTER PASSWORD IDENTIFIER field and return successful command completion.
If the device does not support the Master Password Identifier feature, then the device shall:

a) ignore the NEW MASTER PASSWORD IDENTIFIER field;
b) not alter the MASTER PASSWORD IDENTIFIER field; and

7.41.2.3 Setting the User Password

19

¢) not return command aborted based on the value supplied in the NEW MASTER PASSWORD IDENTIFIER|field.

If the IDENTIFIER bit (see table 94) is cleared to zero (i.€:, set User password), the device shall save the con{ents

of the NEW PASSWORD field (see table 94) as the stored User password in a non-volatile location. The MASTHR

PAYSWORD IDENTIFIER field (see A.11.8.2) shall notbe changed.
Bitg in the Security page (see A.11.8) of the IDENTIFY DEVICE data log shall be updated as follows:

a) the SECURITY ENABLED bit (see A.11.8.3.7) shall be set to one (i.e., security is enabled); and
b) the MASTER PASSWORD CAPABILITY bit (see A.11.8.3.2) shall be set to the value in the NEw MASTER
PASSWORD CAPABILITY bit (see table 94).
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7.41.3 Inputs
See table 93 for the SECURITY SET PASSWORD command inputs.

Table 93 — SECURITY SET PASSWORD command inputs

Field Description

FEATURE | N/A

COUNT | N/A

LBA | N/A

DEVICE

Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 F1h

7.4/1.4 Normal Outputs
Seg¢ table 200.
7.411.5 Error Outputs

The device shall not modify the Security page (see A.11.8) of.the'IDENTIFY DEVICE data log and shall retyirn
commmand aborted if:

a) the SECURITY LOCKED bit (see A.11.8.3.6) is setto-one; or
b) the SECURITY FROZEN bit (see A.11.8.3.5) is set to one.

The device may return command completion with'the ERROR bit set to one if an Interface CRC error has
ocdurred. See table 218.

7.4{1.6 Output from the Host to the Devjce-Data Structure
The output from the host to the device for a SECURITY SET PASSWORD command is shown in table 94.

Table:94 — SECURITY SET PASSWORD data content

Word Description
0/:Centrol word
Bit Bit Name Description
15:9 Reserved
8 NEW MASTER PASSWORD 0=High
CAPABILITY (see 7.41.2.3) 1=Maximum
7:1 Reserved
Q IDENTIEIER O=set |User nassward
(see 7.41.2.1) 1=set Masterr password

1..16 | NEW PASSWORD field (32 bytes)
17 | NEW MASTER PASSWORD IDENTIFIER field (see 7.41.2.2)
18..255| Reserved
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7.42 SECURITY UNLOCK - F2h, PIO Data-Out
7.42.1 Feature Set

This 28-bit command is for devices that implement the Security feature set (see 4.18).
7.42.2 Description

021

The SECURITY UNLOCK command modifies the device's security state in a way that allows read and write
access to user data.

The SECURITY UNLOCK command transfers 512 bytes of data from the host. Table 96 defines the content of

this

If th
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If th
the

If th
IDE
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unl

Up
(i.e
the

information.

€ SECURITY ENABLED bit is set to one and the MASTER PASSWORD CAPABILITY bit (see A.11.8.3.2) is\cleare
D (i.e., High), then:

a) if the IDENTIFIER bit is set to one (i.e., compare Master password), then the contents of the PASSWOR
field (see table 96) shall be compared with the stored Master password; or
b) if the IDENTIFIER bit is cleared to zero (i.e., compare User password), then the contents of the PASSW
field shall be compared with the stored User password.

€ SECURITY ENABLED bit is set to one and the MASTER PASSWORD CAPABILITY bit,is“set to one (i.e., Maxim
n:

a) if the IDENTIFIER bit is set to one (i.e., compare Master password),.then the device shall return comn
aborted; or
b) if the IDENTIFIER bit is cleared to zero (i.e., compare User password), then the contents of the PASSW
field shall be compared with the stored User password.

NTIFIER bit, then the device shall return command abortedand modify the password attempt counter as
cribed in 4.18.9. SECURITY UNLOCK commands issted while the device is unlocked have no effect on
bck counter.

bn successful completion of this command, the SECURITY LOCKED bit (see A.11.8.3.6) shall be cleared to
, the device is not in the SEC3: Powered down/Security Enabled/Locked/Not Frozen state (see 4.18.11.
SEC4: Security Enabled/Locked/Not Frozen state (see 4.18.11.8)).

e contents of the PASSWORD field (see table 96) are not the.same as the stored password specified by the

d to

d to

ORD
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zero
7) or
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7.42.3 Inputs
See table 95 for the SECURITY UNLOCK command inputs.

Table 95 — SECURITY UNLOCK command inputs

Field Description

FEATURE | N/A

COUNT | N/A

LBA | N/A

DEVICE

Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 F2h

7.4

P.4 Normal Outputs

Se¢ table 200.

7.4

The
con

The
ocd

7.4
The

P.5 Error Outputs

hmand aborted if:

a) the contents of the PASSWORD field (see table 96)-are not the same as the stored password specifig
the IDENTIFIER bit (see 7.42.2);

b) the SECURITY FROZEN bit (see A.11.8.3.5).is’set to one; or

c) the SECURITY COUNT EXPIRED bit (see A.11.8.3.4) is set to one.

device may return command completion with the ERROR bit set to one if an Interface CRC error has
urred. See table 218.

P.6 Output From the Host to the Device Data Structure
output from the host to the-device for a SECURITY UNLOCK command is shown in table 96.

Table 96 — SECURITY UNLOCK data content

Word Description

0| Control word
Bit Bit Name Description
15:1 Reserved
0 IDENTIFIER  O=compare User password

device shall not modify the Security page (see A.11.8) of.the IDENTIFY DEVICE data log and shall retyirn

d by

1=compare Master password

1..16 | PASSWORD field (32 bytes)
17..255 | Reserved
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7.43 SEND FPDMA QUEUED - 64h, DMA Queued

7.43.1 Overview

This 48-bit command is for devices that implement the NCQ feature set (see 4.14).
7.43.2 Description

The SEND FPDMA QUEUED command causes data to be transferred from the host to the device in 512-byte
data units.

7.43.3 Inputs
7.43.3.1 Overview
Seg¢ table 97 for the SEND FPDMA QUEUED command inputs.

Table 97 — SEND FPDMA QUEUED command inputs

Field Description

FEATURE | The number of 512-byte blocks of data to be transferred. A value of 0000h indicates that 65 536
512-byte blocks of data are to be transferred

COUNT
Bit Description
15:14 PRIO field — See 4.14.2
13 Reserved
12:8 SUBCOMMAND field — See 7.43.3.2
7:3 NcQ TAG field — See 7.16.3.3
2:0 Reserved

LBA | Subcommand specific

AUXILIARY | Subcommand specific

DEVICE
Bit Description

7 Reserved

6 Shall be set-toone

5 Reserved

4 Shallbe cleared to zero
3:0 Reserved

FEATURE 7:0 64h

7.43.3.2 Subcommand
Tallle 98 defines the SEND FPDMA QUEUED subcommands

Table 98 — SEND FPDMA QUEUED Subcommands

Subcommand |Description Reference
00h SFQ DATA SET MANAGEMENT 7.43.4
01h..1Fh Reserved
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7.43.3.3 Output from the Host to the Device Data Structure

The output from the host to the device is subcommand specific.

7.43.3.4 Command Acceptance Outputs

The command acceptance outputs for this command are subcommand specific.
7.43.3.5 Normal Outputs

The normal outputs for this command are subcommand specific.

7.43.3.6 Error Outputs

The error outputs for this command are subcommand specific.
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7.43.4 SFQ DATA SET MANAGEMENT - 64h/00h, DMA Queued

7.43.4.1 Feature Set

This 48-bit command is for devices that implement the NCQ feature set (see 4.14).
7.43.4.2 Description

The SFQ DATA SET MANAGEMENT command is a subcommand of the SEND FPDMA QUEUED command.
The SFQ DATA SET MANAGEMENT command causes data to be transferred from the host to the device in
512-byte data units, and transports the data for the DATA SET MANAGEMENT command (see 7.5) within the
NCQ feature set (see 4.14).

The SEND AND RECEIVE QUEUED COMMANDS SUPPORTED bit (see A.11.10.2.14) and the SATA NCQ Send and
Refeive 1og (see A-T8) Indicate support for this command.

7.43.4.3 Inputs
Seg¢ table 99 for the SFQ DATA SET MANAGEMENT command inputs.

Table 99 — SFQ DATA SET MANAGEMENT command inputs

Field Description

FEATURE | The number of logical sectors to be transferred. A value of 0000h indicates that 65 536 logica
sectors are to be transferred

COUNT
Bit Description
15:14 PRIO field — See 4.14.2
13 Reserved
12:8 suBCcOMMAND field — shall be set to 00h
7:3 NCQ TAG field — See 7.16.3.3
2:0 Reserved

LBA | Reserved

AUXILIARY
Bit Description
15:1 Reserved
0 TRIM bit— See 7.5.3.2

DEVICE
Bit, Description

7 Reserved

6 Shall be set to one

5 Reserved

4 Shall be cleared to zero
3:0 Reserved

COMMAND 7:0 64h

7.43.4.4 Output from the Host to the Device Data Structure
See 7.5.6.
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7.43.4.5 Command Acceptance Outputs
See table 210.

7.43.4.6 Normal Outputs

See table 211.

7.43.4.7 Error Outputs

The device sets the ERROR bit to one and aborts the command in response to an invalid value in the
SUBCOMMAND field, a duplicate tag number, an invalid tag number, or an Interface CRC error (see table 239).

Errors that occur during the processmg of this command are repor’ted by returning a transport dependent
indi
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7.44 SET DATE & TIME EXT — 77h, Non-Data
7.44.1 Feature Set

This 48-bit command is for ATA devices (see 4.2).
7.44.2 Description

This command sets the Date and Time TimeStamp device statistic (see A.5.4.9) to the value in the TIMESTAMP
field. The host should set the TIMESTAMP field to the current date and time in milliseconds using January 1, 1970
UT 12:00 am as the baseline. If the device processes a power-on reset, the Date and Time TimeStamp device
statistic is reset as described in A.5.4.4. The TIMESTAMP field has a range from January 1, 1970 to approximately
January 1, 10895.

7.4r.3 Normal Inputs

Seg table 100 for the SET DATE & TIME EXT command inputs.
Table 100 — SET DATE & TIME EXT command inputs
Field Description
FEATURE | Reserved
COUNT | Reserved
LBA
Bit Description
47:0 TIMESTAMP field
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent— See 6.2.12
3:0 Reserved
COMMAND 7:0 77h

7.444.4 Normal Outputs
Seg¢ table 209.

7.444.5 Error Outputs
Seg¢ table 217.
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7.45 SET FEATURES - EFh, Non-Data

7.45.1 Feature Set

This 28-bit command is for ATA devices (see 4.2) and ATAPI devices (see 4.3).
7.45.2 Description

The SET FEATURES command is used by the host to establish parameters that affect the processing of certain
device features (see 7.45.6).

After a power-on reset or a hardware reset, the settings specified by the subcommands are vendor specific
unless otherwise specified in this standard. Software reset is described in the individual subcommands as
needed.

7.4f.3 Inputs

Seg¢ table 101 for the SET FEATURES command inputs.
Table 101 — SET FEATURES command inputs
Field Description
FEATURE | SET FEATURES SUBCOMMAND field (see 7.45.6)
COUNT | Subcommand specific
LBA | Subcommand specific
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2,12
3:0 Reserved
COMMAND 7:0 EFh

7.45.4 Normal Outputs
Se¢ table 200.
7.45.5 Error Outputs

The¢ ABORT bit shall be set to(one if any subcommand input value is not supported or is invalid. See table 217.
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7.45.6 SET FEATURES subcommands

The SET FEATURES SUBCOMMAND field (see table 101) specifies the SET FEATURES subcommand to be
processed using the codes shown in table 102.

Table 102 — SET FEATURES command subcommand codes (part 1 of 3)

Code Description
00h Reserved
01h Reserved for CFA
02h Enable volatile write cache (see 7.45.7)

Gsil SUt tldllbfﬂl IIIUUIU (DUU 7458)

04h Obsolete

05h Enable the APM feature set (see 7.45.9)

06h Enable the PUIS feature set (see 7.45.10)
07h PUIS feature set device spin-up (see 7.45.11)
08h Reserved

If the device implements the CFA feature set, then this subcommand is reserved for
CFA,; otherwise, this subcommand is obsolete.

O0Ah Reserved for CFA

0Bh Enable Write-Read-Verify feature set (see 7.45.12)
0Ch..0Fh |Reserved

10h Enable use of SATA feature (see 7.45.17)
11h..1Fh |Reserved
20h..21h | Obsolete
22h..30h |Reserved

31h Obsolete

32h Reserved

33h Obsolete
34h..40h |Reserved

09h

41h Enable the Free-fall\Control feature set (see 7.45.16)
42h Obsolete
43h Set Maximium Host Interface Sector Times (see 7.45.13)

44h Obsolete
45h..49h |ReSefved
4Ah Extended Power conditions (see 7.45.20)
4Bh..53h/~Reserved
54h Obsolete
55h Disable read look-ahead feature (see 7.45.14)
56h..5Ch | Vendor Specific
obh..oEh | Obsolete
5Fh Obsolete
60h..61h |Reserved
62h Long Physical Sector Alignment Error Reporting Control (see 7.45.19)
63h Enable/Disable the DSN feature set (see 7.45.21)
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Table 102 — SET FEATURES command subcommand codes (part 2 of 3)

Code Description
64h..65h |Reserved
66h Disable reverting to power-on defaults (see 7.45.15)
67h..68h |Reserved
69h Reserved for CFA
6Ah..76h |Reserved
77h Obsolete
78h 80h Reserved
81h Reserved for CFA
82h Disable volatile write cache (see 7.45.7)
83h Reserved
84h Obsolete
85h Disable the APM feature set (see 7.45.9)
86h Disable the PUIS feature set (see 7.45.10)
87h Reserved
88h Obsolete
89h If the device .imple(nents the CFA fe?ature set, then thisssubcommand is reserved for
CFA; otherwise, this subcommand is obsolete.
8Ah Reserved for CFA
8Bh Disable Write-Read-Verify feature set (see 7)45.12)
8Ch..8Fh |Reserved
90h Disable use of SATA feature (see 7.45,17)
91h..94h |Reserved
95h Obsolete
96h..98h |Reserved
99h Obsolete
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Subcommand codes 02h and 82h allow the host to-enable or disable volatile write cache in devices that
lement volatile write cache. If the disable volatile write cache subcommand is processed, the device shg
ate the sequence to flush volatile cache to fion-volatile media before command completion (see 7.10). T
commands may affect caching for comthands in the Streaming feature set (see 4.23). Support for the
ble/disable volatile write cache subcommands is mandatory if a volatile write cache is supported.

img

initj

sul
eng

Support for the volatile write cache is indicated by the VOLATILE WRITE CACHE SUPPORTED bit (see A.11.5.2.1
enabled state of the volatile write cache is indicated by the VOLATILE WRITE CACHE ENABLED bit

The
(se
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Table 102 — SET FEATURES command subcommand codes (part 3 of 3)

Code Description
9Ah Obsolete
9Bh..A9h |Reserved
AAh Enable read look-ahead feature (see 7.45.14)
ABh Obsolete
ACh..BAh |Reserved
BBh Obsolete
BCh C0Oh | Reserved
C1h Disable the Free-fall Control feature set (see 7.45.16)
C2h Obsolete
C3h Enable/Disable the Sense Data Reporting feature set (see 7.45.18)
C4h..CBh |Reserved
CCh Enable reverting to power-on defaults (see 7.45.15)
CDh..D5h |Reserved
D6h..DCh |Vendor Specific
DDh.DEh |Obsolete
DFh Obsolete
EOh Vendor Specific
E1h..EFh |Reserved
FOh..F3h |Reserved for CFA
F4h..FFh |Reserved

b A.11.6.2.4).

.7 Enable/disable volatile write cache

nese
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7.45.8 Set transfer mode

The set transfer mode subcommand is mandatory. The transfer mechanism is selected by Set Transfer Mode,
subcommand code 03h, and specifying a value in the COUNT field. Bits 7:3 define the type of transfer and bits 2:0
encode the mode value. The selected modes may be changed by the SET FEATURES command. Table 103
shows the available transfer modes.

If a
val

Table 103 — Transfer modes

Mode Bits 7:3 Bits 2:0
PIO default mode| 0_0000b 000b
PIO default mode, disable IORDY| 0_0000b 001b
PI1O flow control transfer mode| 0_0001b Mode
Retired| 0_0010b N/A
Multiword DMA mode| 0_0100b Mode
Ultra DMA mode| 0_1000b Mode
Reserved| 1 _0000b N/A
Key:
Mode = transfer mode number (see 7.12.7.24, 7.12.7.25, 742.7.42)

device receives a SET FEATURES command with a Set Transfer Mode subc¢ommand and the COUNT fi
e set to 0000_0000b, then the device shall set the default PIO mode. Ifthe’COUNT field is set to 0000_0

pld
D01b

and the device supports disabling of IORDY (see ATA8-APT), then the device shall set the default PIO modg and

dis@ible IORDY. A device shall support all PIO modes below the highest.mode supported (e.g., if PIO mode
sugported PIO mode 0 shall be supported).

Support of IORDY is mandatory if PIO mode 3 or above is the.ctitrrent mode of operation.

A device shall support all Multiword DMA modes below the highest mode supported (e.g., if Multiword DMA

mo

A device shall support all Ultra DMA modes below the, highest mode supported (e.g., if Ultra DMA mode 1 i
sugported Ultra DMA mode 0 shall be supported).

Ifa

a Multiword DMA mode is enabled any previously enabled Ultra DMA mode shall be disabled by the device.

Fon PATA systems using a cable assembly, the host should determine that an 80-conductor cable assembly
corfnecting the host with the device(s) before enabling any Ultra DMA mode greater than 2 in the device(s)
ATA8-APT).

The current transfer mode is(indicated in the TRANSFER MODE field (see A.11.9.6).

He 1 is supported Multiword DMA mode 0 shall be supported).

n Ultra DMA mode is enabled any previously)enabled Multiword DMA mode shall be disabled by the devig

1is

1°2}

e. If

s
(see
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7.45.9 Enable/disable the APM feature set

Subcommand code 05h enables APM (see 4.6). The APM level is a scale from the lowest power consumption
setting of 01h to the maximum performance level of FEh. Table 104 shows these values.

Table 104 — APM levels

COUNT field Level
00h Reserved
01h Minimum power consumption with Standby mode

02h..7Fh |Intermediate power management levels with Standby mode

De

Qnl [ 1] n 4l —d 1. !
OUIl T pouweT CUTISUTTIPUOUNT Without otariuvy T1OouUc

81h..FDh |Intermediate power management levels without Standby mode

FEh Maximum performance
FFh Reserved

ice performance may increase with increasing APM levels. Device power consumptign;may increase w

inc

easing power management levels. The APM levels may contain discrete bands (e.d\, a device may

imglement one APM method from 80h to AOh and a higher performance, higher power consumption method
level A1h to FEh). APM levels 80h and higher do not permit the device to spin down/ if possible, to save po|

Su
img

command code 85h disables APM. Subcommand 85h may not be implemented on all devices that
lement subcommand 05h.

Support for the APM feature set is indicated by the APM SUPPORTED bit (See A.11.5.2.19). The enabled state

the
the

7.4

APM feature set is indicated by the APM ENABLED bit (see A.11.6¢2.11). The current APM level is indicatq
APM LEVEL field (see A.11.6.3.2).

5.10 Enable/disable the PUIS feature set

Su

command code 06h enables the PUIS feature set (see4.16). If this feature set is enabled, the device s

power-up into the PM4: PUIS state (i.e., the device shalkbe ready to receive commands but shall not spin-U
(sef 4.16). After this feature set is enabled, it shall only be disabled by a subsequent subcommand code 86Hh
disables this feature set. This feature set shall not.bé disabled by a power-on reset, a hardware reset, or a
soffware reset.

Su
intd

command code 86h disables the PUIS\feature set. If this feature set is disabled, the device shall power
Active mode. The factory default forthis feature set shall be disabled.

Support for the PUIS feature set is indicated by the PuIs SUPPORTED bit (see A.11.5.2.18).The enabled state

the
7.4

PUIS feature set is indicatedinsithe PUIS ENABLED bit (see A.11.6.2.10).

5.11 PUIS feature set device spin-up

Subcommand code 07hrshall cause a device that has powered-up into Standby mode to go to the Active m

(se

e 4.16 and figure 8).

th

from
Wwer.

of
din

hall

P)
that

up

of

bde
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7.45.12 Enable/Disable Write-Read-Verify feature set

Subcommand code 0Bh enables the Write-Read-Verify feature set.
Bits 7:0 of the LBA field in the SET FEATURES command specify the Write-Read-Verify mode. Table 105 defines

the

Write-Read-Verify modes.

Table 105 — Write-Read-Verify modes

LBA field
bits 7:0

00h?@ |Write-Read-Verify Mode 0
Always enabled (i.e., the device shall perform a Write-Read-Verify for all logical

Description

sectors for all write commands).

01h?@ |Write-Read-Verify Mode 1
The device shall perform a Write-Read-Verify on the first 65 536 logical sectors
written after:
a) spin-up; or
b) the device completes a SET FEATURES command settingthe
Write-Read-Verify mode without error.

02h?@ |Write-Read-Verify Mode 2
The number of logical sectors on which a device performs-a\Write-Read-Verify
is vendor specific.

03h Write-Read-Verify Mode 3
The device shall perform a Write-Read-Verify on the-first n logical sectors
written by the host after:
a) spin-up; or
b) the device completes a SET FEATURES command setting the
Write-Read-Verify mode without\error.

n=x x 1 024

where:
x=number specified by the COUNT field.

04h-FFh |Reserved
@ The COUNT field shall be ignored.

Subcommand code 8Bh disables the Write-Read-Verify feature set.

Ad
ori
fea
set

If a
Wri

If a
set

Su

pvice shall set the Write-Read-\erify feature set to its factory default setting after processing a power-on
the Software Settings Preservation feature set is disabled and a hardware reset is processed. If the S§
ure set (see 4.21) is enabled and a hardware reset is processed, then the device does not change the
ings of the Write-Read-Verify feature set.

device is in the réverting to defaults enabled mode (see 7.45.15), then the device shall set the
te-Read-Verify,feature set to its factory default setting after processing of a software reset.

device is/inthe reverting to defaults disabled mode (see 7.45.15), then the device shall not change the
ings of.theWrite-Read-Verify feature set after processing of a software reset.

port.for the Write-Read-Verify feature set is indicated by the WRv SUPPORTED bit (see A.11.5.2.33). The

engbled state of the Write-Read-Verify feature set is indicated by the WRV ENABLED bit (see A.11.6.2.13).

eset
P

The number of logical sectors to be verified after every spin-up if Write-Read-Verify feature set mode 2 selected
is indicated in the WRvV MODE 2 COUNT field (see A.11.5.7). The number of logical sectors to be verified after every
spin-up, if Write-Read-Verify feature set mode 3 is selected is indicated in the WRV MODE 3 COUNT field
(see A.11.5.6).

The current Write-Read-Verify mode is indicted in the WRv MODE field (see A.11.6.3.3)
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7.45.13 Set Maximum Host Interface Sector Times

Subcommand code 43h allows the host to inform the device of a host interface rate limitation. This information
shall be used by the device to meet the Command Completion Time Limits of the commands of the Streaming
feature set. To inform the device of a host interface rate limitation, the host writes the value of its Typical PIO Host
Interface Sector Time (see table 106) to the COUNT field (7:0) and LBA field (7:0) and writes the value of its Typical
DMA Host Interface Sector Time (see table 106) to the LBA field (23:8). The Typical Host Interface Sector Times
(see table 106) have the same units as the:

a) DMA SECTOR TIME field (see A.11.6.4) for DMA; and
b) PIO SECTOR TIME field (see A.11.6.5) for P1O.

A value of zero indicates that the host interface shall be capable of transferring data at the maximum rate allowed
by {he selected transfer mode. The Typical PTO Mlode HoST Interface Sector 1ime includes the host's interrgpt
seryice time.

Seg¢ table 106 for the COUNT field and LBA field definitions.

Table 106 — Maximum Host Interface Sector Times

Field Bits |Description
COUNT| 15:8 |Reserved
7:0 |Typical PIO Mode Host Interface Sector Time (7:0)
LBA| 47:24 |Reserved
23:8 | Typical DMA Mode Host Interface Sector Time
7:0 |Typical PIO Mode Host Interface<Sector Time (15:8)

Upon completion of SET FEATURES subcommand 43h, the devi¢e may adjust the following fields to allow for
the|specified host interface sector time:

a) DMA SECTOR TIME (see A.11.6.4);
b) PIO SECTOR TIME (see A.11.6.5); and
C) STREAM ACCESS LATENCY (see A.11.6.7).

7.45.14 Enable/disable read look-ahead

Subcommand codes AAh and 55h enables or disables read look-ahead. Error recovery performed by the dgvice

(see A.11.5.2.12). The enabled state of the read look-ahead feature set is indicated by the READ LOOK-AHEAD
ENABLED bit (see A.11.6.2.8).

7.45.15 Enable/disable revérting to defaults

pters

and
rs to

The enabled state of the reverting to defaults mode is indicated by the REVERTING TO DEFAULTS ENABLED bit
(see A.11.6.2.5).
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7.45.16 Enable/Disable the Free-fall Control feature set

Subcommand codes 41h and C1h allow the host to enable or disable the Free-fall Control feature set (see 4.10).
To enable the Free-fall Control feature set, the host sends subcommand code 41h with the COUNT field set to the
requested free-fall control sensitivity value.

The sensitivity is specified using a scale from 00h to FFh. A value of zero specifies the device manufacturer's
recommended setting. Other values are vendor specific. The higher the sensitivity value, the more sensitive the
device is to changes in acceleration.

Enabling or disabling of the Free-fall Control feature set, and the current free-fall sensitivity setting shall be
preserved by the device across all forms of reset (i.e., power-on reset, hardware reset, and software resets).

Support for the Free-fall Control feature set is indicated by the FREE-FAII SUPPORTED bit (see A 11 5 2 29) The
engbled state of the Free-fall Control feature set is indicated by the FREE-FALL ENABLED bit (see A.11.6.2,12)] The
curfent free-fall sensitivity value is indicated in the FREE-FALL SENSITIVITY field (see A.11.6.9).

7.45.17 Enable/Disable SATA feature
7.45.17.1 Overview

Sulbcommand codes 10h and 90h allow the host to enable or disable Serial ATA features. (F'fie COUNT field
cortains the specific Serial ATA feature to enable or disable. The specific Serial ATA features in which SET
FEATURES is applicable are defined in table 107.

Table 107 — SATA features

COUNT
field Description

00h Reserved for Serial ATA

01h Non-zero Buffer Offsets

02h DMA Setup FIS Auto-Activate optimization

03h Device-initiated interface power state transitions

04h Guaranteed In-Order Data Delivery

05h Asynchronous Notification

06h Software Settings Preservation

07h Device Automatic Partial to Slumber transitions

08h Enable‘Hardware Feature Control
09h-FFh |Reserved for Serial ATA

7.4p.17.2 Enable/Disable Non-Zero Buffer Offsets

A CouNT field value of 01h i$ used to enable or disable non-zero buffer offsets for commands in the NCQ feature
set|(see 4.14). By default) non-zero buffer offsets are disabled. The enable/disable state for non-zero offsets
shdll be preserved, acfoss software reset. The enable/disable state for non-zero offsets shall be reset to its
defpult state upomCOMRESET. See SATA 3.1 for more information.

7.4p.17.3 Enable/Disable DMA Setup FIS Auto-Activate Optimization

A couNnTfield value of 02h is used to enable or disable DMA Setup FIS Auto-Activate optimization. See SATA 3.1
for more.information. The enable/disable state for the auto-activate optimization shall be preserved across
soffware reset. The enable/disable state for th to-activat timization shall be reset to it fault state Wipon
COMRESET.

7.45.17.4 Enable/Disable Device-Initiated Interface Power State Transitions

A counNT field value of 03h is used to enable or disable device initiation of interface power state transitions. By
default, the device is not permitted to initiate interface power state transitions. See SATA 3.1 for more
information. The enable/disable state for device initiated power management shall persist across software reset.
The enable/disable state shall be reset to its default disabled state upon COMRESET.
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If device initiated interface power management is enabled, the device shall not attempt to initiate an interface
power state transition between reset and the delivery of the device reset signature (see table 204).

7.45.17.5 Enable/Disable Guaranteed in-Order Data Delivery

A couNT field value of 04h is used to enable or disable guaranteed in-order data delivery for commands in the
NCQ feature set (see 4.14). This setting is only valid if non-zero buffer offsets are enabled. By default,
guaranteed in-order data delivery is disabled. See SATA 3.1 for more information. The enable/disable state for
guaranteed in-order data delivery shall be preserved across software reset. The enable/disable state for
guaranteed in-order data delivery shall be reset to its default state upon COMRESET.

7.45.17.6 Enable/Disable Asynchronous Notification

fault,

For ATAPI devices a couNT field value of 05h is used to enable or disable aqynr‘hmnnuq notification Ry de
asyinchronous notification is disabled. See SATA 3.1 for more information. The enable/disable state for
asynchronous notification shall be preserved across software reset. The enable/disable state for asynehron
notffication shall be reset to its default state upon COMRESET.

7.45.17.7 Enable/Disable Software Settings Preservation

Seg¢ table 15 for a list of the preserved feature sets and settings. A COUNT field value of 06h\is used to enab

dis
fea
pre
be

cal

7.4

AG
tran

disabled on power-up. The enable/disable state for Device Automatic Partial to Slumber transitions shall pe

acr
def

De
tran
Intg

ble software settings preservation. By default, if the device supports software settings preservation the
ure is enabled when it processes a power-on reset. The enable/disable state for software settings

servation shall persist across software reset. The enable/disable state for software settings preservation
reset to its default state upon COMRESET. The host may disable software sgttings preservation in ordel
se software settings to revert to their power-on default state when the deyice receives a COMRESET.

b.17.8 Enable/Disable Device Automatic Partial to Slumber Transitions
OUNT field (7:0) set to 07h is used by the host to enable or disable Device Automatic Partial to Slumber
sitions. By default, if the device supports Device Automatic Partial to Slumber transitions the feature is

bss software reset. The enable/disable state for AutomaticRartial to Slumber transitions shall be reset ¢
Ault state upon hardware reset.

sitions are disabled. Attempting to enable Automatic Partial to Slumber transitions while Device-Initiate
rface Power State transitions are disabled results in the device aborting the Set Features command.

ice Automatic Partial to Slumber transitions shall not.be enabled if Device-Initiated Interface Power Sta]ie

ous

le or

Shall
to

rsist
its

Attempting to disable Device Automatic Partial-{to Slumber transitions while it is already disabled has no eff¢ct

ang
7.4

Seg¢ 4.22 for additional information about Hardware Feature Control.

Thi
pro

AC
The

the device shall return completion for the'Set Features command without an error.

5.17.9 Enable Hardware Feature Control

5 function enables Hardwaré Feature Control. The Hardware Feature Control feature shall be disabled b
Cessing a power-on reset.

OUNT field (7:0) set t0.08h is used by the host to enable Hardware Feature Control.

LBA field (15:0)-contains a function identifier (see table 108).

Table 108 — Hardware Feature Control Reset Responses

Function Preserved across Preserved across
identifier Description Software Reset Hardware Reset
0000h Reserved
0001h See SATA 3.1 Yes Yes

0002h..EFFFh |Reserved
FOOOh..FFFFh |Vendor specific Vendor specific Vendor specific
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After a SET FEATURES Enable Hardware Feature Control command returns command completion without an
error:

a) the Current Hardware Feature Control |dentifier (see the Serial ATA Settings page 08h in the IDENTIFY

DEVICE data log (log 30h), A.11) shall be set to the value in the LBA field (15:0);

b) the Hardware Feature Control features shall be enabled (i.e., IDENTIFY DEVICE word 79, bit 5 is set to

one); and
c) the behavior of Hardware Feature Control is specified by Table 108.

The device shall return command aborted if:
a) the Hardware Feature Control feature is not supported (i.e., IDENTIFY DEVICE data word 78 bit 5 is

cleared to zero);

7.45.18 Enable/Disable the Sense Data Reporting feature set

Subcommand code C3h allows the host to enable the Sense Data Reporting feature set (see'4.20) by send

this
The

cleared to zero.

Al

b)the value In the [BA Tield (15:0) IS not equal to the supported Hardware Feature Control Identiier (3
the Serial ATA Settings page 08h in the IDENTIFY DEVICE data log (log 30h), A.11); or

c) the Current Hardware Feature Control Identifier (see the Serial ATA Settings page 08h in the IDEN
DEVICE data log (log 30h), A.11) is non-zero.

subcommand with the COUNT field (bit 0) set to one.

Sense Data Reporting feature set is disabled by sending this subcommand with the COUNT field (bit 0)

bther sub-command specific fields are reserved.

Su

(sep A.11.5.2.28). The enabled state of the Sense Data Reporting feature set is indicated by the SENSE DAT|
ENABLED bit (see A.11.6.2.6).

7.45.19 Long Physical Sector Alignment Error Reporting Control

Su
(se
Se
the

If th

If th
(se

If th
(se

If th

If L
Phy

port for the Sense Data Reporting feature set is indicated by the SENSE'DATA SUPPORTED bit

command code 62h allows the host to control the reporting of errors associated with the LPS feature se
E 4.13). The LPS MISALIGNMENT REPORTING SUPPORTEDR.bit (see A.11.5.2.3) indicates whether Long Physi
tor Alignment Error Reporting is supported. The ALIGNMENT ERROR REPORTING field (see A.11.4.3.3) indiq
current Long Physical Sector Alignment Error. Réporting setting.

e COUNT field is cleared to zero, the device-shall disable Alignment Error reporting;

e COUNT field is set to one, the device shall process the command and set the ALIGNMENT ERROR bit
P 6.2.2) to one in response to a writé.command in which:

a) the first byte of data transfer does not begin at the first byte of a physical sector (see 7.12.7.75); or
b) the last byte of data transfer does not end at the last byte of a physical sector (see 7.12.7.75).

e COUNT field is set to twg, the device shall return command aborted and set the ALIGNMENT ERROR bit
P 6.2.2) to one, leaving the condition of the data unknown, in response to a write command in which:

a) the first byteof data transfer does not begin at the first byte of a physical sector (see 7.12.7.75); or
b) the last byte of data transfer does not end at the last byte of a physical sector (see 7.12.7.75).

€ COUNT field-is set to 03h..FFh, the device shall report command aborted.

bng Physical Sector Alignment Error Reporting Control is supported, then the device shall support the L
sical Sector Mis-alignment log (see A.13).

ce

[FY

ing

—

Cal
ates

bng

Thi

B Setting shall be preserved across all resets.
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7.45.20 Extended Power Conditions subcommand

7.45.20.1 Overview

ISO/IEC 17760-103:2021 © ISO/IEC 2021

SET FEATURES subcommand code 4Ah configures the use of the EPC feature set (see 4.9). If the EPC feature
set is not supported, the device shall return command aborted.

Table 109 describes the EPC subcommands that are specified in LBA field bits (3:0) for the Extended Power
Conditions subcommand of the SET FEATURES command.

Table 109 — EPC subcommands

EPC
subcommands Description
Oh Restore Power Condition Settings (see 7.45.20.2)
1h Go To Power Condition (see 7.45.20.3)
2h Set Power Condition Timer (see 7.45.20.4)
3h Set Power Condition State (see 7.45.20.5)
4h Enable the EPC feature set (see 7.45.20.6)
5h Disable the EPC feature set (see 7.45.20.7)
6h Set EPC Power Source (see 7.45.20.8)
7h..Fh Reserved

Tahle 110 describes the contents of the POWER CONDITION ID field that are specified in the COUNT field and s

the|power condition or power conditions to be processed.

Table 110 — POWER CONDITION ID field

Code Power Condition Name Description

00h Standby z Asubstate of the PM2:Standby state @

01h Standby_y A substate of the PM2:Standby state 2
02h..80h Reserved

81h Idle_a A substate of the PM1:ldle state @

82h Idlel-b A substate of the PM1:ldle state @

83h ldle ¢ A substate of the PM1:Idle state @
84h..FEh Reserved

FFh All All supported power conditions
@ See 4.154for the description of the power states.

Support for the EPC feature set is indicated by the EPC SUPPORTED bit (see A.11.5.2.27). The enabled state g

EPC feature set is‘indicated by the EPC ENABLED bit (see A.11.6.2.3).

blect

f the
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7.45.20.2 Restore Power Condition Settings subcommand
7.45.20.2.1 Description

If the value in the POWER CONDITION ID field is FFh and the SAVE bit is set to one, then all power conditions that are
supported, changeable, and saveable are selected.

If the value in the POWER CONDITION ID field is FFh and the SAVE bit is cleared to zero, then all power conditions
that are supported and changeable are selected.

All power conditions that are not selected shall not be changed.

As part of returning command completion for this EPC subcommand without an error, the device shall update the
Power Conditions log (see A.8) for each selected power condition (see table 110) as follows:

1)

2)

7.45.20.2.2 Inputs
Seg¢ table 111 for the SET FEATURES command inputs.

if the DEFAULT bit is set to one or the SAVED TIMER SETTING field is not initialized, then:

A) copy the DEFAULT TIMER SETTING field (see A.8) to the CURRENT TIMER SETTING field (see A:8)ya
B) copy the DEFAULT TIMER ENABLED bit (see A.8) to the CURRENT TIMER ENABLED bit (see A8);

if the DEFAULT bit is cleared to zero and the SAVED TIMER SETTING field is initialized, then;

A) copy the contents of the SAVED TIMER SETTING field (see A.8) to the CURRENT TIMER'SETTING field
B) copy the SAVED TIMER ENABLED bit (see A.8) to the CURRENT TIMER ENABLED bit;
and

if the SAVE bit is set to one and the power condition is saveable, then:

A) copy the CURRENT TIMER SETTING field to the SAVED TIMER SETTING field; and

B) copy the CURRENT TIMER ENABLED bit to the SAVED TIMER ENABLED bif.

Table 111 — Restore Power Condition Settings inputs

;and

Field Description

COUNT | POWER CONDITION ID field (see table 110)

LBA
Bit Description
27:7 Reserved

6 DEFAULT bit
1 = Restorefrom Default settings
0 = Restore from Saved settings

5 Reserved

4 SAVE bit
1 = Save settings on completion
0 = Do not save settings on completion

3:0 Oh (i.e., Restore Power Condition subcommand (see table 109))

7.45.20.2.3 Normal Outputs

Se¢ tablg;200.
7.41.20.2.4 Error Outputs

If any selected power condition:

a)
b)
c)

is not supported;
is not changeable; or
the SAVE bit is set to one and the selected power condition is not saveable,

then the device shall return command aborted. See table 217.
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7.45.20.3 Go To Power Condition subcommand
7.45.20.3.1 Description

Prior to returning command completion without an error the device shall stop all power condition timers
(see 4.9.3).

If the LOW POWER STANDBY SUPPORTED bit (see A.11.5.2.36) is cleared to zero and the selected power condition is
supported, then the device:

1)

shall ignore:

A) the DELAYED ENTRY bit; and

B) the HOLD POWER CONDITION bit;
and

2)

If the LOW POWER STANDBY SUPPORTED bit (see A.11.5.2.36) is set to one, then if:

a)
b)

c)

7.45.20.3.2 Inputs
Seg¢ table 112 for the SET FEATURES command inputs.

shall:
A) enter the selected power condition (see 4.9.2); and
B) return command completion without error.

the DELAYED ENTRY bit is cleared to zero, then the device shall enter the selected power condition
(see 4.9.2) before returning command completion;
the DELAYED ENTRY bit is set to one, then the device may enter the selected pewer condition after
returning command completion; and
the device is in the selected power condition or the device enters the selected power condition as 3
result of processing the Go To Power Condition subcommand, and if:
A) the HOLD POWER CONDITION bit is cleared to zero, then the device shall:
a) return command completion without error; and
b) remain in the selected power condition until the device‘processes a command or any reset
or
B) the HOLD POWER CONDITION bit is set to one, then:

a) if the HOLD POWER CONDITION NOT SUPPORTED-bit (see A.8.4.8) for the selected power condifjon is

cleared to zero, then the device shall:
A) return command completion without €rror; and
B) abort all commands that cause the device to enter a higher power condition, except th
To Power Condition subcommand;
or
b) if the HOLD POWER CONDITION:NOT SUPPORTED bit for the selected power condition is set to
then the device shall return:command aborted.

Table 112 — Go To Power Condition inputs

e Go

one,

Field Description

COUNT | POWER_CONDITION ID field (see table 110)

LBA
Bit Description

27:26 Reserved
25 DELAYED ENTRY bit — See 7.45.20.3.1

24 HOLD POWER CONDITION bit — See 7.45.20.3.7
23:4 Reserved
3:0 1h (i.e., Go To Power Condition subcommand (see table 109))
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7.45.20.3.3 Normal Outputs

See table 200.

7.45.20.3.4 Error Outputs

The device shall return command aborted if:

a) the POWER CONDITION ID field is set to FFh;

b) the POWER CONDITION ID field is set to a reserved value;

c) the POWER CONDITION ID field is set to an unsupported value; or

d) the HOLD POWER CONDITION bit is set to one and the HOLD POWER CONDITION NOT SUPPORTED bit
(see A.8.4.8) for the selected power condition is valid and set to one.

Se¢table ZT17.
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4 Set Power Condition Timer subcommand

4.1 Description

As part of returning command completion for this subcommand without an error, the device shall update the
Power Conditions log (see A.8) for the selected and supported power condition as follows:

1)

set the CURRENT TIMER SETTING field based on the contents of the TIMER field and the TIMER UNITS bit as
described in 7.45.20.4.3;

2) if the ENABLE bit is set to one and the TIMER field is non-zero, then enable the Current Timer;
3) if the ENABLE bit is set to one and the TIMER field is zero, then disable the Current Timer;
4) if the ENABLE bit is cleared to zero, then disable the Current Timer; and
5) if the SAVE bit is set to one and the Power Condition settings are saveable, then:
AJ_copy the CURRENT TIMER SETTING field 1o the SAVED TIMER SETTING field; and
B) copy the CURRENT TIMER ENABLED bit to the SAVED TIMER ENABLED bit.
The host should not set the POWER CONDITION ID field to FFh. If the device processes the Set Power' Conditipn

Timer subcommand with the POWER CONDITION ID field set to FFh, then the setting of the timers are-vendor

spdcific.
7.4p.20.

Seg¢ table 113 for the SET FEATURES command inputs.

4.2 Inputs

Table 113 — Set Power Condition Timer inputs

Field Description

COUNT | POWER CONDITION ID field (see table 110)

LBA
Bit Description

27:24 Reserved

23:8 TIMER field — See 7.45.20.4.3

7 TIMER UNITS bit — See 7.45.20.4.3
1 = TIMER field units of-measure are 1 min
0 = TIMER field units@f measure are 100 ms

6 Reserved

5 ENABLE bit
1 = Enable the selected power condition
0 = Disable the selected power condition

4 sSAVE.bit
4.= Save settings on completion
0 = Do not save settings on completion

3:0) 2h (i.e., Set Power Condition Timer subcommand (see table 109))

7.45.20.4.3 TIMER field and TIMER UNITS bit

The deviceshall compute a new timer value as described in this subclause (i.e., 7.45.20.4.3) and store the result

in the CURRENT TIMER SETTING field (see A.8.4.11).

1

If”— AR N bt lagrad-ta-=zar +h PSURTPR H-CO-N 7 I baoll I Halta-th nian fibo T £ fth
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TIMER UNITS bit is set to one, the new timer value shall be equal to the contents of the TIMER field multiplied by

600.

If the new timer value is greater than the value in the MAXIMUM TIMER SETTING field (see A.8.4.14) for the selected
power condition, then the device may set the new timer value to the maximum timer setting for the selected
power condition. If the new timer value is less than the value in the MINIMUM TIMER SETTING field (see A.8.4.13) for
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the selected power condition, then the device may set the new timer value to the minimum timer setting for the
selected power condition.

7.45.20.4.4 Normal Outputs

See table 200.

7.45.20.4.5 Error Outputs

The device shall return command aborted If:

a) the new timer value is:
A) less than the maximum setting for the selected power condition;
B) greater than the minimum setting for the selected power condition; and
C) not supported by the device;

b) the POWER CONDITION ID field is invalid;

c) the selected power condition is not changeable;

d) the selected power condition is not supported;

e) the sSAVE bit is set to one and the selected power condition is not saveable;

f) the new timer value is greater than the maximum setting (see A.8) for the selected power condition|and
the device did not set the timer to the maximum setting; or

g) the new timer value is less than the minimum setting (see A.8) for the selectedpower condition and the
device did not set the timer to the minimum setting.

If command aborted is returned, then the device shall make no modifications to the power condition settings|See
table 217.
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7.45.20.5 Set Power Condition State subcommand
7.45.20.5.1 Description

If the value of the POWER CONDITION ID field is FFh and the SAVE bit is set to one, then all power conditions that
are supported, changeable, and saveable are selected.

If the value of the POWER CONDITION ID field is FFh and the SAVE bit is cleared to zero, then all power conditions
that are supported and changeable are selected.

All power conditions that are not selected shall be unchanged.

As part of returning command completion for this EPC subcommand without an error, the device shall update the
Power Conditions log (see A.8) for each selected and supported Power Condition as follows:

1) If the ENABLE bit is set to one, then enable the Current Timer, otherwise disable the Current Timer; ’tnd
2) If the SAVE bit is set to one, then copy the CURRENT TIMER ENABLED bit (see A.8.4.7) to the SAVEDITINIER
ENABLED bit (see A.8.4.6).

7.45.20.5.2 Inputs
Seg¢ table 114 for the SET FEATURES command inputs.

Table 114 — Set Power Condition State inputs

Field Description

COUNT | POWER CONDITION ID field (see table 110)

LBA
Bit Description
27:6 Reserved

5 ENABLE bit
1 = Enable the selected power.condition
0 = Disable the selected power condition

4 SAVE bit
1 = Save settings on:completion
0 = Do not save settings on completion

3:0 3h (i.e., Set Power Condition State subcommand (see table 109))

7.45.20.5.3 Normal Outputs

Seg¢ table 200.

7.45.20.5.4 Error Outputs

The device shall return‘eommand aborted if:

a) the selected\power condition is invalid;

b) the selected power condition is not supported;

c) the selected power condition is not changeable; or

d) the SAVE bit is set to one and the selected power condition is not saveable.

If the Pewer Condition is invalid, not changeable, or not supported, then the device shall return command
abqrted. If the SAVE bit is set to one and the selected power condition is not saveable, then the device shall r¢turn
command aborted. If command aborted is returned, then the device shall make no modifications to the power
condition settings. See table 217.
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7.45.20.6 Enable the EPC feature set subcommand

7.45.20.6.1 Description
As part of returning command completion for this EPC subcommand without an error, the device shall:

1) enable the EPC feature set;
2) setthe EPC ENABLED bit (see A.11.6.2.3) to one;
3) disable the APM feature set; and
4) for each supported power condition:
1) if the SAVED TIMER SETTING field (see A.8.4.10) is cleared to zero, then:
a) copy the value in the DEFAULT TIMER SETTING field (see A.8.4.9) to the CURRENT TIMER SETTING
field (see A.8.4.11); and
b) copy the DEFAULT TIMER ENABLED DIt (se€ A.8.4.5) 10 the CURRENT TIMER ENABLED bit
(see A.8.4.7);

or
2) if the SAVED TIMER SETTING field is non-zero, then:
a) copy the value of the SAVED TIMER SETTING field to the CURRENT TIMER SETTING,field; and
b) copy the SAVED TIMER ENABLED bit (see A.8.4.6) to the CURRENT TIMER ENABLED bit;
and
5) if the CURRENT TIMER SETTING field is non-zero and the CURRENT TIMER ENABLED bit is set to one, thd
initialize and start the timer.

=]

The EPC feature set shall remain enabled across all resets (i.e., power-on resetihardware reset, and softwmare
resgt).

7.45.20.6.2 Inputs
Seg¢ table 115 for the SET FEATURES command inputs.

Table 115 — Enable the EPC feature set inputs

Field Description

COUNT | Reserved

LBA
Bit Description

27:4 Reserved
3:0 4h (i.e., Enableithe EPC feature set (see table 109))

7.45.20.6.3 Normal Outputs
Seg¢ table 200.

7.45.20.6.4 Error Outputs
Seg¢ table 217.
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7.45.20.7 Disable the EPC feature set subcommand
7.45.20.7.1 Description
As part of returning command completion for this subcommand without an error, the device shall:

a) stop all power condition timers (see 4.9.3);
b) disable the EPC feature set; and
c) clear the EPC ENABLED bit (see A.11.6.2.3) to zero.

The EPC feature set shall remain disabled across all resets (i.e., power-on reset, hardware reset, and software
reset).

7.45.20.7.2 Inputs
Seé table 112 for the SET FEATURES command inputs.

Table 116 — Disable the EPC feature set inputs

Field Description

COUNT | Reserved
LBA

Bit Description
27:4 Reserved
3:0 5h (i.e., Disable the EPC feature set (see table 109))

7.45.20.7.3 Normal Outputs
Seg table 200.

7.45.20.7.4 Error Outputs
Seg table 217.
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7.45.20.8 Set EPC Power Source
7.45.20.8.1 Description
Set EPC Power Source indicates to the device the power source.

7.45.20.8.2 Inputs
7.45.20.8.2.1 Overview

See table 117 for the SET FEATURES command inputs.

Table 117 — Set EPC Power Source inputs

Field Descrigtion

COUNT
Bit Description
7:2 Reserved
1:0 POWER SOURCE field — See 7.45.20.8.2.2
LBA

Bit Description
27:4 Reserved
3:0 6h (i.e., Set EPC Power Source)

7.45.20.8.2.2 POWER SOURCE field

The POWER SOURCE field indicates the current power source as.described in A.11.6.3.1.
7.45.20.8.3 Normal Outputs

Seg¢ table 200.

7.45.20.8.4 Error Outputs

Seg¢ table 217.
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7.45.21 Enable/Disable the DSN feature set
7.45.21.1 Overview

Subcommand code 63h allows the host to enable or disable the DSN feature set (see 4.8). If the device receives
subcommand code 63h and the DSN feature set is not supported, then the device returns command aborted.

The DSN feature set is disabled by processing a power-on reset and does not change state by processing any
other reset event.

Table 118 describes the Enable/Disable the DSN feature set functions. The Enable/Disable the DSN function is
provided in the COUNT field.

Table 118 — DSN feature set subcommands

DSN Function Description
00h Reserved
01h Enable DSN feature set (see 7.45.21.2)
02h Disable DSN feature set (see 7.45.21.2)
03h..FFh Reserved

7.45.21.2 Enable/Disable DSN feature set

DSN function 01h enables the DSN feature set. If the device processes the DSN. fanction 01h, then the deVice
shqll:

a) enable the DSN feature set; and
b) set DSN ENABLED bit (see A.11.6.2.2) to one.

DSN function 02h disables the DSN feature set. If the device processes the DSN function 02h, the device ghall:

a) disable the DSN feature set; and
b) clear DSN ENABLED bit (see A.11.6.2.2) to zero.
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7.46 SET MULTIPLE MODE - C6h, Non-Data
7.46.1 Feature Set

Th

is 28-bit command is for ATA devices (see 4.2).

7.46.2 Description

The SET MULTIPLE MODE command establishes the number of logical sectors in the DRQ data block count for
the READ MULTIPLE command, READ MULTIPLE EXT command, WRITE MULTIPLE command, and WRITE

MULTIPLE EXT command. The contents of the COUNT field shall be less than or equal to the value in IDENTIFY
DEVICE data word 47 bits 7:0 (see 7.12.7.15). The host should set the content of the COUNT field to 1, 2, 4, 8, 16,
32, 64, or 128.

Deyices shall support the DRQ data block size specified in the IDENTIFY DEVICE data word 47 bits 7:0
(sep 7.12.7.15), and may also support smaller values.

Up

the

fiel

bn receipt of the command, the device checks the COUNT field. If the contents of the COUNT field are not

i is used for all subsequent READ MULTIPLE commands, READ MULTIPLE EXT commands, WRITE

MULTIPLE commands, WRITE MULTIPLE EXT commands, and WRITE MULTIPLE FUA EXT commands
and their processing is enabled.

If the contents of the COUNT field are zero and the SET MULTIPLE command returns command completion
without an error, then the device shall respond to any subsequent READ MULTIPLE‘command, READ

MULTIPLE EXT command, WRITE MULTIPLE command, WRITE MULTIPLE_.EXT command, and WRITE
MULTIPLE FUA EXT command with command aborted until a subsequent-SET MULTIPLE command with

CO

NT field is not cleared to zero returns command completion without an‘error.

If the contents of the COUNT field are zero, then the device may:

Aft

a) disable multiple mode (i.e., respond with command aborted/for all subsequent READ MULTIPLE

commands, and WRITE MULTIPLE FUA EXT commands);
b) return command aborted for all SET MULTIPLE MODE commands; or
c) retain the previous multiple mode settings.

ra SET MULTIPLE command returns command,completion without an error the device shall report the

vallie set by that command in IDENTIFY DEVICE data word 59 (see 7.12.7.21).

zero,

COUNT field contains a valid value, and the DRQ data block count is supported, then the valge,in the COUNT

he

commands, READ MULTIPLE EXT commands, WRITE MULTIPLE commands, WRITE MULTIPLE|[EXT

valid

After a power-on reset or hardware reset, if IDENTIFY DEVICE data word 59 bit 8 is set to one and IDENTIFY

DE)VICE data word 59 bits 7:0 are cleared.to zero, a SET MULTIPLE command is required before issuing &

READ MULTIPLE command, READ MULTIPLE EXT command, WRITE MULTIPLE command, or WRITE
MULTIPLE EXT command. If bit 8is set to one and bits 7:0 are not cleared to zero, a SET MULTIPLE command

ma

y be issued to change the multiple value required before issuing a READ MULTIPLE command, READ

MULTIPLE EXT command, WRHE MULTIPLE command, or WRITE MULTIPLE EXT command.
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7.46.3 Inputs
See table 119 for the SET MULTIPLE MODE command inputs.

Table 119 — SET MULTIPLE MODE command inputs

Field Description
FEATURE | N/A
COUNT | DRQ data block count
LBA [ N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 C6h

7.4p.4 Normal Outputs
Seg¢ table 200.
7.4p.5 Error Outputs

The ABORT bit shall be set to one if the block count is not supperted. See table 217.
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7.47 SLEEP - E6h, Non-Data
7.47.1 Feature Set

This 28-bit command is for devices that implement the Power Management feature set (see 4.15).

7.47.2 Description

The SLEEP command causes the device to enter Sleep mode. The device shall exit Sleep mode (i.e., PM3:
Sleep state (see 4.15.4)) only after processing a hardware reset, a software reset, or a DEVICE RESET

command.

A device shall not power-on in Sleep mode.

7.4F

SeI table 120 for the SLEEP command inputs.

273

Table 120 — SLEEP command inputs

Field Description
FEATURE | N/A
COUNT | N/A
LBA [ N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 E6h
7.47.4 Normal Outputs

Se

table 200.

7.47.5 Error Outputs

Se

table 217.
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7.48 SMART
7.48.1 Overview

Individual SMART commands are identified by the value placed in the FEATURE field. Table 121 shows these
values.

Table 121 — FEATURE field values

Value Command
00h-CFh |Reserved
DOh SMART READ DATA (see 7.48.6)
D1h Obsolete
D2h SMART ENABLE/DISABLE ATTRIBUTE AUTOSAVE (see 7.48.3)
D3h Obsolete
D4h SMART EXECUTE OFF-LINE IMMEDIATE (see 7.48.5)
D5h SMART READ LOG (see 7.48.7)
D6h SMART WRITE LOG (see 7.48.9)
D7h Obsolete
D8h SMART ENABLE OPERATIONS (see 7.48.4)
D9h SMART DISABLE OPERATIONS (see 7.48.2)
DAh SMART RETURN STATUS (see 7.48.8)
DBh Obsolete
DCh-DFh |Reserved
EOh-FFh |vendor specific
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7.48.2 SMART DISABLE OPERATIONS - BOh/D9h, Non-Data

7.48.2.1 Feature Set

This 28-bit command is for devices that implement the SMART feature set (see 4.19).
7.48.2.2 Description

The SMART DISABLE OPERATIONS command shall disable all SMART operations. After completion of this
command without error the device shall report command aborted for all other SMART commands (e.g., SMART
DISABLE OPERATIONS commands), except for the SMART ENABLE OPERATIONS command and the SCT
Command Transport commands, which shall be processed as defined. The state of SMART (i.e., enabled or
disabled) shall be preserved by the device during all power-on reset events.

7.411.1.5 ITnputs
Seg¢ table 122 for the SMART DISABLE OPERATIONS command inputs.

Table 122 — SMART DISABLE OPERATIONS command inputs

Field Description

FEATURE | D9h

COUNT | N/A

LBA
Bit Description
27:24 N/A
23:8 C24Fh
7:0 N/A

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 BOh

7.4B.2.4 Normal Outputs
Seg¢ table 200.
7.4B.2.5 Error Outputs

The ABORT bit shall be set to one if SMART is not enabled or if an input value is invalid. See table 217.
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7.48.3 SMART ENABLE/DISABLE ATTRIBUTE AUTOSAVE - BOh/D2h, Non-Data
7.48.3.1 Feature Set
This 28-bit command is for devices that implement the SMART feature set (see 4.19).
7.48.3.2 Description

The SMART ENABLE/DISABLE ATTRIBUTE AUTOSAVE command enables and disables the attribute
autosave feature of the device. This command may either allow the device, after some vendor specified event, to
save the device updated attributes to non-volatile memory or this command may cause the autosave feature to
be disabled. The state of the attribute autosave feature, either enabled or disabled, shall be preserved by the
device during all power and reset events.

Th¢ COUNT Tield cleared to zero shall cause the device 10 disable the atribuie autosave feature. Disabling this
feature does not preclude the device from saving SMART data to non-volatile memory during some other ngrmal
opgration (e.g., during a power-on or power-off sequence or during an error recovery sequence).

The¢ COUNT field set to F1h shall cause the device to enable the attribute autosave feature. If the-COUNT field is
not{set to 00h or F1h, then the actions taken by a device are vendor specific.

If the device receives a command while processing the autosave routine the device shall,begin processing the
corhmand within two seconds.

7.48.3.3 Inputs
Seg¢ table 123 for the SMART ENABLE/DISABLE ATTRIBUTE AUTOSAVE command inputs.

Table 123 — SMART ENABLE/DISABLE ATTRIBUTE AUTOSAVE command inputs

Field Description

FEATURE | D2h

COUNT
Value Description
00h Disable attribute autosave
01h-FOh Vendor specific
F1h Enable attribute autosave
F2h-FFh Vendor specific

LBA
Bit Description
27:24 N/A
23:8( C24Fh
70" N/A
DEVICE

Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 BOh
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7.48.3.4 Normal Outputs

See table 200.

7.48.3.5 Error Outputs

The ABORT bit shall be set to one if SMART is not enabled, or if an input value is invalid. See table 217.
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7.48.4 SMART ENABLE OPERATIONS - BOh/D8h, Non-Data

7.48.4.1 Feature Set

This 28-bit command is for devices that implement the SMART feature set (see 4.19).
7.48.4.2 Description

The SMART ENABLE OPERATIONS command enables access to all available SMART capabilities within the
device. The state of SMART, either enabled or disabled, shall be preserved by the device during all power and
reset events. Once enabled, the receipt of subsequent SMART ENABLE OPERATIONS commands shall not

affect any SMART data or functions.
7.48.4.3 Inputs

Seé table 124 for the SMART ENABLE OPERATIONS command inputs.

Table 124 — SMART ENABLE OPERATIONS command inputs

Field Description
FEATURE | D8h
COUNT | N/A
LBA
Bit Description
27:24 N/A
23:8 C24Fh
7:0 N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 BOh
7.4B.4.4 Normal Outputs
Seg¢ table 200.
7.4B8.4.5 Error Outputs

Se¢ table 217.
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7.48.5 SMART EXECUTE OFF-LINE IMMEDIATE - BOh/D4h, Non-Data

7.48.5.1 Feature Set

This 28-bit command is for devices that implement the SMART feature set (see 4.19).
7.48.5.2 Description

7.48.5.2.1 Overview

The SMART EXECUTE OFF-LINE IMMEDIATE command causes the device to initiate the set of activities that
collect SMART data in an off-line mode and then preserve this data across power and reset events, or process a
vendor specific self-diagnostic test routine in either captive or off-line mode. Table 125 lists the SMART
EXECUTE OFF-LINE IMMEDIATE Subcommands.

7.4B.5.2.2 Off-line mode

Table 125 — SMART EXECUTE OFF-LINE IMMEDIATE Subcommands

Value Description of subcommand to be processed

00h Execute SMART off-line routine (see 7.48.5.2.4) in off-line mode @

01h Execute SMART Short self-test routine (see 7.48.5.2.5) in off-line mode.?

02h Execute SMART Extended self-test routine (see 7.48.5.2.6) in off-line-mode @

03h Execute SMART Conveyance self-test routine (see 7.48.5.2.7) in.off-line mode @

04h Execute SMART Selective self-test routine (see 7.48.5.2.8)in-off-line mode @

05h-3Fh |Reserved

40h-7Eh |Vendor specific

7Fh Abort off-line mode self-test routine

80h Reserved

81h Execute SMART Short self-test routine (se€ 7.48.5.2.5) in captive mode °

82h Execute SMART Extended self-test routine (see 7.48.5.2.6) in captive mode b

83h Execute SMART Conveyance self:€st routine (see 7.48.5.2.7) in captive mode b

84h Execute SMART Selective self-test routine (see 7.48.5.2.8) in captive mode °

85h-8Fh | Reserved

90h-FFh |Vendor specific

3 See 7.48.5.2.2
b See 7.48.5.2.3

The following describes the protocol for processing a SMART EXECUTE OFF-LINE IMMEDIATE subcommand

routine, including a self-test/routine, in the off-line mode:

1)
2)
3)

the device shall*return command completion before processing the subcommand routine;
the device'shall remain ready to receive a new command during processing of the subcommand rogitine;
if the device is in the process of performing the subcommand routine and is interrupted by any new
comtand from the host except a SLEEP command, SMART DISABLE OPERATIONS command,
SMART EXECUTE OFF-LINE IMMEDIATE command, or STANDBY IMMEDIATE command, then the

device shall suspend or abort the subcommand routine and begin processing the new command within
two seconds after receipt of the new command. After servicing the interrupting command, the devide

may re-initiate or resume the subcommand routine without any additional commands from the host
(see 7.48.6.9);

if the device is in the process of performing a subcommand routine and is interrupted by a SLEEP
command from the host, then the device may abort the subcommand routine and process the SLEEP
command. If the device is in the process of performing any self-test routine and is interrupted by a
SLEEP command, then the device shall abort the subcommand routine and process the SLEEP
command,;
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if the device is in the process of performing the subcommand routine and is interrupted by a SMART
DISABLE OPERATIONS command, then the device shall suspend or abort the subcommand routine
and begin processing the new command within two seconds after receipt of the command. Upon receipt
of the next SMART ENABLE OPERATIONS command the device may, either re-initiate the
subcommand routine or resume the subcommand routine from where it had been previously suspended;
if the device is in the process of performing the subcommand routine and is interrupted by a SMART
EXECUTE OFF-LINE IMMEDIATE command, then the device shall abort the subcommand routine and
begin processing the new command within two seconds after receipt of the command. The device shall
then process the new SMART EXECUTE OFF-LINE IMMEDIATE subcommand;

if the device is in the process of performing the subcommand routine and is interrupted by a STANDBY

IMMEDIATE command or IDLE IMMEDIATE command, then the device shall suspend or abort the
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subcommand routine _and begin processing the new command within two seconds after receipt of

device shall initiate or resume the subcommand routine without any additional commands unlessth
activities were aborted by the host;

8) while the device is performing the subcommand routine it shall not change power states{e.g., as ar|
of its Standby timer (see 4.15.3) expiring); and

9) if a test failure occurs while a device is performing a self-test routine, then the device)may discontin
the testing and place the test results in the Self-test execution status byte (see table 128).

B.5.2.3 Captive mode

le processing a self-test in captive mode, the device processes the self-test foutine after receipt of the
hmand. At the end of the self-test routine the device places the results of this self-test routine in the Self:
cution status byte (see table 128) and reports command completion. If @nerror occurs while a device is
forming the self-test routine, then the device may discontinue its testing; place the results of this self-tes
line in the Self-test execution status byte, and complete the command.

B.5.2.4 SMART off-line routine

SMART off-line routine shall only be processed in the offsline mode (see 7.48.5.2.2). The results of thig
line are placed in the Off-line data collection status byte (see table 129).

B.5.2.5 SMART Short self-test routine

pending on the value in the LBA field (7:0) (see table 125), the SMART Short self-test routine may be
cessed in either the captive mode or the off-line'mode. The SMART Short self-test routine should take o
er of minutes to complete (see table 128).

B.5.2.6 SMART Extended self-test routine

pending on the value in the LBA field(7:0) (see table 125), the SMART Extended self-test routine may bg
cessed in either the captive mode ‘or the off-line mode. The SMART Extended self-test routine should ta
he order of tens of minutes(to complete (see table 128).

B.5.2.7 SMART Conveyance self-test routine

pending on the valuein the LBA field (7:0) (see table 125), the SMART Conveyance self-test routine may
cessed in eitherthe)captive mode or the off-line mode. The SMART Conveyance self-test routine may idg
nage incurred-during transporting of the device. The SMART Conveyance self-test routine should take o
er of minutes-to complete (see table 128).

B.5.2.8<SMART Selective self-test routine

e SMART Selective self-test routine is implemented, then all features of this self-test routine shall be

command. After receiving a new command that causes the device to exit a power saving mode, the
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lemented. Support for the SMART Selective self-test routine is indicated in off-line data collection capab

ities

(see 7.48.6.9). If the value in the LBA field (7:0) is 4 or 132, the SMART Selective self-test routine shall be
processed. This self-test routine shall include the initial tests performed by the Extended self-test routine plus

a selectable read scan. The host should not write the Selective Self-Test log while the processing of a SMART
Selective self-test routine is in progress.

A read scan of the specified areas of the media is requested by setting the test spans to be read scanned in the
Selective Self-Test log (see A.19). The device shall process the specified test spans and they shall be read
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scanned in their entirety. If bit 1 in the Feature flags word of the Selective Self-Test log (see A.19) is cleared to
zero, then the device shall not perform an off-line scan following the Selective self-test.

The Selective Self-Test log is updated as the self-test proceeds indicating test progress. After all specified test
spans have been completed, the test is terminated and the appropriate self-test execution status is reported in
the SMART READ DATA response depending on the occurrence of errors. Figure 12 shows an example of a
Selective self-test definition with three test spans defined. In this example, the test terminates when all three test
spans have been scanned.

- User LBA Space >
e
Test Span 1 Test Span 2 Test Span 3
Starting LBA Starting LBA Starting LBA
for test span 1 for test span 2 for test span 3
Ending LBA Ending LBA Ending LBA
for test span 1 for test span 2 for test span 3

Figure 12 — Selective self-test span example

If b|t 1 of the Feature flags word in the Selective Self-Test log (see A.19) is set to one, then after the scan of the
sel¢cted spans described in this subclause (i.e., 7.48.5.2.8), the devicesshall scan the rest of media in an off-line
mofgle. If an error occurs during the scanning of the test spans, the etror is reported in the self-test executiop
stafus in the SMART READ DATA response and the off-line scan-is.not processed. If the test spans defined have
begn scanned, the device shall:

a) set the off-line scan pending and active flags in the Selective Self-Test log to one;

b) set the span under test to a value greater than five;

c) set the self-test execution status in the SMART'READ DATA response to 00h;

d) set a value of 03h in the off-line data collection status in the SMART READ DATA response; and
e) proceed to process an off-line read scan-through all areas not included in the test spans.

Thip off-line read scan shall be completed with-no pauses between block reads. Any errors encountered shajl not
be feported to the host. Error locations may'be logged for future reallocation. If the device is powered-dowr]
befpre the off-line scan is completed, then the off-line scan shall resume when the device is powered up. Fjom
power-up, the resumption of the scah.shall be delayed the time indicated in the Selective self-test pending {ime
field in the Selective Self-Test log:(see A.19). During this delay time the pending flag shall be set to one and the
actjve flag shall be cleared to-zero in the Selective Self-Test log. Once the time expires, the active flag shall be
set|to one, and the off-line-scan shall resume. When the entire media has been scanned, the off-line scan ghall
terminate, both the pending’and active flags shall be cleared to zero, and the off-line data collection status in the
SMART READ DATArresponse shall be set to 02h indicating completion.

The time to complete off-line testing and the self-test polling times do not apply to the selective self-test.
Prggress through-the test spans is indicated in the Selective Self-Test log.

If b|t 3 in the:Selective self-test Feature flags word is set to one (see A.19), a device shall continue process|ng
the|Selective self-test after processing a hardware reset or a software reset. If bit 3 in the Selective self-tes
Featare flags word is cleared to zero, a device shall abort the Selective self-test during processing a hardwpre
resetor a b()I'I.Wdre rescl.

If the device receives a SMART EXECUTE OFF-LINE IMMEDIATE command with the Abort off-line test routine
subcommand, then the device shall abort the Selective self-test.

If the device receives a SMART EXECUTE OFF-LINE IMMEDIATE command specifying that the device perform
a self-test while a selective self-test is in progress, the device shall abort the selective self-test and process the
specified self-test.
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7.48.5.3 Inputs
See table 126 for the SMART EXECUTE OFF-LINE IMMEDIATE command inputs.

Table 126 — SMART EXECUTE OFF-LINE IMMEDIATE command inputs

Field Description

FEATURE | D4h

COUNT | N/A

LBA
Bit Description
27:24 N/A
23:8 C24Fh
7:0 Table 125 defines the subcommand that shall be processed

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 BOh

7.4B.5.4 Normal Outputs
Seg¢ table 207.
7.4B.5.5 Error Outputs

The ID NOT FOUND bit shall be set to one if the.SMART data is not available. The ABORT bit shall be set to orje if
SMART is not enabled or if a self-test fails'While executing a sequence in captive mode. See table 229.
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7.48.6 SMART READ DATA - BOh/DOh, PIO Data-In

7.48.6.1 Feature Set

This 28-bit command is for devices that implement the SMART feature set (see 4.19).
7.48.6.2 Description

The SMART READ DATA command returns the Device SMART data structure to the host.
7.48.6.3 Inputs

See table 127 for the SMART READ DATA command inputs.

Table 127 — SMART READ DATA command inputs

Field Description

FEATURE | DOh

COUNT | N/A

LBA
Bit Description
27:24 N/A
23:8 C24Fh
7:0 N/A

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 BOh

7.4B.6.4 Normal Outputs
Se¢ table 200.
7.4B.6.5 Error Outputs

If SMART data is uncorfectable, the device shall return command completion with the UNCORRECTABLE ERRQR bit
set|to one (see 6.3.9) 1 the SMART data is not available or the data structure checksum is invalid, the device

shdll return command completion with the ID NOT FOUND bit set to one. If SMART is not enabled or if field vglues
are|invalid, thetdevice shall return command aborted. A device may return command completion with the ERROR
bit et to ong.if)an Interface CRC error has occurred. See table 234.

NOTE 16 — There is no defined mechanism for a device to return an Interface CRC error status that may have
occurred during the last data block of a PIO Data-In transfer. There may be other mechanisms in which a host
may verity that an Interrace CRC error occurred in these cases.
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7.48.6.6 Input From the Device to the Host Data Structure
Table 128 defines the 512 bytes that make up the Device SMART data structure.

Table 128 — Device SMART data structure

Offset FIV Description
0..361| X |Vendor specific
362| V |Off-line data collection status
363| X |Self-test execution status byte
364..365| X |Vendor specific
366| X |Vendor specific
367| F |Off-line data collection capability
368..369| F |SMART capability
370| F |Errorlogging capability

7:1 Reserved
0 1=Device error logging supported

371| X |Vendor specific

372| F |Short self-test routine recommended polling time (in.minutes) (see 7.48.6.11)

373 E Extended self-test routine recommended polling time'in minutes. If FFh, use
bytes 375 and 376 for the polling time (see 7.48:6111)
374 E Conveyance self-test routine recommendedolling time in minutes
(see 7.48.6.11)
375..376 Extended self-test routine recommended polling time in minutes (word)
F
(see 7.48.6.11)
377..385| R |Reserved
386..510| X |Vendor specific
511| V |Data structure checksum

Key:
F = the content of the byte is fixed and does not change.
V = the content of the byte is variable and may change depending on the state of the
device or the commands processed by the device.
X = the content of the byte is vendor specific and may be fixed or variable.
R = the content afithe byte is reserved and shall be zero.
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7.48.6.7 Off-line collection status byte

The value of the off-line data collection status byte defines the current status of the off-line activities of the
device. Table 129 lists the values and their respective definitions.

Table 129 — Off-line data collection status byte values

7.4
The

Value Description
00h or 80h | Off-line data collection activity was never started.
01h Reserved
02h or 82h | Off-line data collection activity was completed without error.
63h Offtime abtivity i Progress:
04h or 84h | Off-line data collection activity was suspended by an interrupting command from host.
05h or 85h | Off-line data collection activity was aborted by an interrupting command from host.
06h or 86h | Off-line data collection activity was aborted by the device with a fatal error,
07h-3Fh Reserved
40h-7Fh Vendor specific
81h Reserved
83h Reserved
87h-BFh Reserved
COh-FFh | Vendor specific
B.6.8 Self-test execution status byte
self-test execution status byte reports the status of the selftestroutine as follows:
a) forbits 3:0 (i.e., Percent Self-Test Remaining), the value indicates an approximation of the percent d
self-test routine remaining until completion in ten percent increments. Valid values are nine through
A value of zero indicates that the self-test routine‘is complete. A value of nine indicates 90% of tota
time is remaining; and
b) for bits 7:4 (i.e., Self-test Execution Status);’the value:

A) indicates the current Self-test Execution Status (see table 130);
B) may be cleared to zero if the deviCe processes a power-on reset; and
C) shall be retained if the devjce processes a software reset or hardware reset.

f the
rero.
test
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Table 130 — Self-test execution status values

Value Description

Oh Indicates a previous self-test routine completed without error or no self-test status is available

1h The self-test routine was aborted by the host

2h The self-test routine was interrupted by the host with a hardware or software reset

A fatal error or unknown test error occurred while the device was executing its self-test routine and

3h the device was unable to complete the self-test routine.

The nrovious calf tacst completed-havina-atast alamant that faillad and tha tact alamant that fail d
PV HS-SEeH—eSt-66HpreteaHaviiRgateSereheRiataheaaRathetesStereehtthatiant

4h is not known.

5h The previous self-test completed having the electrical element of the test failed.

6h The previous self-test completed having the servo and/or seek test element of the testfailed.

7h The previous self-test completed having the read element of the test failed.

The previous self-test completed having a test element that failed and the device'is suspected pf
having handling damage.

Oh-Eh | Reserved.
Fh Self-test routine in progress.

8h

7.4B.6.9 Off-line data collection capabilities

Tahle 131 defines the off-line data collection capability bits. If the value ©f all of these bits is cleared to zero, [then
no pff-line data collection is implemented by this device.

Table 131 — Offline Data Collection Capabilities

Bit Description

¥ | Reserved

b | SELECTIVE SELF-TEST IMPLEMENTED bit — If this'bit is cleared to zero, the device does not implement the
Selective self-test routine. If this bit is setito one, the device implements the Selective self-test routipe.

b | CONVEYANCE SELF-TEST IMPLEMENTED it — If this bit is cleared to zero, the device does not implement the
Conveyance self-test routines. If this bit is set to one, the device implements the Conveyance self-tgst
routines.

L | SELF-TEST IMPLEMENTED bit.— If this bit is cleared to zero, the device does not implement the Short gnd
Extended self-test routines: If this bit is set to one, the device implements the Short and Extended
self-test routines.

B | OFF-LINE READ SCANNING IMPLEMENTED bit — If this bit is cleared to zero, the device does not support
off-line read scanning. If this bit is set to one, the device supports off-line read scanning.

1A~

ABORT/RESTART OFF-LINE BY HOST bit — If this bit is set to one, then the device shall abort all off-line gata
collectiofivactivity initiated by a SMART EXECUTE OFF-LINE IMMEDIATE command upon receipt ¢f a
new eemmand within 2 s of receiving the new command. If this bit is cleared to zero, the device shall
suspend off-line data collection activity after an interrupting command and resume off-line data
collection activity after some vendor-specified event.

| &) Vendor specific.

0 |EXECUTE OFF-LINE IMMEDIATE IMPLEMENTED bit — If this bit is set to one, then the SMART EXECUTE
OFF-LINE IMMEDIATE command is implemented by this device. If this bit is cleared to zero, then the
SMART EXECUTE OFF-LINE IMMEDIATE command is not implemented by this device.
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7.48.6.10 SMART capabilities
The following defines the SMART capabilities bits:

a) If bit O is set to one, the device saves SMART data prior to going into a power saving mode (i.e., Idl
Standby, or Sleep) or upon return to Active mode or Idle mode from a Standby mode (see 4.15.4). If

e,
bit 0

is cleared to zero, the device does not save SMART data prior to going into a power saving mode (i.e.,

Idle, Standby, or Sleep) or upon return to Active mode or Idle mode from a Standby mode;

b) Bit 1 shall be set to one to indicate that the device supports the SMART ENABLE/DISABLE ATTRIB
AUTOSAVE command; and

c) Bits 15:2 are reserved.

7.48.6.11 Self-test routine recommended polling time
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7.4

The
byt
zer|

self-test routine recommended polling time shall be equal to the estimated number of minutes that is\th
imum recommended time before which the host should begin polling for test completion status. Actuat t
e may be several times this value. The host should wait at least this long before sending the first' SMAR]
AD DATA command to check for test completion status. Polling before this time may extend the self-test
cessing time or abort the test depending on the state of the ABORT/RESTART OFF-LINE BY HOST. bit

e table 131). Subsequent checking by the host should be at a vendor specific interval.

B.6.12 Data structure checksum

data structure checksum is the two's complement of the sum of the first 511 bytes in the data structure.
b shall be added with unsigned arithmetic and overflow shall be ignored. The‘sum of all 512 bytes shall
b when the checksum is correct. The checksum is placed in byte 511.

e
bst

Fach
he
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7.48.7 SMART READ LOG - BOh/D5h, PIO Data-In

7.48.7.1 Feature Set

This 28-bit command is for devices that implement the SMART feature set (see 4.19).

7.48.7.2 Description

The SMART READ LOG command returns the specified log to the host. See table A.2 for the list of logs.
7.48.7.3 Inputs

See table 132 for the SMART READ LOG command inputs.

Table 132 — SMART READ LOG command inputs

Field Description

FEATURE | D5h

COUNT | Specifies the number of log pages to be read from the specified log. The log transferred by th
ATA device shall start at the first page in the specified log, regardless of the Count-requested

D

LBA
Bit Description
27:24 N/A
23:8 C24Fh
7:0 LOG ADDRESS field — specifies the log to be read(see 7.24.3.3)

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent —See 6.2.12
3:0 Reserved

COMMAND 7:0 BOh

7.4B.7.4 Normal Outputs
Se¢ table 200.
7.4B.7.5 Error Outputs

The UNCORRECTABLE‘ERROR bit shall be set to one if SMART data is uncorrectable. The ID NOT FOUND bit shall be
set|to one if the data,is not available or the data structure checksum is invalid. The ABORT bit shall be set to gne if
SMART is not enabled, if the COUNT field is cleared to zero, or if field values are invalid. The ABORT bit shall be set
to gne if the €ount is larger than the log size reported in the SMART Log Directory (see A.3). A device may réturn
command_completion with the ERROR bit set to one if an Interface CRC error has occurred. See table 234.



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

ISO/IEC 17760-103:2021 © ISO/IEC 2021 289

7.48.8 SMART RETURN STATUS - BOh/DAh, Non-Data

7.48.8.1 Feature Set

This 28-bit command is for devices that implement the SMART feature set (see 4.19).
7.48.8.2 Description

The SMART RETURN STATUS command causes the device to communicate the reliability status of the device
to the host.

7.48.8.3 Inputs
See table 133 for the SMART RETURN STATUS command inputs.

Table 133 — SMART RETURN STATUS command inputs

Field Description

FEATURE | DAh

COUNT | N/A

LBA
Bit Description
27:24 N/A
23:8 C24Fh
7:0 N/A

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent —See 6.2.12
3:0 Reserved

COMMAND 7:0 BOh

7.4B.8.4 Normal Outputs

Seg¢ table 208.

7.4B.8.5 Error Outputs

The ABORT bit shall be“set to one if SMART is not enabled. See table 217.
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7.48.9 SMART WRITE LOG - BOh/D6h, PIO Data-Out

7.48.9.1 Feature Set

This 28-bit command is for devices that implement the SMART feature set (see 4.19).
7.48.9.2 Description

The SMART WRITE LOG command specifies the log to be written as described in table A.2. This command
causes the device to write the specified number of log pages to the specified log. See table A.2 for the list of logs.

7.48.9.3 Inputs
7.48.9.3.1 Overview

Se¢ Table T34 for the SMART WRITE COG command inputs.

Table 134 — SMART WRITE LOG command inputs

Field Description

FEATURE | D6h

COUNT | Specifies the number of log pages that shall be written. The data transferred 10 the device sha|l be
stored starting at the first block in the specified log. If the device receives a value of zero in th|s
field, then the device shall report command aborted

LBA
Bit Description

27:24 N/A

23:8 C24Fh
7:0 LOG ADDRESS field — See 7.48.9.3.2

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 BOh

7.4B.9.3.2 LoG ADDRESS-field

The LOG ADDRESS field’specifies the log to be written as described in A.1. A device may support a subset of the
avdilable logs. Support for individual logs is determined by support for the associated feature set. Support df the
asgociated logs(is mandatory for devices that implement the associated feature set. If the host attempts to rite
to g read enlyvog (see table A.2), the device shall return command aborted.

7.4B.94 Normal Outputs

Qaditsbla 20N
o WVIV UV,

7.48.9.5 Error Outputs

If the SMART data is not available, then the device shall return command completion with the ID NOT FOUND bit
set to one. If SMART is not enabled, the log is not implemented, or the COUNT field is cleared to zero, then the
device shall return command aborted for the command. A device may return command completion with the
ERROR bit set to one if an Interface CRC error has occurred. See table 227.
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7.49 STANDBY — E2h, Non-Data

7.49.1 Feature Set

This 28-bit command is for devices that implement the Power Management feature set (see 4.15).
7.49.2 Description

The STANDBY command causes the device to enter the Standby mode (see 4.15.4).

If the host sets the COUNT field to a value > 00h, the device shall prepare to enable the Standby timer (see 4.15.3)
and set the Standby timer to the period defined by table 50. If the host sets the COUNT field to 00h, the device
shall disable the Standby timer.

Se
7.4D.3 Inputs
Seg table 135 for the STANDBY command inputs.

Table 135 — STANDBY command inputs

Field Description
FEATURE | N/A
COUNT | Standby timer period (see table 50)
LBA [ N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2,12
3:0 Reserved
COMMAND 7:0 E2h

7.4P.4 Normal Outputs
Seg¢ table 200.

7.4D.5 Error Outputs
Seg¢ table 217.
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7.50 STANDBY IMMEDIATE - EOh, Non-Data

7.50.1 Feature Set

This 28-bit command is for devices that implement the Power Management feature set (see 4.15).
7.50.2 Description

The STANDBY IMMEDIATE command causes the device to enter the Standby mode (see 4.15.4).

Processing a STANDBY IMMEDIATE command shall cause the device to prepare for a power cycle (e.g., flush
volatile write cache) prior to returning command completion.

See 4.9.4 for interactions with the EPC feature set.
7.5£.3 Inputs
Seg table 136 for the STANDBY IMMEDIATE command inputs.

Table 136 — STANDBY IMMEDIATE command inputs

Field Description
FEATURE | N/A
COUNT | N/A
LBA [ N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.42
3:0 Reserved
COMMAND 7:0 EOh

7.5D.4 Normal Outputs
Seg¢ table 200.

7.5D.5 Error Outputs
Seg¢ table 217.
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7.51 TRUSTED NON-DATA - 5Bh, Non-Data

7.51.1 Feature Set

This 28-bit command is for devices that implement the Trusted Computing feature set (see 4.24).
7.51.2 Description

The TRUSTED NON-DATA command delivers the sp SPECIFIC field (see 7.52.6) using the specified Security
Protocol.

7.51.3 Inputs
7.51.3.1 Overview
Seg¢ table 137 for the TRUSTED NON-DATA command inputs.

Table 137 — TRUSTED NON-DATA command inputs
Field Description
FEATURE | SECURITY PROTOCOL field (see 7.51.3.2)
COUNT | Reserved
LBA
Bit Description
27:25 Reserved
24 TRUSTED NON-DATA SEND/RECEIVE bit
0 = Non-Data TRUSTED SEND
1 = Non-Data TRUSTED RECEIVE
23:8 sp sPecIFIc field — Security Protocol specific (word) (see 7.51.3.3)
7:0 Reserved
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Resefved
COMMAND 7:0.5Bh
7.5[1.3.2 SECURITY PROTOCOL field
If the TRUSTED NON-DATA SEND/RECEIVE bit is cleared to zero, see 7.54.3.2. If the TRUSTED NON-DATA
SEND/RECEIVE bit is set to one, see 7.52.3.2.
7.5{1.3.3 sp-sPECIFIC field
If tje"TRUSTED NON-DATA SEND/RECEIVE bit is cleared to zero, see 7.54.3.3. If the TRUSTED NON-DATA

SEND/RECEIVE bit is set to one, see 7.52.3.3.
7.51.4 Normal Outputs

If the TRUSTED NON-DATA SEND/RECEIVE bit is cleared to zero, then see 7.54.4. If the TRUSTED NON-DATA
SEND/RECEIVE bit is set to one, see 7.52.4.
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7.51.5 Error Outputs

If the TRUSTED NON-DATA SEND/RECEIVE bit is cleared to zero, then see 7.54.5. If the TRUSTED NON-DATA
SEND/RECEIVE bit is set to one, see 7.52.5.
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7.52 TRUSTED RECEIVE - 5Ch, PIO Data-In

7.52.1 Feature Set

This 28-bit command is for devices that implement the Trusted Computing feature set (see 4.24).
7.52.2 Description

The TRUSTED RECEIVE command retrieves security protocol information (see 7.52.6) or the results from one
or more TRUSTED SEND commands.

Any association between a previous TRUSTED SEND command and the data transferred by a TRUSTED
RECEIVE command depends on the protocol specified by the SECURITY PROTOCOL field (see table 139). If the
device has no data to transfer (e.g., the results for any previous TRUSTED SEND commands are not yet
avdilable), the device may transfer data indicating it has no other data to transfer.

Ind|cations of data overrun or underrun and the mechanism, if any, for processing retries depend on the, profocol
spdcified by the SECURITY PROTOCOL field (see table 139).

If the SECURITY PROTOCOL field is set to 00h, the format of the data is described in 7.52.6. The format of the[data
for pther Security Protocol values is specified by the group that owns the associated Security.Protocol valug.

Dafta transfer lengths for the TRUSTED RECIEVE command shall be non-zero multiples’of 512 bytes. Pad Qjytes
are|appended as needed to meet this requirement. Pad bytes shall have a value of 00h.

The device shall retain data resulting from a TRUSTED SEND command awaiting retrieval by a TRUSTED
RELCEIVE command until one of the following events is processed:

a) the data is delivered according to the SECURITY PROTOCOL field (seetable 139) specific rules for the
TRUSTED RECEIVE command;

b) any reset; or

c) loss of communication with the host that sent the TRUSTED 'SEND command.
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Table 138 — TRUSTED RECEIVE command inputs

Field

Description

FEATURE

SECURITY PROTOCOL field (see 7.52.3.2)

COUNT

TRANSFER LENGTH field (7:0) — See 7.52.3.4

LBA

Bit Description
27:24 Reserved
23:8 sp sPecIFic field — Security Protocol specific (word) (see 7.52.3.3)
7:0 TRANSFER LENGTH field (15:8) — See 7.52.3.4

DEVICE

Bit Description
7 Obsolete

6 N/A

5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND

7:0 5Ch

7.5

The
SP
res

P.3.2 SECURITY PROTOCOL field

SECURITY PROTOCOL field identifies which segurity protocol is being used. This determines the format of
SPECIFIC field and of the data that is transferred (see table 139). If the SECURITY PROTOCOL field is set to
erved value, the device shall return command aborted.

Table 139 ——- TRUSTED RECEIVE SECURITY PROTOCOL field

Value Description
O0h Return security protocol information (see 7.52.6)
01h.)06h |Reserved for TCG
07h Reserved for T10
08h..1Fh |Reserved
20h..21h |Reserved for T10
22h..3Fh |Reserved
40h..41h |Reserved for T10
42h..EBh | Reserved
ECh Reserved for JEDEC
EDh Reserved for SDCard
EEh Reserved for IEEE 1667
EFh Reserved for T10
FOh..FFh |Vendor Specific

the
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7.52.3.3 sp sPECIFIc field

The sp sPeCIFIC field provides information defined by the contents of the SECURITY PROTOCOL field. The meaning
of this field is defined by each security protocol.

7.52.3.4 TRANSFER LENGTH field

The TRANSFER LENGTH field is security protocol specific

7.52.4 Normal outputs
See table 209.
7.52.5 Error outputs

Thd
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Eaq
shd

device shall return command aborted 1T an unrecoverable error occurred during the processing of the
nmand. The amount of data transferred is indeterminate. A device may return command completioncwith
ERROR bit set to one if an Interface CRC error has occurred. See table 219.

P.6 Security Protocol 00h Description
P.6.1 Overview

Security Protocol 00h returns security protocol related information about the device,”/A FTRUSTED REC
hmand with the SECURITY PROTOCOL field set to 00h is not linked to an earlier TRUSTED SEND comman

TRANSFER LENGTH field contains the number of 512-byte blocks of data to betransferred (e.g., one meg
bytes, two means 1 024 bytes). A transfer length of zero is invalid. Pad bytes+that are cleared to zero s
hdded at the end of a 512-byte block, if specified data is less than a multiple of 512 bytes.

e length of the TRUSTED RECEIVE parameter data is greater than the'value in the transfer length, the
ice shall return the TRUSTED RECEIVE parameter data truncated to the requested transfer length with
cating an error.

e SECURITY PROTOCOL field is set to 00h, the sP SPECIFIC field\is shown in table 140.

Table 140 — Security Protocol 00h sp sSPECIFIC field

Code Description Support
0000h Return supported security protocol list (see 7.52.6.2) | Mandatory
0001h Return a certificate (see 7.52.6.3) Mandatory
0002h Return secuirity compliance information (see 7.52.6.4)| Optional

0003h..FFFFh |Reserved

e SP SPECIFIC field is set to afeserved value, then the command shall be aborted.

h time a TRUSTED RECEIVE command with the SECURITY PROTOCOL field set to 00h is received, the dg
Il transfer the data stafting with byte 0.

EIVE
ns

hall

put

vice
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7.52.6.2 Supported security protocols list description

If the SECURITY PROTOCOL field is set to 00h and the sP SPECIFIC field is set to 0000h in a TRUSTED RECEIVE
command, then the parameter data shall have the format shown in table 141.

Table 141 — TRUSTED RECEIVE parameter data for SP Specific=0000h

ByteBit 7 6 5 4 3 2 1
0 Reserved
1 Reserved
2 Reserved
3 Reserved
4 Reserved
5 Reserved
6
Z LIST LENGTH (word) (M-7)
8
Supported Security Protocol List
M
M+1
Pad bytes, if any (see 7.52.6.1)
511

The

Thd
byt

The
shd

LIST LENGTH field indicates the total length, in bytes, of theisupported security protocol list.

Supported Security Protocol List shall contain a list of.all supported SECURITY PROTOCOL field values. E
b indicates a supported SECURITY PROTOCOL field valte. The values shall be in ascending order starting
00R.

total data length shall be 512 bytes. Pad bytes are appended as needed to meet this requirement. Pad |
Il have a value of 00h.

ach
vith

ytes
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7.52.6.3 Certificate data description

7.52.6.3.1 Certificate overview

A certificate is either an X.509 Attribute Certificate (see RFC 5755) or an X.509 Public Key Certificate (see RFC
5280) depending on the capabilities of the device.

If the SECURITY PROTOCOL field of the TRUSTED RECEIVE command is set to 00h, and the sp SPECIFIC field is
0001h, then the parameter data shall have the format shown in table 142.

Table 142 — TRUSTED RECEIVE parameter data for SP Specific=0001h

Bit
7 6 5 4 3 2 1 0
_Byte
0 Reserved
1 Reserved
2
3 CERTIFICATES LENGTH (word) (M-3)
4
Certificates (zero or more)
M
M+1
Pad bytes, if any (see 7.52.6-)
(p12xt)—1
The CERTIFICATES LENGTH field indicates the total length, in bytes;ef/the certificates. This length includes orje or
mofe certificates. If the device has no certificate to return, the certificate length is set to 0000h, the 4 byte header,
and 508 pad bytes are returned.
The contents of the Certificates are defined in 7.52.6.3:2~and 7.52.6.3.3.
The total data length shall conform to the TRANSFER.LENGTH field (see 7.52.3.4) requirements described in
7.5p.6.2.
7.5p.6.3.2 Public Key certificate description
RFL 5280 defines the certificate syntax farcertificates consistent with the X.509v3 Public Key Certificate
Specification.

7.5

RF
Sps

P.6.3.3 Attribute certificate description

C 5755 defines the certificate-syntax for certificates consistent with the X.509v2 Attribute Certificate
cification.
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7.52.6.4.1 Overview

The security compliance information lists security related standards that apply to this device.
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If the SECURITY PROTOCOL field is set to 00h and the sP SPECIFIC field is set to 0002h in a TRUSTED RECEIVE

command, then the parameter data shall have the format shown in table 143.

The security compliance information is a variable length, unsorted list of Compliance Descriptors. The amount
of data returned is one or more 512-byte data blocks, with pad bytes after the final Compliance Descriptor. Pad
bytes shall have the value 00h.

Table 143 — TRUSTED RECEIVE parameter data for SP Specific=0002h

ByteB" 7 6 5 4 3 2 1 0
0
LENGTH OF COMPLIANCE DESCRIPTORS (DWord) (M-3)
3
4
Compliance Descriptors (see 7.52.6.4.3)
M
M+1
Pad bytes, if any (see 7.52.6.1)
(B12xt)-1
7.5R.6.4.2 LENGTH OF COMPLIANCE DESCRIPTORS field
The¢ LENGTH OF COMPLIANCE DESCRIPTORS field indicates the mumber of bytes in the Compliance Descriptors.
7.5p.6.4.3 Compliance Descriptors
7.5p.6.4.3.1 Overview
Thegre may be zero or more Compliance Descriptors. The format of each Compliance Descriptor varies accofding
to type. The header of each Compliance Desctiptor contains a type identifier. Table 144 defines the Compliance

De
Tyq

Table 144 — Compliance Descriptor Type

scriptor Types. There may be more than;one Compliance Descriptor with the same Compliance Descripf
e. Compliance Descriptors may be returned in any order.

C<_>mpI|ance Description Reference Compl!an o
Descriptor Type Descriptqr
0000h Reserved
0001h Security requirements for cryptographic modules FIPS 140-2, 7.52.6.4.3|3
FIPS 140-3

0002h..EEEFh

Reserved

Tal

le-145 defines the Compliance Descriptor Header format.

Table 145 — Compliance Descriptor Header

Byte Offset| Type | Length |Description
0..1| Word 2 Compliance Descriptor Type (see table 144)
2.3 Word 2 Reserved

4.7| DWord 4

DESCRIPTOR LENGTH field (see 7.52.6.4.3.2)
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7.52.6.4.3.2 DESCRIPTOR LENGTH field

The DESCRIPTOR LENGTH field indicates how many bytes of Compliance Descriptor data follow the DESCRIPTOR
LENGTH field.

7.52.6.4.3.3 Security Requirements for Cryptographic Modules descriptor
7.52.6.4.3.3.1 Overview

The Security Requirements for Cryptographic Modules descriptor (see table 146) contains information that may
be used to locate information about a FIPS 140 certificate associated with the device. The device may or may not
be operating in the mode specified by that certificate.

Table 146 — Security Requirements for Cryptographic Modules descriptor

Byte Offset Type Description
0..1 Word Compliance Descriptor Type (i.e., 0001h) (see table 144)
2.3 Bytes Reserved

4..7| DWord |DESCRIPTOR LENGTH field
8| ATA String |REVISION field (e.g., ‘2°)
9| ATA String | OVERALL SECURITY LEVEL field (e.g., ‘1’)
10..15 Bytes Reserved
16..143 | ATA String | HARDWARE VERSION field
144..271| ATA String | VERSION field
272..527 | ATA String | MODULE NAME field

7.5P.6.4.3.3.2 DESCRIPTOR LENGTH field

The DESCRIPTOR LENGTH field shall be set to 520.

7.5p.6.4.3.3.3 REVISION field

For FIPS 140-2, the REVISION field shall be set to 2’.

For FIPS 140-3, the REVISION field shall be set o3’

7.5p.6.4.3.3.4 OVERALL SECURITY LEVEL field

For FIPS 140-2, the OVERALL SECURITY LEVEL field shall be set to ‘1’, ‘2’, ‘3’, or ‘4’
For FIPS 140-3, the OVERALL SECURITY.LEVEL field shall be set to ‘1’, ‘2’, ‘3’, or ‘4’
7.5p.6.4.3.3.5 HARDWARE VERSION-field

The HARDWARE VERSION field_shall contain the version number of the hardware in the module, as reported by
NIST.

7.5R.6.4.3.3.6 VERSION field

The VERSION field-shall contain the version number of the software or firmware in the module, as reported by
NIST.

7.5R.6.4.3.3:7'"MODULE NAME field

—

The MODULE NAME field shall contain the name or identifier of the cryptographic module, as reported by NIS
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7.53 TRUSTED RECEIVE DMA - 5Dh, DMA

7.53.1 Feature Set

This 28-bit command is for devices that implement the Trusted Computing feature set (see 4.24).
7.53.2 Description

See 7.52.2.

7.53.3 Inputs

See table 147 for the TRUSTED RECEIVE DMA command inputs.

Table 147 — TRUSTED RECFIVE DMA command inputs

Field Description
FEATURE | SECURITY PROTOCOL field (see 7.52.3.2)
COUNT | TRANSFER LENGTH field (7:0) — See 7.52.3.4
LBA
Bit Description
27:24 Reserved
23:8 sp sPecIFIc field — Security Protocol specific (word) (s€e-7.52.3.3)
7:0 TRANSFER LENGTH field (15:8) — See 7.52.3.4
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 5Dh
Se¢ 7.52.3.
7.5B.4 Normal Outputs
Se¢ 7.52.4.
7.5B.5 Error Outputs
Se¢ 7.52.5.
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7.54 TRUSTED SEND - 5Eh, PIO Data-Out

7.5
Thi

4.1 Feature Set

s 28-bit command is for devices that implement the Trusted Computing feature set (see 4.24).

7.54.2 Description

The TRUSTED SEND command sends one or more Security Protocol specific instructions to be processed by
the device. The host uses TRUSTED RECEIVE commands to retrieve any data resulting from these instructions.

Any association between a TRUSTED SEND command and a subsequent TRUSTED RECEIVE command
depends on the protocol specified by the SECURITY PROTOCOL field (see table 149). Each protocol shall specify
whether:

a) the device shall complete the command without error as soon as the device determines the data'ha
been received without error. An indication that the data has been processed is obtained by sending
TRUSTED RECEIVE command and receiving the results in the associated data transfer; or

b) the device shall complete the command without error only after the data has been processed witho
error and an associated TRUSTED RECEIVE command is not required.

The completion of background activity resulting from a trusted command shall not return.cammand aborted
any outstanding queued commands.

The format of the data and parameters depends on the protocol specified by the SECURITY PROTOCOL field

(se

b table 149).

Dafta transfer lengths for the TRUSTED SEND command shall be non-zeromultiples of 512 bytes. Pad byte
appended as needed to meet this requirement. Pad bytes shall have a value of 00h.

7.54.3 Inputs
7.54.3.1 Overview

Se

table 148 for the TRUSTED SEND command inputs.

Table 148 — TRUSTED,SEND command inputs

it

for

b adre

Field Description

FEATURE | SECURITY PROTOCOL field (see 7.54.3:2)

COUNT | TRANSFER LENGTH field (7:0) — See 7.54.3.4

LBA
Bit Description
27:24 Reserved
23:8 spsPecIFic field — Security Protocol specific (word) (see 7.54.3.3)
7:0( TRANSFER LENGTH field (15:8) — See 7.54.3.4
DEVICE

Bit Description
7 Obsolete
6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 5Eh
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7.54.3.2 SecURITY PROTOCOL field

The SeCURITY PROTOCOL field identifies which security protocol is being used. This determines the format of the
parameters and of the data that is transferred (see table 149). If the SECURITY PROTOCOL field is set to a reserved
value, the device shall return command aborted.

Table 149 — TRUSTED SEND - secuURITY PROTOCOL field

Value Description
00h Reserved
01h..06h |Reserved for TCG
Q7h Reserved for T10
08h..1Fh |Reserved
20h..21h |Reserved for T10
22h..40h |Reserved
41h Reserved for T10
42h..EBh |Reserved
ECh Reserved for JEDEC
EDh Reserved for SDCard
EEh Reserved for IEEE 1667
EFh Reserved for T10
FOh..FFh |Vendor Specific

7.54.3.3 sP sPECIFIC field

Thg meaning of the sp SPECIFIC field is defined by each security. protocol.
7.50.3.4 TRANSFER LENGTH field

The TRANSFER LENGTH field is defined by each security protocol.

7.54.4 Normal Outputs

Se¢ table 209

7.54.5 Error Outputs

The device shall return command aborted if an unrecoverable error occurred during the processing of the
command. The amount of data transferred is indeterminate. A device may return command completion with
ERROR bit set to one if an Interface CRC error has occurred. See table 219.

—

he
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7.55 TRUSTED SEND DMA - 5Fh, DMA

7.55.1 Feature Set

This 28-bit command is for devices that implement the Trusted Computing feature set (see 4.24).
7.55.2 Description

See 7.54.2.

7.55.3 Inputs

See table 150 for the TRUSTED SEND DMA command inputs.

Table 150 — TRUSTED SEND DMA command inputs

Field Description

FEATURE | SECURITY PROTOCOL field (see 7.54.3.2)

COUNT | Transfer Length (7:0) — See 7.54.3.4

LBA
Bit Description
27:24 Reserved
23:8 sp sPecIFIc field — Security Protocol specific (word) (s€e-7.54.3.3)
7:0 Transfer Length (15:8) — See 7.54.3.4

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 5Fh

7.5p.4 Normal Outputs
Se¢ 7.54.4.

7.5p.5 Error Outputs
Se¢ 7.54.5.
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7.56 WRITE BUFFER - E8h, PIO Data-Out

7.56.1 Feature Set

This 28-bit command is for ATA devices (see 4.2).

7.56.2 Description

The WRITE BUFFER command writes the contents of one 512-byte block of data to the device’s buffer.

The READ BUFFER command and WRITE BUFFER command shall be synchronized within the device such
that sequential WRITE BUFFER command and READ BUFFER command access the same bytes within the
buffer.

7.5f9—lwpu(-s
Seg table 151 for the WRITE BUFFER command inputs.

Table 151 — WRITE BUFFER command inputs

Field Description

FEATURE | N/A

COUNT | N/A

LBA | N/A

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 E8h

7.5p.4 Normal Outputs
Se¢ table 200.
7.5p.5 Error Outputs

A device may return command/completion with the ERROR bit set to one if an Interface CRC error has occufred.
Seg¢ table 218.
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7.57 WRITE BUFFER DMA - EBh, DMA
7.57.1 Feature Set
This 28-bit command is for ATA devices (see 4.2).

7.57.2 Description
See 7.56.2

7.57.3 Inputs

See table 152 for the WRITE BUFFER DMA command inputs.

Table 152 — WRITE BUFEER DMA ! inpuf

Field Description
FEATURE | N/A
COUNT | N/A
LBA [ N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 EBh
7.5 .4 Normal Outputs

Se

7.56.4.

7.5(.5 Error Outputs

Se

7.56.5.
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7.58 WRITE DMA - CAh, DMA

7.58.1 Feature Set

This 28-bit command is for ATA devices (see 4.2).

7.58.2 Description

The WRITE DMA command writes data using the DMA data transfer protocol.

7.58.3 Inputs
See table 153 for the WRITE DMA command inputs.
Table 153 — WRITF DMA command inputs
Field Description

FEATURE | N/A

COUNT | The number of logical sectors to be transferred. A value of 00h indicates that 256 (0gical sectprs
are to be transferred

LBA | LBA of first logical sector to be transferred

DEVICE
Bit Description
7:5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 CAh

7.5B.4 Normal Outputs
Seg table 200.

7.5B.5 Error Outputs
Seg table 238.
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7.59 WRITE DMA EXT - 35h, DMA

7.59.1 Feature Set

This 48-bit command is for devices that implement the 48-bit Address feature set (see 4.4).
7.59.2 Description

The WRITE DMA EXT command writes data using the DMA data transfer protocol.

7.59.3 Inputs
See table 154 for the WRITE DMA EXT command inputs.

Table 154 — WRITE DMA EXT command inputs

Field Description

FEATURE | Reserved

COUNT | The number of logical sectors to be transferred. A value of 0000h indicates that 65536 logical
sectors are to be transferred

LBA | LBA of first logical sector to be transferred

DEVICE
Bit Description
7:5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 35h

7.5p.4 Normal Outputs
Seg table 209.

7.5p.5 Error Outputs
Seg table 230.
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7.60 WRITE DMA FUA EXT - 3Dh, DMA

7.60.1 Feature Set

This 48-bit command is for devices that implement the 48-bit Address feature set (see 4.4).
7.60.2 Description

The WRITE DMA FUA EXT command writes data using the DMA data transfer protocol and the user data shall
be written to non-volatile media before command completion is reported regardless of whether or not volatile
and/or non-volatile write caching in the device is enabled.

7.60.3 Inputs
See-table466forthe WRIFE DMAFUA-EXTFcommandinpute——MM
Table 155 — WRITE DMA FUA EXT command inputs

Field Description

FEATURE | Reserved

COUNT | The number of logical sectors to be transferred. A value of 0000h indicates, that'65 536 logical
sectors are to be transferred

LBA | LBA of first logical sector to be transferred

DEVICE
Bit Description

7 Obsolete

6 Shall be set to one

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 3Dh

7.6D.4 Normal Outputs
Seg¢ table 209.

7.6D.5 Error Outputs
Seg¢ table 230.
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7.61 WRITE FPDMA QUEUED - 61h, DMA Queued

7.61.1 Feature Set

This 48-bit command is for devices that implement the NCQ feature set (see 4.14).

7.61.2 Description

The WRITE FPDMA QUEUED command requests that user data be transferred from the host to the device.
7.61.3 Inputs

7.61.3.1 Overview

See table 156 for the WRITE FPDMA QUEUED command inputs.

Table 156 — WRITE FPDMA QUEUED command inputs

Field Description

FEATURE | The number of logical sectors to be transferred. A value of 0000h indicates that 65.536 logica
sectors are to be transferred

COUNT
Bit Description
15:14 PRIO field — See 4.14.2
13:8 Reserved
7:3 NCQ TAG field — See 7.16.3.3
2:0 Reserved

LBA | LBA of first logical sector to be transferred

ICC 7:0 Icc field — See 7.61.3.3

DEVICE
Bit Description

7 FUA bit — See 7.61.3.2

6 Shall be set to one

5 Reserved

4 Shall be cléared to zero
3:0 Reserved

COMMAND 7:0-61h

7.6/1.3.2 FUA bit

If the Forced Unif Access (FUA) bit is set to one regardless of whether volatile and/or non-volatile write cachipg in
the|device is enabled or not, the user data shall be written to non-volatile media before command completign is
repprted. If the’FUA bit is cleared to zero the device may return command completion before the data is writtgn to
the|non-volatile media.

7.6/13:3 icc field

The Isochronous Command Completion (icc) field is valid if the PRIO field is set to 01b. It is assigned by the host
based on the intended deadline associated with the command issued. If a deadline has expired, the device shall
continue to complete the command as soon as possible. This behavior may be modified by the host if the device
supports the NCQ QUEUE MANAGEMENT command (see 7.16) and supports the DEADLINE HANDLING
subcommand (see 7.16.9). This subcommand allows the host to set whether the device shall abort or continue
processing commands that have exceeded the time set by the Icc field.
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There are several parameters encoded in the Icc field:

a) Fine or Coarse timing;
b) Interval,

c) Time Limit; and

d) Max Time.

The Interval indicates the time units of the Time Limit parameter.
If icc field bit 7 is cleared to zero, then:

a) the time interval is fine-grained;

b) Interval = 10 ms;

) Time | imit = (1cc field (6:0) + 1) x 10 ms: and
d) Max Fine Time =128 x 10 ms = 1.28 s.

If Iqc field bit 7 is set to one, then:

a) the time interval is coarse-grained;

b) Interval =0.5s;

c) Time Limit = (Icc field (6:0) + 1) x 0.5 s; and
d) Max Coarse Time =128 x 0.5 s =64 s.

7.6/1.4 Command Acceptance Outputs
Seg table 210.

7.6/1.5 Normal Outputs

Se¢ table 211.

7.6/1.6 Error Outputs

The device sets the ERROR bit to one and aborts the command in‘résponse to an LBA out of range, a dupligate
tag|number, an invalid tag number, or an Interface CRC error{(see table 239).

Errprs that occur during the processing of this command are reported by returning a transport dependent
indicator (see table 240) with additional information available in the NCQ Command Error log (see A.14).
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7.62 WRITE LOG EXT - 3Fh, PIO Data-Out

7.62.1 Feature Set

This 48-bit command is for devices that implement the General Purpose Logging feature set (see 4.11).
7.62.2 Description

The WRITE LOG EXT command writes a specified number of 512 byte blocks of data to the specified log. See
table A.2 for the list of logs.

7.62.3 Inputs
7.62.3.1 Overview
Seg¢ table 157 for the WRITE LOG EXT command inputs.

Table 157 — WRITE LOG EXT command inputs

Field Description

FEATURE | Reserved

COUNT | LOG PAGE COUNT field — See 7.62.3.2

LBA
Bit Description
47:40 Reserved
39:32 PAGE NUMBER field (15:8) — See 7.62.3.3
31:16 Reserved
15:8 PAGE NUMBER field (7:0) — See 7.62.3.3
7:0 LOG ADDRESS field — specifies the log'to be written (see 7.48.9.3.2)

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0,-3Fh

7.6R.3.2 LOG PAGE COUNT field

The LOG PAGE CQUNT field specifies the number of log pages that shall be written to the specified log. If the
number is zerojor the number is greater than the number indicated in the GPL Directory (see table A.3), the
deVjice shalhreturn command aborted.

{

7.6R.3.3 PAGE NUMBER field

ThePAGE NUMBER field epnnifinc the first page number to be written to the cpnnifind Ing (cnn A ’I)

7.62.4 Normal Outputs
See table 209.
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7.62.5 Error Outputs

A device shall return command aborted for the command if:

a) the LOG PAGE COUNT field is cleared to zero;
the feature set associated with the log (see A.1) specified in the LOG ADDRESS field is not supported or

not enabled;

reported in the GPL Directory (see A.2).

the values in the FEATURE field, LOG PAGE COUNT field, or LBA field (47:8) are invalid;
the host attempts to write to a read only log (see table A.2); or
the value in the PAGE NUMBER field plus the value in the LOG PAGE COUNT field is larger than the log size

ISO/IEC 17760-103:2021 © ISO/IEC 2021

If the log data is not available or a data structure checksum error occurred, then the device shall return command
corfipletion for the command with the 1D NOT FOUND DIt set to one.

A device may return command completion with the ERROR bit set to one if an Interface CRC error hascegeu

Se

table 228.

red.
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7.63 WRITE LOG DMA EXT - 57h, DMA

7.63.1 Feature Set

This 48-bit command is for devices that implement the General Purpose Logging feature set (see 4.11).
7.63.2 Description

See 7.62.2.

7.63.3 Inputs

See table 158 for the WRITE LOG DMA EXT command inputs.

Table 158 — WRITE LOG DMA EXT ! inouf

Field Description

FEATURE | Reserved

COUNT | LOG PAGE COUNT field — See 7.62.3.2

LBA
Bit Description
47:40 Reserved
39:32 PAGE NUMBER field (15:8) — See 7.62.3.3
31:16 Reserved
15:8 PAGE NUMBER field (7:0) — See 7.62.3.3
7:0 LOG ADDRESS field — specifies the log to be wrjtten (see 7.48.9.3.2)

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependéent — See 6.2.12
3:0 Reserved

COMMAND 7:0 57h

7.63.4 Normal Outputs
Se¢ 7.62.4.

7.6B3.5 Error Outputs
Seg¢ 7.62.5.
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7.64 WRITE MULTIPLE - C5h, PIO Data-Out

7.64.1 Feature Set

This 28-bit command is for ATA devices (see 4.2).

7.64.2 Description

The WRITE MULTIPLE command writes the number of logical sectors specified in the COUNT field.

The number of logical sectors per DRQ data block is defined by the content of IDENTIFY DEVICE data word 59
(see 7.12.7.21).

If the number of requested logical sectors is not evenly divisible by the DRQ data block count, as many full blocks

as nossible-aretrancfarrad followed-byva-final pnartial block trancfar
SSHote-aHe+tarSteHea1onoWwWeauy—aHarpattar-pDiBEk—aRSer

Deyice errors encountered during WRITE MULTIPLE commands shall be returned after the attempted device
wrife of the DRQ data block or partial DRQ data block is transferred. The command ends with the logical sgctor
in grror, even if the error was in the middle of a DRQ data block. Subsequent DRQ data blocks are-not
transferred in the event of an error.

The contents of the Command Structure following the transfer of a DRQ data block that had:a logical sectof in
errgr are undefined. The host should retry the transfer as individual requests to obtain yalid error informatiop.

If IDENTIFY DEVICE data word 59 bit 8 is cleared to zero or IDENTIFY DEVICE data word 59 bits 7:0
(sep 7.12.7.21) are cleared to zero, and a WRITE MULTIPLE command is receivedby the device, and the d¢vice
hag not returned command completion without an error for a SET MULTIPLE_MODE command, the device ghall
retyrn command aborted. A SET MULTIPLE MODE command that returns gommand completion without an error
shquld precede a WRITE MULTIPLE command.

7.6£.3 Inputs
Seg table 159 for the WRITE MULTIPLE command inputs.

Table 159 — WRITE MULTIPLE command inputs

Field Description

FEATURE | N/A

COUNT | The number of logical sectors to be\transferred. A value of 00h indicates that 256 logical sectprs
are to be transferred

LBA | LBA of first logical sector to be-transferred

DEVICE
Bit Description
7:5 Obsolete
4 _Transport Dependent — See 6.2.12
3:0) Reserved
COMMAND 7:0 C5h

7.644.4 Normal Outputs
Seg¢ table 200.
7.64.5 Error Outputs

If an unrecoverable error occurs while the device is processing this command, the device shall return command
completion with the ERROR bit set to one and the LBA field set to the LBA of First Unrecoverable Error (see 6.8.2).
The amount of data transferred is indeterminate. A device may return command completion with the ERROR bit
set to one if an Interface CRC error has occurred. See table 237.
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7.65 WRITE MULTIPLE EXT - 39h, PIO Data-Out

7.65.1 Feature Set

This 48-bit command is for devices that implement the 48-bit Address feature set (see 4.4).

7.65.2 Description

The WRITE MULTIPLE EXT command writes the number of logical sectors specified in the COUNT field.

The number of logical sectors per DRQ data block is defined by the content of IDENTIFY DEVICE data word 59
(see 7.12.7.21).

If the number of requested logical sectors is not evenly divisible by the DRQ data block count, as many full blocks

as nossible-araetrancfarrad followed-byva-final pnartial block trancfar
SSHote-aHe+taRSteHea1onoWwWeaBy—aHarpattarpDiBEk—aRSer

Deyice errors encountered during WRITE MULTIPLE EXT commands shall be returned after the attempted write
of the DRQ data block or partial DRQ data block is transferred. The command ends with the logical seetor in
errgr, even if the error was in the middle of a DRQ data block. Subsequent DRQ data blocks are_noet transfgrred
in the event of an error.

The contents of the Command Structure following the transfer of a data block that had a logical sector in errgr are
undefined. The host should retry the transfer as individual requests to obtain valid erropiinformation.

If IDENTIFY DEVICE data word 59 bit 8 (see 7.12.7.21) is cleared to zero or IDENTIFY DEVICE data word|59

bitd 7:0 (see 7.12.7.21) are cleared to zero, and a WRITE MULTIPLE EXT command is received by the deice,
and the device has not returned command completion without an error for a SERMULTIPLE MODE, the device
shdll return command aborted. A SET MULTIPLE MODE command that returned command completion without
an error should precede a WRITE MULTIPLE EXT command.

7.6p5.3 Inputs
Seg table 160 for the WRITE MULTIPLE EXT command inputs.

Table 160 — WRITE MULTIPLE EXT command inputs

Field Description

FEATURE | Reserved

COUNT | The number of logical sectors to be\transferred. A value of 0000h indicates that 65 536 logica
sectors are to be transferred

LBA | LBA of first logical sector to be-transferred

DEVICE
Bit Description

7 Obsolete

6,-Shall be set to one

5) Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 39h

7.654Noermal-Outptts:
See table 209.
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7.65.5 Error Outputs

If an unrecoverable error occurs while the device is processing this command, the device shall return command
completion with the ERROR bit set to one and the LBA field set to the LBA of First Unrecoverable Error (see 6.8.2).
The amount of data transferred is indeterminate. A device may return command completion with the ERROR bit
set to one if an Interface CRC error has occurred. See table 230.
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7.66 WRITE MULTIPLE FUA EXT - CEh, PIO Data-Out

7.66.1 Feature Set

This 48-bit command is for devices that implement the 48-bit Address feature set (see 4.4).
7.66.2 Description

The WRITE MULTIPLE FUA EXT command writes the number of logical sectors specified in the COUNT field. The
user data shall be written to non-volatile media before command completion is reported regardless of whether or

not

volatile and/or non-volatile write caching in the device is enabled.

The number of logical sectors per DRQ data block is defined by the content of IDENTIFY DEVICE data word 59
(see 7.12.7.21).

If th
as

De
of t

errgr, even if the error was in the middle of a DRQ data block. Subsequent DRQ data blocksare not transfe

int
The
und

If IO
bits
de\
cor
cor

7.6

Seg table 161 for the WRITE MULTIPLE FUA EXT commahd.inputs.

e number of requested logical sectors is not evenly divisible by the DRQ data block count, as many full'bl
possible are transferred, followed by a final, partial block transfer.

ice errors encountered during WRITE MULTIPLE EXT commands shall be returned after the attempted
he DRQ data block or partial DRQ data block is transferred. The command ends with the logical sector i

ne event of an error.

contents of the Command Structure following the transfer of a data block that had/a logical sector in erro
efined. The host should retry the transfer as individual requests to obtain valid €rror information.

DENTIFY DEVICE data word 59 bit 8 (see 7.12.7.21) is cleared to zero or IDENTIFY DEVICE data word
7:0 (see 7.12.7.21) are cleared to zero, and a WRITE MULTIPLE FUAEXT command is received by th
ice, and the device has not returned command completion without an error for a SET MULTIPLE MODE
hmand, the device shall return command aborted. A SET MULTIPLE'MODE command that returned
hmand completion without an error should precede a WRITE MUKTIPLE FUA EXT command.

6.3 Inputs

Table 161 — WRITE MULTIPLE FUA EXT command inputs

pcks

vrite
A
rred

rare

59

[

Field Description

FEATURE | Reserved

COUNT | The number of logical sectors.to be transferred. A value of 0000h indicates that 65 536 logica
sectors are to be transferred

LBA | LBA of first logical sectorto be transferred

DEVICE
Bit Déscription

7\ Obsolete

6 Shall be set to one

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND Z:0_CEh

7.66.4 Normal Outputs
See table 209.
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7.66.5 Error Outputs

If an unrecoverable error occurs while the device is processing this command, the device shall return command
completion with the ERROR bit set to one and the LBA field set to the LBA of First Unrecoverable Error (see 6.8.2).
The amount of data transferred is indeterminate. A device may return command completion with the ERROR bit
set to one if an Interface CRC error has occurred. See table 230.
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7.67 WRITE SECTOR(S) — 30h, PIO Data-Out
7.67.1 Feature Set

This 28-bit command is for ATA devices (see 4.2).
7.67.2 Description

The WRITE SECTOR(S) command writes from 1 to 256 logical sectors as specified in the COUNT field.
7.67.3 Inputs
See table 162 for the WRITE SECTOR(S) command inputs.

Table 162 — WRITE SECTOR(S) command inputs

Field Description

FEATURE | N/A

COUNT | The number of logical sectors to be transferred. A value of 00h indicates that 256 (0gical sect
are to be transferred

DI'S

LBA | LBA of first logical sector to be transferred

DEVICE
Bit Description
7:5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 30h

7.6

7.4 Normal Outputs

Se¢ table 200.

7.6

If a
cor
Thd
set

/.5 Error Outputs

npletion with the ERROR bit set to one and the LBA field set to the LBA of First Unrecoverable Error (see 6
amount of data transferred is indeterminate. A device may return command completion with the ERROR
to one if an Interface CRC error hasjoccurred. See table 237.

N unrecoverable error occurs while the device is processing this command, the device shall return command

8.2).
bit
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7.68 WRITE SECTOR(S) EXT - 34h, PIO Data-Out

7.68.1 Feature Set

This 48-bit command is for devices that implement the 48-bit Address feature set (see 4.4).

7.68.2 Description

The WRITE SECTOR(S) EXT command writes from 1 to 65 536 logical sectors as specified in the COUNT field.
7.68.3 Inputs

See table 163 for the WRITE SECTOR(S) EXT command inputs.

Table 163 — WRITE SECTOR(S) EXT command inputs

Field Description
FEATURE | Reserved
COUNT | The number of logical sectors to be transferred. A value of 0000h indicates that 65536 logical
sectors are to be transferred
LBA | LBA of first logical sector to be transferred
DEVICE
Bit Description
7 Obsolete
6 Shall be set to one
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
COMMAND 7:0 34h

7.6B.4 Normal Outputs
Se¢ table 209.
7.6B.5 Error Outputs

If ah unrecoverable error occurs whilethe device is processing this command, the device shall return comnpand
completion with the ERROR bit set to one and the LBA field set to the LBA of First Unrecoverable Error (see 6{8.2).
The amount of data transferred is-indeterminate. A device may return command completion with the ERROR] bit

set|to one if an Interface CRC. error has occurred. See table 230.
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7.69 WRITE STREAM DMA EXT - 3Ah, DMA

7.69.1 Feature Set

This 48-bit command is for devices that implement the Streaming feature set (see 4.23).
7.69.2 Description

The WRITE STREAM DMA EXT command writes data within an allotted time. This command specifies that
additional actions are to be performed by the device prior to the completion of the command.

7.69.3 Inputs
7.69.3.1 Inputs overview
Seg¢ table 164 for the WRITE STREAM DMA EXT command inputs.

Table 164 — WRITE STREAM DMA EXT command inputs

Field Description

FEATURE
Bit Description

15:8 COMMAND cCTL field — See 7.30.3.2.
7 Obsolete

WRITE CONTINUOUS bit — See 7.69.3.2

FLUSH bit — See 7.69.3.3

Obsolete

Reserved

STREAM ID field — See 7.69.3.4

S w A o0 o»

COUNT | The number of logical sectors to be transferred. A value of 0000h indicates that 65 536 logica
sectors are to be transferred

LBA | LBA of first logical sector to be transferred

DEVICE
Bit Description

7 Obsolete

6 Shall be set to one

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0.,-Reserved

COMMAND 7:0 3Ah

7.6P.3.2 WRITE CONTINUOUS bit

The WRITE CONTINUOUS bit specifies whether the Write Continuous mode is enabled or disabled.

If tI.- SR oA TIA A o b ) + 4t P than-
CVVIN\TE CUINTIINOUUTS UTC 1S5 ST T (U UTTC T T TCTT.

a) the device shall not stop processing the command due to errors;

b) if an error occurs during data transfer or while writing data to media before command completion or
before the amount of time allowed for command completion based on the setting of the COMMAND CCTL
field (see 7.30.3.2) or the DEFAULT CCTL field (see 7.4.3) is reached, then the device:

1) shall continue to transfer the amount of data requested;
2) may continue writing data to the media;
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3) shall return command completion after all data for the command has been transferred; and
4) shall save the error information in the Write Streaming Error log (see A.22);
or
c) if the amount of time allowed for command completion based on the setting of the COMMAND CCTL field
or the DEFAULT cCTL field (see 7.4.3) is reached, then the device:
1) shall stop processing the command;
2) shall return command completion;
3) shall set the COMMAND COMPLETION TIME OUT bit in the Write Streaming Error log to one; and
4) may continue writing data to the media.

If the WRITE CONTINUOUS bit is cleared to zero and an error occurs, then the device:

n) shall anln prnhpeeing the caommand and return command anplnfinn; and
b) may continue writing data to the media.

7.6P.3.3 FLUSH bit

If the FLUSH bit is set to one, the DEFAULT CCTL field (see 7.4.3.4) is cleared to zero in the most recent
CONFIGURE STREAM command (see 7.4) for the Stream ID, and the COMMAND cCTL field (see.7.30.3.2)
is deared to zero, then the device shall write all data for the specified stream to the media-before commang
completion is reported.

If the FLUSH bit is set to one and the DEFAULT cCTL field was not cleared to zero in the most recent CONFIGUURE
STREAM command for the Stream ID, then the device shall return command completion within the time spegified
by the DEFAULT ccCTL field.

If the FLUSH bit is set to one and the COMMAND CCTL field is not cleared to Zerg, then the device shall return
command completion within ((the contents of the COMMAND ccCTL field) xi(the contents of the STREAM
GRANULARITY field (see A.11.6.8))) us.

If tHe FLUSH bit is set to one and either the DEFAULT cCTL field was'not cleared to zero in the most recent
CONFIGURE STREAM command (see 7.4) for the Stream ID;.or-the COMMAND CCTL field is not cleared to zero,
thep the device:

a) shall measure the time before reporting command-completion from command acceptance;
b) shall set the COMMAND COMPLETION TIME OUT_ bit(see 6.3.3) to one if all of the data for the command has

been received by the device, but the device has not yet written all of the data to its media; and
c) should continue writing data to its media-after reporting command completion.

7.6P.3.4 sTREAM ID field

The STREAM ID field specifies the streamt0"be written. The device shall operate according to the parameterg
spqcified by the most recent CONFIGURE STREAM command specifying this Stream ID that returned command
completion without an error. Any.write to the device media or internal device buffer management as a resulf of

the|Stream ID is vendor specific.

7.6p.4 Normal Outputs

Seg¢ table 203 for the definition of Normal Outputs.
7.6p.5 Error Outputs

If:

a) The-WRITE CONTINUOUS bit was set to one in the command; and
b) «the device is able to accept the amount of data requested for the command (e.g., an error occurred While
writing to the media),

then the device shall set the STREAM ERROR bit to one and clear the ERROR bit to zero.
If:

a) The WRITE CONTINUOUS bit was set to one in the command; and
b) the device is not able to return the amount of data requested for the command (e.g., an Interface CRC
error shall be reported at command completion),
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then the device shall clear the STREAM ERROR bit to zero and set the ERROR bit to one.
If:

a) the WRITE CONTINUOUS bit was cleared to zero in the command,;

b) the commAND ccTL field (see 7.30.3.2) was not cleared to zero in the command, or the COMMAND CCTL
field was cleared to zero in the command and the DEFAULT CCTL field (see 7.4.3) specified in the most
recent CONFIGURE STREAM command (see 7.4) for the STREAM ID field was not cleared to zero; and

c) the time specified for command completion by the COMMAND ccTL field or the DEFAULT cCTL field has
been reached,

then the device shall clear the STREAM ERROR bit to zero, set the ERROR bit to one, and set the ABORT bit to one
whether or not all data has been flushed to media.

If:

a) the WRITE CONTINUOUS bit was cleared to zero in the command,;

b) the coMMAND cCCTL field was cleared to zero in the command; and

c) the DEFAULT ccTL field was cleared to zero in the most recent CONFIGURE STREAM cemmand
(see 7.4) for the STREAM ID field,

theh the device shall clear the STREAM ERROR bit to zero, set the ERROR bit to one, and sét the INTERFACE CHC bit
to gne, ID NOT FOUND bit to one, and/or ABORT bit to one (i.e., indicating the error type).

A device may return command completion with the ERROR bit set to one if an Interface CRC error has occufred.
Se¢ table 231.
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7.70 WRITE STREAM EXT - 3Bh, PIO Data-Out
7.70.1 Feature Set

This 48-bit command is for devices that implement the Streaming feature set (see 4.23).
7.70.2 Description
See 7.69.2.

7.70.3 Inputs

See table 165 for the WRITE STREAM EXT command inputs.

Table 165 — WRITE STREAM EXT command inputs

ISO/IEC 17760-103:2021 © ISO/IEC 2021

Field

Description

FEATURE

Bit
15:8
7 Obsolete

Description

FLUSH bit — See 7.69.3.3
Obsolete

Reserved

STREAM ID field — See 7.69.3.4

S w A o0 o»

COMMAND ccCTL field — See 7.30.3.2.

WRITE CONTINUOUS bit — See 7.69.3.2

COUNT

The number of logical sectors to be transferred. A Value of 0000h indicates that 65 536 logica

sectors are to be transferred

LBA

LBA of first logical sector to be transferred

DEVICE

Bit Description
7 Obsolete
6 Shall be set to ohe
5 Obsolete
4 Transpert Dependent — See 6.2.12

3:0 Reseryed

COMMAND

7¢0,3Bh

7.7

Se¢ 7.69.4.

7.7

Seef 7.69.5.

D.4 Normal Qutputs

D.5 Error Outputs
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7.71 WRITE UNCORRECTABLE EXT — 45h, Non-Data
7.71.1 Feature Set
This 48-bit command is for ATA devices (see 4.2).

7.71.2 Description
7.71.2.1 Overview
The WRITE UNCORRECTABLE EXT command causes the device to report an uncorrectable error when the

spe

cified logical sectors are subsequently read.

If the device processes a read command that accesses a pseudo uncorrectable logical sector or a flagged

to gne. Reading a flagged uncorrectable logical sector or a pseudo uncorrectable logical sector may affect.

Nu
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un arractablaloaical sectaor thanthae devicae-chall csat tha LINCORRECTARIE EDDAD hit tn Ana and thao CcoonD
a;..w.w.v logicatl-sector-then-the-device-shat-set-the-UNGORREGTABLE-ERRORbit-to-one-and-the-ERROR

ber of Reallocated Logical Sectors device statistic (see A.5.6.6).

e device completes a write command to a pseudo uncorrectable logical sector or flagged uncérsectable
cal sector without error, then the device:

a) shall write the data to the logical sector;

b) shall only cause the specified logical sectors to become valid;

c) shall not cause any other logical sectors (e.g., other logical sectors in the same physical sector) to
become valid;

d) shall clear the pseudo uncorrectable attribute or flagged uncorrectable attribute of the logical sectof

e) should verify that the logical sector may now be read without error.

pseudo uncorrectable attribute or flagged uncorrectable attribute of @‘logical sector shall remain set du

[ command for any reason the device shall return command abarted.
1.2.2 Pseudo Uncorrectable Logical Sectors

e FEATURE field (7:0) contains a value of 55h, the WRITE.UNCORRECTABLE EXT command shall caus
ice to indicate a failure when subsequent reads to anyf the logical sectors that are contained in the phy
Ck of the specified logical sector are performed. These logical sectors are referred to as pseudo uncorrec
cal sectors. Whenever a pseudo uncorrectable legical sector is accessed via a read command the devig
Il perform normal error recovery to the fullest extent until:

a) the error recovery process is completed, the UNCORRECTABLE ERROR bit is set to one, and the ERRO
is set to one; or

b) acommand time-out that applies.to error recovery control occurs before error recovery is completed
an error is reported as a resultof the command time-out (see 8.3.3).

part of reading a pseudo uneorrectable logical sector, the device shall perform error logging (e.g., SMAR
ice statistics) in the samemanner as an Uncorrectable error (see 6.3.9).

1.2.3 Flagged Uncorrectable Logical Sectors

e FEATURE field (7:B)'contains a value of AAh, the WRITE UNCORRECTABLE EXT command shall caus
ice to mark the‘specified logical sectors as flagged uncorrectable. Marking a logical sector as flagged

orrectable shall cause the device to indicate a failure when subsequent reads to the specified logical se
processed:

part of reading a flagged uncorrectable logical sector, the device should not perform error logging (e.g.,
ART\device statistics) in the same manner as an Uncorrectable error (see 6.3.9).

processing of all power and reset events. If the device is unable to process a WRITE UNCORRECTABL
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7.71.3 Inputs
See table 166 for the WRITE UNCORRECTABLE EXT command inputs.

Table 166 — WRITE UNCORRECTABLE EXT command inputs

Field Description

FEATURE
Bit Description

15:8 Reserved

7:0 Uncorrectable options

Value Description

00h-54h Reserved

55h Create a pseudo-uncorrectable error with logging
56h-59h Reserved

5Ah Vendor specific
5Bh-A4h Reserved

A5h Vendor Specific
A6h-A9h Reserved

AAh Create a flagged error without logging
ABh-FFh Reserved

COUNT | The number of logical sectors to be marked. A value of 0000h indicates that 65 536 logical
sectors are to be marked

LBA | LBA of first logical sector to be marked

DEVICE
Bit Description

7 Obsolete

6 Shall be set to one

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0-45h

7.711.4 Normal Outputs
Seg¢ table 200.

7.711.5 Error'Outputs
Seg¢ table217.
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8 SCT Command Transport

8.1 Introduction
8.1.1 Overview
The SCT Command Transport uses logs (see table 167) to provide transport methods for:

a) a hostto send an SCT Command and data to a device; and
b) a device to send data and SCT Status to a host.

Table 167 — Summary of SCT Command Transport logs

toy Data transfer
Name Address direction Description Reference
host to device |SCT Command 8.2.3
SCT Command/Status EOh@ _

device to host | SCT Status 82:5
host to device |write data

SCT Data Transfer E1h - 8.24
device to host |read data

a All transfers to and from this log address access page 0.

Se¢ Annex C for SCT Command Transport examples.

ATA Commands (see table 168) are used to access the logs defined for the-SCT Command Transport. All r
fromh an SCT log (see table 168) access the same information and have’the same capabilities. All writes to

SCJ log (see table 168) access the same information and have the same capabilities.

Table 168 — Summary of ATA commands used‘by‘the SCT Command Transport

Action Defining feature set Command Reference
GPL feat ) READ LOG EXT 7.24
eature se
Rgg‘%flrc?gm READ LOG DMA EXT 7.25
SMART feature set 2 SMART READ LOG 7.48.7
WRITE LOG EXT 7.62
Write to GPL feature set
SCT log WRITE LOG DMA EXT 7.63
SMART feature set 2@ SMART WRITE LOG 7.48.9

a) 130 560 (i-ey, 255 x 512) for the SMART feature set (see 4.19); and
b) 33 553920 (i.e., 65 535 x 512) for the GPL feature set (see 4.11).

NOTE: The number of bytes transported during SCT data transfers (see 8.2.4) is limited to:

is enabled or disabled.

@ |f the SMART \feature set is supported, the device shall support the processing of SMART
READ LOG.commands and SMART WRITE LOG commands that access the SCT
Command-Transport logs (see table 167) without regard for whether the SMART feature set

Se

ding a612-byte block of data (i.e., key page) to the SCT Command/Status log starts the SCT commang

pads
BN

progess. The key page contains the SCT command's ACTION CODE field, FUNCTION CODE field, and parametgrs,

if any,that are required to process the SCT command. If the combination of action code and function code

requires data transfer, then the data Is transferred by reading or writing the SC1 Data lranster log. The SC

Status (i.e., error or command) is read from the SCT Command/Status log.

SCT commands (see 8.2.3) are processed like other ATA commands, therefore they take precedence over any

background activity the device may be performing when the SCT command is processed (e.g., a function
initiated by a SMART EXECUTE OFFLINE IMMEDIATE command). Some SCT commands indicate ATA

command completion and return status while the SCT command is still processing. Information about the SCT
command that is still processing may be retrieved by reading the SCT Command/Status log (see 8.2.5).
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A device supporting the SCT Command Transport should report a length of one in the General Purpose Log
Directory (see A.2) and the SMART Log Directory (see A.3) for the SCT Command/Status log and the SCT Data

Tra

nsfer log, respectively. The length of the SCT Data Transfer log does not indicate the length of an SCT

Command Transport data transfer. This differs from the requirement in this standard that the GPL Directory
(see A.2) and the SMART Log Directory (see A.3) report the actual length of the specified log pages.

8.1

.2 SCT command interactions with ATA commands

If the value in the EXTENDED STATUS CODE field is FFFFh (i.e., the SCT command is processing in background
(see table 173)) and the device processes:

8.1

Ad
res
ind
terr

If th
the

The
con

a) an ATA command that reads from the SCT Data Transfer log (see 8.1.1), then the device shall process

the command to read the SCT Data Transfer log as described in 8.2.4;

b) an ATA command that writes 1o the SCT Data Iransier log, then the device shall process the comm

to write the SCT Data Transfer log as described in 8.2.4;

c) an ATA command that reads from the SCT Command/Status log, then the device shall processithe
command to read the SCT Command/Status log; or
d) any other ATA command, then:

1) if the SCT command being processed in the background is SCT Write Same command, the de
shall terminate the SCT Write Same command with the EXTENDED STATUS CODE)field set to 000
(i.e., Background SCT command was aborted because of an interrupting host command);

2) if the SCT command being processed in the background is not the SCT Write Same command
device shall terminate the SCT command with the EXTENDED STATUS/COBDE field set to 0000h (i.
Command complete without error); and

3) the device shall begin processing the new ATA command.

3 Resets

evice shall terminate processing an SCT command during the processing of a software reset, hardware
bt, or power-on reset. Premature termination of SCT command\processing may cause data loss or othel
bterminate results. There is no indication after the device becomes ready that the previous command w4
hinated.

e device processes a power-on reset or a hardwareeset, then the device shall clear the following field
SCT Status Response (see table 184) to zero:

a) EXTENDED STATUS CODE;
b) ACTION CODE; and
c) FUNCTION CODE.

device shall clear the EXTENDED STATUS CODE field to zero during processing of a software reset. The o
tent of the SCT Status Response fields shall not be affected by the device processing a software reset.

and

vice
Bh

the

D

n

p
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8.2 Processing SCT commands

8.2.1 Processing SCT commands overview

The following phases are required to process and SCT command:

IDENTIFY DEVICE data word 206 indicates support for the SCT Command Transport and SCT commands
b 7.12.7.74).

(se
8.2

1) capability identification (see 8.2.2);

2) SCT Command transfer (see 8.2.3);

3) SCT data transfer (see 8.2.4), if any; and
4) optional SCT Status (see 8.2.5).

8.2.2 SCT capability identification

3 SCT Command transfer

Trapsfer of an SCT Command occurs when a 512-byte block of data (i.e., key page) is written to the-SCT
Coinmand/Status log (see 8.1.1). The key page contains a single command as defined in the SCT Command
Trapsport.
Tahle 169 defines the SCT command format, contained in the input data of the SMART\WRITE LOG commiand
(sep 7.48.9).
Table 169 — Fields to send an SCT Command using SMART WRITE LOG
Field Description
FEATURE | D6h (i.e., SMART WRITE LOG (see 7.48.9))
COUNT |01h (i.e., one page is transferred)
LBA
Bit Description
27:24 N/A
23:8 C24Fh
7:0 EOh (i.e., SCT Command/Status log address)
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4\ TFransport Dependent — See 6.2.12
3:0 Reserved
COMMAND, 7:0 BOh



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

332 ISO/IEC 17760-103:2021 © ISO/IEC 2021

Table 170 defines the SCT command format contained in the input data of the WRITE LOG EXT command
(see 7.62) and WRITE LOG DMA EXT command (see 7.63).

Table 170 — Fields to send an SCT Command using GPL write logs

Field Description

FEATURE | Reserved

COUNT [0001h

LBA
Bit Description

47:40—Reserved

39:32 00h?@

31:16 Reserved

15:8 00h?@
7:0 EOh (i.e., SCT Command/Status log address)

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

FOMMAND 7:0 3Fh (i.e., WRITE LOG EXT (sé& 7.62))
57h (i.e., WRITE LOG DMA'EXT (see 7.63))

8 The PAGE NUMBER field is set to 0000h (i.e., th€one page transferred is page zero.).
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Table 171 defines how a device shall set the fields for a write to the SCT Command/Status log that returns
command completion without an error.

Table 171 — Successful SCT Command response

Field Description

ERROR | 00h

COUNT | SCT command dependent

LBA | SCT command dependent

DEVICE

BitDeseription

Obsolete

N/A

Obsolete

Transport Dependent — See 6.2.12

SO M o0 N

Reserved

STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12.
5:2 N/A
1 SENSE DATA AVAILABLE bit — See 6.2.10
0 ERROR bit — See 6.2.9
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Table 172 defines how a device shall set the fields after an error occurred during processing of an SCT
Command/Status in response to writing the SCT command log.

Table 172 — SCT Command error response

Field Description

ERROR
Bit Description
7:5 N/A

4 1D NOT FOUND bit — See 6.3.5

NAA

ABORT bit — See 6.3.2
N/A
Obsolete

o =~ N @

COUNT | EXTENDED STATUS CODE field (7:0) (see table 173)

LBA
Bit Description
27:24 Reserved
23:8 SCT command dependent.
7:0 EXTENDED STATUS CODE field (15:8) (see table,173)

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12.
5:2) N/A
1 SENSE DATA AVAILABLE bit — See 6.2.10
0 ERROR bit — See 6.2.9
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Table 173 defines the extended status codes.

Table 173 — EXTENDED STATUS CODE field

Code Description

0000h Command complete without error

0001h Invalid function code

0002h Input LBA out of range

0003h Request 512-byte data block count overflow. The number of data blocks requested to transfer

(COUNT field) in the log command is larger than specified by the SCT command

0004h lnvalid funection-code-in
oooartt HHaretaHctHo-6eae-ih SGLEFFGFRGG%W—GQ‘%—

0005h Invalid selection code in SCT Error Recovery command

0006h Host read command timer is less than minimum value

0007h Host write command timer is less than minimum value

0008h Background SCT operation was terminated because of an interrupting host.command
0009h Background SCT operation was terminated because of unrecoverable’error

000Ah Obsolete

000Bh SCT data transfer command was issued without first issuing an,SCT command
000Ch Invalid function code in SCT Feature Control command

000Dh Invalid feature code in SCT Feature Control command

000Eh Invalid state value in SCT Feature Control command

000Fh Invalid option flags value in SCT Feature Controkéommand

0010h Invalid SCT action code

0011h Invalid table ID (table not supported)

0012h Operation was terminated due to device’security being locked

0013h Invalid revision code in SCT data

0014h Foreground SCT operation was.terminated because of unrecoverable error

0015h The most recent non-SCT,command returned command completion with an error due to the

SCT Error Recovery Control Read Command Timer or SCT Error Recovery Control Writg
Command Timer expiring

D16h-BEFFh | Reserved

F00h-BFFFh | Reserved for.Serial ATA

0
B
CPOOh-FFEFh |Vendor spécific
FFFOh-FFFEh |Reserved

FFFFh SCT.eommand processing in background
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Table 174 defines an SCT data transfer using commands for the SMART feature set.

Table 174 — SCT data transfer using the SMART feature set

Field

Description

FEATURE

D6h (i.e., SMART WRITE LOG (see 7.48.9))
D5h (i.e., SMART READ LOG (see 7.48.7))

COUNT

Number of 512-byte data blocks to transfer

LBA

Bit
27:24
23:8
7:0

Description

N/A

C24Fh

E1h (i.e., SCT Data Transfer)

DEVICE

Bit

Description

7 Obsolete

N/A

Obsolete

Transport Dependent — See 6.2.12
Reserved

COMMAND

7:0

BOh
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Table 175 defines an SCT data transfer using GPL feature set commands.

Table 175 — SCT data transfer using the GPL feature set

Field Description

FEATURE | Reserved

COUNT | Number of 512-byte data blocks to transfer

LBA
Bit Description
47:40 Reserved

39:3Z 00h
31:16 Reserved
15:8 00h?@
7:0 E1h (i.e., SCT Data Transfer)

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

FOMMAND 7:0 2Fh (i.e., READ LOG EXT (see 7.24))
47h (i.e., READ LOG DMA EXT/(see 7.25))

3Fh (i.e., WRITE LOG EXT (see 7.62))

57h (i.e., WRITE LOG DMA EXT (see 7.63))

8 The PAGE NUMBER field is set to 0000h (i.e., the one page transferred is page zero).
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8.2.4.2 SCT data transfer normal responses
8.2.4.2.1 Overview

Table 176 defines the SCT data transfer response if a command from the SMART feature set (see table 168)
reads from or writes to the SCT Data Transfer log and returns command completion without an error.

Table 176 — Successful SMART SCT data transfer response

Field Description

ERROR | 00h

COUNT | Reserved

[BA
Bit Description
27:24 Reserved
23:8 NUMBER OF PAGES REMAINING field — See 8.2.4.2.2
7:0 Reserved

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transport Dependent+See 6.2.12
5:2 N/A
1 SENSE DATA AVAILABLE bit — See 6.2.10
0 ERROR bit ~.See 6.2.9
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Table 177 defines the SCT data transfer response for GPL feature set commands (see table 168) that return
command completion without an error.

Table 177 — Successful GPL SCT data transfer response

Field Description

ERROR | 00h

COUNT | Reserved

LBA
Bit Description

4724 Reserved
23:8 NUMBER OF PAGES REMAINING field — See 8.2.4.2.2
7:0 Reserved

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transport Dependent — See. 6.212
5:2 N/A
1 SENSE DATA AVAILABLE hit'— See 6.2.10
0 ERROR bit — See 6.2:9

8.2

The
bef|
deV

If th
shd

4.2.2 NUMBER OF PAGES REMAINING field

NUMBER OF PAGES REMAINING field indicates the number of log pages the device is expecting to receive
pbre processing the SCT command. If NUMBER OF PAGES REMAINING field remaining is cleared to zero, the
ice has:

a) processed the 'command and is returning completion status; or
b) accepted the data and started processing the SCT command in the background.

ere are more-than FFFFh log pages expected by the device, the NUMBER OF PAGES REMAINING field rema
Il be set.to FFFFh by the device until less that FFFFh pages are expected by the device.

ning
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8.2.4.3 SCT data transfer error responses

Table 178 defines an SCT data transfer error response for commands from the SMART feature set
(see table 168) that read from or write to the SCT Data Transfer log.

Table 178 — SMART SCT data transfer error response

Field Description

ERROR
Bit Description

7:5 N/A

D NUT FOUND IL)Ii - SUC 635
N/A

ABORT bit — See 6.3.2

N/A

Obsolete

o =~ N W H»

COUNT | EXTENDED STATUS CODE field (7:0) (see table 173)

LBA
Bit Description

27:8 Reserved

7:0 EXTENDED STATUS CODE field (15:8) (see table)173)

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependéent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6/Transport Dependent — See 6.2.12
5:2) N/A
1 SENSE DATA AVAILABLE bit — See 6.2.10
0 ERROR bit — See 6.2.9
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Table 179 defines an SCT data transfer error response for GPL feature set commands (see table 168) that read
from or write to the SCT Data Transfer log.

Table 179 — GPL SCT data transfer error response

Field Description

ERROR
Bit Description

7:5 N/A
4 1D NOT FOUND bit — See 6.3.5
3—NA
2 ABORT bit — See 6.3.2
1 N/A
0 Obsolete
COUNT
Bit Description
15:8 Reserved
7:0 EXTENDED STATUS CODE field (7:0) (see table 173)
LBA
Bit Description
47:8 Reserved
7:0 EXTENDED STATUS CODE field (15:8))see table 173)
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reseryved
STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12.
5:2 N/A
1 SENSE DATA AVAILABLE bit — See 6.2.10
0 ERROR bit — See 6.2.9
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8.2.5 SCT status

Status for an SCT command may be read at any time by reading the SCT Command/Status log (see 8.1.1). If the
SCT command involves data transfer, then:

a) the host should check status before data is transferred to ensure that the device is ready (i.e., the DEVICE
STATE field is set to 00h (see table 184)); and

b) the host should check status after data has been transferred to confirm that the data was transferred
without error.

The host may check status additional times to determine if the SCT command succeeded, failed, or is still
processing in the background.

without an error, except foreground SCT Write Same commands (see 8.3.2) that require the completion of the
SCJI action (i.e., SCT Write Same with function code 0101h and SCT Write Same with function code [0102R).
Somne commands may take several minutes or even hours to process. The host may determineprocessing
progress by reading the SCT Command/Status log. Some commands may require setup time before a devipe is
reafy to receive data. The SCT Command/Status log indicates when the device is ready to receive data.

Theg SCT Command/Status log may be read any time that the host is allowed to send a'‘command to the deyice.
The processing of an SCT Command (see table 168) that reads the SCT Command/Status log shall:

a) not change the power state of the device; and

b) not terminate any background activity, including any SCT command in\progress (e.g., if the device
in the PM2: Standby state or PM1: Idle state (see 4.15.4), the log.request shall be processed withot
changing the power state).

Taljle 180 defines a command from the SMART feature set (see table’ 168) that reads the SCT Command/Siatus
logffor status.

[

Table 180 — SCT status request using the SMART feature set

Field Description

FEATURE | D5h (i.e., SMART READ LOG (see 7.48.7))

COUNT |01h (i.e., one page is transferred)

LBA
Bit Description
27:24 N/A
23:8 C24Fh
7:0 EOh\(ile., SCT Command/Status log address)
DEVICE

Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

COMMAND 7:0 BOh
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Table 181 defines the GPL feature set commands (see table 168) that read the SCT Command/Status log for
status.

Table 181 — SCT status request using the GPL feature set

Field Description

FEATURE | Reserved

COUNT |0001h (i.e., one page is transferred)

LBA
Bit Description

47:40—Reserved

39:32 00h?@

31:16 Reserved

15:8 00h?@
7:0 EOh (i.e., SCT Command/Status log address)

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

FOMMAND 7:0 2Fh (i.e., READ LOG EXT (se€’7.24))
47h (i.e., READ LOG DMA EXT (see 7.25))

8 The PAGE NUMBER field is set to 0000h (i.e., thi€/page transferred is page zero.).
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Table 182 defines the SCT Status response for commands from the SMART feature set (see table 168) that
return command completion without an error.

Table 182 — Successful SMART SCT status response

Field Description
ERROR | 00h
COUNT | EXTENDED STATUS CODE field (7:0) (see table 173)
LBA

Bit Description

’)7-8 Racarvad
== ~EeSEeHrea

7:0 EXTENDED STATUS CODE field (15:8) (see table 173)

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transport Dependent — See 6.2.42)
5:2 N/A
1 SENSE DATA AVAILABLE bit = See 6.2.10
0 ERROR bit — See 6.2.9
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Table 183 defines the SCT Status response for GPL feature set commands (see table 168) that return command
completion without an error.

Table 183 — Successful GPL SCT status response

Field Description

ERROR | 00h

COUNT
Bit Description
15:8 Reserved

Z-0 EXTENRED-STATUS cobEfiald (7:-:0) (caa-tabla173)
o X TN DT AT O De—HEE o 5eetaBe—157

LBA
Bit Description

47:8 Reserved

7:0 EXTENDED STATUS CODE field (15:8) (see table 173)

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12.
5:2 N/A
1 SENSE DATA AVAILABLE bit — See 6.2.10
0 ERROR bit =~ See 6.2.9
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Table 184 defines the format of the status response information that shall be set by the device in response to a
read of the SCT Command/Status log.

Table 184 — Format of SCT status response (part 1 of 2)

Offset

Type

Field

Description

0..1

Word

FORMAT VERSION

0003h — Status Response format version number.

2.3

Word

SCT VERSION

Manufacturer's vendor specific implementation version number

4.5

Word

Obsolete

6..9

DWord

STATUS FLAGS

Bits 31:1 — Reserved

Bit 0 — SEGMENT INITIALIZED bit (see 8.3.2.5). If this bit is set to

one, an SCT Write Same command (see 8.3.2) to all logical
blocks has completed without error. This bit shall be cleared
zero at the time that any user LBA is written, even if write ca
is enabled. This bit is preserved during the processing of all
power and reset event.

to
che

10

Byte

DEVICE STATE

00h — Active waiting for a command
01h — Stand-by

02h — Sleep

03h — DST processing in background
04h — SMART Off-line Data Collection processing in backgrg
05h — SCT command processing in background
06h..FFh — Reserved

und

11..13

Byte [3]

Reserved

14..15

Word

EXTENDED
STATUS CODE

Status of last SCT germmand processed, or FFFFh if SCT
command procesSing in background (see table 173)

16..17

Word

ACTION CODE

Action code pfilast SCT command processed. If the EXTENDE
STATUS CODE field is FFFFh, this field is set to the action cod
the SCT\command that is currently processing.

D
e of

D

18..19

Word

FUNCTION CODE

Function code of last SCT command processed. If the EXTEN
STATUS CcoDE field is FFFFh, this field is set to the function coq
the SCT command that is currently processing.

DED
e of

20..39

Byte [20]

Reserved

40..47

QWord

LBA

Current LBA for the SCT command processing in backgroun
If there is no SCT command currently processing in the
background, then this field is N/A.

o

48..199

Byte [152]

Reserved

200

Byte

HDA TEMP

Current device temperature in degrees Celsius. This is a twg
complement integer. 80h indicates that this field does not cor
a valid temperature

s
tain

201

Byte

MIN TEMP

Minimum device temperature in degrees Celsius since the I
power-on event. This is a two's complement integer. 80h
indicates that this field does not contain a valid temperature.

202

Byte

MAX TEMP

Maximum device temperature in degrees Celsius since the |
power-on event. This is a two's complement integer. 80h

hst

dicates that this fietddoes ot contaima vatid temperatuare.

203

Byte

LIFE MIN TEMP

Minimum device temperature in degrees Celsius seen during the

life of the device. This is a two's complement integer. 80h
indicates that this field does not contain a valid temperature.
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Table 184 — Format of SCT status response (part 2 of 2)

Offset Type Field Description
204 Byte LIFE MAX TEMP Maximum device temperature in degrees Celsius seen during
the life of the device. This is a two's complement integer. 80h
indicates that this field does not contain a valid temperature.
205 Byte Reserved
206..209| DWord OVER LIMIT COUNT | Number of temperature recording intervals since the last
power-on reset where the recorded temperature was greater
than max op limit (see table 198).
210 213 DWoaord UNDER 1IMIT COUNT | Number of temperature recording intervals since the last
power-on reset where the recorded temperature was less than
min op limit (see table 198).
214..479| Byte [266] Reserved
480..511| Byte [32] Vendor Specific
Taljle 185 defines the error response for a read of the SCT Command/Status log.
Table 185 — SMART and GPL SCT status error response
Field Description
ERROR
Bit Description
7:5 N/A
4 1D NOT FOUND bit — See 6.3.5
3 N/A
2 ABORT bit — See 6.3.2
1 N/A
0 Obsolete
COUNT | Reserved
LBA | Reserved
DEVICE
Bit Description
7 Obsolete
6\ N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12

5:2

N/A
SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

8.3 SCT Command Set

8.3.1 Overview

348 ISO/IEC 17760-103:2021 © ISO/IEC 2021

An SCT command key page shall be 512 bytes long.

While an SCT command is being processed the host may use an SCT status request (see 8.2.5) to retrieve

status information (e.g., to determine if a command is active or complete, the current LBA, or error information).

Table 186 defines the basic structure of the key page for an SCT command.

Table 186 — SCT command basic key page structure

Word Field Type Description
0 ACTION CODE Word | This field specifies the command type and the type of data bein
accessed, or the action being performed (see table 187):
1 FUNCTION CODE Word | This command--dependent field specifies the type ofaceess.
2..255

Tahle 187 defines the contents of the ACTION CODE field in an SCT key page.

Table 187 — ACTION cODE field

Code Description
0000h Reserved
0001h Obsolete
0002h SCT Write Same command (se€ 8.3.2)
0003h SCT Error Recovery Contrel'command (see 8.3.3)
0004h SCT Feature Control command (see 8.3.4)
0005h SCT Data Tables gommand (see 8.3.5)
0006h Vendor specifi¢
0007h Reserved for-Serial ATA

0008h..BFFFh |Reserved

CO000h..FFFFh | Vendor specific
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8.3.2 SCT Write Same command
8.3.2.1 Overview
The SCT Write Same command specifies that the device shall write a specific pattern to its media.

The SCT Write Same command shall cause the device to write logical sectors from the first logical sector
specified by the key page START field (see table 188) in incrementing order until the number of logical sectors
specified by the key page FILL COUNT field (see table 188) have been written.

If the FILL COUNT field is equal to zero, the device shall write all logical sectors beginning with the logical sector
specified by the START field through one less than the accessible capacity (see A.11.4.2).

If the sum of the contents of the START field plus the contents of the FILL COUNT field is greater than or equal to the
acdessible capacity (see A.TT.4.2Z), then the device shall return command aboried.

Automatic sector reassignment is permitted during the operation of this function.

If the ATA command that writes the key page returns command completion without an error, the EXTENDED
STATUS CODE field (see 8.2.3) shall be set to 0000h. If any SCT Write Same error occurs, the EXTENDED STAJTUS
coik field shall be set to a value other than FFFFh or 0000h.

8.3|2.2 Pattern Data

The logical sector sized pattern data may be specified by the key page PATTERN field (See table 188), a logifal
sedtor sized pattern data in the SCT Data Transfer log, or a multiple logical sector sized pattern.

If the key page FUNCTION CODE field (see table 188) is set to 0001h or the FUNGTION CODE field is set to 0101h,
theh the PATTERN field (see table 188) contains a DWord of data and the device shall create a logical sector gized
pattern by repeating the contents of the PATTERN field.

If the FUNCTION CODE field is set to 0002h or the FUNCTION CODE fields set to 0102h, the host writes a logical
sedtor sized pattern data to the SCT Data Transfer log.

The device indicates the number of log pages it expects to receive for a logical sector pattern in the NUMBER OF
PAGES REMAINING field (see 8.2.4.2) of the status response.

If the FUNCTION CODE field is set to 0003h or the FUNCTION' CODE field is set to 0103h, the host writes a multiple
logical sector sized pattern to the SCT Data Transferlog. The device indicates the number of log pages it expects
to receive for the multiple logical sector pattern inthé NUMBER OF PAGES REMAINING field (see 8.2.4.2) of the
stafus response.

8.3{2.3 Foreground vs. Background Processing

8.3(2.3.1 Background Processing
8.3]2.3.1.1 Get the background pattern from the key page

If the key page FUNCTION CODE.\field (see table 188) is set to 0001h, the device shall:

1) return command completion for the command that wrote to the SCT Command/Status log (see 8.1,
and
2) write the logical*sector sized pattern data defined in 8.3.2.3.1.3.

8.3(2.3.1.2 Get the'background pattern from the SCT Data Transfer log

=y
~

To perform asbackground SCT Write Same command with a data pattern that is not in the key page PATTERN|field:

1) ifthe device processes a key page write log command without error, and the key page FUNCTION CQDE
field (see table 188) is set to 0002h or 0003h, then the device shall return command completion for|the
command that wrote the key page to the SCT Command/Status log (see 8.1.1) with the:
A) NUMBER OF PAGES REMAINING field (see 8.2.4.2) set to the number of log pages to be written to the

SCT Data Transfer log; and
B) EXTENDED STATUS CODE field (see 8.2.3) set to:
a) FFFFh (see table 173), if the device is ready to receive data; or
b) a value other than FFFFh or 0000h, if the device becomes unable to receive the data;

2) while the EXTENDED STATUS CODE field is set to FFFFh, if the device processes a command that writes to

the SCT Data Transfer log, then:



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

8.3

Wh
FUN

If a
00d¢

8.3
8.3

If th

8.3
To

350 ISO/IEC 17760-103:2021 © ISO/IEC 2021

A) if the number of pattern blocks written (i.e., the 512-byte data blocks written to the SCT Data
Transfer log by previous commands plus the data blocks being written by the current command)
is equal to what is required (see 8.3.2.2), then the device shall:

1) return command completion for the command that wrote to the SCT Data Transfer log
(see 8.1.1); and
2) write the pattern data (see 8.3.2.3.1.3) in the specified logical sectors;

B) if the number of pattern blocks written is more than what is required, the device shall:

1) terminate the SCT Write Same command;

2) set the EXTENDED STATUS CODE field to 0009h (see table 173); and

3) return command aborted for the command that wrote to the SCT Data Transfer log;

nd

_ C) ifthe number of pattern blocks written is less than what is required (see 8 3 2 2) the device shall:

1) set the EXTENDED STATUS CODE field to FFFFh;

2) setthe NUMBER OF PAGES REMAINING field (see 8.2.4.2) to the number of log pages remaining;
and

V]

log.
2.3.1.3 Write the pattern to the specified logical sectors

le the device is writing the logical sector sized pattern data to the specified logical sectors if the key pade
CTION CODE field (see table 188) is set to 0001h, 0002h, or 0003h, then:

set:

A) the EXTENDED STATUS CODE field to FFFFh (see table 173); and

B) the LBA field (see 8.2.5) to the LBA of the last logical sectorthat was written;
b) if the device indicates command acceptance for any comrmand other than a read from the SCT

Command/Status log, then the device shall:

1) abort background processing for the SCT Write Same command;

2) set the EXTENDED STATUS CODE field to 0008h(see table 173); and

3) process the new command;

and
c) if writing to any of the specified logical sector fails, the device shall:

1) abort background processing for the-SCT Write Same command; and

2) set the EXTENDED STATUS CODE field to 0009h (see table 173).

| specified logical sectors have been written without error, the EXTENDED STATUS CODE field shall be set fpo
Oh.

2.3.2 Foreground Processing
2.3.2.1 Get the foreground-pattern from the key page

2.3.2.2 Get the foreground pattern from the SCT Data Transfer log
berform a foreground SCT Write Same command with a data pattern:

1) if the.device processes a write log command to the SCT command log without error and the key page
FUNCTION CODE field (see table 188) is set to 0102h or 0103h, then the device shall return commangl
completion for the command that wrote to the SCT Command/Status log (see 8.1.1) with the:

AJ NUVMBER UF PAGES REMAINING {letd(See 8-2-4-2) Setto the mumber of fog pages to be writterrto the
SCT Data Transfer log; and

B) EXTENDED STATUS CODE field set to:
a) FFFFh (see table 173), if the device is ready to receive data; or
b) a value other than FFFFh or 0000h, if the device becomes unable to receive the data;

2) while the EXTENDED STATUS CODE field is set to FFFFh, if the device processes a command that writes to

the SCT Data Transfer log, then:

3) return command completion without error for the command that wrote to the SCT, Data Transfer

a) if the device indicates command acceptance for a command to read from{the SCT Command/Statup log
(i.e., an SCT Status request (see 8.1.1)), then the device shall process'the SCT Status request and ghall

e key page FUNCTION CODE field (see table 188) is set to 0101h, then the device shall write the logical sg¢ctor
sizgd pattern data as defined in 8.3.2.2 (see 8.3.2.3.2.3).
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A) if the number of pattern blocks written (i.e., the 512-byte data blocks written to the SCT Data
Transfer log by previous commands plus the data blocks being written by the current command) is
equal to what is required (see 8.3.2.2), then the device shall write that logical sector sized pattern
data (see 8.3.2.3.2.3);

B) if the number of pattern blocks written is more than what is required (see 8.3.2.2), then the device
shall:

1) terminate the SCT Write Same command;

2) set the EXTENDED STATUS CODE field to 0014h (see table 173); and

3) return command aborted for the command that wrote to the SCT Data Transfer log;
and

C) if the number of number of pattern blocks written is less than what is required (see 8.3.2.2), then the
device shall-

8.3

Wh
set

8.3

If th
deg

If th

8.3

Thg
(se
INIT]
cau
(i.e
INIT]

1)

a)

b)

2.3.2.3 Write the pattern to the specified logical sectors

2.4 Status Reporting

e SCT Command returns an error in respanse to writing the SCT Command/Status log, then table 172
cribes the error return.

e SCT Command returns an erroriin’response to writing the SCT Data log, then:

2.5 SEGMENT INITIALIZED bit

SCT Write Same-command may change the SEGMENT INITIALIZED bit in the SCT Status response

1) set the EXTENDED STATUS CODE field to FFFFh (see table 173);
2) setthe NUMBER OF PAGES REMAINING field (see 8.2.4.2) to the number of log pages remaining;
and
3) return command completion without error for the command that wrote to the SGT, Data Trapsfer
log.

le the device is writing the pattern data to the specified logical sectors, if the key page FUNCTION CODE figld is
to 0101h, 0102h, or 0103h, then:

if writing to any of the specified logical sectors fails, the device shall:

1) abort processing for the SCT Write Same command;

2) set the EXTENDED STATUS CODE field to 0014h (see table 173);'and

3) return command completion for the command that wrote to.the SCT Command/Status log or th
SCT Data Transfer log, indicating the failure (see 8.1.1)/f the SCT Write Same command;

and

if all specified logical blocks are written without error, the{device shall:

1) set the EXTENDED STATUS CODE field to 0000h (seetable 173); and

2) return command completion without error for the: command that wrote to the SCT Command/Status
log or the SCT Data Transfer log, indicating(the success (see 8.1.1) of the SCT Write Same
command.

()

if the error is in responseitg'a SMART read log or write log command, then table 178 describes the ¢rror;
or
if the error is in response to a GPL read log or write log command, then table 179 describes the errpr;

b table 184). {fthe SCT Write Same command writes all of the user data without error, the SEGMENT
IALIZED bit-shall be set to one. A write to any user addressable logical sector on the device, except a wrile
sed by anether SCT Write Same command with the START field and the FILL COUNT field cleared to zero
, an. SET Write Same command causing the device to write to all logical sectors), shall cause the SEGMENT
IAEIZED bit to be cleared to zero. Reallocations as a result of reading data, either in the foreground or

bad

karound -—shall not clearthe SECMENT INITIALIZED Wit
“grodRe—SHarRot+-crea—t S NN o
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8.3.2.6 SCT Write Same key page

Table 188 defines the format of the key page that is written to the SCT Command/Status log (see 8.1.1) for the
SCT Write Same command.

Table 188 — SCT Write Same command key page

Word Field Value Description
0 ACTION CODE 0002h SCT Write Same command
1 FUNCTION CODE 0000h Reserved

0001h Repeat write pattern in the background (see 8.3.2.3.1.1)
using the PATTERN field

0002h Repeat write data sector in the background
(see 8.3.2.3.1.2) using one logical sector sized pattérn
data sent by the host

0003h Repeat write data sector in the background
(see 8.3.2.3.1.2) using one or more logicalsector sized
pattern data sent by the host
0004h..0100h |Reserved

0101h Repeat write pattern in the foreground (see 8.3.2.3.2.1)
using the PATTERN field

0102h Repeat write data sector in'the foreground
(see 8.3.2.3.2.2) using.one’logical sector sized pattern
data sent by the host

0103h Repeat write data sector in the foreground
(see 8.3.2.3.22) Using one or more logical sector sized
pattern datasent by the host

0104h..FFFFh |Reserved
2.5 START QWord First logical sector to write (see 8.3.2.1)
63:48 Reserved
47:0 First LBA
6.9 FILL COUNT QWord Number of logical sectors to write (see 8.3.2.1)

10..11 PATTERN DWord If the function code is 0001h or 0101h, this field contains
a 32 bit value used to create a logical sector sized data
pattern (see 8.3.2.2).

12..15 | PATTERN LENGTH QWord If the function code is 0003h or 0103h, this field contains
the number of logical sectors in the pattern sent by the
host (see 8.3.2.2).
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8.3.2.7 SCT Write Same command status response

Table 189 defines the format of the status response for writing the key page for the SCT Write Same command to
the SCT Command/Status log (see 8.1.1).

Table 189 — SCT Write Same command status response

Field Description

ERROR
Bit Description

7:5 N/A

D NUT FOUND ;.)Ii - SUU 635
N/A

ABORT bit — See 6.3.2

N/A

Obsolete

o =~ N W H»

COUNT | Reserved

LBA
Bit Description
27:24 Reserved

23:8 NUMBER OF PAGES REMAINING field:
If the key page FUNCTION CODE field (seeltable 188) was set to 0001h or 0101h, this
field shall be set to 0000h.

If the key page FUNCTION CODE field.was set to 0002h 0003h, 0102h, or 0103h, this
field shall be set to the number of.log pages the device expects for the pattern data.

7:0 Reserved

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0( Reserved

STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12
5:2 N/A
1 SENSE DATA AVAILABLE bit — See 6.2.10
0 ERROR bit — See 6.2.9
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8.3.3 SCT Error Recovery Control command

The SCT Error Recovery Control command sets time limits for read error recovery and write error recovery.

For commands that are not NCQ commands (see 4.14), these timers apply to command completion. For NCQ
commands if in-order data delivery is enabled, these timers begin counting when the device begins to process
the command, not when the command is sent to the device. These timers do not apply to streaming commands
(see 4.23) or to NCQ commands (see 4.14) if out-of-order data delivery is enabled.

Table 190 defines the format of an SCT Error Recovery Control command written to the SCT Command/Status
log (see 8.1.1).

Table 190 — SCT Error Recovery Control command

Word Field Value Description
0 ACTION CODE 0003h | SCT Error Recovery Control command
1 FUNCTION CODE 0000h | Reserved

0001h | Set New Value

0002h | Return Current Value
0003h..FFFFh | Reserved
2 SELECTION CODE 0000h | Reserved

0001h | Read Command Timer

0002h | Write Command Timer
0003h..FFFFh | Reserved

3 RECOVERY TIME LIMIT If the function code is 0001h, this field contains the
recovery time limit in 100 ms units (e.g., a value of 1 =100
ms, 2 = 200ms). The tolerance is vendor specific.

If the SELECTION COBDE field is set to 0001h, then:

a) the RECOVERY TIME LIMIT field specifies the upper limit of the amount of time a device shall processgs a
read command in total;

b) the device shall set the Read Command Jifmer to the value in the RECOVERY TIME LIMIT field; and

c) if the RECOVERY TIME LIMIT field is cleared to zero, the device shall perform all available error recovgry
procedures (i.e., the Read Command-Timer is disabled).

The device shall return command completion or stop processing the command and return an Uncorrectable Error
(sef 6.3.9) for the LBA that caused erref recovery to be invoked prior to Read Command Timer expiration.
Extended status code 0015h shauld be returned in the SCT Status data if the Read Command Timer expirg

2

NOTE 17 — A failed logicalsector may be recovered if the Recovery Time Limit is increased.

If the SELECTION CODE fieldis set to 0002h, then:

a) the RECOVERY-TIME LIMIT field specifies the upper limit of the amount of time a device shall processgs a
write command in total;

b) the deviCe shall set the Write Command Timer to the value in the RECOVERY TIME LIMIT field; and

c) if the’'RECOVERY TIME LIMIT field is cleared to zero, the device shall perform all available error recovgry
procedures (i.e., the Write Command Timer is disabled).

A large Write Command Timer value allows the device to use more available error recovery procedures. If the
Write Command Timer is about to expire, the device should attempt to reallocate the data before the Write
Command Timer expires. The EXTENDED STATUS CODE field should be set to 0015h (see table 173) in the SCT
Status data if the Write Command Timer expires. If the device is unable to complete data reallocation before the
Write Command Timer expires, the device fails the command when the Write Command Timer expires. If write
cache is enabled the operation of the Write Command Timer is vendor specific.



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

ISO/IEC 17760-103:2021 © ISO/IEC 2021 355

NOTE 18 — A host implementor should use the Write Command Timer with caution as a very small timer value
may cause a device to permanently reallocate good logical sectors as the result of temporary, external conditions
(e.g., induced vibration).

The EXTENDED STATUS CODE field shall be cleared when the next non-SCT command is processed by the device,
except when processing a read of the NCQ Command Error log (see A.14).

Read Command Timer value and Write Command Timer value are set to default values after processing a
power-on reset but may be altered by an SCT command at any time. A device shall not change these settings
while processing a hardware reset or a software reset.

Table 191 defines the format of the status response for a SCT Error Recovery Control command.

Table T9T — SCT Error Recovery Control command status response

Field Description

ERROR
Bit Description
7:5 N/A
4 ID NOT FOUND bit — See 6.3.5
N/A
ABORT bit — See 6.3.2
N/A
Obsolete

o =~ N W

COUNT | If the key page FUNCTION CODE field (see table 188)was set to 0002h, this is the requested
recovery limit (7:0). Otherwise, this field is reserved.

LBA
Bit Description
27:8 Reserved

7:0 If the key page FUNCTION cODE field was 0002h, this is the requested recovery lifit
(15:8). Otherwise, this field is reserved.

DEVICE
Bit Description

7 Obsolete

6, -N/A

5) Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATHS
Bit Description
7:6 Transport Dependent — See 6.2.12.
5:2 N/A
1 SENSE DATA AVAILABLE bit — See 6.2.10
0 ERROR bit — See 6.2.9
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8.3.4 SCT Feature Control command
8.3.4.1 SCT Feature Control command key page

The SCT Feature Control command reports and sets the state (i.e., enabled or disabled) of the features specified
by the command.

Table 192 defines the format of a SCT Feature Control command key page that is written to the SCT
Command/Status log (see 8.1.1)

Table 192 — SCT Feature Control command key page

Word Field Value Description
G ACUTIUN CUDUE GGO‘“I SCT Fcaiwc CUI IilUi bUIIIIIIdIId
1 FUNCTION CODE 0000h Reserved
0001h Set state and options flags for a feature
0002h Return the current state of a feature

0003h Return feature option flags
0004h..FFFFh | Reserved
FEATURE CODE See table 193

3 STATE Feature Code dependent value
OPTION FLAGS See 8.3.4.2
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If the FUNCTION CODE field is set to 0001h, the processing performed by the SCT Feature Control command is
defined in table 193 based on the contents of the FEATURE CODE field and the STATE field.

Table 193 — Feature Code list

FEATURE
CODE STATE
field field State definition
0000h Reserved
0001h 0001h |[The SET FEATURES command (see 7.45) shall determine the state of the volatile write
cache (see 7.45.7). This is the default value (see 8.3.4.2) for feature code 0001h.
0U00Zh = Volatile write cache shall be enabled
0003h @ | Volatile write cache shall be disabled
D002h | 0001h ° | Volatile Write Cache Reordering shall be enabled (i.e., disk write scheduling may be
reordered by the device), regardless of the enabled or disabled state of the, volatile wWrite
cache. This is the default value (see 8.3.4.2) for feature code 0002h.
0002h P | Volatile Write Cache Reordering shall be disabled, and disk write s¢heduling is
processed on a first-in-first-out (FIFO) basis, regardless of the efiabled or disabled s{ate
of the volatile write cache.
DO03h 0000h |Reserved
0001h.. | Set the INTERVAL FIELD in the HDA Temperature Histony table (see 8.3.5.2) to the larger
FFFFh |of:
a) the value in the STATE field; or
b) the contents of the SAMPLE PERIOD field in"the HDA Temperature History tablg.
Clear the HDA Temperature History table as described in 8.3.5.2.2. For feature code
0003h, the default value (see 8.3.4.2) is.the value in the SAMPLE PERIOD field in the
HDA Temperature History table (see®.3:5.2).
Q004h.. Reserved for Serial ATA
DO05h
Qoo06h.. Reserved
CFFFh
O0O0h.. Vendor Specific
FFFFh
Volatile write cache shall be set to.the specified state, and any attempt to change the volatile write caghe
settings using a SET FEATURES command shall not result in an error and shall not change the
operational state of the volatile write cache. The VOLATILE WRITE CACHE ENABLED bit (see A.11.6.2.4) shall
reflect the current operational state of the volatile write cache (i.e., if set to one, the volatile write cachg is
enabled, and if clearéd to zero, the volatile write cache is disabled).
If volatile write cache is disabled, then the current volatile Write Cache Reordering state has no effectjon
writes. The state of volatile Write Cache Reordering has no effect on NCQ commands (see 4.14).
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8.3.4.2 Options Flags
The Options Flags shown in table 194 are associated with each Feature Code (see 8.3.4.1). Options Flags are:

a) setto the value in the OPTIONS FLAGS field in the SCT Feature Control key page (see 8.3.4.1) if the key
page FUNCTION CODE field is set to 0001h; and

b) returned in the SCT Feature Control status response (see 8.3.4.3) if the key page FUNCTION CONTROL
field is set to 0003h.

Table 194 — Options Flags for each Feature Code

Bit Name Description
15:1 Reserved
0| FEATURE STATE 0 = specifies that the associated feature state reverts to the
VOLATILITY bit default value (see table 193) or to the last non-volatile

setting if the device processes a hardware reset

1 = specifies that the associated feature state is preserved
across all resets (e.g., power-on resets)
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8.3.4.3 SCT Feature Control command status response

Table 195 defines the format of the status response for a SCT Feature Control command.

Table 195 — SCT Feature Control command status response

Field

Description

ERROR

Bit
7:5

Description
N/A
ID NOT FOUND bit — See 6.3.5

o = N O

N/A

ABORT bit — See 6.3.2
N/A

Obsolete

COUNT

If the key page FUNCTION CODE field (see table 188) was set to 0002h, this field contains the
Feature State (7:0) associated with the Feature Code specified in the key. page.

If the key page FUNCTION CODE field was set to 0003h, this field contains the Option Flags (7:(

associated with the Feature Code specified in the key page.
Otherwise, this field is reserved.

LBA

Bit
27:8
7:0

Description
Reserved

If the key page FUNCTION CODE field\(see table 188) was set to 0002h, this field
contains the Feature State (15:8):associated with the Feature Code specified in
key page.

If the key page FUNCTION CODE field was set to 0003h, this field contains the Opt
Flags (15:8) associated with the Feature Code specified in the key page.
Otherwise, this field is\reserved.

DEVICE

Bit

Description

7 Obsolete

N/A

5-0Obsolete
4) Transport Dependent — See 6.2.12

Reserved

STATUS

Bit
7:6

Description
Transport Dependent — See 6.2.12

5:2

N/A
SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9
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The SCT Data Table command reads the specified data table.

Table 196 defines the format of an SCT Data Table command key page that is written to the SCT
Command/Status log (see 8.1.1).Table 197 defines the contents of the TABLE ID field.

Table 196 — SCT Data Table command

Word Field Value Description
ACTION CODE 0005h SCT Data Table command
FUNCTION CODE 0000h Reserved
0001h Read Table
0002h..FFFFh |Reserved

TABLE ID

Word

See table 197

Talle 197 defines the contents of the TABLE ID field.

Table 197 — TABLE ID field

Code Description

0000h Invalid

0001h Reserved

0002h HDA Temperature History table (in degrees Celsius)— See 8.3.5.2

DO03h-0004h

Reserved for Serial ATA

(0005h-CFFFh

Reserved

[DOOOh-FFFFh

Vendor Specific
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8.3.5.2 HDA Temperature History table
8.3.5.2.1 Table content

361

Table 198 defines the contents of the HDA Temperature History table. The HDA Temperature History table shall
be preserved during the processing of all power events and reset events.

Table 198 — HDA Temperature History table (part 1 of 2)

Offset Type [size]

Field

Description

0.1 Word

FORMAT
VERSION

0002h — Data table format version

o
do

Werd

SAMDLINC
OV TS

PERIOD

The devicachall samnla ite HDA tamnaratiir
HRe-GeVHEeEe-Srar-Sarpre ST —teperatdif

sensor once per sampling period, in minutes.

This is how often the device samples its
temperature sensor. This period takes
precedence over new read operations or wri
operations, but does not interrupt operations
process.

The sampling period may be smaller than th
timer interval betweenl’entries in the history
queue.

A value of 0000hinthis field indicates that
sampling is disabled.

in

W

4.5 Word

INTERVAL

The timer interval between entries, in minute
the historyrqueue. The default value of this fie
vendor specific. This value should not be les
than the sampling period.

s, in
Idis

6 Byte

MAX OP LIMIT

The maximum recommended continuous
operating temperature 2. This is a fixed value
is a two’s complement number that allows a

range from -127°C to +127°C to be indicated.

80h is an invalid value.

and

7 Byte

OVER LIMIT

The maximum temperature limit. Operating t
device above this temperature may cause
physical damage to the device 2. This is a fix
value and is a two’s complement number tha
allows a range from -127°C to +127°C to be
indicated. 80h is an invalid value.

8 Byte

MIN OP LIMIT

The minimum recommended continuous
operating limit @. This is a fixed value and is
two’s complement number that allows a rang
from -127°C to +127°C to be indicated. 80h
invalid value.

e
S an

)

o

These values-should take into account the accuracy of the temperature sensor. The placement, accura
and granularity of temperature sensors to support table 198 are vendor specific.

When the device powers up, a new entry is made in the history queue with a value of 80h (i.e., an inva
termperature value) to indicate the discontinuity in temperature resulting from the device being turned o
the device does not sample temperatures during a certain power mode (e.g., Sleep or Standby)

CY,

id
ff. If

(see 4.15.4), then a value of 80h is entered into the history queue to indicate that temperature sensing has

resumed.

¢ The process of clearing the HDA Temperature History table is defined in 8.3.5.2.2.
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Table 198 — HDA Temperature History table (part 2 of 2)

Offset Type [size] Field Description

9 Byte UNDER LIMIT | The minimum temperature limit. Operating the
device below this temperature may cause
physical damage to the device 2. This is a fixed
value and is a two’s complement number that
allows a range from -127°C to +127°C to be
indicated. 80h is an invalid value.

10..29 Byte [20] Reserved

30..31 Word CB_SIZE The number of entries in the CB field. This
number shall be in the range of 128..478.

32..33 Word CB_INDEX | The last updated entry in the CB field. €BLinfex

is zero-based (e.g., CB_index 0000h'is - the first
entry in the CB field). The most reeent
temperature entry is at offset CB.index + 34

3#..(CB_size + 33) Byte [CB_size] CB This is a circular buffer of HDA Temperature
values. Other device activities (e.g., data
transfer), take priority over writing this data t
non-volatile storage. These are two'’s
complement numbefts that allow a range from
-127°C to +127°C to be indicated. A value of|80h
indicates an-initial value or a discontinuity in
temperatare recording.

The time between samples may vary becauge
commands shall not be interrupted to take a
sample. The sampling period is the minimuny
time between samples b,
If the host changes the logging interval with the
FEATURE STATE VOLATILITY bit cleared to zero
(see 8.3.4.2), then the interval between entrigs in
the queue may not be consistent between power
cycles with no indication to the host.

O

(dB_size + 34)..511 Byte Reserved |Shall be zero.
[512 — CB_size='34]

These values should take into acceunt the accuracy of the temperature sensor. The placement, accuragy,
and granularity of temperaturésensors to support table 198 are vendor specific.
When the device powers up;ya new entry is made in the history queue with a value of 80h (i.e., an invalid
temperature value) to indicate the discontinuity in temperature resulting from the device being turned off. If
the device does not sample temperatures during a certain power mode (e.g., Sleep or Standby)
(see 4.15.4), then-avalue of 80h is entered into the history queue to indicate that temperature sensing|has
resumed.

The processofclearing the HDA Temperature History table is defined in 8.3.5.2.2.

8.3]5.2.2 Clearing the HDA Temperature History table

Whien thelHDA Temperature History table is cleared (e.g., at the time of manufacture or after changing the
corfténts of the INTERVAL field):

a) the cB_INDEX field shall be cleared to zero;
b) the first queue location shall be set to the current temperature value;
c) all remaining queue locations shall be set to 80h (i.e., an invalid temperature value).

Clearing the HDA Temperature History table shall not change the contents of the:

a) SAMPLE PERIOD field;
b) MAX OP LIMIT field;
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C) OVER LIMIT field;
d) MIN oP LIMIT field; and
€) UNDER LIMIT field.

8.3.5.3 SCT Data Table command status response

Table 199 defines the format of the status response for an SCT Data Table command.

Table 199 — SCT Data Table command status response

Field

Description

ERROR

ID NOT FOUND bit — See 6.3.5
N/A

ABORT bit — See 6.3.2

N/A

Obsolete

COUNT

Reserved

LBA

Bit
27:24
23:8

7:0

Description
Reserved

If the key page TABLE ID field (see table 196) was set to 0002h, this field shall be
to 0001h (i.e., number of pages requested). Otherwise this field is reserved.

Reserved.

set

DEVICE

Bit

Description
Obsolete
N/A
Obsolete

4 Transport Dependent — See 6.2.12

Reserved

STATUS

Bit
7:6
5:2

Description

Transport Dependent — See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10

ERROR bit=—See 6279
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9 Normal and Error Outputs

9.1

Overview

The commands listed in clause 7 each have subclauses labeled Normal Outputs and Error Outputs. Subclauses
9.2 and 9.3 document the return data format for all the commands described in clause 7. Each command in

clause 7 may provide additional information about a normal or error output, however, all the information specified
in clause 9 shall also apply to the command.

The references preceding each table indicate each command that generates the output in the table.

9.2

Normal Outputs

The
Tah

tables in this subclause (i.e., 9.2) specify the Normal Outputs a command returns.
le 200 specifies the normal outputs for the commands defined in 7.10, 7.12, 7.13, 7.14, 7.19, 7.21;,7.26,

7.3p,7.37,7.38,7.39,7.40,7.41,7.42,7.45,7.45.20.2.3, 7.45.20.3.3, 7.45.20.4.4, 7.45.20.5.3, 746,77 .47,
7.4B.2,7.48.3,7.48.4,7.48.6,7.48.7,7.48.9,7.49,7.50, 7.56, 7.58, 7.64, 7.67, and 7.71.

Table 200 — Generic Normal Output (No LBA Return Value) for Normal Qutput

.28,

Field Description

ERROR | N/A

COUNT | N/A

LBA | N/A

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transpert Dependent — See 6.2.12

5 DEVICE'FAULT bit — See 6.2.7
N/A
Transport Dependent — See 6.2.12
N/A or ALIGNMENT ERROR bit — See 6.2.2
SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9

O = N((Ww_BH
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Table 201 specifies the normal outputs for the commands defined in 7.7 and 7.8.

Table 201 — Download Microcode Normal Output

Field Description

ERROR | N/A

COUNT | If Download with offsets and save microcode for immediate and future use was specified (see 7.7),
then this field contains a value as specified in table 36. Otherwise, this field is N/A.

LBA [ N/A
UEVILE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
STATUS

Bit Description
7:6 Transport Dependent — See 6.2.12
5 DEVICE FAULT bit — See 6.2.7
N/A
Transport Dependent — See 6.2.42
N/A or ALIGNMENT ERROR bit-~Sée 6.2.2
SENSE DATA AVAILABLE bit <\See 6.2.10
ERROR bit — See 6.2.9

o =~ N W b
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Table 202 specifies the normal outputs for the commands defined in 7.3.

Table 202 — Check Power Mode Normal Output (part 1 of 2)

021

Field

Description

ERROR

N/A

COUNT

Value
00h

Description
Device is in the:

01h

02h..3Fh
40h..41h
42h..7Fh

80h

81h

82h

83h

84h..FEh
FFh

3\ DAADCb m P A4 A 4 il Dot 4 P A O\ 4
d)  TIVic.oldlupy Sdilt (SCT . 10.9) dllU UIC LML 1CalUlc SCL (SCTC .9) 15 TIU|

enabled; or
b) PM2:Standby state, the EPC feature set is enabled, and the devicé is'in
Standby_z power condition (see 4.9.2).

Device is in the PM2:Standby state, the EPC feature set is enabled, and the devi
in the Standby_y power condition (see 4.9.2).

Reserved
Obsolete
Reserved

Device is in the
a) PM1:ldle state (see 4.15.4) and EPC featyre set is not supported; or
b) PM1:ldle state and EPC feature set is supported and the EPC feature sg
disabled.

Device is in the PM1:ldle state, the EPC. feature set is enable, and the device is ir
Idle_a power condition (see 4.9.2).

Device is in the PM1:ldle state, thelEPC feature set is enabled, and the device i
the Idle_b power condition (se€’4.9.2).

Device is in the PM1:ldle state, the EPC feature set is enabled, and the device i
the Idle_c power condition*(see 4.9.2).

Reserved
Device is in the.PMO:Active state or PM1:ldle state.

the

Ce is

tis

the

n

n
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Table 202 — Check Power Mode Normal Output (part 2 of 2)

Field

Description

LBA

If the LOW POWER STANDBY SUPPORTED bit is set to one (see A.11.5.2.36), then this field is as
described in this table. Otherwise this field is N/A.

Bit Description

27:20 Device is waiting to enter a lower power condition:

Value
00h

Description
Standby_z

01h
02h..80h
81h
82h
83h
84h..FEh
FFh

Standby_y

Reserved

Idle_a

Idle b

Idle_c

Reserved

Device is not waiting to enter adower power condition

19 Device is held in the current power condition

18:0 Reserved

DEVICE

Bit Description
7 Obsolete
6 N/A
5 Obsolete

4 Transport Dependent — See 6.2.12

3:0 Reserved

STATUS

Bit Description

7:6 Transport Dependent — See 6.2.12
5 DEVICE FAULT bit — See 6.2.7

N/A

Transport Dependent — See 6.2.12

SENSE DATA AVAILABLE bit — See 6.2.10

4
3
2 N/A
1
0

ERROR bit — See 6.2.9
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Table 203 specifies the normal outputs for the commands defined in 7.4, 7.30, and 7.69.

Table 203 — Stream Normal Output

o =~ N W H

Field Description
ERROR | N/A
COUNT | Reserved
LBA | Reserved
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12

STREAM ERROR bit — See 6.2.11

N/A

Transport Dependent — See 6.2.12

N/A or ALIGNMENT ERROR bit — See*6.2.2
SENSE DATA AVAILABLE bit — S€e 6.2.10
ERROR bit — See 6.2.9
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Table 204 specifies the normal outputs for the commands defined in 7.6, 7.9, 7.12, and 7.28.

369

Table 204 — Device Signatures for Normal Output

Field Description
ERROR | Diagnostic Results — The diagnostic code as described in table 39 is returned.
This field shall be reserved for the DEVICE RESET command (see 7.6). For the READ
SECTOR(S) command (see 7.28), the IDENTIFY DEVICE command (see 7.12), and the
EXECUTE DEVICE DIAGNOSTIC command (see 7.9), bit 2 of this field (i.e., the ABORT bit
(see 6.3.2)) shall be set to one and the remaining bits are N/A.
COUNT
ATA ATAPI Reserved | Reserved
Bits device @ device? | for SATA? | for SATA 2 | Obsolete 2
COUNT field (7:0) 01h 01h 01h 01h N/A
LBA LBA field (27:24) | Reserved | Reserved | Reserved | Reserved ~|-/Reserved
LBA field (23:16) 00h EBh C3h 96h AAh
LBA field (15:8) 00h 14h 3Ch 69h CEh
LBA field (7:0) 01h 01h 01h 01h N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent - See 6.2.12
3:0 Reserved
STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12

o =~ N . »

DEVICE FAULT bit — See 6.2.7

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10

For ATAPI devices, the CHECK CONDITION bit — See 6.2.4

For ATA devices, shall be cleared to zero

8Values not specified in one of these columns are reserved.



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

370

ISO/IEC 17760-103:2021 © ISO/IEC 2021

Table 205 specifies the normal outputs for the commands defined in 7.15.

Table 205 — IDLE Unload Normal Output

o =~ N W b

DEVICE FAULT bit — See 6.2.7

N/A

Transport Dependent+'See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10

ERROR bit —See 6.2.9

Field Description
ERROR | N/A
COUNT | N/A
LBA
Bit Description
27:8 N/A
7:0 C4h
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12
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Table 206 specifies the normal outputs for the commands defined in 7.18.6.

Table 206 — ATAPI Normal Output

Field Description
ERROR | N/A
INTERRUPT
REASON Bit Description
7:2 Obsolete

1 INPUT/OUTPUT bit — See 6.4.3
0 COMMAND/DATA bit — See 6.4.2

LBA
Bit Description
27:24 N/A
23:8 BYTE COUNT field — See 7.16.5 and 7.16.6
7:0 N/A

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See:6.2.12
3:0 Reserved

STATUS
Bit Description

Transport Dependent — See 6.2.12

N/A

Obsolete

Transport Dependent — See 6.2.12

N/A

SENSE DATA AVAILABLE bit — See 6.2.10

ERROR bit — See 6.2.9. Shall be cleared to zero

o =~ VMVw R o~
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Table 207 specifies the normal outputs for the commands defined in 7.48.5.

Table 207 — SMART Off-Line Immediate Normal Output

O =2 (N W b

DEVICE FAULT bit — See 6.2.7

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10

ERROR bit — See 6.2.9

Field Description
ERROR | N/A
COUNT | N/A
LBA
Bit Description
27:24 N/A
23:8
Value Description
C24Fh The subcommand specified a captive self-test that has.completed
without error.
All Other The subcommand specified an off-line routine including an off-line
Values self-test routine.
7:0 N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2,12
3:0 Reserved
STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12
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Table 208 specifies the normal outputs for the commands defined in 7.48.8.

Table 208 — SMART Return Status Normal Output

Field

Description

ERROR | N/A

COUNT | N/A

LBA
Bit

Description

27:24
23:8

7:0

N/A

Value Description

C24Fh The subcommand specified a captive self-test that has.completed
without error.

2CF4h The device has detected a threshold exceeded,condition

All Other Undefined
Values

N/A

DEVICE
Bit

Description

7 Obsolete

N/A

5 Obsolete

Transport Dependent — See 6.2.12
Reserved

STATUS
Bit
7:6

O = N((Ww_BH»

Description

Transpert Dependent — See 6.2.12
DEVICE FAULT bit — See 6.2.7

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9
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Table 209 specifies the normal outputs for the commands defined in 7.2.2,7.2.3,7.2.4, 7.5, 7.11, 7.22, 7.24,
7.27,7.29,7.33,7.43,7.52,7.54, 7.59, 7.60, 7.62, 7.65, 7.66, and 7.68.

Table 209 — Generic Extended Normal Output

Field Description

ERROR | Reserved

COUNT | Reserved

LBA | Reserved

UEVILE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12

5 DEVICE FAULT bit — See 6.2.7
N/A
Transport Dependent — See 6.2.42
N/A or ALIGNMENT ERROR bit-~Sée 6.2.2
SENSE DATA AVAILABLE bit <\See 6.2.10
ERROR bit — See 6.2.9

o =~ N W b
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Table 210 specifies the normal outputs for the commands defined in 7.23.4, 7.43.4 and 7.61.4.

Table 210 — NCQ Command Acceptance Normal Output

Field

Description

ERROR | Shall be cleared to zero

COUNT | N/A

LBA | N/A

DEVICE

Bit
7:4
3:.0

Description
N/A
Reserved

STATUS
Bit
7:6

o =~ N W H

Description

Transport Dependent — See 6.2.12
DEVICE FAULT bit — See 6.2.7

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9
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Table 211 specifies the normal outputs for the commands defined in 7.23.5 and 7.61.5.

Table 211 — NCQ Normal Output

Bit
310

Field Description
SATA | Transport Dependent
STATUS
ERROR | Shall be cleared to zero
STATUS
Bit—Description
7:6 Transport Dependent — See 6.2.12
5 DEVICE FAULT bit — See 6.2.7
4 N/A
3 Transport Dependent — See 6.2.12
2 N/A or ALIGNMENT ERROR bit — See 6.2.2
1 SENSE DATA AVAILABLE bit — See 6.2.10
0 ERROR bit — See 6.2.9
SACTIVE

Description
Transport dependent completion indicator
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Table 212 specifies the normal outputs for the commands defined in 7.35.

Table 212 — REQUEST SENSE DATA EXT Normal Output

Field Description

ERROR | Reserved

COUNT | Reserved

LBA
Bit Description

47:24 Vendor Specific
23:20 Reserved
19:16 SENSE KEY field (see 7.35.4)
15:8 ADDITIONAL SENSE CODE field (see 7.35.4)
7:0 ADDITIONAL SENSE CODE QUALIFIER field (see 7.35.4)

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transport Dependent='See 6.2.12
5:2 Reserved
1 SENSE DATA AVAILABLE bit — See 6.2.10
0 ERROR bit —~See 6.2.9
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Table 213 specifies the normal outputs for the GET NATIVE MAX ADDRESS command defined in 7.2.2.

Table 213 — GET NATIVE MAX ADDRESS EXT Normal Output

o =~ N W

DEVICE FAULT bit — See 6.2.7

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9

Field Description
ERROR | Reserved
COUNT | Reserved
LBA | Maximum LBA
DEVICE
Bit Description
7:4 N/A
3:0 Reserved
STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12
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Table 214 specifies the normal outputs for the commands defined in 7.36.

Table 214 — Sanitize Device Normal Output

Field Description
ERROR | Reserved
COUNT
Bit Description
15 SANITIZE OPERATION COMPLETED WITHOUT ERROR bit — the contents of the Sanitize
UPCTAUUIT CUITIPICIEU VVIUITUUL LTTUT Valut€ (SCTC . 17.0)
14 1 = the device is in the SD2: Sanitize Operation In Progress state (see 4.179.4)
0 = the device is not in the SD2: Sanitize Operation In Progress state
13 1 =the device is in the SD1: Sanitize Frozen state (see 4.17.9.3)
0 = the device is not in the SD1: Sanitize Frozen state
12 SANITIZE ANTIFREEZE bit — the contents of the Sanitize Antifreezé-value (see 4.1718)
11:0 Reserved
LBA
Bit Description
47:16 Reserved
15:0 SANITIZE PROGRESS INDICATION field — Thig value indicates the fraction complete ¢f
the sanitize operation while the devices in the SD2: Sanitize Operation In Prog:ress
state (see 4.17.9.4). The value is a.numerator that has 65 536 (1_0000h) as its
denominator. This value shall be.sef'to FFFFh if the device is not in the SD2: Sanjtize
Operation In Progress state (i.e;, a sanitize operation is not in process).
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12
5 DEVICE FAULT bit — See 6.2.7
4 N/A
3—FransportDependent—See-6-242
2 N/A
1 SENSE DATA AVAILABLE bit — See 6.2.10
0 ERROR bit — See 6.2.9
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9.3 Error Outputs

The tables in this subclause (i.e., 9.3) specify the Error Outputs a command returns. References to these tables
are found in clause 7.

If the Sense Data Reporting feature set is enabled and there is sense data available, then the ERROR field shall
be set to 7Fh and the ERROR bit in the STATUS field shall be set to one. If the Sense Data Reporting feature set
has been enabled with the SENSE DATA ENABLED bit.set to one (see 7.45.18), then the device notifies the host of
additional information by setting the SENSE DATA AVAILABLE bit to one in the STATUS field.
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Table 215 specifies the error outputs for the commands defined in 7.1.9.

Table 215 — Unsupported Command Error

Field Description
ERROR
Bit Description
7:3 N/A
2 ABORT bit — See 6.3.2
1:0 N/A
COUNT | N/A
LBA [ N/A
DEVICE
Bit Description
7:4 N/A
3:0 Reserved
STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12
5:2 N/A

SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9
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Table 216 specifies the error outputs for the command defined in 7.3.

Table 216 — Check Power Mode Abort Error

SENSE DATA AVAILABLE bit — See 6.2.10

ERROR bit — Sgg,6.2.9

Field Description
ERROR
Bit Description
7:3 N/A
2 ABORT bit — See 6.3.2
T.0 N/A
COUNT | N/A
LBA [ N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
STATUS
Bit Description
7:6 Transport Dependent — See:6:2:12
5 DEVICE FAULT bit — See 6.2.7
4:2 N/A
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Table 217 specifies the error outputs for the commands defined in 7.2.2, 7.2.4, 7.14, 7.15, 7.35, 7.38, 7.40,
7.43.4,7.45.5,7.45.20.2.4,7.45.20.3.4,7.45.20.4.5,7.45.20.5.4,7.46,7.47,7.48.2, 7.48.3,7.48.4,7.48.8, 7.49,
7.50, and 7.71.

Table 217 — Generic Abort wo/ICRC Error

Field Description

ERROR
Bit Description
73 N/A

2 ABORT bit — See 6.3.2
1:0 N/A

COUNT | N/A

LBA | N/A

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transport Dependent =(See 6.2.12

5 DEVICE FAULT bit — See 6.2.7
N/A
Transport Dependent — See 6.2.12
N/A
SENSE)DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9

SO =~ N W b
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Table 218 specifies the error outputs for the commands defined in 7.7, 7.12.6, 7.13, 7.19, 7.37, 7.39, 7.41, 7.42,
7.43.4, and 7.56.

Table 218 — Generic Abort Error

Field Description

ERROR
Bit Description

INTERFACE CRC bit — See 6.3.7
NFA

ABORT bit — See 6.3.2
N/A

P

o N b~

COUNT | N/A

LBA | N/A

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transport Dependent <~See 6.2.12

5 DEVICE FAULT bit =See 6.2.7
N/A
Transport Dependent — See 6.2.12
N/A
SENSE/DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9

O =~ N W b
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Table 219 specifies the error outputs for the commands defined in 7.52 and 7.54.

Table 219 — Trusted Abort Error

Field Description

ERROR
Bit Description

7 INTERFACE CRC bit — See 6.3.7
6:3 N/A

2 ABORT bit — See 6.3.2
1:0 N/A

COUNT | Reserved

LBA | Reserved

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transport Dependent — Sge 6.2.12

5 DEVICE FAULT bit — See 6.2.7
N/A
Transport Dependent — See 6.2.12
N/A
SENSE:DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9

o =~ N W b
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Table 220 specifies the error outputs for the commands defined in 7.4.

Table 220 — Configure Stream Error

SO =~ N W b

STREAM ERROR bit — See 6.2.11

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA-AVAILABLE bit — See 6.2.10
ERROR:hit — See 6.2.9

Field Description
ERROR
Bit Description
7:3 N/A
2 ABORT bit — See 6.3.2
1:0 N/A
COUNT | Reserved
LBA | Reserved
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
STATUS
Bit Description
7:6 Transport Dependent — See:6.2.12
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Table 221 specifies the error outputs for the commands defined in 7.10.

Table 221 — Flush Cache Error

Field Description
ERROR
Bit Description
7:3 N/A
2 ABORT bit — See 6.3.2
1:0 N/A
COUNT | N/A
LBA | LBA of First Unrecoverable Error (see 6.8.2)
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
STATUS

Bit Description
7:6 Transport Dependent — See:6.2.12
5 DEVICE FAULT bit — See 6;2.7
N/A
Transport Dependent — See 6.2.12
N/A
SENSE DATA-AVAILABLE bit — See 6.2.10
ERROR:hit — See 6.2.9

O =~ N W b
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Table 222 specifies the error outputs for the commands defined in 7.11.

Table 222 — Flush Cache Ext Error

Field

Description

ERROR

Bit
7:3
2

Description
N/A
ABORT bit — See 6.3.2

1:0

N/A

COUNT

Reserved

LBA

LBA of First Unrecoverable Error (see 6.8.2)

DEVICE

Bit
7
6
5

Description
Obsolete
N/A
Obsolete

4 Transport Dependent — See 6.2.12

3:0

Reserved

STATUS

Bit
7:6

O =~ N W b

Description

Transport Dependent — See:6.2.12
DEVICE FAULT bit — See 6;2;7

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA-AVAILABLE bit — See 6.2.10
ERROR:hit — See 6.2.9
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Table 223 specifies the error outputs for the commands defined in 7.22.

Table 223 — Read DMA Ext Error

Field

Description

ERROR

Bit

Description
INTERFACE CRC bit — See 6.3.7
UNCORRECTABLE ERROR bit — See 6.3.9

SN w M oo N

Obsolete

ID NOT FOUND bit — See 6.3.5
Obsolete

ABORT bit — See 6.3.2
Obsolete

COUNT

Reserved

LBA

LBA of First Unrecoverable Error (see 6.8.2)

DEVICE

Bit
7
6
5

Description
Obsolete
N/A
Obsolete

4 Transport Dependent — See 6.2.12

3:0

Reserved

STATUS

Bit
7:6

o AN W b

Description

Transport Dependent — See 6.2.12
DEVICE FAULT bit — See 6.2.7

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9
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Table 224 specifies the error outputs for the commands defined in 7.24.

Table 224 — Read Log Ext Error

Field

Description

ERROR

Bit
7

Description
INTERFACE CRC bit — See 6.3.7

UNCORRECTABLE ERROR bit — See 6.3.9

O =~ N W b O O

N/A

ID NOT FOUND bit — See 6.3.5
N/A

ABORT bit — See 6.3.2

N/A

Obsolete

COUNT

Reserved

LBA

Reserved

DEVICE

Bit
7
6

Description
Obsolete
N/A

5 Obsolete

Transport Dependent — See:6.2.12
Reserved

STATUS

Bit
7:6

o = NYVWwW &

Description

Transport Dependent — See 6.2.12
DEVICE-EAULT bit — See 6.2.7

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10

ERROR bit — See 6.2.9
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Table 225 specifies the error outputs for the commands defined in 7.21, 7.26, 7.28, and 7.32.

Table 225 — Read PIO Error

Field Description

ERROR
Bit Description

INTERFACE CRC bit — See 6.3.7
UNCORRECTABLE ERROR bit — See 6.3.9

Obsolete

ID NOT FOUND bit — See 6.3.5
Obsolete

ABORT bit — See 6.3.2
Obsolete

SN w M oo N

COUNT | N/A

LBA | LBA of First Unrecoverable Error (see 6.8.2)

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12

5 DEVICE FAULT bit — See 6.2.7
N/A
Transport Dependent — See 6.2.12
N/A
SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9

o AN W b
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Table 226 specifies the error outputs for the commands defined in 7.30.

Table 226 — Read Stream Error

Field Description
ERROR
Bit Description
7 INTERFACE CRC bit — See 6.3.7
6 UNCORRECTABLE ERROR bit — See 6.3.9
5 Obsolete
4 1D NOT FOUND bit — See 6.3.5
3 Obsolete
2 ABORT bit — See 6.3.2
1 Obsolete
0 COMMAND COMPLETION TIME OUT bit — See 6.3.3
COUNT | Length of stream error — number of contiguous logical sectors containing potentially bad data
beginning with the LBA indicated in the LBA field.
LBA | LBA of the lowest numbered unrecoverable error
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See 6.2.12
3:0 Reserved
STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12
5 STREAM ERROR bit — See 6.2.11
4-BEFERRED WRITE ERROR bit — See 6.2.6
3) Transport Dependent — See 6.2.12
2 N/A
1 SENSE DATA AVAILABLE bit — See 6.2.10
0 ERROR bit — See 6.2.9
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Table 227 specifies the error outputs for the commands defined in 7.48.9.

Table 227 — Write Log Error

Field Description

ERROR
Bit Description

INTERFACE CRC bit — See 6.3.7
N/A

ID NOT FOUND bit — See 6.3.5
N/A

ABORT bit — See 6.3.2

N/A

Obsolete

o =~ N w NN

COUNT | N/A

LBA | N/A

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12

5 DEVICE FAULT bit — See 6.2.7
N/A
Transport Dependent — See 6.2.12
N/A
SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9

o AN W b
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Table 228 specifies the error outputs for the commands defined in 7.5 and 7.62.

Table 228 — Write Log Ext Error or Data Set Management Error

Field

Description

ERROR

Bit

Description
INTERFACE CRC bit — See 6.3.7
N/A

o =~ N w NN

ID NOT FOUND bit — See 6.3.5
N/A

ABORT bit — See 6.3.2

N/A

Obsolete

COUNT

Reserved

LBA

Reserved

DEVICE

Bit
7
6
5

Description
Obsolete
N/A
Obsolete

4 Transport Dependent — See 6.2.12

3:0

Reserved

STATUS

Bit
7:6

o AN W b

Description

Transport Dependent — See 6.2.12
DEVICE FAULT bit — See 6.2.7

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10

ERROR bit — See 6.2.9
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Table 229 specifies the error outputs for the commands defined in 7.48.5.

Table 229 — SMART Error

oSO =~ N W I

SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9

Field Description
ERROR
Bit Description
7:5 N/A
4 1D NOT FOUND bit — See 6.3.5
3 N/A
2 ABORT bit — See 6.3.2
1 N/A
0 Obsolete
COUNT | Reserved
LBA
Bit Description
27:24 N/A
23:8
Value Description
C24Fh Subcommand specified a captive self-test and some error other thgn a
self-test routine failure oceurred (i.e., if the sub-command is not
supported or field valueS are invalid)
2CF4h The subcommand specified a captive self-test routine that has failef
during processing;
All Other The subcommand specified an off-line routine including an off-line
Values self-test routine.
7:0 N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Opbsolete
4( Transport Dependent — See 6.2.12
3:0” Reserved
STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12.
5 DEVICE FAULT bit — See 6.2.7
N/A
Transport Dependent — See 6.2.12.
N/A
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Table 230 — Write Extended Error

Field

Description

ERROR

Bit

Description
INTERFACE CRC bit — See 6.3.7
Obsolete.

o =~ N w NN

ID NOT FOUND bit — See 6.3.5
Obsolete

ABORT bit — See 6.3.2
Obsolete

N/A

COUNT

Reserved

LBA

LBA of First Unrecoverable Error (see 6.8.2)

DEVICE

Bit
7
6
5

Description
Obsolete
N/A
Obsolete

4 Transport Dependent — See 6.2.12

3:0

Reserved

STATUS

Bit
7:6

o AN W b

Description

Transport Dependent — See 6.2.12
DEVICE FAULT bit — See 6.2.7

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9
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Table 231 specifies the error outputs for the commands defined in 7.69.

Table 231 — Write Stream Error

Field Description
ERROR

Bit Description
7 INTERFACE CRC bit — See 6.3.7

6:5 Obsolete
4 ID NOT FOUND bit — See 6.3.5
3 Obsolete
2 ABORT bit — See 6.3.2
1 Obsolete
0 COMMAND COMPLETION TIME OUT bit — See 6.3.3

COUNT | Length of stream error — number of contiguous logical sectors contaiping‘potentially bad data
beginning with the LBA indicated in the LBA field.

LBA | LBA of the lowest numbered unrecoverable error

DEVICE
Bit

Description

7 Obsolete

N/A

5 Obsolete
4 Transport Dependent — See 6:2/12

Reserved

STATUS
Bit
7:6

O =~ N W b

Description

Transport Dependent — See 6.2.12
STREAM\ERROR bit — See 6.2.11
DEFERRED WRITE ERROR bit — See 6.2.6
Transport Dependent — See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9.
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Table 232 — NOP Error

Field

Description

ERROR

Bit
7:3
2

Description
N/A
ABORT bit — See 6.3.2

1:0

N/A

COUNT

Initial Value

LBA

Initial Value

DEVICE

Bit
7
6
5

Description
Obsolete
N/A
Obsolete

4 Transport Dependent — See 6.2.12

3:0

Reserved

STATUS

Bit
7:6

O =~ N W b

Description

Transport Dependent — See:6.2.12
DEVICE FAULT bit — See 6;2;7

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA-AVAILABLE bit — See 6.2.10
ERROR:hit — See 6.2.9
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Table 233 specifies the error outputs for the commands defined in 7.18.

Table 233 — PACKET command Error

Field Description

ERROR

Bit Description

7:4 Sense Key — See 6.3.8
3 N/A

2 ABORT bit — See 6.3.2
1 END OF MEDIA bit — See 6.3.4
0 ILLEGAL LENGTH INDICATOR bit — See 6.3.6
INTERRUPT
REASON Bit Description
7:2 Obsolete
1 Input/Output — See 6.4.3. Shall be set to one
0 Command/Data — See 6.4.2. Shall be set to one
LBA [ N/A
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent='See 6.2.12
3:0 Reserved
STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12
5( N/A
4’ Obsolete.
3 Transport Dependent — See 6.2.12
2 N/A
1 SENSE DATA AVAILABLE bit — See 6.2.10
0 CHECK CONDITION bit — See 6.2.4
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Table 234 specifies the error outputs for the commands defined in 7.48.6 and 7.48.7.

Table 234 — SMART Read Log/SMART Read Data Error

Field

Description

ERROR

Bit

Description
INTERFACE CRC bit — See 6.3.7

UNCORRECTABLE ERROR bit — See 6.3.9

O =~ N W b O O N

N/A

ID NOT FOUND bit — See 6.3.5
N/A

ABORT bit — See 6.3.2

N/A

Obsolete

COUNT

N/A

LBA

N/A

DEVICE

Bit

Description
Obsolete
N/A

5 Obsolete

Transport Dependent — See:6.2.12
Reserved

STATUS

Bit
7:6

o = NYVWwW &

Description

Transport Dependent — See 6.2.12
DEVICE-EAULT bit — See 6.2.7

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10

ERROR bit — See 6.2.9
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Table 235 specifies the error outputs for the commands defined in 7.27, 7.29 and 7.33.

Table 235 — Read PIO Extended Error

Field Description
ERROR
Bit Description
7 INTERFACE CRC bit — See 6.3.7
6 UNCORRECTABLE ERROR bit — See 6.3.9.
5 N/A
4 ID NOT FOUND bit — See 6.3.5
3 N/A
2 ABORT bit — See 6.3.2
1 N/A
0 Obsolete
COUNT | Reserved
LBA | LBA of First Unrecoverable Error (see 6.8.2)
DEVICE
Bit Description
7 Obsolete
6 N/A
5 Obsolete
4 Transport Dependent — See:6.2.12
3:0 Reserved
STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12
5 DEVICE-EAULT bit — See 6.2.7
4 N/A
3( Transport Dependent — See 6.2.12
2" N/A
1 SENSE DATA AVAILABLE bit — See 6.2.10
0 ERROR bit — See 6.2.9
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Table 236 specifies the error outputs for the command defined in 7.2.3.

Table 236 — SET ACCESSIBLE MAX ADDRESS EXT Error

Field

Description

ERROR

Bit
7:5

Description
N/A
ID NOT FOUND bit — See 6.3.5

o = N O

N/A

ABORT bit — See 6.3.2
N/A

Obsolete

COUNT

Reserved

LBA

Reserved

DEVICE

Bit

Description

7 Obsolete

N/A

Obsolete

Transport Dependent — See 6.2.12
Reserved

STATUS

Bit
7:6

D\V'= N W B

Description

Transport Dependent — See 6.2.12
DEVICE FAULT.Dit— See 6.2.7

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10

ERROR bit — See 6.2.9
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Table 237 specifies the error outputs for the commands defined in 7.64 and 7.67.

Table 237 — Write Error

Field Description

ERROR
Bit Description

INTERFACE CRC bit — See 6.3.7
Obsolete

ID NOT FOUND bit — See 6.3.5
Obsolete

ABORT bit — See 6.3.2
Obsolete

N/A

o =~ N w NN

COUNT | N/A

LBA | LBA of First Unrecoverable Error (see 6.8.2)

DEVICE
Bit Description

7 Obsolete

6 N/A

5 Obsolete

4 Transport Dependent — See 6.2.12
3:0 Reserved

STATUS
Bit Description
7:6 Transport Dependent — See 6.2.12

5 DEVICE FAULT bit — See 6.2.7
N/A
Transport Dependent — See 6.2.12
N/A
SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — See 6.2.9

o AN W b
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Table 238 specifies the error outputs for the commands defined in 7.58.

Table 238 — Write DMA Error

Field

Description

ERROR

Description
INTERFACE CRC bit — See 6.3.7
Obsolete

ID NOT FOUND bit — See 6.3.5
Obsolete

ABORT bit — See 6.3.2
Obsolete

COUNT

N/A

LBA

LBA of First Unrecoverable Error (see 6.8.2)

DEVICE

Bit

Description

7 Obsolete

N/A

Obsolete

Transport Dependent — See 6.2.12
Reserved

STATUS

Bit
7:6

D\V'= N W B

Description

Transport Dependent — See 6.2.12
DEVICE FAULT.Dit— See 6.2.7

N/A

Transport Dependent — See 6.2.12
N/A

SENSE DATA AVAILABLE bit — See 6.2.10

ERROR bit — See 6.2.9
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Table 239 specifies the error outputs for the commands defined in 7.23.6 and 7.61.6.

Table 239 — NCQ Command Acceptance Error

Field Description

ERROR
Bit Description
7 INTERFACE CRC bit — See 6.3.7

6:3 N/A
2 ABORT bit — See 6.3.2

1:0 N/A

COUNT | N/A

LBA [ N/A

DEVICE
Bit Description
7:4 N/A
3:0 Reserved

STATUS

Bit Description
7:6 Transport Dependent — See 6.2.12
5 DEVICE FAULT bit — See 6.2.7
N/A
Transport Dependent — Sge 6.2.12
N/A
SENSE DATA AVAILABLE bit — See 6.2.10
ERROR bit — S€e6.2.9

o =~ N W b
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Table 240 specifies the error outputs for the commands defined in 7.61.6.

Table 240 — NCQ Write Command Aborted Error

Field Description
SATA | Transport Dependent
STATUS
ERROR
Bit Description
7 INTERFAULE URU ILJIt = SUC 637
6:5 Obsolete
4 1D NOT FOUND bit — See 6.3.5
3 Obsolete
2 ABORT bit — See 6.3.2
1:0 Obsolete
STATUS
Bit Description
7 Shall be cleared to zero
6 Transport Dependent — See 6.2.12
5 DEVICE FAULT bit — See 6.2.7
4 N/A
3 Shall be cleared to zero.
2 N/A
1 SENSE DATA AVAILABLE bit =\See 6.2.10
0 ERROR bit — See 6.2.9
SACTIVE
Bit Description
31:0 Transport dependent completion indicator
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Table 241 specifies the error outputs for the commands defined in 7.23.6.

Table 241 — NCQ Read Command Aborted Error

Field Description

SATA | Transport Dependent
STATUS

ERROR
Bi

=3

Description

i

INTERFAULE URU ILJIt = SU& 637
UNCORRECTABLE ERROR bit — See 6.3.9
Obsolete

ID NOT FOUND bit — See 6.3.5

Obsolete

ABORT bit — See 6.3.2

Obsolete

SN W M oo

STATUS
Bit Description

Shall be cleared to zero

Transport Dependent — See 6.2.12
DEVICE FAULT bit — See 6.2.7

N/A

Shall be cleared to zero.

N/A

SENSE DATA AVAILABLE\bit' — See 6.2.10

o = N W d» 00O N

ERROR bit — See 6:2.9

SACTIVE
Bit Description
31:0 Transport dependent completion indicator
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Table 242 specifies the error outputs for the commands defined in 7.36.

Table 242 — Sanitize Device Error

Field

Description

ERROR

Bit
73
2

Description
Reserved
ABORT bit — See 6.3.2

1:0

Reserved

COUNT

Reserved

LBA

Bit
47:8
7:0

Description

Reserved

SANITIZE DEVICE ERROR REASON field
Value Description

00h Reason not reported or sanitize device(cOmmand failed

01h Sanitize Command Unsuccessful — The sanitize operation completed with
physical sectors that are availableto be allocated for user data that were

not successfully sanitized.
02h Invalid or unsupported valtie in the Sanitize Device FEATURE field
03h Device is in the SD1: Sanitize Frozen state (see 4.17.9.3)

04h SANITIZE FREEZEZOCK command failed as a result of the Sanitize
Antifreeze Lock value (see 4.17.8) being set to one

05h..FFh Reserved

DEVICE

Bit

Description

Obsolete

N/A

Obselete

Transport Dependent — See 6.2.12
Reserved

STATUS

Bit
7:6

Description

Transport Dependent — See 6.2.12
DEVICE FAULT bit — See 6.2.7

N/A

o a-2.49
\ZT-TH

O =~ N ¢ b

Traonanaet sreandan
TarTSpuUrtoCpPTITacTITt ICTT

N/A

SENSE DATA AVAILABLE bit — See 6.2.10

ERROR bit — See 6.2.9
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Annex A
(normative)

Log Definitions

A.1 Overview

This annex (i.e., Annex A) provides a description of all logs. All logs are optional unless otherwise specified.
These logs are accessible via commands (see 7.24, 7.25, 7.48.7, 7.48.9, 7.62, 7.63). Table A.2 is a summary of

1 = o) ySuTl : 4  erdhrmryal o]
the PC 1UUS. TTIT TUNUWITTY CTTTIS dlIC d33ULIalcU WILIT TUYS.

a) name: the log name is a term that describes the data in the associated log;
b) address: each log name has an associated numeric value that is the log address; and
c) log page: each log is composed or one or more log pages and each page has a page number.

The LOG ADDRESS field is used by read log commands and write log commands to access a_specific log.
Tahle A.1 shows an example layout of logs. Data transfer associated with the SMART READ.\LOG command and
the|SMART WRITE LOG command starts from the first log page (i.e., log page numberizero). GPL feature get

(seg 4.11) commands allow the host to specify the starting log page number using the'PAGE NUMBER field.

Table A.1 — Example Log Structure

Log
Log Name | Address Log pages
Log Directory 00h log page 0 (the Log Difectory only has one 512-byte log
page)
Host Specific 80h Log page O (first:512-byte log page)

(see A.10) Log page 1 (second 512-byte log page)

Log page 15 (last 512-byte log page)

Host Specific 81h Log'page O (first 512-byte log page)

Log page 1 (second 512-byte log page)

Log page 15 (last 512-byte log page)

Host Specific 9Fh Log page O (first 512-byte log page)

Log page 1 (second 512-byte log page)

Log page 15 (last 512-byte log page)
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Table A.2 — Log address definition (part 1 of 2)

Log Address Log Name Feature Set R/W Access
00h Log directory, see A.2 and A.3 none RO GPL,SL
01h Summary SMART Error log, see A.21 SMART RO sSL@
02h Comprehensive SMART Error log, see A.4 SMART RO sL@
03h E;(;e':.c;ed Comprehensive SMART Error log, SMART RO GPLb
B84k Device-Statistics—see-A5 RORE RO SR SL
05h Reserved for CFA
06h SMART Self-Test log, see A.20 SMART RO S
07h Extended SMART Self-Test log, see A.9 SMART RO GPLP
08h Power Conditions, see A.8 EPC RO GP|P
09h Selective Self-Test log, see A.19 SMART R/W sie
O0Ah Device Statistics Notification, see A.25 DSN R/W GPLP
0Bh Reserved for CFA
0Ch Reserved
0Dh LPS Mis-alignment log, see A.13 LPS RO GPL,SL

OEh..OFh Reserved
10h NCQ Command Error log, see A.14 NCQ RO GPLP
11h SATA Phy Event Counters log, see A.16 none RO GPLP
12h f:g’ﬁ.l;l?Q Queue Management log, NCQ RO GpL b
13h SATA NCQ Send and Receive log, see A.18 NCQ RO GPLP
14h..17h Reserved for Serial ATA
18h Reserved
19h LBA Status, see A.12 none RO GPLP
1Ah..20h Reserved
20h Obsolete
21h Write StreamrError log, see A.22 Streaming RO GPLP
22h Read Stream Error log, see A.15 Streaming RO GPLP
23h Obsolete
Key -
RO - Log'is’read only.
R/W —<10g is read or written.
VS Log is vendor specific thus read/write ability is vendor specific.
GPRL — General Purpose Logging
SL — SMART Logging
The-device-shaltreturrcommand-abortedHf-a-GPHfeature-set{see4-t+Hcommand-accessesatog-that

is marked only with SL.

is marked only with GPL.

The device shall return command aborted if a SMART feature set (see 4.19) command accesses a log that
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Table A.2 — Log address definition (part 2 of 2)

RO - Log is read only.

R/W — Log is read or written.
VS - Log is vendor specific thus read/write ability is vendor specific.
GPL - General Purpose Logging
SL — SMART Logging

Log Address Log Name Feature Set R/W Access
24h ggerrigt?l?ewce Internal Status Data log, none RO GPLP
25h ?:g/?zaewce Internal Status Data log, none RO GPLb

26h..2Fh Reserved
30h IDENTIFY DEVICE data, see A.11 none RO GPL, SL
31h..7Fh Reserved
80h..9Fh Host Specific, see A.10 SMART R/W GPL,SL
AOh..DFh Device Vendor Specific, see A.6 SMART VS GPL,SL
EOh SCT Command/Status, see 8.1 SCT R/W GPL,SL
E1h SCT Data Transfer, see 8.1 SCT RAWV. GPL,SL
E2h..FFh Reserved
Kay -

o

g The device shall return command aborted if a GPL feature set (se€4.11) command accesses a log tha
is marked only with SL.
The device shall return command aborted if a SMART feature 'set (see 4.19) command accesses a log
is marked only with GPL.

t

that



https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

412 ISO/IEC 17760-103:2021 © ISO/IEC 2021

A.2 General Purpose Log Directory (GPL Log Address 00h)

The contents of the General Purpose Log Directory shall only change after the device processes a:

Tab

a) power-on reset;

b) hardware reset;

c) DOWNLOAD MICROCODE command (see 7.7); or
d) DOWNLOAD MICROCODE DMA command (see 7.8).

le A.3 defines the 255 words contained in the General Purpose Log Directory.

Table A.3 — General Purpose Log Directory

A.

The

Tah
one

Word Description

General Purpose Logging Version @

Number of log pages at log address 01h

Number of log pages at log address 02h

Number of log pages at log address 03h

AW IN|=~|O

Number of log pages at log address 04h

128 | Number of log pages at log address 86h

129 | Number of log pages at log address-81h

255 | Number of log pages at log'address FFh
8 This word shall be set to 0004

8 SMART Log Directory (SMART Logging Log Address 00h)

contents of the SMART Log Directory shall only change after the device processes a:

a) power-on reset;

b) hardware reset;

c) DOWNLOAD MICROCODE, command (see 7.7); or
d) DOWNLOAD MICROCQDE DMA command (see 7.8).

le A.4 defines the 512-bytes-that make up the SMART Log Directory. The SMART Log Directory is defing
log page.

Table A.4 — SMART Log Directory

Offset Description
0..1| SMART Logging Version (word)

Number of log pages at log address 1

Reserved

Number of log pages at log address 2

Al Hlfw|DN

Reserved

510 | Number of log pages at log address 255
511 |Reserved

d as
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The value of the SMART Logging Version word shall be 0001h if the device supports multi-block SMART logs.

If the device does not support multi-block SMART logs, then log address 00h is defined as reserved.

A.4 Comprehensive SMART Error log (Log Address 02h)

A.4.1 Overview

Table A.5 defines the format of each of the log pages that are part of the Comprehensive SMART Error log. The
Comprehenswe SMART Error log prowdes Iogglng for 28 bit addressmg only. For 48 blt addressmg see A.7.
- S eyver

thap 51 log pages The comprehenswe error log data structures

a) shall include Uncorrectable errors;

b) shall include ID Not Found errors for which the LBA requested was valid;
¢) shall include servo errors;

d) shall include write fault errors; and

e) other error conditions.

Comprehensive SMART Error log data structures shall not include errors attributed to'the receipt of faulty
cormmands (e.g., command codes not supported by the device or requests with invalid parameters or invalig
LBASs).

Table A.5 — Comprehensive SMART Error, fog

Offset First Log Page b Subsequent Log Pages
0| SMART error log version Resefved
1| Error log index Reserved
2..91 | First error log data structure Data structure 5n @+1

92..181 | Second error log data structure™ | Data structure 5n @+2

182..271 | Third error log data structure Data structure 5n 2+3

272..361 | Fourth error log data _structure Data structure 5n @+4

362..451 | Fifth error log data structure Data structure 5n @+5
452..453 | Device error-count Reserved
454..510 | Reserved Reserved

511 | Data(structure checksum Data structure checksum

@ nis the n" log-page within the log.

b The first logpage is numbered zero.

A.4.2 SMART error log version
The value ofthe SMART error log version byte shall be set to 01h.

A.4.3 Error log index

The error Tog index indicates the error log data structure representing the most recent error. Tf there have been no
error log entries, then the error log index shall be cleared to zero. Valid values for the error log index are zero to
255.
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The error log is a circular buffer (i.e., when the last supported error log block has been filled, the next error shall
create an error log data structure that replaces the first error log data structure in log page zero. The next error

after that shall create an error log data structure that replaces the second error log data structure, etc.).

The device may support from two to 51 error log blocks.

The error log index indicates the most recent error log data structure. Unused error log data structures shall be
filled with zeros.

The content of the error log data structure entries is defined in A.21.4.

A.4’5 Device error count

The

A.4.6 Data structure checksum

The

Al

A.9.1 Overview

The
The

Se¢ table A.6 for a list of defined log pages. Each supported log'page shall consist of a log page header that
ollowed by device statistics (see table A.7). If the REVISION NUMBER field in the log page header is 0000h,
log page is not supported. All log page data following-the last device statistic for that log page is reserv

be
tha

If a

Device Error Count field is defined in A.21.5.

data structure checksum is defined in A.7.6.

b Device Statistics log (Log Address 04h)

Device Statistics log contains statistics about the device.

number of log pages may be greater than one.

N unsupported log page is requested, then 512 bytes of all zeros shall be returned for that log page.

Table A.6 — Defined Device Statistics log pages

Log page

Description

00h

List of supported log pages (see A.5.2)

0th

General Statistics (see A.5.4)

02h

Free Fall Statistics (see A.5.3)

03h

Rotating Media Statistics (see A.5.6)

04h

General Errors Statistics (see A.5.5)

05h

Temperature Statistics (see A.5.8)

06h

Transport Statistics (see A.5.9)

07h

Solid State Device Statistics (see A.5.7)

08h..FFh

Reserved

may
then
bd.
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Each device statistic shall be one QWord in length and have the format shown in table A.7.

Table A.7 — Device Statistic format

Bits

Description

63:56

DEVICE STATISTICS FLAGS field (see table A.8)

55:0

The device statistic's value that is comprised of one
to 56 bits with the least significant bit in bit zero

Table A.8 — DEVICE STATISTIC FLAGS field
Bit Field FIV Description
63 DEVICE F |1 = This device statistic is supported (i.e., the other bits in the DEVICE
STATISTIC STATISTICS FLAGS field contain valid information).
SUPPORTED 0 = This device statistic is not supported (i.e., the other bits\in the DEVICE
STATISTICS FLAGS field and the device statistic's value\(see table A.7)
are N/A).
62 VALID V |1 = The device statistic's value (see table A.7) is valid for this device statisfic.
VALUE 0 = The device statistic's value is not valid forthis device statistic (e.g., it iS
numerically not accurate or it is not able.to be retrieved by normal meahns).
The VALID VALUE bit may be set to one or. cleared to zero independent of
the initialization of the device statistic'svalue unless stated otherwise.
61| NORMALIZED | F | This device statistic may use a pormalization algorithm.
STATISTIC 1 = The device statistic's value (see table A.7) contains a normalized valug.
0 = The device statistic's value is not normalized.
60| STATISTIC F |1 = This device statistic-supports device statistics notification (see A.25).
SUPPORTS 0 = This device statistic’does not support device statistics notification.
DSN
59| MONITORED V |1 = The monitored condition set for this device statistic is met (see A.25).
CONDITION 0 = The monitered condition set for this device statistic is not met.
MET
58..56| Reserved
Key:
F/V — Fixed/variable content
F — The content of thefield is fixed and does not change.
V — The contentsef the field is variable and may change depending on the state of the device
or the commands processed by the device.
Thip standard describes the following for each statistic:
a) aname;
b) thelocation (i.e., byte offset from the beginning of the Device Statistics log page);
¢) «adescription of the meaning of the statistic, when and how the value changes, and whether the statistic
is volatile;
—adefinition-of-bits-within-the—vatue-fiete:
e) an optional normalization algorithm;
f) update criteria;
g) the measurement units;
h) initialization information;

[ —
~ ~

if the statistic supports Device Statistic Notifications (see A.25); and
if a monitored condition for this statistic has been met (see A.25).
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The following update criteria apply to all supported statistics unless explicitly stated otherwise:

A.5

The
deqd
Ge

a) a set of all statistics shall reside in a non-volatile location;

b) the device may maintain a set of current statistics that is volatile. The current statistics may differ from

those saved in non-volatile locations;
c) unless otherwise stated, if a device statistic's value (see table A.7) that increments reaches its
maximum, then the device statistic's value shall remain at the maximum,;

d) for the Device Statistics log pages read, the device shall save all statistics whose values have changed

to a non-volatile location when the device processes a command to read the Device Statistics log;

e) the device shall save all statistics whose values have changed to a non-volatile location before entering
PM2:Standby state (see 4.15.4) or any power management state (see 4.15.4) where the media is not

accessible to the host;

T)_ there may be a statistic update umer that periodically causes a statsiic 10 be copied o a non-volatl
location (i.e., update interval);
g) while the device is in the PM3:Sleep state (see 4.15.4):
A) the current statistics shall not be updated to the non-volatile locations;
B) the associated statistic update timers shall not continue operation; and
C) the device shall not exit PM3:Sleep state to update the non-volatile statistics;
h) while the device is in the PM2:Standby state (see 4.15.4):
A) the current statistics may be saved to the non-volatile locations;
B) if the statistics are saved to the non-volatile locations, then the associated statistic update time
shall be re-initialized and shall continue operation while in the PM2:Standby state;
C) if the statistics are not saved to the non-volatile locations, then the associated statistic update ti
shall not continue operation while in the PM2:Standby state; and
D) the device shall not exit PM2:Standby state to update the non-velatile statistics;
and
i)  while the device is in the PMO:Active state (see 4.15.4) or PM1:Idle state (see 4.15.4), if the statisti
update timer expires and:
A) a statistic value has not changed, then the device:shall:
a) save the statistic to a non-volatile location;and
b) re-initialize the associated statistic updatertimer;
or
B) a statistic’s value has changed and:
a) a command is not being processed, then the device shall save the updated statistic
non-volatile location and re-initialize the associated statistic update timer; or
b) acommand is being processed, then the device:

A) should save the updated statistic to a non-volatile location during command processing
if the statistic is saved, then the device server shall re-initialize the associated st3
update timer;and

B) shall, beforesprocessing the next command, save the updated statistic to a non-vqg
locationand’re-initialize the associated statistic update timer.

.2 List of Supported-Device Statistics log pages (log page 00h)

List of Supported Device Statistics log pages contains a list of the supported Device Statistics log page

e

ners

S

T

—

o a
, and
tistic

latile

5 as

cribed in tablglA.9. If the Device Statistics log is supported and any Device Statistics log page other than the
neral Statics'log page (see A.5.4) is supported, then this Device Statistics log page shall be implemented.
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Entries shall be in order of ascending log page humber. Every log page for which there is at least one supported
statistic shall be listed.

Table A.9 — List of supported Device Statistics log pages

Offset Type Description
0..7| QWord | Device Statistics Information Header

Bit Description
63:24 Reserved
23:16 LOG PAGE NUMBER field, shall be set to 00h
15:0 REVISION NUMBER field (Word), shall be set to 0001h
Byte | Number of entries (n) in the following list

Byte |Log page number of first supported Device Statistics log page (00h)

10| Byte |Log page number of second supported Device Statistics log page

n+8| Byte |Log page number of nth supported Device Statistics log page
n+9..511 Reserved

A.5.3 Free Fall Statistics (log page 02h)

A.5.3.1 Overview

The Free Fall Statistics log page contains free-fall information as.described in table A.10.
The Free Fall statistics are as follows:

a) Device Statistics Information Header;
b) Number of Free-Fall Events Detected; and
c) Overlimit Shock Events.
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Table A.10 — Free Fall Statistics

Offset Type Description

0..7| QWord | Device Statistics Information Header

Bit Description
63:24 Reserved

23:16 LOG PAGE NUMBER field, shall be set to 02h
15:0 REVISION NUMBER field (Word), shall be set to 0001h

8..15| QWord | Number of Free-Fall Events Detected

Bit Description

55:32 Reserved

63:56 DEVICE STATISTICS FLAGS field (see table A.8)

31:0 Number of Free-Fall Events Detected (DWord)

16..23| QWord | Overlimit Shock Events

Bit Description

55:32 Reserved

63:56 DEVICE STATISTICS FLAGS field (see table'A.8)

31:0 Number of shock events detected where the magnitude
of the event exceeds the maximum rating of the device (DWord)

24.511| Byte |[Reserved

A.5.3.2 Device Statistics Information Header

Deyice Statistics Information Header indicates the format of the structure (see table A.10) for this log page.

A.5.3.3 Number of Free-Fall Events Detected

A.5.3.3.1 Description

The Number of Free-Fall Events Detected statistic is a counter that records the number of free-fall events
detpcted by the device. This statistic is incremented by one for each free-fall event detected.

A.§5.3.3.2 Update Interval
One¢ hour.
A.5.3.3.3 Measurement Units

Evénts.

A.q.3.3.4 Initialization

This statistic shall be cleared to zero at the time of manufacture.
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A.5.3.4 Overlimit Shock Events

A.5.3.4.1 Description

The Overlimit Shock Events statistic is a counter that records the number of shock events detected by the device
with the magnitude higher than the maximum rating of the device. This statistic is incremented by one for each
event detected.

A.5.3.4.2 Update Interval

One hour.

A.5.3.4.3 Measurement Units

Events.

A.5.3.4.4 Initialization

This statistic shall be cleared to zero at the time of manufacture.
A.5.4 General Statistics (log page 01h)

A.5.4.1 Overview

The General Statistics log page contains general information about the device as described in table A.11.
The General Statistics statistics are as follows:

a) Device Statistics Information Header;
b) Lifetime Power-on Resets;

c) Power-on Hours;

d) Logical Sectors Written;

e) Number of Write Commands;

f) Logical Sectors Read; and

g) Number of Read Commands.

Table A.11.— General Statistics (part 1 of 2)

Offset Type Description

0..7| QWord | Device Statistics Information Header

Bit Description
63:24 Reserved
23:16 LOG PAGE NUMBER field, shall be set to 01h
15:0 REVISION NUMBER field (Word), shall be set to 0001h
8..15| QWord |Lifetime Power-On Resets (see A.5.4.3)
Bit Description

o
w
)

6 DEVICE STATISTICS FLAGS field (see table A.8)

2R oo
Z— T\CSTTVvVCeU

an
¢

31:0 Number of times that the device has processed a Power-On Reset
event (DWord)
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Table A.11 — General Statistics (part 2 of 2)

Offset Type Description
16..23| QWord | Power-on Hours (see A.5.4.4)
Bit Description

63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:32 Reserved
31:0 Power-on Hours (DWord)

24..31| QWord |Logical Sectors Written (see A.5.4.5)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:48 Reserved
47:0 Logical Sectors Written

32..39| QWord | Number of Write Commands (see A.5.4.6)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:48 Reserved
47:0 Number of Write Commands

40..47 | QWord |Logical Sectors Read (see A.5.4.7)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:48 Reserved
47:0 Logical Sectors:Read

48..55| QWord | Number of Read Commandsi(see A.5.4.8)

Bit Description
63:56 DEVICESTATISTICS FLAGS field (see table A.8)
55:48 Reserved
47:0 “Number of Read Commands

56..63 | QWord | Date and.Time TimeStamp (see A.5.4.9)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:48 Reserved
47:0 Date and Time TimeStamp

64..5114 yByte |Reserved

A.5.4.2.Device Statistics Information Header

The Device Statistics Informafion Header indicates the format of the structure (see table A.17) for this Tog page.
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A.5.4.3 Lifetime Power-On Resets
A.5.4.3.1 Description

Lifetime Power-On Resets is a counter that records the number of times that the device has processed a
power-on reset.

A.5.4.3.2 Update Interval

Lifetime Power-On Resets is incremented by one after processing each Power-On Reset and the device is
capable of recording this statistic.

A.5.4.3.3 Measurement Units

Events.

A.5.4.3.4 Initialization

This statistic shall be cleared to zero at the time of manufacture.
A.5.4.4 Power-on Hours

A.5.4.4.1 Description

The Power-on Hours statistic is a value that records the amount of time that the device has been operationg
sin¢e the device was manufactured. The device:

a) shall increment this statistic while it is in PMO:Active state(see 4.15.4);

b) shall increment this statistic while it is in PM1:1dle state (see 4.15.4);

c) should increment this statistic while it is in the PM2;Standby state (see 4.15.4); and
d) shall not increment this statistic while it is in PM3iSleep state (see 4.15.4).

Thip statistic is incremented in a volatile location with a resolution of one minute or less. This volatile value
acdumulated into a non-volatile location per the update interval.

[

A.5.4.4.2 Update Interval

Ong hour.

A.5.4.4.3 Measurement Units

Hodrrs.

A.5.4.4.4 Initialization

This statistic shalhbe’cleared to zero at the time of manufacture.
A.5.4.5 Logical Sectors Written

A.5.4.5:1 Description

The Logical Sectors Written statistic is a value that records the number of logical sectors received from the host.
This statistic is incremented by one for each logical sector that was received from the host without an error.

A.5.4.5.2 Update Interval

One hour.
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A.5.4.5.3 Measurement Units

Logical sectors.

A.5.4.5.4 Initialization

This statistic shall be cleared to zero at the time of manufacture.

A.5.4.6 Number of Write Commands

A.5.4.6.1 Description

without an error. This statistic is incremented by one for each write command that returns command comple

wit

A.5

On

A.5

Eve

A.5

Thi

A.5

A.5

The

statistic is incremented by one for each logical sector that was sent to the host without an error.

A5
On
A5
Log
A5
Thi

A.5

Th1 Number of Write Commands statistic is the number of write commands that returned command complg

out an error.

.4.6.2 Update Interval

e hour.

.4.6.3 Measurement Units

nts.

.4.6.4 Initialization

5 statistic shall be cleared to zero at the time of manufacture.
.4.7 Logical Sectors Read

.4.7.1 Description

Logical Sectors Read statistic is a value that. records the number of logical sectors sent to the host. Th

.4.7.2 Update Interval

e hour.

.4.7.3 Measurement Units

ical sectors.

.4.7.4 Initialization

5 statistic shall'be cleared to zero at the time of manufacture.

.4.8 Number of Read Commands

A.5

.4.8.1 Description

tion
tion

The Number of Read Commands statistic is the number of read commands that returned command completion
without an error. This statistic is incremented by one for each read command that returns command completion
without an error.
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A.5.4.8.2 Update Interval

One hour.

A.5.4.8.3 Measurement Units

Events.

A.5.4.8.4 Initialization

This statistic shall be cleared to zero at the time of manufacture.

A.5

A.5

The

A.5

No

A.5

Mill

A.5

After each power-on reset, this statistic shall be set46 the value in the Power-on Hours statistic (see A.5.4.4

the

A.5

A.5

Ge
The

.4.9 Date and Time TimeStamp
.4.9.1 Description

Date and Time TimeStamp statistic is:

a) the TimeStamp set by the most recent SET DATE & TIME EXT command (see 7.44)plus the numb
milliseconds that have elapsed since that SET DATE & TIME EXT command was‘processed; or

b) a copy of the Power-on Hours statistic (see A.5.4.4) with the hours unit of measure changed to
milliseconds as described in A.5.4.9.4.

.4.9.2 Update Interval

ne.

.4.9.3 Measurement Units

seconds.

.4.9.4 Initialization

hours unit of measure changed to milliseconds.
.5 General Errors Statistics (log page 04h)
.5.1 Overview

neral Errors Statistics log page contains general error information about the device as described in table
General Errors Statistics'are as follows:

a) Device Statistics Information Header;
b) Number of Reported Uncorrectable Errors; and
c) Number'of-Resets Between Command Acceptance and Command Completion.

er of

with

A12.
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Table A.12 — General Error Statistics

Offset Type Description
0..7| QWord |Device Statistics Information Header
Bit Description
63:24 Reserved
23:16 LOG PAGE NUMBER field, shall be set to 04h
15:0 REVISION NUMBER field (Word), shall be set to 0001h
8..15| QWord | Number of Reported Uncorrectable Errors (see A.5.5.3)
Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:32 Reserved
31:0 Number of Reported Uncorrectable Errors (DWord)
16..23 | QWord | Number of Resets Between Command Acceptance and Command Completion
(see A.5.5.4)
Bit Description
63:56 DEVICE STATISTICS FLAGS field (see_table A.8)
55:32 Reserved
31:0 Number of Resets Between-Command Acceptance and Command
Completion (DWord)
24.511| Byte |[Reserved

A.5.5.2 Device Statistics Information Header

Deyice Statistics Information Header indicates the format of the structure (see table A.12) for this log page.

A.5.5.3 Number of Reported Uncorrectable-Errors

A.5.5.3.1 Description

Theg Number of Reported Uncorrectable Errors statistic is a counter that records the number of errors that a

repprted as an Uncorrectable-Error (see 6.3.9). This statistic shall be incremented by one for each event.

Ungorrectable errors that occur during background activity shall not be counted. Uncorrectable errors reporte

reafds to flagged uncorrectable (see 7.71.2) logical blocks should not be counted.

A.§5.5.3.2 Update Interval

One¢ hour.

A.9.5.3:3\Measurement Units

re

d by

Events:

A.5.5.3.4 Initialization

This statistic shall be cleared to zero at the time of manufacture.
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A.5.5.4 Number of Resets Between Command Acceptance and Command Completion

A.5.5.4.1 Description

The Number of Resets Between Command Acceptance and Command Completion statistic is a counter that
records the number of software reset or hardware reset events that occur while one or more commands have
been accepted by the device but have not reached command completion. This statistic shall be incremented by
one for each event.

A.5.5.4.2 Update Interval

One_haur

A.5.5.4.3 Measurement Units

Events.

A.5.5.4.4 Initialization

This statistic shall be cleared to zero at the time of manufacture.
A.5.6 Rotating Media Statistics (log page 03h)

A.5.6.1 Overview

The Rotating Media Statics log page contains device rotating media information as described in table A.13.
The¢ Rotating Media Statics statistics are as follows:

a) Device Statistics Information Header;

b) Spindle Motor Power-on Hours;

c) Head Flying Hours;

d) Head Loaded Events;

e) Number of Reallocated Logical Sectors;

f) Read Recovery Attempts;

g) Number of Mechanical Start Failures;

h) Number of Reallocation Candidaté.lLogical Sectors; and
i)  Number of High Priority Unload \Events.

Table A.13 — Rotating Media Statistics (part 1 of 2)

Offset Type Description

0..7| QWord~|.Device Statistics Information Header

Bit Description
63:24 Reserved
23:16 LOG PAGE NUMBER field, shall be set to 03h
15:0 REVISION NUMBER field (Word), shall be set to 0001h

o.. 10| QWord [ Spindle Violor Fower-on Hours (see A.0.0.9)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:32 Reserved
31:0 Spindle Motor Power-on Hours (DWord)
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Table A.13 — Rotating Media Statistics (part 2 of 2)

Offset Type Description

16..23| QWord |Head Flying Hours (see A.5.6.4)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:32 Reserved
31:0 Head Flying Hours (DWord)

24.31| QWord |Head Load Events (see A.5.6.5)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:32 Reserved
31:0 Head Load Events (DWord)

32..39| QWord | Number of Reallocated Logical Sectors (see A.5.6.6)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:32 Reserved
31:0 Number of Reallocated Logical Sectors (DWord)

40..47 | QWord |Read Recovery Attempts (see A.5.6.7)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:32 Reserved
31:0 Read Recovery-Attempts (DWord)

48..55| QWord | Number of Mechanical Start.Failures (see A.5.6.8)

Bit Description
63:56 DEVICESTATISTICS FLAGS field (see table A.8)
55:32 _Reserved
31:0 “Number of Mechanical Start Failures (DWord)

56..63 | QWord | Number-of:Reallocation Candidate Logical Sectors (see A.5.6.9)
Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:32 Reserved
31:0 Number of Reallocation Candidate Logical Sectors (DWord)

64..72¢ QWord | Number of High Priority Unload Events (see A.5.6.10)
Bit Description

63:56 DEVICE STATISTICS FLAGS field (see table A.8)

55:32 Reserved
31:0 Number of High Priority Unload Events (DWord)

72..511| Byte [Reserved
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A.5.6.2 Device Statistics Information Header

Device Statistics Information Header indicates the format of the structure (see table A.13) for this log page.
A.5.6.3 Spindle Motor Power-on Hours

A.5.6.3.1 Description

The Spindle Motor Power-on Hours statistic is a value that records the amount of time that the spindle motor has
been powered on since the device was manufactured. This statistic is incremented in a volatile location with a

resolution of one minute or less. This volatile value is accumulated into a non-volatile location per the update
interval

A.5.6.3.2 Update Interval

Ong hour.

A.§5.6.3.3 Measurement Units

Hodrrs.

A.5.6.3.4 Initialization

This statistic shall be cleared to zero at the time of manufacture.
A.5.6.4 Head Flying Hours

A.5.6.4.1 Description

The Head Flying Hours statistic is a value that records number of hours that the device heads have been flying
ovdr the surface of the media since the device was manufactured. This statistic is incremented in a volatile
location with a resolution of one minute or less. This volatile value is accumulated into a non-volatile location per
the|update interval.

A.5.6.4.2 Update Interval

Ong hour.

A.5.6.4.3 Measurement Units

Hodrrs.

A.5.6.4.4 Initialization

This statistic shalhbe’cleared to zero at the time of manufacture.

A.5.6.5 Head Load Events

A.5.6.5:1 Description

The Head Load Events statistic is a value that records the number of head load events. A head load event is
defined as:

a) when the heads are loaded from the ramp to the media for a ramp load device; or
b) when the heads take off from the landing zone for a contact start stop device.

This statistic is incremented by one each time a head load event occurs.
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A.5.6.5.2 Update Interval
One hour.

A.5.6.5.3 Measurement Units
Events.

A.5.6.5.4 Initialization

This statistic shall be cleared to zero at the time of manufacture.

A.5.6.6 Number of Reallocated Logical Sectors

The Number of Reallocated Logical Sectors statistic is a counter that records the number of logical sectors [that
have been reallocated after device manufacture. This statistic shall incremented by one for each-logical segtor.

A.5.6.6.1 Update Interval

One hour.

A.5.6.6.2 Measurement Units

Logical sectors.

A.5.6.6.3 Initialization

This statistic shall be cleared to zero at the time of manufactures

A.5.6.7 Read Recovery Attempts

A.5.6.7.1 Description

Read Recovery Attempts is a counter that records the number of logical sectors that require three or more
attgmpts to read the data from the media for.€ach read command. This statistic shall be incremented by ong for
eagh logical sector that encounters a read:recovery attempt. These events may be caused by external
enyironmental conditions (e.g., operatingin a moving vehicle).

A.5.6.7.2 Update Interval

One hour.

A.5.6.7.3 MeasurementUnits

Events.

A.5.6.7.4 Initialization

Thip statistic shall be cleared to zero at the time of manufacture.

A.5.6.8 Number of Mechanical Start Failures
A.5.6.8.1 Description

The Number of Mechanical Start Failures statistic is a counter that records the number of mechanical start
failures after device manufacture. A mechanical start failure is a failure that prevents the device from achieving a
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normal operating condition. This statistic shall be incremented by one for each mechanical start failure event
encountered.

A.5.6.8.2 Update Interval

One hour.

A.5.6.8.3 Measurement Units

Events.

A.5
Thi
A.5
A.5
The
sedq
det
det
tha
ma

as

A.5
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6.8.4 Initializati

5 statistic shall be cleared to zero at the time of manufacture.
.6.9 Number of Reallocation Candidate Logical Sectors
.6.9.1 Description

number of Reallocation Candidate Logical Sectors statistic is a counter that records.the number of logi
tors that are candidates for reallocation. A reallocation candidate sector is a logical sector that the devicq
ermined may need to be reallocated. This statistic is incremented by one for.@ach logical sector that is
ermined to be a candidate for reallocation. The counter shall be decremented'by one for each logical se
is removed from the candidate sector list (e.g., by reallocation, repair, @r-transient condition). Logical se
'ked as pseudo uncorrectable (see 7.71) shall be considered reallocation candidates. Logical sectors mg
lagged uncorrectable (see 7.71) should not be considered reallogation candidates.
.6.9.2 Update Interval
e hour.
.6.9.3 Measurement Units

ical sectors.
.6.9.4 Initialization
5 statistic shall be initialized to zero-at the time of manufacture.
.6.10 Number of High Priority Unload Events
.6.10.1 Description

Number of High.Priority Load Events statistic is a value that records the number of emergency head urn
nts. An emergency head unload event is defined as:

a) whenthe heads are loaded from the ramp to the media for a ramp load device; or
b) when'the heads take off from the landing zone for a contact start stop device,

esponse to one of the following events:

Cal
has

Ctor

ctors
rked

load

b) unexpected power loss;
c) device initiated self-protection (e.g., Free-fall Control feature set (see 4.10)); or
d) other notification from the host (e.g. SATA pin P11, SATA Direct Head Unload (see SATA 3.1).

This statistic is incremented by one each time an high priority head unload event occurs.


https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

430 ISO/IEC 17760-103:2021 © ISO/IEC 2021
A.5.6.10.2 Update Interval
One hour.
A.5.6.10.3 Measurement Units
Events.
A.5.6.10.4 Initialization

This statistic shall be cleared to zero at the time of manufacture.

A.8.7 Solid State Device Statistics (log page 07h)
A.85.7.1 Overview

The Solid State Device Statistics log page contains solid state device information about the device as descnbed
in thble A.14.
The Solid State Device Statistics are as follows:

a) Device Statistics Information Header; and
b) Percentage Used Endurance Indicator.

Table A.14 — Solid State Device Statistics

Offset Type Description

0..7| QWord | Device Statistics Information Header

Bit Description
63:24 Reserved
23:16 LOG PAGE NUMBERfield, shall be set to 07h
15:0 REVISION NUMBER field (Word), shall be set to 0001h
8..15| QWord |Percentage Used Endurance Indicator (see A.5.7.3)
Bit Description

63:56 ,-DEVICE STATISTICS FLAGS field (see table A.8)
55:8 Reserved

7:0 Percentage Used Endurance Indicator (Byte)

16..511| Byte |Reserved

A.5.7.2 Device Statistics Information Header
Deyice Statisticsi{nformation Header indicates the format of the structure (see table A.14) for this log page.

A.§.7.3 Percentage Used Endurance Indicator

A.ﬁ.7.3.1 Description

The Percentage Used Endurance Indicator is an vendor specific estimate of the percentage of device life used
based on the actual device usage and the manufacturer's prediction of device life. A value of 100 indicates that
the estimated endurance of the device has been consumed, but may not indicate a device failure (e.g., minimum
power-off data retention capability reached for devices using NAND flash technology). The value is allowed to
exceed 100. The volatile value shall be updated once per power-on hour independent of the update interval
specified below. Percentages greater than 254 shall be represented as 255.
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A.5.7.3.2 Update Interval
One hour.

A.5.7.3.3 Measurement Units
Percent.

A.5.7.3.4 Initialization

This statistic shall be cleared to zero at the time of manufacture.

A.5.8 Temperature Statistics (log page 05h)
A.5.8.1 Overview

The¢ Temperature Statistics log page contains general information about the device as described in table A.
The value in the temperature field is a two’s complement integer in degrees Celsius.

The Temperature Statistics are as followed:

a) Device Statistics Information Header;

b) Current Temperature;

c) Average Short Term Temperature;

d) Average Long Term Temperature;

e) Highest Temperature;

f) Lowest Temperature;

g) Highest Average Short Term Temperature;
h) Lowest Average Short Term Temperature;
i) Highest Average Long Term Temperature;
j) Lowest Average Long Term Temperature;
k) Time in Over-Temperature;

I)  Specified Maximum Operating Temperature;
m) Time in Under-Temperature; and

n) Specified Minimum Operating Temperature.

Table A.15-= Temperature Statistics (part 1 of 3)

Offset Type Description

0..7| QWord | Device Statistics Information Header

Bit Description
63:24 Reserved
23:16 LOG PAGE NUMBER field, shall be set to 05h
15:0 REVISION NUMBER field (Word), shall be set to 0001h

8..15| QWord | Current Temperature (see A.5.8.3)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)

R wrad
T\CSTTVeU

7:0 Current Temperature (signed byte)
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Table A.15 — Temperature Statistics (part 2 of 3)

Offset Type Description

16..23| QWord | Average Short Term Temperature (see A.5.8.4)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:8 Reserved
7:0 Average Short Term Temperature (signed byte)

24.31| QWord | Average Long Term Temperature (see A.5.8.5)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:8 Reserved
7:0 Average Long Term Temperature (signed byte)

32..39| QWord | Highest Temperature (see A.5.8.6)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:8 Reserved
7:0 Highest Temperature (signed byte)

40..47 | QWord |Lowest Temperature (see A.5.8.7)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:8 Reserved
7:0 Lowest Temperature (signed byte)

48..55| QWord | Highest Average Short Term.Temperature (see A.5.8.8)

Bit Description
63:56 DEVICESTATISTICS FLAGS field (see table A.8)
55:8 Reserved
7:0 “Highest Average Short Term Temperature (signed byte)

56..63 | QWord | Lowest Average Short Term Temperature (see A.5.8.9)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:8 Reserved
7:0 Lowest Average Short Term Temperature (signed byte)

64..714¢ QWord |Highest Average Long Term Temperature (see A.5.8.10)

Bit Description

63:56 DEVICE STATISTICS FLAGS field (see table A.8)

55:8 Reserved
7:0 Highest Average Long Term Temperature (signed byte)
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Table A.15 — Temperature Statistics (part 3 of 3)

Offset Type Description

72..79| QWord |Lowest Average Long Term Temperature (see A.5.8.11)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:8 Reserved

7:0 Lowest Average Long Term Temperature (signed byte)

80..87 | QWord | Time in Over-Temperature (see A.5.8.12)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:32 Reserved
31:0 Time in Over-Temperature (DWord)

88..95| QWord | Specified Maximum Operating Temperature (see A.5.8.13)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:8 Reserved
7:0 Specified Maximum Operating Temperature (signed byte)

96..103 | QWord | Time in Under-Temperature (see A.5.8.14)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:32 Reserved
31:0 Time in Under-Temperature (DWord)

104..111| QWord | Specified Minimum Operating:Temperature (see A.5.8.15)

Bit Description
63:56 DEVICESTATISTICS FLAGS field (see table A.8)
55:8 Reserved
7:0 ~Specified Minimum Operating Temperature (signed byte)

112..511| Byte |Reserved

A.5.8.2 Device Statistics-Information Header
Deyice Statistics Infofmation Header indicates the format of the structure (see table A.15) for this log page.
A.5.8.3 Current Temperature

A.5.8.3.1 Description

The Current Temperature statistic is the temperature measured by the device at the time this log page is re

A.5.8.3.2 Update Interval

None.
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A.5.8.3.3 Measurement Units

Degrees Celsius.

A.5.8.3.4 Initialization

None.

A.5.8.4 Average Short Term Temperature

A.5.8.4.1 Description

The Average Short Term Temperature statistic is a value based on the most recent 144 temperature samples
24 hour period. The device enters the current temperature sample into the Average Short Term Tempetatun

Fl

once every nominal ten minutes period. The Average Short Term Temperature FIFO consists .of at leg

144 temperature entries (i.e., 24 recorded hours). This statistic is calculated by averaging the last 144 Aver|
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rt Term Temperature FIFO entries.
.8.4.2 Update Interval

e hour.

.8.4.3 Measurement Units

jrees Celsius.

.8.4.4 Initialization

5 statistic is not initialized at the time of manufacture. The VALID VALUE bit (see table A.8) shall not be sef
and the data in bits 7:0 are not valid until after the devicecollects 144 temperature samples.

.8.5 Average Long Term Temperature

.8.5.1 Description

Average Long Term Temperature statistic is a value based on the most recent 42 Average Short Term
nperature values. The device enters'the current value of the Average Short Term Temperature into the
rage Long Term Temperature FIFO-once every nominal 24 hour period. The Average Long Term
nperature FIFO consists of at|east 42 temperature entries (i.e., 1 008 recorded hours). This statistic is
Culated by averaging the last 42 Average Long Term Temperature FIFO entries.

.8.5.2 Update Interval
e hour.

.8.5.3 Measurement Units

jreesCelsius

na

hge

A.5

.8.5.4 Initialization

This statistic is not initialized at the time of manufacture. The VALID VALUE bit (see table A.8) shall not be set to
one and the data in bits 7:0 are not valid until after the device collects 42 Average Short Term Temperature data
samples.
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A.5.8.6 Highest Temperature

A.5.8.6.1 Description

The Highest Temperature statistic is the highest temperature measured after the device is manufactured. This
data is calculated by comparing the current temperature value and the Highest Temperature value and storing
the higher value. The comparison shall occur when a new temperature value is entered into the Average Short
Term Temperature FIFO.

A.5.8.6.2 Update Interval

On

e hour

A.5
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A.5
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A.5

.8.6.3 Measurement Units
jrees Celsius.
.8.6.4 Initialization
5 statistic is not initialized at the time of manufacture. The VALID VALUE bit (see table A.8) shall not be sef
and the data in bits 7:0 are not valid until after the device collects the first Average Short Term Tempera
h sample.
.8.7 Lowest Temperature
.8.7.1 Description
Lowest Temperature statistic is the lowest temperature measured after the device is manufactured. Th
b is calculated by comparing the current temperature value:and the Lowest Temperature value and storin
er value. The comparison shall occur when a new temperature value is entered into the Average Short T
nperature FIFO.
.8.7.2 Update Interval
e hour.
.8.7.3 Measurement Units
jrees Celsius.
.8.7.4 Initialization
5 statistic is not initialized at the time of manufacture. The VALID VALUE bit (see table A.8) shall not be sef
and the data in-bits 7:0 are not valid until after the device collects the first Average Short Term Tempera
h sample.

.8.8 Highest Average Short Term Temperature

.8.8:1 Description

ture

j the
lerm

ture

The Highest Average Short Term Temperature statistic is a value that records the highest device Average Short
Term Temperature after the device is manufactured. This data is calculated by comparing the current Average
Short Term Temperature value and the Highest Average Short Term Temperature value and storing the higher
value.
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A.5.8.8.2 Update Interval
One hour.

A.5.8.8.3 Measurement Units
Degrees Celsius.

A.5.8.8.4 Initialization

This statistic is not initialized at the time of manufacture. The VALID VALUE bit (see table A.8) shall not be set to
one_and the data in bits 7-0 are not valid until after the device collects 144 temperature samples

A.5.8.9 Lowest Average Short Term Temperature
A.5.8.9.1 Description

The Lowest Average Short Term Temperature statistic is a value that records the lowest device Average Short
Term Temperature after the device is manufactured. This data is calculated by comparingthe current Average
ShIrt Term Temperature value and the Lowest Average Short Term Temperature value and storing the lowg
vallie.

=

A.5.8.9.2 Update Interval

One hour.

A.5.8.9.3 Measurement Units
Degrees Celsius.

A.5.8.9.4 Initialization

Thip statistic is not initialized at the time of manufacture. The VALID VALUE bit (see table A.8) shall not be sef to
ong and the data in bits 7:0 are not valid until after'the device collects 144 temperature samples.

A.5.8.10 Highest Average Long Term Temperature
A.5.8.10.1 Description

The Highest Average Long TenmyTemperature statistic is a value that records the highest device Average Lpng
Term Temperature after the device is manufactured. This data is calculated by comparing the current Average
Long Term Temperature Value and the Highest Average Long Term Temperature value and storing the higher
vallie.

A.5.8.10.2 Update Interval

One hour.

A.95.8.10.3 Measurement Units

Degrees Celsius
A.5.8.10.4 Initialization
This statistic is not initialized at the time of manufacture. The VALID VALUE bit (see table A.8) shall not be set to

one and the data in bits 7:0 are not valid until after the device collects 42 Average Short Term Temperature data
samples.
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A.5.8.11 Lowest Average Long Term Temperature

A.5.8.11.1 Description

The Lowest Average Long Term Temperature statistic is a value that records the lowest device Average Long
Term Temperature after the device is manufactured. This data is calculated by comparing the current Average
Long Term Temperature value and the Lowest Average Long Term Temperature value and storing the lower
value.

A.5.8.11.2 Update Interval

On

e hour
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.8.11.3 Measurement Units
jrees Celsius
.8.11.4 Initialization
5 statistic is not initialized at the time of manufacture. The VALID VALUE bit (see table A.8) shall not be sef
and the data in bits 7:0 are not valid until after the device collects 42 Average Short Term Temperature
nples.
.8.12 Time in Over-Temperature
.8.12.1 Description
Time in Over-Temperature statistic is a value that records the nominal amount of time that the device h

n operational in an environment that exceeds the device’s specified Maximum Operating Temperature
e A.5.8.13) since the device was manufactured.

nominal sampling time of the temperature is ten minutes. This statistic is calculated by adding ten minu
cach sample taken that exceeds the temperaturetdlimit. This statistic is recorded in minutes of
r-temperature operation. This statistic records:the number of minutes that the device has been operatio
e the device temperature specification has-been exceeded.

.8.12.2 Update Interval

e hour.

.8.12.3 Measurement Units

utes.

.8.12.4 Initialization

5 statisticeshall be initialized to zero at the time of manufacture.

.8.13 ‘Specified Maximum Operating Temperature

A.5

to
data

tes

hal

-8 t3 trDescription

The Specified Maximum Operating Temperature is a value that reports the maximum operating temperature
device is designed to operate. This value is used for the calculation of the Time in Over-Temperature statistic.
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A.5.8.13.2 Update Interval

None.

A.5.8.13.3 Measurement Units

Degrees Celsius.

A.5.8.13.4 Initialization

This value shall be set at the time of manufacture.
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.8.14 Time in Under-Temperature
.8.14.1 Description
Time in Under-Temperature statistic is a value that records the nominal amount of time that.the device

n operational in an environment that goes below the device’s specified minimum operating temperature
e A.5.8.15) since the device was manufactured.

nominal sampling time of the temperature is ten minutes. This statistic is calculated by adding ten minu
each sample taken that goes below the temperature limit. This statistic is recorded in minutes of
r-temperature operation. This statistic records the number of minutes that the device has been operatio
e the temperature is lower than the device minimum temperature specification.

.8.14.2 Update Interval

e hour.

.8.14.3 Measurement Units

utes.

.8.14.4 Initialization

5 statistic shall be initialized to zero at the time of manufacture.

.8.15 Specified Minimum Operating Temperature

.8.15.1 Description

Specified Minimum Operating Temperature is a value that reports the minimum operating temperature
ice is designed to operate. This value is used for the calculation of the Time in Under-Temperature stati

.8.15.2 Updatelinterval
ne.

.8.15.3 Measurement Units

has

tes

hal

stic.

De

Tees Celsius:.

A.5.8.15.4 Initialization

This value shall be set at the time of manufacture.
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A.5.9 Transport Statistics (log page 06h)

A.5.9.1 Overview

The Transport Statistics log page contains interface transport information about the device as described in

table A.16.

The Transport Statistics are as follows:

a) Device Statistics Information Header;
b) Number of hardware resets;
¢) Number of ASR Events; and

d) Number of Interface CRC Frrors

Table A.16 — Transport Statistics

Offset

Type

Description

0.7

QWord

Device Statistics Information Header

Bit Description
63:24 Reserved
23:16 LOG PAGE NUMBER field, shall be set to-Q6h
15:0 REVISION NUMBER field (Word), shall-be set to 0001h

8..15

QWord

Number of hardware resets (see A.5.9.3)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:32 Reserved
31:0 Number of hardware resets (DWord)

16..23

QWord

Number of ASR Events (see-A:5.9.4)

Bit Description
63:56 DEVICE-STATISTICS FLAGS field (see table A.8)
55:32 Reserved
31:0 Number of ASR Events (DWord)

24..31

QWord

Number-efiinterface CRC Errors (see A.5.9.5)

Bit Description
63:56 DEVICE STATISTICS FLAGS field (see table A.8)
55:32 Reserved
31:0 Number of Interface CRC Errors (DWord)

32..511

Byte

Reserved

A.5.9.2'Device Statistics Information Header

Device Statistics Information Header indicates the format of the structure (see table A.16) for this log page.
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A.5.9.3 Number of hardware resets

A.5.9.3.1 Description

The Number of hardware resets statistic is the number of hardware resets received by the device. This statistic is
incremented by one for each hardware reset. For SATA devices, this includes all COMRESETSs regardless of
whether the Software Settings Preservation feature set (see 4.21) is enabled or not.

A.5.9.3.2 Update Interval

Ten minutes.

A.5

Eve

A.5

Thi

A.5

A.5

The

.9.3.3 Measurement Units

nts.

.9.3.4 Initialization

5 statistic shall be cleared to zero at the time of manufacture.
.9.4 Number of ASR Events

.9.4.1 Description

Number of ASR Events statistic is a counter that records the numbér of ASR events (see SATA 3.1). T

statistic is incremented by one for each ASR event detected.
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.9.4.2 Update Interval

minutes.
.9.4.3 Measurement Units

nts.
.9.4.4 Initialization
5 statistic shall be cleared to zerg atthe time of manufacture.
.9.5 Number of Interface CRC Errors
.9.5.1 Description

Number of Interface CRC Errors statistic is a counter that records the number of Interface CRC errors
e 6.3.7) reportedvin the ERROR field since the device was manufactured. This statistic is incremented by

each Interface’CRC error reported in the ERROR field.

.9.5.2-Update Interval

Ten

minutes.

Nis

bne

A.5.9.5.3 Measurement Units

Events.
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A.5

.9.5.4 Initialization

441

This statistic shall be cleared to zero at the time of manufacture.

A.5.10 Reserved (log page 08h..FFh)

A.6 Device Vendor Specific logs (Log Addresses AOh-DFh)

Device Vendor Specific logs may be used by the device vendor to store any data and need only be implemented
if used.

A.T Extended Comprehensive SMART Error log (Log Address 03h)

A.T

Tal
log
sup

fau
cor

All

.1 Overview

Comprehensive SMART Error log with the 48-bit entries.

A.T

le A.17 defines the format of each of the log pages that define the Extended Comprehensive SMART E
The maximum size of the Extended Comprehensive SMART Error log is 16 383 l1og pages. Devices ma
port fewer than 16 383 log pages. Error log data structures shall include, but are not limited to, Uncorrec
err¢rs (see 6.3.9), ID Not Found errors (see 6.3.5) for which the LBA requested\was valid, servo errors, and
t errors. Error log data structures shall not include errors attributed to the(receipt of faulty commands (e
hmand codes not implemented by the device or requests with invalid parameters or invalid LBAs).

P8-bit entries contained in the Comprehensive SMART log (see A.4),)shall also be included in the Exten

Table A.17 — Extended Comprehensive SMART Error log

Offset First Log Page b Subsequent Log Pages
0 | SMART error log version Reserved
1 |Reserved Reserved
2..3 | Error log index (word) Reserved
4..127 | First error log data‘structure Data structure 4n 8+1
128..251 | Second error.ldg data structure | Data structure 4n @+2
252..375 | Third errorlog data structure Data structure 4n 2+3
376..499 | Fourth-error log data structure Data structure 4n 2+4
500..501 | Deyice error count (word) Reserved
502..540Reserved Reserved
511 | Data structure checksum Data structure checksum
a_nis the logical log page number within the log.
b The first log page is numbered zero.

.2.SMART error log version

ror

y
able

write
9.,

Hed

The value of the SMART error log version byte shall be 01h.

A.7.3 Error log index

The error log index is the error log data structure number representing the most recent error. If there have been

no error log entries, the error log index is cleared to zero.
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A.7.4 Extended Error log data structure

A.7.4.1 Overview

The Extended Comprehensive SMART Error log is viewed as a circular buffer. The error log index indicates the
most recent error log data structure. Unused error log data structures shall be filled with zeros.

The content of the error log data structure entries is defined in Table A.18.

Table A.18 — Extended Error log data structure

Offset Description

A.T

The

If fe
the
con
De
rep

If th
stru

n..n+1/FIrst command data structure

n+18..n+35| Second command data structure

n+36..n+53 | Third command data structure

n+54..n+71 | Fourth command data structure

n+72..n+89 | Fifth command data structure

n+90..n+123 | Error data structure

.4.2 Command data structure

extended error log data structure is filled as follows:

1) the fifth command data structure shall contain the command or reset for which the error is being
reported;

reset for which the error is being reported;

3) the third command data structure should contain the eemmand or reset preceding the one in the fo
command data structure;

4) the second command data structure should contain the command or reset preceding the one in the
command data structure; and

5) the first command data structure should contain the command or reset preceding the one in the se
command data structure.

unused command data structures shall’be zero filled (e.g., if only three commands and resets preceded
hmand or reset for which the erroris being reported, the first command data structure shall be zero filled
ices that are not able to reportithe commands that preceded the command for which the error is being
brted or that preceded a reset'shall zero fill the command data structures.

e command data structurerepresents a command or software reset, then the content of the command ¢
cture shall be as shown/in Table A.19. If the command data structure represents a hardware reset, then

2) the fourth command data structure should contain the command or reset that preceded the command or

lirth

third

ond

wer than four commands and resets preceded the command or reset for which the error is being report¢d,

the
).

ata
the
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content of byte n shall be FFh, the content of bytes n+1 through n+13 are vendor specific, and the content of
bytes n+14 through n+17 shall contain the timestamp.

Table A.19 — Command data structure

Offset Description

n | Content of the Device Control field when the Command was initiated.

n+1 | Content of the FEATURE field (7:0) when the Command was initiated.

n+2 | Content of the FEATURE field (15:8) when the Command was initiated.

n+3 | Content of the COUNT field (7:0) when the Command was initiated.

A.7

The
deqd
be

n+4 | Content of the COUNT field (15:8) when the Command was initiated.

n+5 | Content of the LBA field (7:0) when the Command was initiated.

n+6 | Content of the LBA field (31:24) when the Command was initiated.

n+7 | Content of the LBA field (15:8) when the Command was initiated.

n+8 | Content of the LBA field (39:32) when the Command was initiatéd:

n+9 | Content of the LBA field (23:16) when the Command was initiated.

n+10 | Content of the LBA field (47:40) when the Command wads initiated.

n+11 | Content of the DEVICE field when the Command was initiated.

n+12 | Content written to the Command field when theleemmand was initiated

n+13 | Reserved

n+14..n+17 | Timestamp (DWord) shall be the time sinée power-on in milliseconds
when command acceptance occurred) Fhis timestamp may wrap.

.4.3 Error data structure

error data structure shall contain the error description of the command for which an error was reported
cribed in Table A.20. If the error was logged for@,hardware reset, the content of bytes n+1 through n+11
vendor specific and the remaining bytes shall-be as defined in Table A.20.

as
shall
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Table A.20 — Error data structure

Offset Description

Transport specific value when the Command was initiated. See the

n appropriate transport standard, reference Device Control field.

n+1 | Content of the ERROR field (7:0) after command completion occurred.

n+2 | Content of the COUNT field (7:0) after command completion occurred.

n+3 | Content of the COUNT field (15:8) after command completion occurred.

n+4 | Content of the LBA field (7:0) when the command completion occurred.

n+5 | Content of the LBA field (31:24) when the command completion occurred.

n+6 | Content of the LBA field (15:8) when the command completion occurred.

n+7 | Content of the LBA field (39:32) when the command completion occurred.

n+8 | Content of the LBA field (23:16) when the command completion gecurred.

n+9 | Content of the LBA field (47:40) when the command completion occurred.

n+10 | Content of the DEVICE field after command completion occurred.

n+11 | Content written to the STATUS field after command completion occurred.

n+12..n+30 | Extended error information
n+31 | State
n+32..n+33 | Life timestamp (word)

Exl[anded error information shall be vendor specific.

Stale shall contain a value indicating the state of the device when the command was initiated or the reset
ocdurred as described in Table A.21.

Table A.21~ State field values

Value 2 State

x0h Unknown

x1h Sleep

x2h Standby

x3h Active/ldle

x4h Executing SMART off-line or self-test
x5h-xAh Reserved
xBh-xFh Vendor specific

@ The value of x is vendor specific and may be different for each
state.

Sleep-indicates the reset for which the error being reported was received when the device was in the Sleep
mofe:

Standby indicates the command or reset for which the error being reported was received when the device was in
the Standby mode.

Active/ldle indicates the command or reset for which the error being reported was received when the device was
in the Active or Idle mode.


https://standardsiso.com/api/?name=f65ce74cebe9affeb014a646b3451986

ISO/IEC 17760-103:2021 © ISO/IEC 2021 445

Executing SMART off-line or self-test indicates the command or reset for which the error being reported was
received when the device was processing a SMART off-line or self-test.

Life timestamp shall contain the power-on lifetime of the device in hours when command completion occurred.

A7

.5 Device error count

The Device error count word shall contain the total number of errors attributable to the device that have been
reported by the device during the life of the device (e.g., Uncorrectable errors (see 6.3.9), ID Not Found errors
(see 6.3.5) for which the LBA requested was valid, servo errors, write fault errors). This device error count shall
not include errors attributed to the receipt of faulty commands (e.g., command codes not implemented by the
device or requests with invalid parameters or invalid LBAs). If the maximum value for this field is reached, then

the
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A.8 Power Conditions log (Log Address 08h)
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count shall remain at the maximum value It additional errors are encouniered and 10gged.
.6 Data structure checksum
data structure checksum is the two’s complement of the sum of the first 511 bytes in the data.structure.

e shall be added with unsigned arithmetic, and overflow shall be ignored. The sum of all 512 bytes shall
b when the checksum is correct. The checksum is placed in byte 511.

.1 Overview
e Extended Power Conditions feature set is supported, then the Power Conditions log shall be supporte

Extended Power Conditions feature set (see 4.9) is not supported; then the Power Conditions log shall n
ported.

Power Conditions log is non-volatile.

.2 Idle power conditions (log page 00h)

hown in table A.24.

Table A.22— Idle Power Conditions log page

Fach
be

d. If
bt be

le A.22 defines log page 00h of the Power Conditions log. The format of each Idle power condition desciiptor

Offset Type Description

0..63| Byte [ldle_a pewer conditions descriptor (see table A.24).
Power condition supported shall be set to one to indicate that the Idle_a power
condition is supported.

64..127| Byte _{ldle_b power conditions descriptor (see table A.24).

128..191| Byte )| ldle_c power conditions descriptor (see table A.24).

192..511 Reserved
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A.8.3 Standby power conditions (log page 01h)

Table A.23 defines log page 01h of the Power Conditions log. The format of each Standby power condition
descriptor is shown in table A.24.

Table A.23 — Standby Power Conditions log page

Offset Type Description

0..383 Reserved

384..447| Byte |Standby_y power condition descriptor (see table A.24).

448..511| Byte |Standby z power condition descriptor (see table A.24).

A.8.4 Power Conditions log descriptor
A.8.4.1 Power Conditions log descriptor overview

Tahle A.24 defines the Power Conditions log descriptor. Each power condition has its own.descriptor.

Table A.24 — Power Conditions log descriptor

Offset | Type Description

0| Byte |Reserved

Byte |Power Condition Flags

Bit Description

POWER CONDITION SUPPORTED bit (see A.8.4.2)
POWER CONDITION SAVEABLE bit (see'A.8.4.3)
POWER CONDITION CHANGEABLE bit (see A.8.4.4)
DEFAULT TIMER ENABLED bif\(see A.8.4.5)

SAVED TIMER ENABLED-bit (see A.8.4.6)
CURRENT TIMER ENABLED bit (see A.8.4.7)

= N W d 00 O N

HOLD POWER-CONDITION NOT SUPPORTED bit (see A.8.4.8)

0 Reserved

2.3| Byte |Reserved

4..7| DWord |DEFAULT TIMER SETTING field (see A.8.4.9)

8..11| DWord |SAVED.TIMER SETTING field (see A.8.4.10)

12..15| DWord | CURRENT TIMER SETTING field (see A.8.4.11)

16..19| DWord~\NOMINAL RECOVERY TIME TO PMO:ACTIVE field (see A.8.4.12)

20..23 | DWord | MINIMUM TIMER SETTING field (see A.8.4.13)

24..27 | \DWord |MAXIMUM TIMER SETTING field (see A.8.4.14)

28.63|"DWord | Reserved

A.8.4.2 POWER CONDITION SUPPORTED bit
The POWER CONDITION SUPPORTED bit is valid if the EPC feature set is supported, regardless of whether EPC is
enabled or disabled.

If the POWER CONDITION SUPPORTED bit is set to one, then the power condition is supported. If the POWER
CONDITION SUPPORTED bit is cleared to zero, then the power condition is not supported.
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A.8

.4.3 POWER CONDITION SAVEABLE bit

The POWER CONDITION SAVEABLE bit is valid if the POWER CONDITION SUPPORTED bit (see A.8.4.2) is set to one,
regardless of whether EPC is enabled or disabled.

If the POWER CONDITION SAVEABLE bit is set to one, then the power condition is saveable if EPC is enabled. If the
POWER CONDITION SAVEABLE bit is cleared to zero, then the power condition is not saveable.

A.8

.4.4 POWER CONDITION CHANGEABLE bit

The POWER CONDITION CHANGEABLE bit is valid if the POWER CONDITION SUPPORTED bit (see A.8.4.2) is set to one,
regardless of whether EPC is enabled or disabled.
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€ POWER CONDITION CHANGEABLE bit is set to one, then the power condition is changeable if EPC is ena
€ POWER CONDITION CHANGEABLE bit is cleared to zero, then the power condition is not changeable

.4.5 DEFAULT TIMER ENABLED bit
DEFAULT TIMER ENABLED bit is set at the time of manufacture. The DEFAULT TIMER ENABLED) bit may be cg

Ne CURRENT TIMER ENABLED bit (see A.8.4.7) during the processing of a SET FEATURES command with

a) the Set Power Condition Timer subcommand (see 7.45.20.4); or
b) the Restore Power Condition Settings subcommand (see 7.45.20.2).

DEFAULT TIMER ENABLED bit is valid if the POWER CONDITION SUPPORTED bit(see A.8.4.2) is set to one,
ardless of whether EPC is enabled or disabled.

.4.6 SAVED TIMER ENABLED bit

cessing of a SET FEATURES command with:

a) the Set Power Condition Timer subcommand (see>/.45.20.4); or
b) the Restore Power Condition Settings subcommand (see 7.45.20.2).

SAVED TIMER ENABLED bit:

b) may be copied to the CURRENT TIMER ENABLED bit during the processing of a SET FEATURES comn
with:
A) the Set Power Condition Timer subcommand (see 7.45.20.4); or
B) the Restore Power Condition Settings subcommand (see 7.45.20.2).

SAVED TIMER ENABLED bit is valid if the POWER CONDITION SUPPORTED bit (see A.8.4.2) is set to one,
ardless of whether EPC is enabled or disabled.

.4.7 CURRENT TIMER ENABLED bit

PC is disabled) then the CURRENT TIMER ENABLED bit shall be cleared to zero.

PC is enabled and the CURRENT TIMER SETTING field (see A.8.4.11) is non-zero and the CURRENT TIMER
BLED bit-is“set to one, then the power condition timer is enabled.

disgabled.

PC’is enabled and the CURRENT TIMER ENABLED bit is cleared to zero, then the power condition timer is

bled.

pied

SAVED TIMER ENABLED bit may be set to the value in the CURRENT TIMER ENABLED bit (see A.8.4.7) during the

a) is copied to the CURRENT TIMER ENABLED bit during the processing of a power-on reset (see 4.9.4); and

nand

A.8.4.8 HOLD POWER CONDITION NOT SUPPORTED bit

The HOLD POWER CONDITION NOT SUPPORTED bit is valid if the POWER CONDITION SUPPORTED bit (see A.8.4.2) is set
to one and the LOW POWER STANDBY SUPPORTED bit (see A.11.5.2.36) is set to one, whether EPC is enabled or
disabled.
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If the HOLD POWER CONDITION NOT SUPPORTED bit is valid and cleared to zero, then the device supports the Hold
Power Condition parameter of the EPC Go To Power Condition subcommand (see 7.45.20.3) for this power
condition.

If the HOLD POWER CONDITION NOT SUPPORTED bit is valid and set to one, then the device does not support the

Hol

d Power Condition parameter of the EPC Go To Power Condition subcommand for this power condition.

A.8.4.9 DEFAULT TIMER SETTING field

The DEFAULT TIMER SETTING field is set at the time of manufacture. The DEFAULT TIMER SETTING field may be
copied to the CURRENT TIMER SETTING field during the processing of a SET FEATURES command with:
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a) the Set Power Condition Timer subcommand (see 7 45 20 4): or
b) the Restore Power Condition Settings subcommand (see 7.45.20.2).

DEFAULT TIMER SETTING field is valid if the POWER CONDITION SUPPORTED bit (see A.8.4.2) is set to,one,
ardless of whether EPC is enabled or disabled.

blue of FFFF_FFFFh indicates that the time is greater than or equal to 429 496 _729 500 ms:

hsurement Units: 100 ms.
.4.10 SAVED TIMER SETTING field
SAVED TIMER SETTING field has may be set to the value in the CURRENT TIMER SETTING field (see A.8.4.1

ng the processing of a SET FEATURES command with:

a) the Set Power Condition Timer subcommand (see 7.45.20.4); of:
b) the Restore Power Condition Settings subcommand (see 7.45.20.2).

SAVED TIMER SETTING field:

a) is copied to the CURRENT TIMER SETTING field during the\processing of a power-on reset (see 4.9.4);
b) may be copied to the CURRENT TIMER SETTING field during the processing of a SET FEATURES comn
with:
A) the Set Power Condition Timer subcommand (see 7.45.20.4); or
B) the Restore Power Condition Settings@stubcommand (see 7.45.20.2).

SAVED TIMER SETTING field is valid if the POWER CONDITION SUPPORTED bit (see A.8.4.2) is set to one,
ardless of whether EPC is enabled or disabled.

blue of FFFF_FFFFh indicates that-thetime is greater than or equal to 429 496 _729 500 ms.
Asurement Units: 100 ms.
.4.11 CURRENT TIMER SETFING/field

CURRENT TIMER SETTING field contains the minimum time that the device shall wait after command compl
bre entering this power condition if the EPC feature set is enabled.

CURRENT TIMER'SETTING field shall be cleared to zero if:

a) EPCrisdisabled;
b) the-POWER CONDITION SUPPORTED bit (see A.8.4.2) is cleared to zero; or
C) «th& CURRENT TIMER ENABLED bit (see A.8.4.7) is cleared to zero.

and
hand

btion

Av

lue of zero indicates that this power condition is disabled if the EPC feature set is enabled.

A value of FFFF_FFFFh indicates that the time is greater than or equal to 429 496 729 500 ms.

Measurement Units: 100 ms.
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A.8.4.12 NOMINAL RECOVERY TIME TO PMO:ACTIVE field

The NOMINAL RECOVERY TIME TO PMO:ACTIVE field contains the nominal time required to transition from this power
condition to PMO:Active state (see 4.15.4) if the EPC feature set is enabled. This time does not include
processing time for the command that caused this transition to occur.

The NOMINAL RECOVERY TIME TO PMO:ACTIVE field is valid if the POWER CONDITION SUPPORTED bit (see A.8.4.2) is
set to one, regardless of whether EPC is enabled or disabled.

A value of zero indicates that the nominal recovery time is not specified. A value of FFFF_FFFFh indicates that
the recovery time is greater than or equal to 429 496_729 500 ms.

This value shall be preserved over all resets.

Megpsurement Units: 100 ms.
A.8.4.13 MINIMUM TIMER SETTING field
The¢ MINIMUM TIMER SETTING field contains the minimum timer value allowed by the Set Power Condition Timer

sujcommand (see 7.45.20.4) for this power condition if the EPC feature set is enabled.

The MINIMUM TIMER SETTING field is valid if the POWER CONDITION SUPPORTED bit (see A8.4:2) is set to one,
regprdless of whether EPC is enabled or disabled.

A vplue of zero indicates that the minimum timer setting is not specified. A value'of.FFFF_FFFFh indicates fthat
the|minimum time is greater than or equal to 429 496_729 500 ms.

This value shall be preserved over all resets.

Mepsurement Units: 100 ms.

(0]

A.8.4.14 MAXIMUM TIMER SETTING field
Theg MAXIMUM TIMER SETTING field contains the maximum timer'value allowed by the Set Power Condition Timer
suljcommand (see 7.45.20.4) for this power condition if.the' EPC feature set is enabled.

Thg MAXIMUM TIMER SETTING field is valid if the POWER'CONDITION SUPPORTED bit (see A.8.4.2) is set to one,
regprdless of whether EPC is enabled or disabled.

A vplue of zero indicates that the maximum timer setting is not specified. A value of FFFF_FFFFh indicates|that
the|maximum time is greater than or equale 429 496 729 500 ms.

This value shall be preserved over all(resets.

Mepsurement Units: 100 ms.

A.9 Extended SMART Self-Test log (Log Address 07h)

A.9.1 Overview

Tahle A.25 défines the format of each of the log pages that define the Extended SMART Self-Test log. The
makimum size of the self-test log is 3 449 log pages. Devices may support fewer than 3 449 log pages.
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The Extended SMART Self-Test log shall support 48-bit and 28-bit addressing. All 28-bit entries contained in the
SMART Self-Test log, defined in A.20 shall also be included in the Extended SMART Self-Test log with all 48-bit
entries.

Table A.25 — Extended Self-test log data structure

Offset First Log Page b Subsequent Log Pages
0| Self-test log data structure revision number |Reserved
1|Reserved Reserved
2..3 | Self-test descriptor index (word) Reserved
4-20-Beseriptorentry— Beseriptorentry-49a-2+1
30..55| Descriptor entry 2 Descriptor entry 19n 2+2
472..497 | Descriptor entry 19 Descriptor entry 19n 2+19
498..499 | Vendor specific Vendor specific
500..510 | Reserved Reserved
511 | Data structure checksum Data structure checksum
@ nis the n" log page within the log.
b The first log page is number zero.

The Extended Self-test log is a circular buffer. All unused self-test descriptors shall be filled with zeros.
A.9.2 Self-test descriptor index

The Self-test descriptor index indicates the most recent self:test descriptor. If there have been no self-tests] the
Self-test descriptor index is cleared to zero.

A.9.3 Self-test log data structure revision number:

The value of the self-test log data structure revision number shall be 01h.
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A.9.4 Extended Self-test log descriptor entry

The content of the self-test descriptor entry is shown in Table A.26.

Co
nth

Lifg

Table A.26 — Extended Self-test log descriptor entry

Offset Description
n | Content of the LBA field (7:0)

n+1 | Content of the self-test execution status byte

n+2..n+3 | Life timestamp (word)

fH-Contentof the—self-testfaiture-checkpointbyte
n+5 | Failing LBA (7:0)
n+6 | Failing LBA (15:8)
n+7 | Failing LBA (23:16)
n+8 | Failing LBA (31:24)
)
)

n+9 | Failing LBA (39:32
n+10 | Failing LBA (47:40
n+11..n+25 | Vendor specific

self-test was completed (see 7.48.6.8).

completed.
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h one failed logical sector during the test, thisfield shall indicate the LBA of First Unrecoverable Error

b 6.8.2). If the test passed or the test failed.for some reason other than a failed logical sector, the value o
] is undefined.

.5 Data structure checksum

data structure checksum.is.the two's complement of the sum of the first 511 bytes in the data structure.

en the checksum is cerrect. The checksum is placed in byte 511.

0 Host Specific logs (Log Addresses 80h-9Fh)

Host-Specific logs are mandatory for ATA devices and shall each contain sixteen log pages. The conte
Host, Specific logs shall be common to all log commands (e.g., if the host places data in a Host Specific
ing the SMART WRITE L mmand and issu READ L EXT command to th me |

then the host receives the same data that was originally stored by SMART WRITE LOG command).

timestamp shall contain the power-on lifetime of the deviceih hours when the nth self-test subcommand

ntent of the self-test failure checkpoint byte may contain additional information about the self-test that fai

b shall be added with unsigned arithmetic, and overflow shall be ignored. The sum of all 512 bytes is zefo

Comtent of the LBA field (7:0) shall be the content of the LBA field (7:0) whenZhe nth self-test subcommand was
issfied (see 7.48.5.2).

ntent of the self-test execution status byte shall be the content of.the self-test execution status byte when the

was

ed.

failing LBA shall be the LBA of the logical sector that caused the test to fail. If the device encountered fnore

f this

Fach

nt of

log
ge,

Host Specific logs may be used by the host to store any data. If a Host Specific log has never been written by the
host, when read the content of the log shall be zeros.
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A.11 IDENTIFY DEVICE data log (Log Address 30h)

A.11.1 Overview

The IDENTIFY DEVICE data log is mandatory for ATA devices and reports device configuration information. This
log shall be read-only. See table A.27 for a list of defined pages. Each page shall consist of a header field that
may be followed by defined statistics fields. If the Revision Number field in the page header is 0000h, then that
page is not supported. All page data following the last defined statistic for that page is reserved.

If an unsupported page is requested, then 512 bytes of all zeros shall be returned for that page.

Table A.27 — Defined IDENTIFY DEVICE data pages

Page Description Required
00h List of supported pages (see A.11.2) M
01h Copy of IDENTIFY DEVICE data (see 7.12.7)
02h Capacity (see A.11.4)
03h Supported Capabilities (see A.11.5)
04h Current Settings (see A.11.6)
05h ATA Strings (see A.11.7)
06h Security (see A.11.8)
07h Parallel ATA (see A.11.9)
08h Serial ATA (see A.11.10)

09h..FFh |Reserved
Key:

w9 L

M — Mandatory for all devices
O — Optional for all devices

S — Mandatory for SATA

P — Mandatory for PATA

A.111.2 List of Supported IDENTIFY DEVICE data log pages (Page 00h)

IDENTIFY DEVICE data log page 00h contains a list of the supported pages as described in table A.28. Enfries
shdll be in order of ascending page nymber (e.g., 00h, 01h, 07h).

Table A.28— List of supported IDENTIFY DEVICE data pages

Offset Type |Contént

0..7| QWord | IDENTIFY DEVICE data log Information Header. This log page lists the numbers ¢
the supported log pages

Bit Meaning
63:24 Reserved
23:16 Page Number. Shall be set to 00h
15:0 Revision number. Shall be set to 0001h
8| Byte |Number of entries (n) in the following list
9| Byte |Shall be cleared to zero to indicate that page 00h is supported
10| Byte |Shall be set to one to indicate that page 01h is supported

=3

n+8| Byte |Page number of nth supported IDENTIFY DEVICE data log page
n+9..511 Reserved
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A.11.3 Copy of IDENTIFY DEVICE data (page 01h)

This page is a copy of IDENTIFY DEVICE data words 0..255.

This page does not have the header QWord which is present on all the other pages in this log.

A.11.4 Capacity (page 02)

A.11.4.1 Overview

The Capacity log page (see table A.29) provides information about the capacity of the device.

Tabfe—A—.29=e-apquity
Offset Type |Content
0..7| QWord | Capacity page information header.
Bit Meaning
63 Shall be set to one.
62:24 Reserved
23:16 Page Number. Shall be set to 02h
15:0 Revision number. Shall be set to 0001h
8..15| QWord | Device Capacity (see A.11.4.2)
Bit Meaning
63 Shall be set to one.
62:48 Reserved
47:0 ACCESSIBLE CAPACITY figld*(see A.11.4.2)
16..23 | QWord | Physical/Logical Sector Size (see A11.4.3)
Bit Meaning
63 Contents of the QWord are valid
62 LOGICAL TQ PHYSICAL SECTOR RELATIONSHIP SUPPORTED bit
(see AldN.4.3.1)
61 LOGICAL SECTOR SIZE SUPPORTED bit (see A.11.4.3.2)
60:22._Reserved
21:20 ALIGNMENT ERROR REPORTING field (see A.11.4.3.3)
79:16 LOGICAL TO PHYSICAL SECTOR RELATIONSHIP field (see A.11.4.3.4)
15:0 LOGICAL SECTOR OFFSET field (see A.11.4.3.5)
24.31| QWord_{logical Sector Size
Bit Meaning
63 Contents of the QWord are valid
62..32 Reserved
31..0 LOGICAL SECTOR SIZE field (see A.11.4.4)
32..39| QWord | Nominal Buffer Size
63 Contents of the QWord are valid
62:0 BUFFER SIZE field (see A.11.4.5)
40..511 Reserved
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1.4.2 ACCESSIBLE CAPACITY field

The ACCESSIBLE CAPACITY field (see table A.29) is a mandatory field which contains a value that is one greater
than the maximum LBA in user accessible space. The maximum value that shall be placed in the ACCESSIBLE
CAPACITY field is FFFF_FFFF_FFFFh. The contents of the ACCESSIBLE CAPACITY field may be affected by
commands in the Accessible Max Address Configuration feature set (see 4.5).

A1

A1

1.4.3 Physical/Logical Sector Size

1.4.3.1 Device has multiple logical sectors per physical sector (LOGICAL TO PHYSICAL SECTOR

RELATIONSHIP SUPPORTED bit)

If th

e LOGICAL TO PHYSICAL SECTOR RELATIONSHIP SUPPORTED bit (see table A.29) is set to one, then:

a) the device has more than one logical sector per physical sector; and
b) the LOGICAL TO PHYSICAL SECTOR RELATIONSHIP field (see A.11.4.3.4) is valid.

Se¢ A.11.4.3.5 for information on the alignment of logical sectors within a physical sector.
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€ LOGICAL TO PHYSICAL SECTOR RELATIONSHIP SUPPORTED bit is cleared to zero, then

a) the device has only one logical sector per physical sector; and
b) the LOGICAL TO PHYSICAL SECTOR RELATIONSHIP field is invalid.

IDENTIFY DEVICE data contains a copy of the LOGICAL TO PHYSICAL SECTOR'RELATIONSHIP SUPPORTED
e IDENTIFY DEVICE data word 106 in table 43).

e LOGICAL SECTOR SIZE SUPPORTED bit (see table A.29) is setto.one, then

a) the device has been formatted with a logical sector size larger than 256 words; and
b) the LOGICAL SECTOR SIzE field (see A.11.4.4) is valid:

e LOGICAL SECTOR SIZE SUPPORTED bit is cleared tozero, then

a) the logical sector size is 256 words; and
b) the LOGICAL SECTOR SIZE field is invalid.

IDENTIFY DEVICE data contains a copy of the LOGICAL SECTOR SIzE SUPPORTED bit (see IDENTIFY DE
b word 106 in table 43).
1.4.3.3 Alignment Error reporting (ALIGNMENT ERROR REPORTING field)

€ LPS MISALIGNMENT REPORTING SUPPORTED bit (see A.11.5.2.3) is set to one (i.e., if Long Physical Sectg

cates the current Long-Physical Sector Alignment Error Reporting setting as follows:

a) 00b indicates®hat Long Physical Sector Alignment Error reporting is disabled;

b) 01b indicates that Long Physical Sector Alignment Error reporting is enabled;

c) 10b indieates that the device shall report command aborted if an Alignment Error occurs; and
d) 11bisreserved.

LongPhysical Sector Alignment Error Reporting Control subcommand of the SET FEATURES comma
B (1:45.19) is the method for changing the ALIGNMENT ERROR REPORTING field.

1.4.3.2 Device has a logical sector size greater than 256 words (LOGICAL SECTOR SIZE SUPPORTED bit)

nment Error Reporting-Control is supported), then the ALIGNMENT ERROR REPORTING field (see table A.29)

bit

CE

r

hd

The IDENTIFY DEVICE data contains a copy of the ALIGNMENT ERROR REPORTING field (see IDENTIFY DEVICE
data word 49 in table 43).
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A1

1.4.3.4 2% logical sectors per physical sectors (LOGICAL TO PHYSICAL SECTOR RELATIONSHIP field)

The LOGICAL TO PHYSICAL SECTOR RELATIONSHIP field (see table A.29) indicates the size of the device physical
sectors in power of two logical sectors.

Th

EXAMPLE 1 - Bits 3:0: 0 means 2°° means 1 logical sector per physical sector
EXAMPLE 2 - Bits 3:0: 1 means 2'P means 2 logical sectors per physical sector
EXAMPLE 3 - Bits 3:0: 2 means 22" means 4 logical sectors per physical sector

EXAMPLE 4 - Bits 3:0: 3 means 2P means 8 logical sectors per physical sector

IDENTIFY DEVICE data contains a copy of the LOGICAL TO PHYSICAL SECTOR RELATIONSHIP field (se€

IDENTIFY DEVICE data word 106 in table 43).

A.11.4.3.5 Logical sector offset within the first physical sector where the first logical sectoris place

(LOGICAL SECTOR OFFSET field)

The LOGICAL SECTOR OFFSET field (see table A.29) shall report the location of logical seetor zero within the fi

physical sector of the media. See Annex D for more information.
IDENTIFY DEVICE data contains a copy of the LOGICAL SECTOR OFFSET field (see IDENTIFY DEVICE d¢ata
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The
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The

d 209 in table 43).
1.4.4 Logical Sector Size (LOGICAL SECTOR SIZE field)
LOGICAL SECTOR SIZE field (see table A.29) indicates the size of.device's logical sectors in words. If the

ICAL SECTOR SIZE SUPPORTED bit (see A.11.4.3.2) is set to ong€) then:

a) the value in the LOGICAL SECTOR SIZE field shall be greater than or equal to 256; and
b) all logical sectors on a device shall be the length jndicated by the LOGICAL SECTOR SIZE field.

€ LOGICAL SECTOR SIZE SUPPORTED bit is cleared to'zero, the LOGICAL SECTOR SIZE field shall be cleared
D.

wolds 117..118 in table 43).

A1

The
par

1.4.5 Nominal Buffer Size (BUFFER SIZE field)

BUFFER SIZE field (see table A.29) reports the size, in bytes, of the buffer supported by the device. The
itioning of the buffer is vendor specific.

rst

(0]

IDENTIFY DEVICE data contains a copy of the LOGICAL SECTOR OFFSET field (see IDENTIFY DEVICE d¢ata
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A.11.5 Supported Capabilities (page 03h)
A.11.5.1 Overview

The Supported Capabilities log page (see table A.30) provides a mechanism for the device to report support for
feature sets, features, commands and other device capabilities.

Table A.30 — Supported Capabilities (part 1 of 3)

Offset Type |Content

0..7| QWord |Supported Capabilities page information header.

Bit_Moani
63 Shall be set to one.
62:24 Reserved
23:16 Page Number. Shall be set to 03h
15:0 Revision number. Shall be set to 0001h

8..15| QWord |Supported Capabilities

Bit Meaning
63 Shall be set to one.
62:46 Reserved
45 REQUEST SENSE DEVICE FAULT SURPORTED bit (see A.11.5.2.38)
44 DSN SUPPORTED bit (see A.11.5:2:37)
43 LOW POWER STANDBY SUPPORTED bit (see A.11.5.2.36)
42 SET EPC POWER SOURCE'SUPPORTED bit (see A.11.5.2.35)
41 AMAX ADDR SUPPORTED bit (see A.11.5.2.34)
40 Reserved for CEA (see A.11.5.2.39)
39 DRAT SUPPORTED bit (see A.11.5.2.2)
38 LPS MISALIGNMENT REPORTING SUPPORTED bit (see A.11.5.2.3)
37 Reserved
36 READ BUFFER DMA SUPPORTED bit (see A.11.5.2.4)
35 WRITE BUFFER DMA SUPPORTED bit (see A.11.5.2.5)
34 Reserved
33 DOWNLOAD MICROCODE DMA SUPPORTED bit (see A.11.5.2.6)
32 28-BIT SUPPORTED bit (see A.11.5.2.7)
31 RZAT SUPPORTED bit (see A.11.5.2.8)
30 Reserved
29 NOP SUPPORTED bit (see A.11.5.2.9)
28 READ BUFFER SUPPORTED bit (see A.11.5.2.10)
27 WRITE BUFFER SUPPORTED bit (see A.11.5.2.11)
26 Reserved
25 READ LOOK-AHEAD SUPPORTED bit (see A.11.5.2.12)
24 VOLATILE WRITE CACHE SUPPORTED bit (see A.11.5.2.13)
23 SMART bit (see A.11.5.2.14)
22 FLUSH CACHE EXT SUPPORTED bit (see A.11.5.2.15)
21 Reserved
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Table A.30 — Supported Capabilities (part 2 of 3)

Offset

Type

Content

20 48-BIT SUPPORTED bit (see A.11.5.2.16)
19 Reserved

18 SPIN-UP SUPPORTED bit (see A.11.5.2.17)
17 PUIS SUPPORTED bit (see A.11.5.2.18)

16 APM SUPPORTED bit (see A.11.5.2.19)

15 Reserved for CFA (see A.11.5.2.39)

14 DOWNI OAD MICROCODE SUPPORTED bit (see A 11 5 2 20)
13 UNLOAD SUPPORTED bit (see A.11.5.2.21)

12 WRITE FUA EXT SUPPORTED bit (see A.11.5.2.22)

11 GPL SUPPORTED bit (see A.11.5.2.23)

10 STREAMING SUPPORTED bit (see A.11.5.2.24)

Reserved

SMART SELF-TEST SUPPORTED bit (see A.11.5.2.25)
SMART ERROR LOGGING SUPPORTED bit (se€ A.11.5.2.26)
EPC SUPPORTED bit (see A.11.5.2.27)

SENSE DATA SUPPORTED bit (see Ad4,5.2.28)

FREE-FALL SUPPORTED bit (see A11.5.2.29)

DM MODE 3 SUPPORTED bit (S€e A.11.5.2.30)

GPL DMA SUPPORTED bit{se¢e A.11.5.2.31)

WRITE UNCORRECTABLE"SUPPORTED bit (see A.11.5.2.32)
WRV SUPPORTED _bit (see A.11.5.2.33)

©

O =~ N W 01 O N 0

16..23

QWord

DOWNLOAD MICROCODE Capabilities

Bit Meaning
63 Contents of the QWord are valid
62:35 Reserved
34" DM OFFSETS DEFERRED SUPPORTED bit (see A.11.5.3.1)
33 DM IMMEDIATE SUPPORTED bit (see A.11.5.3.2)
32 DM OFFSETS IMMEDIATE SUPPORTED bit (see A.11.5.3.3)
31:16 DM MAXIMUM TRANSFER SIZE field (see A.11.5.3.4)
15:0 DM MINIMUM TRANSFER SIZE field (see A.11.5.3.5)

24.31

QWord

Nominal Media Rotation Rate

Bit Meaning
63 Shall be set to one
62:16 Reserved
15:0 NOMINAL MEDIA ROTATION RATE field (see A.11.5.4)

32..399

QWord

Nominal Form Factor

Bit Meaning
63 Contents of the QWord are valid
62:4 Reserved
3:0 NOMINAL FORM FACTOR field (see A.11.5.5)
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Table A.30 — Supported Capabilities (part 3 of 3)

Offset Type |Content
40.47| QWord |Write-Read-Verify Sector Count Mode 3

Bit Meaning
63 Contents of the QWord are valid
62:32 Reserved
31:0 WRV MODE 3 COUNT field (see A.11.5.6)

48.55| QWord |Write-Read-Verify Sector Count Mode 2

Bit M_eaning
63 Contents of the QWord are valid
62:32 Reserved
31:0 WRV MODE 2 COUNT field (see A.11.5.7)

56..71| DQWord | World wide name

Bit Meaning
127 Shall be set to one
126:64 Reserved
63:0 WORLD WIDE NAME field (see A.11.5.8)

72.79| QWord |DATA SET MANAGEMENT

Bit Meaning
63 Shall be set to one
62:1 Reserved
0 TRIM SUPPORTED bit (see A.11.5.9)

80..511 Reserved

A.11.5.2 Supported Capabilities

A.11.5.2.1 Overview

Supported Capabilities shall indicate features and command sets supported.
A.11.5.2.2 Deterministic read after TRIM is supported (DRAT SUPPORTED bit)

If the TRIM SUPPORTED bit (se€ A:11.5.9) is set to one and the DRAT SUPPORTED bit (see table A.30) is clearef to
zerp, then the Trim function,of the DATA SET MANAGEMENT command (see 7.5.3.2) supports indeterminate
reafd after trim behaviorClf,the TRIM SUPPORTED bit (see A.11.5.9) is set to one and the DRAT SUPPORTED bit i set
to gne, the Trim function of the DATA SET MANAGEMENT command supports deterministic read after trim
behavior. If the TRIM SUPPORTED bit (see A.11.5.9) is cleared to zero, then the DRAT SUPPORTED bit shall be
clegred to zero;

Tahle 31 (see7.5.3.2) provides additional information about the RZAT SUPPORTED bit and the DRAT SUPPORTHD bit.

The IDENTIFY DEVICE data contains a copy of the DRAT SUPPORTED bit (see IDENTIFY DEVICE data word p9 in
table‘43).

A.11.5.2.3 Long Physical Sector Alignment Error Reporting Control is supported (LPS MISALIGNMENT
REPORTING SUPPORTED bit)

If the LPS MISALIGNMENT REPORTING SUPPORTED bit (see table A.30) is set to one, the device supports the
SET FEATURES command with the Long Physical Sector Alignment Error Reporting Control subcommand
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(see 7.45.19). If the LPS MISALIGNMENT REPORTING SUPPORTED bit is cleared to zero, the device does not support
the SET FEATURES command with the Long Physical Sector Alignment Error Reporting Control subcommand.

The IDENTIFY DEVICE data contains a copy of the LPS MISALIGNMENT REPORTING SUPPORTED bit (see IDENTIFY
DEVICE data word 69 in table 43).

A1

1.5.2.4 READ BUFFER DMA is supported (READ BUFFER DMA SUPPORTED bit)

If the READ BUFFER DMA SUPPORTED bit (see table A.30) is set to one, the READ BUFFER DMA command is
supported. If the READ BUFFER DMA SUPPORTED bit is cleared to zero, the READ BUFFER DMA command is not
supported.

E

The lDENTIFY DEVICFE data contains a copy of the READ BUFFER DMA SUPPORTED bit (see IDENTIFY DEVI
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b word 69 in table 43).
1.5.2.5 WRITE BUFFER DMA is supported (WRITE BUFFER DMA SUPPORTED bit)

e WRITE BUFFER DMA SUPPORTED bit (see table A.30) is set to one, the WRITE BUFFER DMA command
ported. If the WRITE BUFFER DMA SUPPORTED bit is cleared to zero, the WRITE BUFFER DMA command i
ported.

IDENTIFY DEVICE data contains a copy of the WRITE BUFFER DMA SUPPORTED bit (see IDENTIFY DEV
b word 69 in table 43).

1.5.2.6 DOWNLOAD MICROCODE DMA is supported (DOWNLOAD MICROCODE DMA SUPPORTED bit)

A command is supported. If the DOWNLOAD MICROCODE DMA SUPR@RTED bit is cleared to zero, the
VWNLOAD MICROCODE DMA command is not supported.

IDENTIFY DEVICE data contains a copy of the DOWNLOAR:MICROCODE DMA SUPPORTED bit (see IDENT
VICE data word 69 in table 43).

1.5.2.7 Optional ATA device 28-bit commands supported (28-BIT SUPPORTED bit)

28-BIT SUPPORTED bit (see table A.30) shall be*cleared to zero if all of the following commands are
ported:

a) FLUSH CACHE;

b) READ DMA;

¢) READ MULTIPLE;

d) READ SECTOR(S);

e) READ VERIFY SECTOR(S);
f) SET MULTIPLE MODE;

g) WRITE DMA;

h) WRITE MULTIPLE; and

i) WRITE SECTOR(S).

28-BIT SUPRORTED bit shall be set to one if any of the following commands are not supported:

a) FLUSH CACHE;
b) «READ DMA,;

is
5 not

CE

e DOWNLOAD MICROCODE DMA SUPPORTED bit (see table A.30) is settoone, the DOWNLOAD MICROCQODE

FY

¢)~ READ MULTIPLE;

) READSECTOR(ST;
e) READ VERIFY SECTOR(S);
f)  SET MULTIPLE MODE;
g) WRITE DMA,;
h) WRITE MULTIPLE; or
i) WRITE SECTOR(S).
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The IDENTIFY DEVICE data contains a copy of the 28-BIT SUPPORTED bit (see IDENTIFY DEVICE data word 69
in table 43).

A.11.5.2.8 Trimmed LBA range(s) returning zeroed data is supported (RZAT SUPPORTED bit)

If the DRAT SUPPORTED bit (see A.11.5.2.2) is set to one and the RZAT SUPPORTED bit (see table A.30) is set to
one, then a read operation after a Trim operation returns data from trimmed LBAs as all words cleared to zero. If
the DRAT SUPPORTED bit is set to one and the RZAT SUPPORTED bit is cleared to zero, then a read operation after a
Trim operation may have words set to any value. If the DRAT SUPPORTED bit is cleared to zero, then the RzAT
SUPPORTED bit shall be cleared to zero.

Table 31 (see 7.5.3.2) provides additional information about the RZAT SUPPORTED bit and the DRAT SUPPORTED bit.

The IDENTIFY DEVICE data contains a copy of the RzAT SUPPORTED bit (see IDENTIFY DEVICE data word B9 in
table 43).

A.11.5.2.9 The NOP command is supported (NOP SUPPORTED bit)

If the NOP SUPPORTED bit (see table A.30) is set to one, the NOP command (see 7.17) is supported. If the NP
SURPORTED bit is cleared to zero, the NOP command is not supported.

The IDENTIFY DEVICE data contains a copy of the NOP SUPPORTED bit (see IDENTIFY-DEVICE data word 82 in
table 43).

A.11.5.2.10 The READ BUFFER command is supported (READ BUFFER SUPPORTED bit)
If the READ BUFFER SUPPORTED bit (see table A.30) is set to one, the READ BUFFER command is supported. If
the|READ BUFFER SUPPORTED bit is cleared to zero, the READ BUFFER command is not supported.
The IDENTIFY DEVICE data contains a copy of the READ BUFFER'SUPPORTED bit (see IDENTIFY DEVICE data
wotd 82 in table 43).

A.11.5.2.11 The WRITE BUFFER command is supported (WRITE BUFFER SUPPORTED bit)

If the WRITE BUFFER SUPPORTED bit (see table A.30):is' supported is set to one, the WRITE BUFFER commapnd is
sugported. If the WRITE BUFFER SUPPORTED bit is-supported is cleared to zero, the WRITE BUFFER command is
not|supported.

The IDENTIFY DEVICE data contains a-gopy of the WRITE BUFFER SUPPORTED bit (see IDENTIFY DEVICE ¢ata
wotd 82 in table 43).

A.11.5.2.12 Read look-ahead istsupported (READ LOOK-AHEAD SUPPORTED bit)
If the READ LOOK-AHEAD SURPORTED bit (see table A.30) is set to one, read look-ahead is supported. If the READ
LOQK-AHEAD SUPPORTED bitis cleared to zero, read look-ahead is not supported.
The IDENTIFY DEMICE data contains a copy of the READ LOOK-AHEAD SUPPORTED bit (see IDENTIFY DEVICE
dath word 82 in table 43).

A.11.5.2.13.The volatile write cache is supported (VOLATILE WRITE CACHE SUPPORTED bit)

If the VOLATILE WRITE CACHE SUPPORTED bit (see table A.30) is set to one, volatile write cache is supported. If the
VOUATIE WRITE CACHE SUPPORTED bit is cleared to zero. volatile writ he is not rt

The IDENTIFY DEVICE data contains a copy of the VOLATILE WRITE CACHE SUPPORTED bit (see IDENTIFY
DEVICE data word 82 in table 43).
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A1

1.5.2.14 The SMART feature set is supported (SMART bit)

If the SMART bit (see table A.30) is set to one, the SMART feature set is supported. If the SMART bit is cleared to
zero, the SMART feature set is not supported.

The IDENTIFY DEVICE data contains a copy of the SMART bit (see IDENTIFY DEVICE data word 82 in table 43).

A1

1.5.2.15 The FLUSH CACHE EXT command is supported (FLUSH CACHE EXT SUPPORTED bit)

If the FLUSH CACHE EXT SUPPORTED bit (see table A.30) is set to one, the FLUSH CACHE EXT command
(see 7.11) is supported. If the FLUSH CACHE EXT SUPPORTED bit is cleared to zero, the FLUSH CACHE EXT
command is not supported.

The
dat
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The
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If th
sul

SUA
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83
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If th
SUH
The
tab
A1
If th
SUH
The
tab

A1

If th

IDENTIFY DEVICE data contains a copy of the FLUSH CACHE EXT SUPPORTED bit (see IDENTIFY DEVAGE
b word 83 in table 43).
1.5.2.16 The 48-bit Address feature set is supported (48-BIT SUPPORTED bit)
€ 48-BIT SUPPORTED bit (see table A.30) is set to one, the 48-bit Address feature set (see.4.4) is supported. If
48-BIT SUPPORTED bit is cleared to zero, the 48-bit Address feature set (see 4.4) is not,supported.

IDENTIFY DEVICE data contains a copy of the 48-BIT SUPPORTED bit (see IDENTIFY DEVICE data word 83
hble 43).
1.5.2.17 SET FEATURES subcommand is required to spin-up after power-up (SPIN-UP SUPPORTED bit)
e SPIN-UP SUPPORTED bit (see table A.30) is set to one, the device requires the SET FEATURES
command to spin-up after power-up if the PUIS feature set is enabled (see 7.45.11). If the SPIN-UP

PORTED bit is cleared to zero, the device does not require the-SET FEATURES subcommand to spin-up|

r power-up.

IDENTIFY DEVICE data contains a copy of the SPIN-UP*SUPPORTED bit (see IDENTIFY DEVICE data wprd
n table 43).
1.5.2.18 The PUIS feature set is supported .(PUIS SUPPORTED bit)
e PUIS SUPPORTED bit (see table A.30) is seébto one, the PUIS feature set (see 4.16) is supported. If the puis
PORTED bit is cleared to zero, the PUIS\feature set (see 4.16) is not supported.

IDENTIFY DEVICE data contains{a copy of the PuIS SUPPORTED bit (see IDENTIFY DEVICE data word B3 in
e 43).
1.5.2.19 The APM feature set is supported (APM SUPPORTED bit)
e APM SUPPORTED bit(see table A.30) is set to one, the APM feature set (see 4.6) is supported. If the ARM
PORTED bit is clearedto zero, the APM feature set is not supported.

IDENTIFY DEVICE data contains a copy of the APM SUPPORTED bit (see IDENTIFY DEVICE data word 83 in
e 43).
1.5.2:20.The DOWNLOAD MICROCODE command is supported (DOWNLOAD MICROCODE SUPPORTED|bit)

e DOWNLOAD MICROCODE SUPPORTED bit (see table A.30) is set to one. the DOWNLOAD MICROCODE

command is supported. If the DOWNLOAD MICROCODE SUPPORTED bit is cleared to zero, the DOWNLOAD
MICROCODE command is not supported.

The IDENTIFY DEVICE data contains a copy of the DOWNLOAD MICROCODE SUPPORTED bit (see IDENTIFY
DEVICE data word 83 in table 43).
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A.11.5.2.21 The IDLE IMMEDIATE command with UNLOAD feature is supported (UNLOAD SUPPORTED bit)

If the UNLOAD SUPPORTED bit (see table A.30) is set to one, the IDLE IMMEDIATE command with unload feature
(see 7.15.2.2) is supported. If the UNLOAD SUPPORTED bit is cleared to zero, the IDLE IMMEDIATE command with
unload feature (see 7.15.2.2) is not supported.

The IDENTIFY DEVICE data contains a copy of the UNLOAD SUPPORTED bit (see IDENTIFY DEVICE data word

84 i

n table 43).

A.11.5.2.22 The WRITE DMA FUA EXT and WRITE MULTIPLE FUA EXT commands are supported (WRITE

FUA

EXT SUPPORTED bit)

Thd

Oth

The
wolf

A.11.5.2.23 The GPL feature set is supported (GPL SUPPORTED bit)

If th
SUH

The
tab

A.11.5.2.24 The Streaming feature set is supported (STREAMING SUPPORTED bit)

If th
If th

The

wotd 84 in table 43).
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If th
SEL
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The
dat

WRITE FUA EXT SUPPORTED DIt (see 1table A.oU) shall be set 1o one It:

a) the 48-BIT SUPPORTED bit (see A.11.5.2.16) bit is set to one; and
b) the WRITE DMA FUA EXT command (see 7.60) and WRITE MULTIPLE FUA EXT command (See ]
are supported.

erwise, the WRITE FUA EXT SUPPORTED bit shall be cleared to zero.

IDENTIFY DEVICE data contains a copy of the WRITE FUA EXT SUPPORTED bit (see IDENTIFY DEVICE
d 84 in table 43).

e GPL SUPPORTED bit (see table A.30) is set to one, the GPL feature seti{see 4.11) is supported. If the G
PORTED bit is cleared to zero, the GPL feature set is not supported.

IDENTIFY DEVICE data contains a copy of the GPL SUPPORTEDbit (see IDENTIFY DEVICE data word
e 43).

€ STREAMING SUPPORTED bit (see table A.30) is set't0.0ne, the Streaming feature set (see 4.23) is suppg
e STREAMING SUPPORTED bit is cleared to zero, the\Streaming feature set is not supported.

IDENTIFY DEVICE data contains a copy of-the STREAMING SUPPORTED bit (see IDENTIFY DEVICE dat

1.5.2.25 The SMART self-test is supported (SMART SELF-TEST SUPPORTED bit)

€ SMART SELF-TEST SUPPORTEDbit (see table A.30) is set to one, SMART self-test is supported. If the sM
F-TEST SUPPORTED bit is cleared to zero, SMART self-test is not supported.

5 bit is valid if the SMART-bit(see A.11.5.2.14) is set to one indicating that the SMART feature set is suppo
IDENTIFY DEVICEdata contains a copy of the SMART SELF-TEST SUPPORTED bit (see IDENTIFY DEVIC
b word 84 in table43).
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